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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

This document specifies the group management protocols needed to support Mission Critical Push-To-Talk (MCPTT). Group management applies only to on-network operation.

Editor's note: it is FFS whether to replace "Group management applies only to on-network operation." with "Group management happens only on-network."

Mission critical communication services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

The MCPTT service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

This document is applicable to User Equipment (UE) supporting the group management client functionality, to application server supporting the group management server functionality, and to application server supporting the MCPTT server functionality.

Editor's note:
it is FFS whether further XML documents (other than MCPTT group) needs to be stored in network and managed by the UE using XCAP. If so, the functional entities might need to be renamed. There might be additional functional entities introduced. Also, the TS itself might need to be renamed. SA6 might need to be involved or be responsible for this discussion.

Editor's note:
it is FFS whether to state in this clause of this document, elsewhere in this document or in other document(s) that (a) MCPTT groups created in on-network situation are used in off-network situation; and (b) an MCPTT group includes any specific indication(s) and parameters required to allow that group to be used in off-network situation. There is also a possibility that it is entirely within the scope of the configuration management.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".

[3]
OMA-TS-XDM_Group-V1_1-20120403-A: "Group XDM Specification".

[4]
3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services".

[5]
3GPP TS 24.uuu: "Mission Critical Push To Talk (MCPTT) call control Protocol specification".

[6]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".
3
Definitions and abbreviations

3.1
Definitions

MCPTT Group: A group supporting the MCPTT service.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [4] apply:

MCPTT group identity

MCPTT service

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-V1_1 [3] apply:

Group

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:

XDMC

XDMS

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

GMC
Group Management Client

GMS
Group Management Server

MCPTT
Mission Critical Push To Talk

UE
User Equipment

4
General

Editor's note [WID: MCPTT]: This clause contains any material of a descriptive nature needed to introduce the document and its procedures.

Editor's Note [WID: MCPTT]:
The current assumption is that OMA OMA-TS-XDM_Group-V1_1 [3] procedures and XML schema can be used. If this assumption proves wrong a new XML schema and procedures may need to be specified in this document.

Editor's note [WID: MCPTT]:
it is FFS whether further XML documents (other than group) needs to be stored in network and managed by the UE using XCAP. If so, the functional entities might need to be renamed. There might be additional functional entities introduced. Also, the TS itself might need to be renamed. 
5
Functional entities

Editor's note: This clause describes the functional entities that are used later in each of the procedures clauses. This is currently the group management client and the group management server. 
5.1
Group management client (GMC)

The GMC shall:

-
support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [2]; and

-
support the procedure in subclause 6.3.2.2.2.

5.2
Group management server (GMS)

The GMS shall:

-
support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [2]; and

-
support the procedure in subclause 6.3.2.3.

6
Procedures

6.1
Introduction

Editor's note: this contains informative description of the clause 6
6.2
Common procedures

6.2.1
General

Editor's note: this subclause contains common procedures (e.g. authentication) applied on all signalling sent on CSC-2 (between the group management client and the group management server) and on CSC-3 (between MCPTT server and group management server).
6.2.2
Client procedures

6.2.3
MCPTT server procedures

6.2.4
Group management server procedures
6.3
Group management procedures

6.3.1
General

Editor's note: this subclause contains general procedures for management of group sent from the group management client or MCPTT server to the group management server (and vice verse)

Editor's note: it is FFS whether a dedicated procedure is needed for support of the "Temporary group – broadcast group call" specified in 3GPP TS 23.179 v0.2.0 subclause 10.8.3.2.1 or whether this procedure is covered in the 24.uuu Call Control spec.

Editor's note: it is FFS whether a dedicated procedure is needed for support of the "Temporary group tear down" specified in 3GPP TS 23.179 v0.2.0 subclause 10.6.2.3.

6.3.2
Group creation procedure

6.3.2.1
General

Editor's note [WID: MCPTT]: this subclause is to address the scenario for normal group creation by administrators and for user regrouping operations by authorized user/dispatcher as described in 3GPP TS 23.179 v0.2.0 subclause 10.6.3.
6.3.2.2
Client procedures

6.3.2.2.1
General client (GC) procedures


In order to create a group, a GC shall create an XML document of the application usage specified in subclause 7.3.1 and shall send the XML document to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Create or Replace a Document".
6.3.2.2.2
Group management client (GMC) procedures


In order to create a group, a GMC shall perform the procedures in subclause 6.3.2.2.1 specified for GC.
6.3.2.2.3
MCPTT server procedures

Editor's note [WID: MCPTT]: this contains reference to the subclause 6.3.2.2.1 + description on the MCPTT server specific procedures for group creation.

6.3.2.3
Group management server (GMS) procedures

A GMS shall support receiving an XML document of the application usage specified in subclause 7.3.1 according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "PUT Handling".
6.3.3
Group retrieval procedure

6.3.3.1
General

6.3.3.2
Client procedures

6.3.3.2.1
General client procedures

Editor's note: this contains description on how the client (i.e. group management client or MCPTT server) retrieves an group. It is assume most of the Group management client procedures and the MCPTT server procedures will be very much the same so this section contains the common procedures for both.

6.3.3.2.2
Group management client procedures

Editor's note: this contains reference to the subclause 6.3.3.2.1 + description on the group management client specific procedures for group retrieval.

6.3.3.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.3.2.1 + description on the MCPTT server specific procedures for group retrieval.

6.3.3.3
Group management server procedures
Editor's note: this contains description on the Group management server procedures for group retrieval, received from Group management client or MCPTT server.

6.3.4
Group update procedure

6.3.4.1
General

Editor's note: 3GPP TS 23.179 v0.2.0 so far does not explicitly require update of an group (even though creation is explicitly required)
6.3.4.2
Client procedures

6.3.4.2.1
General client procedures

Editor's note: this contains description on how the client (i.e. group management client or MCPTT server) updates an group. It is assume most of the Group management client procedures and the MCPTT server procedures will be very much the same so this section contains the common procedures for both.

6.3.4.2.2
Group management client procedures

Editor's note: this contains reference to the subclause 6.3.4.2.1 + description on the group management client specific procedures for group update.

6.3.4.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.4.2.1 + description on the MCPTT server specific procedures for group update.

6.3.4.3
Group management server procedures
Editor's note: this contains description on the Group management server procedures for group update, received from Group management client or MCPTT server.

6.3.5
Group deletion procedure

6.3.5.1
General

Editor's note: 3GPP TS 23.179 v0.2.0 so far does not explicitly require deletion of an group (even though creation is explicitly required)
6.3.5.2
Client procedures

6.3.5.2.1
General client procedures

Editor's note: this contains description on how the client (i.e. group management client or MCPTT server) deletes an group. It is assume most of the Group management client procedures and the MCPTT server procedures will be very much the same so this section contains the common procedures for both.

6.3.5.2.2
Group management client procedures

Editor's note: this contains reference to the subclause 6.3.5.2.1 + description on the group management client specific procedures for group deletion.

6.3.5.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.5.2.1 + description on the MCPTT server specific procedures for group deletion.

6.3.5.3
Group management server procedures
Editor's note: this contains description on the Group management server procedures for group deletion, received from Group management client or MCPTT server.

6.3.6
Group subscription and notification procedure

6.3.6.1
General

Editor's note: this contains description subscription to an group. See 3GPP TS 23.179 v0.2.0 subclause 10.5.2.

6.3.6.2
Client procedures

6.3.6.2.1
General client procedures

Editor's note: this contains description on how the client (i.e. group management client or MCPTT server) subscribes to an group. See 3GPP TS 23.179 v0.2.0 subclause 10.5.2. It is assume most of the Group management client procedures and the MCPTT server procedures will be very much the same so this section contains the common procedures for both.

6.3.6.2.2
Group management client procedures

Editor's note: this contains reference to the subclause 6.3.6.2.1 + description on the group management client specific procedures for group subscription.

6.3.6.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.5.2.1 + description on the MCPTT server specific procedures for group subscription.

6.3.6.3
Group management server procedures
Editor's note: this contains description on the Group management server procedures for group subscription, received from Group management client or MCPTT server.

6.3.7
Group regrouping procedure

6.3.7.1
General

Editor's note: this contains description on group regrouping - See 3GPP TS 23.179 v0.2.0 subclause 10.6.2.1

6.3.7.2
Group management client procedures

6.3.7.3
Group management server procedures
6.3.8
CSC-3 part of MCPTT group affiliation procedure

6.3.8.1
General

Editor's note: this contains description on CSC-3 part of the affiliation procedure - see 3GPP TS 23.179 v0.2.0 subclause 10.4.2 steps 2a), 2b) and 5b). If CSC-3 part of the affiliation procedure is a regular MCPTT group update trigged by MCPTT server and details on the update are described elsewhere, then section 6.3.8 can be removed or voided.

Editor's note: it is FFS whether procedures between the Partner's MCPTT Server and the Partner's Group Management Server as in 3GPP TS 23.179 v0.2.0 subclause 10.4.3.2 are the same as between the MCPTT operator's own MCPTT Server and MCPTT operator's own Group Management Server as in 3GPP TS 23.179 v0.2.0 subclause 10.4.2, or whether an additional procedure needs to be defined.

6.3.8.2
MCPTT server procedures

6.3.8.3
Group management server procedures
6.3.9
CSC-3 part of MCPTT group de-affiliation procedure

6.3.9.1
General

Editor's note: this contains description on CSC-3 part of the de-affiliation procedure - see 3GPP TS 23.179 v0.2.0 subclause 5.2.5 and subclause 10.4.4 . If CSC-3 part of the de-affiliation procedure is a regular MCPTT group update trigged by MCPTT server and details on the update are described elsewhere, then section 6.3.9 can be removed or voided.

6.3.9.2
MCPTT server procedures

6.3.9.3
Group management server procedures
7
Coding

7.1
Introduction

Editor's note: this contains informative description of the clause 7
7.2
General

Editor's note: this contains common normative description applicable to the clause 7
7.3
Group coding


7.3.1
General

Group is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Group".

The requirements in remaining subclauses of the parent subclause of this subclause apply for an MCPTT group.

The usage of an MCPTT group in MCPTT service is described in 3GPP TS 24.uuu [5].

7.3.2
Structure

The group structure is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Structure" with the MCPTT specific clarifications specified in this subclause. 
The following elements and attributes of the <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a "uri" attribute containing the MCPTT group identity;

b)
a <display-name> element containing a MCPTT group name;

c)
a <list> element containing the MCPTT group members;

d)
an <invite-members> element;

e)
a <ruleset> element representing the authorization policy associated with this group; and

f)
a <supported-services> element containing supported services of this group.

Editor's note [WID: MCPTT]: it is FFS what further pieces of information are needed in the MCPTT group definition.

The following elements and attributes of the <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <entry> element.

Editor's note [WID: MCPTT]: it is FFS whether members can be addressed by referring to an external list.

The following elements and attributes of the <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <rule> element.

The following elements and attributes of the <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <conditions> element; and

b)
a <actions> element.

The following elements and attributes of the <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
the <identity> element; and

b)
the <is-list-member> element.

Editor's note [WID: MCPTT]: it is FFS what additional conditions are needed.

The following elements and attributes of the <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
the <join-handling> element.

Editor's note [WID: MCPTT]: it is FFS what additional authorization policies are needed in the MCPTT group definition.

The following elements and attributes of the <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
the <service> element.

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element

The following elements and attributes of the <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
the "enabler" attribute including a string defining an enabler. The "enabler" attribute is set to the MCPTT ICSI specified in the 3GPP TS 24.uuu [5].
Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

NOTE:
MCPTT group can contain further attributes and elements from any namespaces, according to the XML schemas of the MCPTT group.
7.3.3
Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Application Unique ID".
7.3.4
XML schema

XML schema is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "XML Schema".
7.3.5
Default namespace

Default namespace is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Default Namespace". 
7.3.6
MIME type

MIME type is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "MIME Type".
7.3.7
Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Validation Constraints". 
7.3.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
A group is an MCPTT group only if the <supported-services> element is present, and:

a)
the <service> child element of the <supported-services> element includes the "enabler" attribute set to the MCPTT ICSI specified in the 3GPP TS 24.uuu [5].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element has the "must-understand" attribute, then the group is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is not a descendant of a <conditions> element;

then the element is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is a descendant of a <conditions> element;

then the element is evaluated as not known element according to IETF RFC 4745 [6].

If a group includes an attribute not specified in subclause 7.3.2 for MCPTT group and different from the "must-understand" attribute, then the attribute is ignored.

The <invite-members> element:
a)
"true": represents the pre-arranged group; and
b)
"false": represents the chat group. This value is used when the element is not present. 

Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

7.3.9
Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Naming conventions".
7.3.10
Global Documents

Global documents are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Global Documents".
7.3.11
Resource interdependencies

Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Resource interdependencies".
7.3.12
Authorization policies

Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Authorization policies".
Annex A (informative):
Signalling flows

Editor's note: The included signalling flows will be limited to illustrate key functionalities and will not cover all possible scenarios.

Editor's note: As inclusion of all protocol details in the signalling flows can be time consuming to specify and only illustrate an informative example, it is FFS whether the included signalling flows will show all protocol details or if they only will list the information elements and/or possible key parameters that are needed to illustrate certain aspects of each signalling flow.
Annex B (informative):
Working draft

B.0
General

This annex is a living annex.

At start, this annex contains import of OMA-PCPS-TS-Document_Management-V1_0-20150220-C, adjusted to 3GPP drafting rules.

This annex will be modified by contributions as needed to fit MCPTT work.

It is expected that some text (but not necessarily all text) of this annex will be moved to the main body of the document, as needed.

When work on MCPTT is complete, this annex will be removed or voided.

This annex does not preclude other text from being added to the main body of the document.

B.1
Scope

This specification describes the documents used by the PCPS Enabler, including description of PCPS Enabler specific usage of data formats and XCAP Application Usages defined in the XDM Enabler. Additionally, this document specifies PCPS Enabler specific deviations and extensions to the XDM Enabler documents. This document also specifies the PCPS specific XCAP Application Usages.
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B.3
Terminology and Conventions

B.3.1
Conventions

All clauses and appendixes, except "Scope" and "Introduction", are normative, unless they are explicitly indicated to be informative.

B.3.2
Definitions

For the purposes of the PoC specifications, the terms and definitions given in OMA OMA-ORG-Dictionary-V2_6 [26] and the following terms and definitions apply.
Active PoC Dispatcher: PoC User currently taking the role of PoC Dispatcher for all the Dispatch PoC Sessions of a Dispatch PoC Group. The Active PoC Dispatcher can change along time between PoC Users that are allowed the role of PoC Dispatcher for the Dispatch PoC Group (e.g. through role transfer mechanisms).

Ad-hoc PoC Group Session: A PoC Group Session established by a PoC User to PoC Users listed on the invitation. The list includes PoC Users or PoC Groups or both.  

Application Unique ID: A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application. (Source: IETF RFC 4825 [11])

Application Usage: Detailed information on the interaction of an application with an XCAP Server. (Source: IETF RFC 4825 [11])

Audio: General communication of sound with the exception of PoC Speech.

Chat PoC Group: A persistent PoC Group in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other PoC Users being invited.

NOTE 1:
A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to "false".
Chat PoC Group Session: A PoC Session established to a Chat PoC Group.

Controlling PoC Function: A function implemented in a PoC Server, providing centralized PoC Session handling, which includes Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information.

Discrete Media: Media that itself does not contain an element of time (e.g. images, text).

Dispatch PoC Group: A Pre-arranged PoC Group in which one member is assigned the role of PoC Dispatcher and the other member(s) are assigned the role of PoC Fleet Members.

Dispatch PoC Session: The PoC Session of a Dispatch PoC Group, or a subset of the Dispatch PoC Group, in which the 1-many-1 communication method is used.

Global Document: A document placed under the XCAP Global Tree that applies to all users of that application usage.

Global Tree: A URI that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root.

Group: A predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI. 

Group Advertisement: A feature that provides the capability to inform other PoC Users of the existence of a PoC Group.

Group Usage List: A list of group names or service URIs that are known by the XDM Client

Media: Forms of information that are exchanged between Participants. Media can come in different forms, which are referred to as Media Types.

Media Burst Control: Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia. 

Media Burst Control Schemes: Way of using Media Burst Control according to predefined rules and procedures. 

Media Streaming Control: A Media Type allowing Participants to control a Continuous Media stream using RTSP in a PoC Session.

Media Type: Media Types share a characteristic of human perception. Media Types are either realtime or non-realtime, like:

-
PoC Speech

-
Audio (e.g. music)

-
Video

-
Discrete Media (e.g. still image, formatted and non-formatted text, file)
-
Media Streaming Control (RTSP)

Multimedia: Multimedia is the simultaneous existence of multiple Media Types like

-
audiovisual

-
video plus subtitles


Multimedia from a single source that involves real-time Media Types are assumed to be synchronized.
NW PoC Box:A PoC functional entity in the PoC Network where PoC Session Data and PoC Session Control Data can be stored

Participant: A Participant is a PoC User in a PoC Session.

Participant Information: Information about the PoC Session and its Participants.

Participating PoC Function:A function implemented in a PoC Server, which provides PoC Session handling, which includes policy enforcement for incoming PoC Sessions and relays Talk Burst Control and Media Burst Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function. The Participating PoC Function can also relay RTP Media between the PoC Client and the PoC Server performing the Controlling PoC Function.

PoC Box: A PoC functional entity where PoC Session Data and PoC Session Control Data can be stored. It can be a NW PoC Box or a UE PoC Box.

PoC Client: A functional entity that resides on the User Equipment that supports the PoC service. 

PoC Crisis Event Handling Entity: A functional Entity in the PoC Network authorizing PoC Users to initiate or join Crisis PoC Sessions. The PoC Crisis Event Handling Entity enforces the local policy for National Security, Public Safety and Private Safety applications within a country or a sub-division of a country.
NOTE 2:
The PoC Crisis Event Handling Entity complements the emergency service.

PoC Dispatcher: The Participant in a Dispatch PoC Session that sends Media to all PoC Fleet Members and that receives Media from any PoC Fleet Member.

NOTE 3:
The PoC Dispatcher is an enhancement to the PoC 1 Distinguished Participant.

PoC Fleet Member: A Participant in a Dispatch PoC Session that is only able to send Media to the PoC Dispatcher, and that likewise is only able to receive Media from the PoC Dispatcher.

NOTE 4:
PoC Fleet Member is the same as Ordinary Participant in PoC 1.

PoC Group: A Group supporting the PoC service. PoC User uses PoC Groups e.g. to establish PoC Group Sessions.

PoC Group Identity: A SIP URI identifying a Pre-arranged PoC Group or a Chat PoC Group. A PoC Group Identity is used by the PoC Client e.g. to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups.

PoC Group Name: Indicates the name of the PoC Group that can be presented to the PoC User.

PoC Group Session: A Pre-arranged PoC Group Session, Ad-hoc PoC Group Session or Chat PoC Group Session.

PoC Network: Network comprising of a SIP/IP Core and PoC Server(s), which provide PoC capabilities to the associated PoC capable User Equipments which are compliant with OMA PoC Service Enabler specifications.

PoC Session: A PoC Session is a SIP Session established by the procedures of this specification. This specification supports the following types of PoC Sessions: 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session, or Chat PoC Group Session.

PoC Session Control Data: Information about PoC Session Data e.g. time and date, PoC Session initiator.

PoC Session Data: Media Bursts and Media Burst Control information exchanged during a PoC Session e.g. Video frames, an image or Talk Burst.

PoC Session Identity: SIP URI, which identifies the PoC Session and which can be used for routing initial SIP requests. It is received by the PoC Client during the PoC Session establishment in the Contact header field and/or in the MBCP Connect message in case of using Pre-established Session.
PoC Speech: Communication of speech as defined by PoC version 1.0.

PoC Subscriber: Is one whose service subscription includes the PoC service. A PoC Subscriber can be the same person as a PoC User.

PoC User: A User of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.

PoC User Access Policy: A rule-based plan of actions that defines the criteria for access to the PoC User. The plan describes the expected pattern of behaviour of the PoC User at access attempts from other PoC Users.

Pre-arranged PoC Group: A persistent PoC Group. The establishment of a PoC Session to a Pre-arranged PoC Group results in the members being invited.

NOTE 5:
A Pre-arranged PoC Group is a persistent PoC Group, where the <invite-members> element is set to "true".

Pre-arranged PoC Group Session: A PoC Session established by a PoC User to a Pre-arranged PoC Group.

RTP Media: The Media carried in an RTP payload.

SIP Session: A SIP dialog. From IETF RFC 3261 [8], a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time. A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag. A dialog was formerly known as a call leg in IETF RFC 2543 [27].

SIP URI: From IETF RFC 3261 [8]: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in RFC 2396". PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI Lists, etc.

Talk Burst:A flow of PoC Speech from a PoC Client having the permission to send PoC Speech as specified in OMA PoC V1.0.

Talk Burst Control: A control mechanism that arbitrates requests from the PoC Clients for the right to send PoC Speech as specified in OMA PoC V1.0. 

UE PoC Box: A functional entity co-located with the PoC Client in the User Equipment where PoC Session Data and PoC Session Control Data can be stored.

URI List: A list of URIs. 

User: Any entity that uses the described features through the User Equipment.

User Equipment: A hardware device that supports a PoC Client e.g., a wireless phone. 

Video: Communication of live-streamed pictures without any Audio component.

XCAP Application Usage: Detailed information on the interaction of an XCAP Client with an XCAP Server. (Source: IETF RFC 4825 [11])

XCAP Client: An HTTP client that understands how to follow the naming and validation constraints defined in this specification. 

XCAP Root: A context that includes all of the documents across all application usages and users that are managed by a server. 

XCAP Server: An HTTP server that understands how to follow the naming and validation constraints defined in this specification. 

B.3.3
Abbreviations

AUID
Application Unique ID

HTTP
Hypertext Transfer Protocol

MIME
Multipurpose Internet Mail Extensions

NW
Network

OMA
Open Mobile Alliance

PCPS
Push to Communicate for Public Safety

PoC
Push to talk over Cellular

UE
User Equipment

URI
Uniform Resource Identifier

XCAP
XML Configuration Access Protocol

XDM
XML Document Management

XDMC
XDM Client

XDMS
XDM Server

XML
Extensible Markup Language

XUI
XCAP User Identifier

B.4.
Introduction

B.4.0
General

The PCPS Enabler is intended to deliver a complete set of Push-to-Communicate for Public Safety application and service layer standards (for voice and data), hence the PCPS acronym. This enabler is an update from the PoC V2.1 Enabler.
This specification describes the usage of documents used by the PCPS Enabler. The specific usages include the usage of the XML schemas and Application Usages for Group documents, User Access Policy documents and Group Usage List documents and PoC Session documents. XDM Application Usages include that for PoC Groups and PoC User Access Policy, which are specified in details in OMA OMA-TS-XDM_Policy-V1_1 [16] as User Access Policy and in OMA OMA-TS-XDM_Group-V1_1 [17] as Group. The specific Application Usages include that for PoC Sessions. Additionally, this specification describes the usage of the XML schema for the Group Advertisement, which is specified in OMA OMA-TS-XDM_Group-V1_1 [17] as Extended Group Advertisement. This specification also defines the specific deviations and extensions to the XML schemas for the Group, the User Access Policy, Group Usage List, and Extended Group Advertisement documents.

Clients use the AUIDs and the protocol specified in OMA OMA-TS-PoC_XDM-V1_0 [1], if the PoC Enabler Release 1 is indicated by the provisioning.

In addition to above the backward compatibility towards PoC V1.0 is ensured by appropriate configuration of the Aggregation Proxy and the special handling of PoCv1.0 level requests in the Shared XDMS.

Clienst use the AUIDs and the protocol specified in OMA OMA-TS-PoC_Document_Management-V2_0 [28] if the PoC Enabler Release 2.0 is indicated by the provisioning.

Clients use the AUIDs and the protocol specified in OMA OMA-TS-PoC_Document_Management-V2_1 [6] if the PoC Enabler Release 2.1 is indicated by the provisioning.

NOTE:
Usage of all PoCv2.1 functionalities requires XDMv2.1 functionalities.

Clients use the AUIDs and the protocol specified in this document, if the PCPS V1.0 Enabler is indicated by the provisioning.

B.4.1
Version 1.0

PCPS V1.0 has a limited scope, serving as a limited OMA PoC Enabler Update from the current version of PoC V2.1.
PCPS V1.0 updates PoC V2.1 to support 3GPP Release 12 LTE and relevant key features based upon completed 3GPP requirements up through Release 12.

PCPS V1.0 is synchronized to 3GPP Release 12, specifically excluding the following in progress Release 12 work:

-
Group Communication System Enablers for LTE (GCSE_LTE) 

-
Proximity Services (ProSe) 

PCPS V1.0 is synchronized to 3GPP Release 12, to specifically include the following:

-
Adapt PoC V2.1 Multicast (currently using MBMS over UTRA) to use eMBMS over LTE

-
Update PoC V2.1 SIP/IP Core operations to align with 3GPP Release 12 LTE architecture
PCPS V1.0 describes usage of PoC specific Application Usages for PoC Sessions documents. PCPS V1.0 also describes usage of XDM specific Application Usages for Group documents, User Access Policy documents and Group Usage List documents.

The PCPS V1.0 enabler summarizes the usage of documents for:
-
Group

-
User Access Policy

-
Group Usage List 

-
Type of PoC Group

-
Extended Group Advertisement

-
PoC Box

-
Active PoC Dispatcher

-
Media Burst Control Schemes

-
Dispatch PoC Group

-
PoC Sessions

-
Media Burst Control Schemes

-
PoC Group specific releasing rules

-
PoC Crisis Event Handling

-
Moderator

B.5.
PoC XDM Application Usages

B.5.1
PoC Group

B.5.1.0
General

NOTE:
In PCPS version 1.0 the Group definitions are described in the OMA OMA-TS-XDM_Group-V1_1 [17]. PoC Groups are still available for network elements and XDM Clients, that are compliant with PoC 1.0 Enabler Release by using the AUID specified in the PoC 1.0 as specified in OMA OMA-TS-PoC_XDM-V1_0 [1].
PoC Group is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Group". The use of the elements of PoC Groups is described in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]. 

B.5.1.1
Structure

The general Group structure is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Structure" with the PoC Enabler specific clarifications and deviations specified in this subclause and the additional, PoC specific structure, in the subclause B.6.2.1 "Structure". 
The following elements and attributes of the <list-service> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
a "uri" attribute containing the PoC Group Identity;

b)
other attributes from any other namespaces for the purpose of extensibility;

c)
a <display-name> element containing a PoC Group Name;

d)
a <list> element containing the PoC Group Members;

e)
an <invite-members> element;

f)
a <max-participant-count> element containing a maximum number of allowed PoC Users in a Pre-arranged PoC Group Session and a Chat PoC Group Session; 

g)
a <ruleset> element representing the authorization policy associated with this PoC Group;

h)
a <subject> element containing a topic or description of the Group;

i)
a <supported-services> element containing supported services of the PoC Group;

j)
a <qoe> element indicating the Quality of Experience Profile assigned to the PoC Group;

k)
<min-participant-count> element representing the minimum number of participants needed for a PoC Group Session to become active or remain active;

l)
<required-participants> element representing who must participate for a PoC Group Session to become active or remain active; and

m)
<max-duration> element representing the maximum allowed time duration of a Group Session.

NOTE:
When the PoC Group is created, the <automatic-group-advertisement> element can be used in the Group definition, as defined in the OMA OMA-TS-XDM_Group-V1_1 [17], if Group Advertisement is desired to be sent automatically to the PoC Group members as specified in the OMA OMA-TS-XDM_Group-V1_1 [17].
The following elements and attributes of the <list> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
an <entry> element; and

b)
an <external> element. 

The following elements and attributes of the <ruleset> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
an <rule> element.

The following elements and attributes of the <conditions> child element of any <rule> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
the <identity> element;

b)
the <external-list> element;

c)
the <other-identity> element; and

d)
the <is-list-member> element.

The following elements and attributes of the <actions> child element of any <rule> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
the <allow-conference-state> element;

b)
the <allow-invite-users-dynamically> element;

c)
the <join-handling> element;

d)
the <allow-initiate-conference> element;

e)
the <allow-anonymity> element;

f)
the <is-key-participant> element;

g)
the <allow-subconf> element;

h)
the <allow-media-handling> element;
i)
the <remove-media-handling> element;
j)
the <allow-expelling> element; and
k)
the <block-group-advertisement-sending> element.
B.5.1.2
Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Application Unique ID".
B.5.1.3
XML schema

XML schema is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "XML Schema". The PoC specific XML schema extensions are described in subclause B.6.2.2 "XML schema". 
B.5.1.4
Default namespace

Default namespace is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Default Namespace". 
B.5.1.5
MIME type

MIME type is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "MIME Type". 
B.5.1.6
Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Validation Constraints". 
B.5.1.7
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Data Semantics" with the PoC specific clarifications specified in this subclause. The data semantics for PoC specific extensions are described in subclause B.6.2.4 "Data semantics".
A group data is applicable to PoC service only if the condition element <supported-services> is present, and

1.
the child element <service> includes the "enabler" attribute value "poc"; or

2.
the child element <all-services-except> does not include a <service> child element with "enabler" attribute value "poc".

The <group-media> element, which is a child element of <service>:

The sub-element <full-duplex> is not applicable for Audio and Video in PoC Service. 

Group documents including elements with "must-understand" attribute and not used by PoC Enabler shall be regarded as not applicable to PoC service.

The <invite-members> element:
-
"true": represents the Pre-arranged PoC Group; and
-
"false": represents the Chat PoC Group. This value is used when the element is not present. 

A <group-media> element with a list of media elements is used to specify allowed media types. List of possible media elements defined in PoC are:

1)
The <message-session> media element indicating session based messaging as defined in IETF RFC 4975 [13];

2)
The <file-transfer> media element indicating file transfer as defined in OMA OMA-TS-PoC_Endorsement_OMA_IM_TS-V2_1 [2];

3)
The <audio> media element indicating a streaming media type as defined in IETF RFC 3840 [9];

4)
The <video> media element indicating a streaming media type as defined in IETF RFC 3840 [9];

5)
The <poc-speech> media element indicating a PoC speech media type as defined in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]; and

6)
The <group-advertisement> media element indicating a group advertisement as defined in OMA OMA-TS-XDM_Group-V1_1 [17] "Extended Group Advertisements".

NOTE:
All other media elements not listed in the list above are ignored by the PoC Server.

B.5.1.8
Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Naming conventions".
B.5.1.9
Global Documents

Global Documents are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Global Documents".
B.5.1.10
Resource interdependencies

Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Resource interdependencies".
B.5.1.11
Authorization policies

Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Authorization policies".
B.5.2
PoC User Access Policy

B.5.2.0
General

NOTE:
In PCPS 1.0 the User Access Policy is described in the OMA OMA-TS-XDM_Policy-V1_1 [16]. PoC User Access Policies are still available for network elements and XDM Clients, that are compliant with PoC 1.0 Enabler Release by using the AUID specified in the PoC 1.0 as specified in OMA OMA-TS-PoC_XDM-V1_0 [1].
PoC User Access Policy is described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "User Access Policy". The use of the elements of PoC User Access Policy is described in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]. 

B.5.2.1
Structure

The general User Access Policy structure is described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Structure" with the PoC Enabler specific clarifications and deviations specified in this subclause and the additional, PoC specific structure in the subclause B.6.3.1 "Structure".
The following elements and attributes of the <rule> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Policy-V1_1 [16]:

a)
the <conditions> element; and

b)
the <actions> element.

NOTE 1:
This specification does not define any value for the <transformations> element defined as a child of the <rule> element in IETF RFC 4745 [10]. This means that, if present, the PoC Server ignores this element.

The following elements and attributes of the <conditions> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Policy-V1_1 [16]:

a)
the <identity> element;
b)
the <external-list> element;

c)
the <other-identity> element;

d)
the <sphere> element;
e)
the <validity> element;
NOTE 2:
This specification does not define any value for those elements defined as a part of the <conditions> element in IETF RFC 4745 [10], but which are not explicitly identified in the list above. This means that, if present, the PoC Server ignores such elements.

f)
the <anonymous-request> element;

g)
the <media-list> element;

h)
the <service-list> element, as defined in OMA OMA-TS-XDM_Core-V2_1 [18] "Common Extensions";

i)
the <qoe> element;
j)
the <invited-identities> element;
k)
the <activities> element;
l)
the <country-region-list> element; and
m)
the <location-list> element.
The following elements and attributes of the <actions> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Policy-V1_1 [16]:

a)
the <allow-auto-answermode> element;

b)
the <allow-reject-invite> element;

c)
the <allow-offline-storage> element;

d)
the <allow-manual-answer-override> element;

e)
the <allow-barring-media-content> element;

f)
the <allow-barring-media-stream> element; and

g)
the <allow-reject-outgoing-invite> element.

B.5.2.2
Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Application Unique ID".
B.5.2.3
XML schema

XML schema is described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "XML Schema". The PoC specific XML schema extensions are described in subclause B.6.3.2 "XML schema".
B.5.2.4
Default namespace

Default namespace is described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Default Namespace".
B.5.2.5
MIME type

MIME type is described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "MIME Type".
B.5.2.6
Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Validation constraints".
B.5.2.7
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Data Semantics" with the PoC specific clarifications specified in this subclause. The data semantics for PoC specific extensions are described in subclause B.6.3.4 "Data semantics". 
An authorization rule is applicable to PoC service only if the condition element <service-list> is not present, or if present the child element <service> includes the "enabler" attribute value "poc" or the child element <all-services-except> does not include a <service> child element with "enabler" attribute value "poc".

The sub-element <full-duplex> is not applicable for Audio and Video in the PoC service.

The action <allow-reject-invite> element value "true" is not applicable for the following elements in the PoC service:

a)
the <country-region-list> element; and

b)
the <location-list> element.

The action element <allow-barring-media-content> is applicable to the following elements for barring/not barring incoming Media content:

a)
the <audio> media element;

b)
the <video> media element;

c)
the <text> media element;

d)
the <image> media element;

e)
the <binary-data> media element; and

f)
the <group-advertisement> media element.

The action element <allow-barring-media-stream> is applicable to the following elements for barring/not barring incoming Media streams:

a)
the <message-session> media element;
b)
the <file-transfer> media element;

c)
the <audio> media element;

d)
the <video> media element;

e)
the <poc-speech> media element; and

f)
the < media-streaming-control> media element.

A <media-list> element with a list of media elements is used to specify allowed media types. List of possible media elements defined in PoC are:

a)
the <message-session> media element indicating session based messaging as defined in IETF RFC 4975 [13];

b)
the <file-transfer> media element indicating file transfer as defined in OMA OMA-TS-PoC_Endorsement_OMA_IM_TS-V2_1 [2];

c)
the <audio> media element indicating a streaming media type as defined in IETF RFC 3840 [9];

d)
the <video> media element indicating a streaming media type as defined in IETF RFC 3840 [9];

e)
the <poc-speech> media element indicating a PoC speech media type as defined in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]; and
f)
the <group-advertisement> media element indicating a group advertisement as defined in OMA OMA-TS-XDM_Group-V1_1 [17] "Extended Group Advertisements".

NOTE:
All other media elements not listed in the list above are ignored by the PoC Server.

A <sphere> element is used to specify the User defined conditions profile to be used by Incoming and Outgoing Condition Based PoC Session Barring. Possible values defined in PoC are:

a)
"none";

b)
"private"; and

c)
"business".

The action <allow-reject-outgoing-invite> element value "true" is applicable for the following elements in the PoC service:

a)
the <media-list> element;

b)
the <qoe> element;

c)
the <sphere> element;

d)
the <validity> element;

e)
the <invited-identities> element;

f)
the <activities> element;

g)
the <country-region-list> element; and

h)
the <location-list> element.

B.5.2.8
Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Naming conventions".
B.5.2.9
Global Documents

Global Documents are described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Global Documents".
B.5.2.10
Resource interdependencies

Resource interdependencies are described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Resource interdependencies".
B.5.2.11
Authorization policies

Authorization policies are described in the OMA OMA-TS-XDM_Policy-V1_1 [16] "Authorization policies".
B.6
PoC extensions to Shared XDM Application Usages

B.6.1
Group Usage List

B.6.1.1
Structure

A PoC specific URI usage shall be used in a Group Usage List stored in the List XDMS. 
The PoC URI usage, <pocusage> element, is defined to substitute <uriusage> element and is used within the <uriusages> element as specified in OMA OMA-TS-XDM_List-V2_1 [15].

B.6.1.2
Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_List-V2_1 [15] "Group Usage List".
B.6.1.3
XML schema

The <pocusage> element shall conform to the XML schema described in OMA OMA-SUP-XSD_pcps_pocusage-V1_0 [20].
B.6.1.4
Validation constraints

None.
B.6.1.5
Data semantics

The <pocusage> element, if present in any <uriusages> element, shall indicate the type of PoC Group URI. The possible values are:
a)
"chat": the PoC Group URI is a Chat PoC Group.

b)
"prearranged": the PoC Group URI is a Pre-arranged PoC Group.
B.6.2
PoC extensions to Group

B.6.2.1
Structure

In addition to the child elements that the <actions> child element of any <rule> element may include according to OMA OMA-TS-XDM_Group-V1_1 [17], the <actions> child element of any <rule> element may include the following PoC Specific child elements: 
a)
the <allow-dispatch> element:

1)
shall include an "allow" attribute indicating whether the PoC User is allowed to adopt the PoC Dispatcher role; and

2)
may include an <allow-dispatcher-role-transfer> element indicating whether the PoC User is allowed to transfer the PoC Dispatcher role;

b)
the <mbc_scheme> element;

c)
the <auto-release> element;

d)
the <crisis-event-entity-address> element:

1)
shall include a "ref" attribute giving the address to the PoC Crisis Event Handling Entity to be used for a Pre-arranged PoC Group or a Chat PoC Group.n "allow" attribute indicating whether the PoC User is allowed to adopt the Moderator role;

e)
the <allow-moderator> element:

1)
shall include an "allow" attribute indicating whether the PoC User is allowed to be a Moderator; and

f)
the <allowed-media-inactivity> element;

1)
shall include a "release-when-poc-speech-inactive" attribute indicating whether the PoC Session is released when the PoC Speech Media Type has been inactive for <allowed-media-inactivity> seconds or if inactivity for all Media Types needs to be inactive before releasing the PoC Session.

B.6.2.2
XML schema

The <allow-dispatch>, <allow-dispatcher-role-transfer> and <mbc_scheme> elements shall conform to the XML schema which namespace name is "urn:oma:xml:pcps:poc2.0-shared-group-ext" and is described in OMA OMA-SUP-XSD_ pcps_poc2_0SharedGroupExt-V1_0 [24].
The <crisis-event-entity-address> element shall conform XML schema which namespace name is "urn:oma:xml:pcps:poc2.1-shared-group-ext" and is described in OMA OMA-SUP-XSD_pcps_poc2_1SharedGroupExt-V1_0 [21]. The "allow" attribute shall conform to the XML schema described in OMA OMA-SUP-XSD_xdm_extensions-V1_0 [19].

The "ref" attribute<allow-moderator> elements shall conform to the XML schema described in OMA OMA-SUP-XSD_xdm_extensions-V1_0 [19].

The <auto-release> and <allowed-media-inactivity> elements shall conform to the XML schema which namespace name is defined by OMA OMA-SUP-XSD_pcps_poc2_1SharedGroupExt-V1_0 [21].

The "release-when-poc-speech-inactive" attribute shall conform to the XML schema described by OMA OMA-SUP-XSD_pcps_poc2_1SharedGroupExt-V1_0 [21].

B.6.2.3
Validation constraints

The Group actions shall conform to the XML schema described in subclause B.6.2.2 "XML schema", with the clarifications given in this subclause.
If the XDMC adds in the <actions> child element of a <rule> element an <allow-dispatch> element with the "allow" attribute set to the value "false" and the child element <allow-dispatcher-role-transfer> set to the value "true", the Group XDMS shall return an HTTP "409 Conflict" including the error element <constraint-failure>. If included, the "phrase" attribute should be set to "Conflict in PoC Dispatcher actions".

B.6.2.4
Data semantics

The <allow-dispatch> element shall be used to indicate whether the identity matching this rule is allowed to perform the PoC Dispatcher role related actions, as defined in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4].
The possible values for the "allow" attribute are:

a)
"false": instructs the PoC Server performing the Controlling PoC Function to deny the PoC User to adopt the PoC Dispatcher role. This shall be the default value taken in the absence of the element; and

b)
"true": instructs the PoC Server performing the Controlling PoC Function to allow the PoC User to adopt the PoC Dispatcher role.

The absence of the element <allow-dispatch> is equal as if there is <allow-dispatch> element with "allow" attribute equal "false".
If multiple rules with the action <allow-dispatch> apply for an identity, the identity is allowed to adopt the PoC Dispatcher role if the attribute "allow" in at least one of the actions equals "true".

The <allow-dispatcher-role-transfer> element shall be used to indicate that the identity matching this rule is allowed to request the transfer of an Active PoC Dispatcher role to another Participant, as defined in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]. The possible values are:
a)
"false": instructs the PoC Server performing the Controlling PoC Function to block the role transfer request. This shall be the default value taken in the absence of the element; and

b)
"true": instructs the PoC Server performing the Controlling PoC Function to accept the role transfer request.

The <mbc_scheme> "action" shall be used to indicate that the identity matching this rule is allowed to initiate the PoC Group Session with the indicated Media Burst Control Scheme. The possible values are of string type limited to 12 characters.

NOTE: Typically the standardised Media Burst Control procedure is used if <mbc_scheme> is not listed.
If multiple rules with the action <mbc_scheme> apply for an identity, the identity is allowed to initiate the PoC Group Session with any of the indicated Media Burst Control Schemes.
The <crisis-event-entity-address><allow-moderator> element shall be used to indicate that a special PoC Crisis Event Handling Entitywhether the identity matching this rule is invitedallowed to perform the Moderator role related actions, as defined in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]:

a)
"false": instructs the PoC Session when a Pre-arrangedServer performing the Controlling PoC Group Session or a ChatFunction to deny the PoC Group Session is initiated.User to adopt the PoC Moderator role. This shall be the default value taken in the absence of the element; and
b)
"true": instructs the PoC Server performing the Controlling PoC Function to allow the PoC User to adopt the PoC Moderator role.

The possible values absence of the <crisis-event-entity-address> element <allow-moderator> is a SIP URL giving the address to the PoC Crisis Event Handling Entity.equal as if there is <allow-moderator> element with "allow" attribute equal "false".
If multiple rules with the action <allow-moderator> apply for an identity, the identity is allowed to adopt the Moderator role if the attribute "allow" in at least one of the actions equals "true".

The <auto-release > element shall be used to indicate whether a PoC Session shall be released when the initiator of a Pre-arranged PoC Session leaves the PoC Session. The possible values for the <auto-release> element are:
a)
"false": instructs the PoC Server to not release the PoC Session when the initiator leaves the PoC Session. In the absence of the element this shall be the default value; and

b)
"true": instructs the PoC Server to release the PoC Session when the initiator leaves the PoC Session.

The <allowed-media-inactivity> element includes the time in seconds the PoC Server shall allow inactivity in a Media-floor Control Entity in a Chat PoC Group Session or in a Pre-arranged PoC Group Session before taking a decision whether to release the PoC Session or not. The possible values are:

a)
"0": instructs the PoC Server to allow infinitive inactivity in Media-floor Control Entities; and

b)
Greater than "0": instructs the PoC Server to start a timer using the value in <allowed-media-inactivity> element in seconds when there is no activity within a Media-floor Control Entity as defined in the OMA OMA-TS-PCPS_UserPlane-V1_0 [5].

The <release-when-poc-speech-inactive> attribute shall be used to indicate whether a Chat PoC Group Session or a Pre-arranged PoC Group Session is released when the time in the <allowed-media-inactivity> element expires.

The possible values for <release-when-poc-speech-inactive> attribute are:

a)
"false:" instructs the PoC Server to not release the PoC Session when the time in the <allowed-media-inactivity> element expires. In the absence of the attribute this shall be the default value; and

b)
"true": instructs the PoC Server to release the PoC Session when the time in the <allowed-media-inactivity> element expires.

B.6.3
PoC extensions to User Access Policy

B.6.3.1
Structure

In addition to the child elements that the <actions> child element of any <rule> element may include according to OMA OMA-TS-XDM_Policy-V1_1 [16], the <actions> child element of any <rule> element may include the following PoC Specific child elements: 
a)
the <pocbox-type> element, as defined in subclause B.6.3.2 "XML schema" and subclause B.6.3.4 "Data semantics".

B.6.3.2
XML schema

The <pocbox-type> element shall conform to the XML schema described in OMA OMA-SUP-XSD_ pcps_poc2_0Rules-V1_0 [23].
The XML schema described in OMA OMA-SUP-XSD_ pcps_poc2_0Rules-V1_0 [23] shall be used as an extension to the XML schema described in IETF RFC 4745 [10], if any of the following functionalities are supported:

a)
the PoC Box function.

B.6.3.3
Validation constraints

None.
B.6.3.4
Data semantics

The <pocbox-type> element indicates which type of PoC Box will be connected when the incoming PoC Session invitation is routed to a PoC Box. This element has one of the following two values, whose use is described in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]. The value is of an enumerated integer type:
a)
"nwpocbox": instructs the NW PoC Box to be connected. This is the lowest value for this action, and also the value used when no match happens, according to IETF RFC 4745 [10]. This value is assigned the numeric value of 0; and

b)
"uepocbox": instructs the UE PoC Box to be connected. This value is assigned the numeric value of 1.

B.7
Group Advertisement

B.7.0
General

Group Advertisement is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Extended Group Advertisement". The use of the Group Advertisement is described in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]. 
B.7.1
Structure

The general Group Advertisement structure is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Structure and Data Semantics" with the PoC Enabler specific clarifications and deviations specified in this subclause and the additional, PoC specific structure, in the subclause B.8.1 "Structure".
The following elements and attributes of the <group-advertisement> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
the <group> element; and

NOTE 1:
In PoC service only one <group> element is sent in a Group Advertisement.

b)
the <note> element.

The following elements and attributes of the <group> element together with their usage are used by PoC Enabler as specified in OMA OMA-TS-XDM_Group-V1_1 [17]:

a)
the "type" attribute indicating the type of the PoC Group;

NOTE 2:
In PoC service only the values of "dialed-in" and "dialed-out" are used;

b)
the <uri> element with the value set to the PoC Group Identity of the PoC Group;

c)
the <display-name> element with the value set to PoC Group Name of the PoC Group;

d)
the <supported-services> element with the value indicating at least usage for the PoC Enabler; and

e)
any other elements or attributes from any other namespaces for the purposes of extensibility.

NOTE 3:
The <supported services> element can also indicate usage by other Enablers (e.g. IM) as specified in OMA OMA-TS-XDM_Group-V1_1 [17] "Extended Group Advertisement".

B.7.2
XML schema

XML schema is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "XML Schema". The PoC specific XML schema extensions are described in subclause B.8.2 "XML schema".
B.7.3
MIME type

MIME type is described in the OMA OMA-TS-XDM_Group-V1_1 [17] "MIME Type".
B.7.4.
Validation constraints

None.
B.7.5
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [17] "Structure and Data Semantics" with the PoC specific clarifications specified in this subclause. The data semantics for PoC specific extensions are described in subclause B.8.4 "Data semantics".
The "type" attribute shall include one of the following values: 

a)
"dialed-in": in the case of a Chat PoC Group; and

b)
"dialed-out": in case of a Pre-arranged PoC Group.

B.8
PoC extensions to Group Advertisement

B.8.1
Structure

In addition to the child elements and attributes that the <group> child element of any <group-advertisement> element may include according to OMA OMA-TS-XDM_Group-V1_1 [17], the <group> child element of any <group-advertisement> element may include the following PoC Specific child elements and attributes: 
a)
the "dispatch" attribute, as defined in subclause B.8.2 "XML schema" and subclause 8.4 "Data semantics".

B.8.2
XML schema

The "dispatch" attribute shall conform to the XML schema described in OMA OMA-SUP-XSD_pcps_dispatchInd-V1_0 [25].
B.8.3
Validation constraints

None.
B.8.4
Data semantics

The "dispatch" attribute indicates whether or not the PoC Group is a Dispatch PoC Group. 
The "dispatch" attribute shall include one of the following values:

a)
"true": the PoC Group is a Dispatch PoC Group; and

b)
"false": the PoC Group is not a Dispatch PoC Group.

B.9
PoC Specific Application Usages

B.9.1
PoC Sessions

B.9.1.0
General

This subclause describes the PoC Sessions Application Usage. The use of the elements of PoC Sessions is described in OMA OMA-TS-PCPS_ControlPlane-V1_0 [4]. 
B.9.1.1
Structure

The PoC Sessions document shall conform to the structure of the resource lists document described in IETF RFC 4825 [12] section 3 with the following clarifications:
1)
a <list> element in the content of the <resource-lists> element shall not include a <list>, <external> or <entry-ref> element;

2)
an <entry> element in a <list> element in the content of the <resource-lists> element may include a <list> element containing PoC Addresses;

3)
an <entry> element in a <list> element in the content of the <resource-lists> element may include a <subject> element; 

4)
an <entry> element in a <list> element in the content of the <resource-lists> element shall include a <session-type> element;

5)
an <entry> element in a <list> element in the content of the <resource-lists> element shall include a <used-media-types> element;

6)
an <entry> element in a <list> element in the content of the <resource-lists> element shall include a <number-of-participants> element; and

7) an <entry> element in a <list> element in the content of the <resource-lists> element may include a <group-id> element.

B.9.1.2
Application Unique ID

The AUID shall be org.openmobilealliance.poc-sessions.
B.9.1.3
XML Schema

The  elements <list>, <subject>, <session-type> and <used-media-types> shall conform to the XML schema described in OMA OMA_SUP_XSD_pcps_poc_sessions-V1_0 [22].
The XML schema described in OMA OMA_SUP_XSD_pcps_poc_sessions-V1_0 [22] shall be used as an extension to the XML schema described in IETF RFC 4825 [12], if any of the following functionalities are supported:

a)
PoC Session Search.

B.9.1.4
Default Namespace

The default namespace used in expanding URIs shall be "urn:ietf:params:xml:ns:resource-lists" defined in IETF RFC 4825 [12].
B.9.1.5
MIME Type

The MIME type shall be "application/resource-lists+xml".
B.9.1.6
Validation constraints

In addition to the XML schema, the validation constraints on a URI list of PoC Session Identities shall conform to those described in IETF RFC 4825 [12] section 3.4.5, with the following clarifications. 
If the XDMC uses or adds an <entry-ref> or an <external> child element (specified in IETF RFC 4825 [12]) to the <list> element, the PoC Server shall return a "409 Conflict" response which includes the XCAP error element <constraint-failure>.  If included, the "phrase" attribute should be set to "Not allowed".

B.9.1.7
Data Semantics

The data semantics for a URI list of PoC Session Identities shall conform to those described in IETF RFC 4825 [12] section 3.4.6 with the following extensions:
The "uri" attribute of an <entry> element in a <list> element in the content of the <resource-lists> element shall be the PoC Session Identity of a PoC Session being described by the PoC Sessions document.

If a <list> element is included in an <entry> element then the <list> element shall contain PoC Adresses of PoC Users that are allowed to join the PoC Session.

NOTE 1:
If no <list> element is included in an <entry> element then this means that any PoC User is allowed to join the PoC Session.

The <subject> element may be used to store subject information received about the PoC Session. A typical example of subject information received about the PoC Session is the <subject> element contained in a Group document as defined by OMA OMA-TS-XDM_Group-V1_1 [17].

NOTE 2:
If no <subject> element is included in an <entry> element then this means that the corresponding PoC Session can not be part of a search result with any required <subject> value.

The  <session-type> element in an <entry> element shall contain the type of the PoC Session. The possible valus are:

a)
"adhoc": represents an Ad-hoc PoC Group Session;

b)
"prearranged": represents a Pre-arranged PoC Group Session; and

c)
"chat": represents a Chat PoC Group Session.

The  <used-media-types> element in an <entry> element shall contain a list of the Media Types being used in the PoC Session. The possible values are:

a) "speech": represents PoC Speech;

b) "audio": represents Audio;

c) "video": represents Video;

d) "discrete": represents Discrete Media; and

e) "streaming": represents Media Streaming Control.

The <number-of-participants> element in an <entry> element shall contain the current number of participants of the PoC Session.

If a PoC Group Identity is associated with the PoC Session then the <group-id> element in an <entry> element shall contain the PoC Group Identity.

NOTE 3:
If no <group-id> element is included in an <entry> element then this means that the corresponding PoC Session can not be part of a search result with any required <group-id> value.

B.9.1.8
Naming conventions

The naming conventions for a URI list of PoC Session Identities shall conform to those described in IETF RFC 4825 [12] section 3.4.7.
The PoC Server shall use a single document for all ongoing PoC Sessions hosted by the PoC Server. The filename shall be "index".

B.9.1.9
Global documents

The PoC Sessions document shall be a Global Document.
B.9.1.10
Resource interdependencies

The resource interdependencies shall conform to those described in IETF RFC 4825 [12] section 3.4.8.
B.9.1.11
Authorization policies

The authorization policies shall conform to those described in OMA OMA-TS-XDM_Core-V2_1 [18] "Authorization".
B.A
Appendix A: Change History
(Informative)

For information about the content of this clause, see OMA-PCPS-TS-Document_Management-V1_0-20150220-C appendix A.
B.B
Appendix B: Static Conformance Requirements
(Normative)

For information about the content of this clause, see OMA-PCPS-TS-Document_Management-V1_0-20150220-C appendix B.
B.C
Appendix C: XML documents examples
(Informative)

For information about the content of this clause, see OMA-PCPS-TS-Document_Management-V1_0-20150220-C appendix B.
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