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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

 This Technical Report describes enhancements to solutions for WLAN network selection. The solutions are based on architectures as specified in TS 23.402 and will take into account Hotspot 2.0 specifications developed by the WFA. 3GPP operator’s policies for WLAN network selection will be provisioned on 3GPP terminals via pre-configuration or using the ANDSF server for their delivery. The scope of the technical report will be as follows:

1. Evaluate existing 3GPP WLAN PLMN and access network selection procedures for 3GPP terminals which use Hotspot 2.0 procedures and provisioned network operator policy (e.g. mechanisms based on WLAN and ANDSF) for any needed changes to current specifications. This may require enhancements to the ANDSF framework. The established 3GPP PLMN network selection (per TS 23.122) shall not be impacted. The work must ensure there are no conflicts between existing 3GPP PLMN network selection and the 3GPP WLAN PLMN access network selection procedures defined by this WID. 

2. Ensure that the content in the Management Object related to 3GPP operator policy provisioning for WLAN network selection procedures and the operator policy provisioning in WFA MO for WLAN network selection are consistent.

3. Identify solutions to resolve potential conflicts between policies provided by non-3GPP providers via Hotspot 2.0 mechanisms and policies provided by 3GPP operators using ANDSF.

This work applies to non-seamless WLAN offload as well as to trusted and untrusted WLAN access to EPC with/without seamless offload. It will be investigated whether changes to 3GPP specifications are needed and if so which ones.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TS 24.312: "Access Network Discovery and Selection Function (ANDSF) Management Object (MO)".

[4]
3GPP TS 24.234: "3GPP System to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols". 

[5]
3GPP TS 24.235: "3GPP System to Wireless Local Area Network (WLAN) interworking Management object".

[6]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks".

[7]
3GPP TS 31.102: "Characteristics of the USIM application".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

<ACRONYM>
<Explanation>

4
Architectural Assumptions
Editor’s Note: This clause will describe the assumptions for WLAN network selection for 3GPP terminals.

-
For WLAN network discovery and selection in dual mode handset user subscription to a single 3GPP home network is assumed.
5
Key Issues
Editor’s Note: This sub-clause will contain description of key issues related to WLAN network selection for 3GPP terminals.
5.1

Key Issue #1: Support WLAN access through roaming agreements
5.1.1
Description

Many 3GPP operators rely on roaming agreements for supporting WLAN access. An example deployment is shown in the Figure 5.1.1-1 below, where the 3GPP operator has roaming agreements with Partner X and Partner Y. Each of these partners acts as a “roaming consortium” and maintains its own roaming agreements with individual hotspot providers (shown as WLAN A, B and C). In such deployments the 3GPP operator may provide SSID preferences to UEs in order to guide their WLAN selection process. However, maintaining an up-to-date list of all SSIDs used by hotspot providers may become very cumbersome and inconvenient, especially since roaming agreements may change and since the hotspot providers may modify or extend their SSIDs. 
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Figure 5.1.1-1: Supporting WLAN access through roaming agreements.

In such a deployment scenario, which becomes more and more common today, the 3GPP operator is not really interested in providing SSID preferences to UEs and, in addition, may not know all the SSIDs supported by the hotspot providers that interwork with partners X and Y. Instead, the 3GPP operator is interested in providing preferences based on the interworking capabilities of a WLAN, such as “WLANs that interwork with Partner X have the highest selection priority” and “WLANs that interwork with Partner Y have the second highest priority”. This is however not possible since the current ANDSF specifications (see e.g. TS 23.402 and TS 24.312) support WLAN network selection policies based on SSID only.

In general, using only the SSID in the WLAN selection policies can create several issues as discussed above. Thus there is need to extend the WLAN selection policies so that parameters other than SSID can be used too (e.g. parameters such as the realms supported by a WLAN network). Such parameters can be discovered by the UE with the applicable Hotspot 2.0 procedures.
5.2

Key Issue #2: Delivery of consistent information for WLAN network selection  

5.2.1
Description

WLAN network selection in a dual mode handset may be based on information provided to the handset by 3GPP System to WLAN interworking Management Object as specified in 3GPP TS 24.235 [5], by ANDSF Management Object as specified in 3GPP TS 24.312 [3], by USIM as specified in TS 31.102 [7] or based on Management Object currently being defined by the WFA Hotspot 2.0 Release 2 specifications or both. This information can also be pre-configured in a dual mode handset.  Since there is an overlap between the information being provisioned in the UE, an inconsistent set of information from different sources and/or by different management objects in a dual mode handset can result in conflicting set of rules for the UE. One of the tasks in this work item is to address such potential conflicts. It is important that components of WFA network discovery and selection information that are relevant for a dual mode handset are identified and potential conflicts resolved.

5.2.2
Required Functionality

Potential conflicts in information between WFA Hotspot 2.0 specifications and relevant components in 3GPP will be resolved.
5.3

Key Issue #3: Applicability of I-WLAN Network Selection  

5.3.1
Description

Based on the current stage 3 specifications (see TS 24.234, clause 5.2.1), the I-WLAN network selection procedure is applicable to initial network selection at WLAN UE switch-on and following recovery from lack of WLAN radio coverage. It is not clear however if I-WLAN network selection is applicable in other scenarios except from switch-on and recovery from lack of radio coverage. Given this lack of clarity, an assumption has been made that I-WLAN network selection should be executed by the WLAN UE every time it activates its WLAN radio interface. However, this assumption may not be necessarily correct especially after the introduction of ANDSF which can trigger the UE to activate its WLAN radio interface in order to perform access selection (within the same PLMN) and/or IP flow mobility.

This key issue aims to clarify when the I-WLAN network selection procedure (as specified in TS 24.234) should be executed by the UE given that there are scenarios where the I-WLAN network selection may not be necessary. For example:

· A UE is registered to HPLMN over 3GPP access and an ISMP policy gets active indicating that EPC access is preferable over SSID-X. In this case, the ISMP policy aims to steer the UE to a specific WLAN network and offload the 3GPP radio network. So, the UE could possibly skip the I-WLAN network selection and attempt to select SSID-X (if available), as requested by the ISMP policy.

· A UE is registered to HPLMN over 3GPP access and an ISRP policy gets active indicating that certain IP flows should be offloaded to SSID-X. In this case, the ISRP policy aims to steer some traffic to a specific WLAN network. So, the UE could possibly skip the I-WLAN network selection and attempt to select SSID-X (if available), as requested by the ISRP policy.
Furthermore, if the UE does not perform the I-WLAN network selection procedure (as per TS 24.234) and the UE attempts EAP-AKA over an SSID (e.g. provided by the ANDSF), it is not clear how the UE selects a NAI when the selected SSID does not support interworking with the HPLMN.
5.3.2
Required Functionality
Based on the above discussion, it is necessary to clarify when the execution of I-WLAN network selection is applicable when the UE activates its WLAN radio interface. There is also need to clarify how the UE selects the PLMN, e.g. for constructing the NAI for EAP-AKA authentication, when the I-WLAN network selection procedure is not performed.

5.4

Key Issue #4: Use WLAN load Information for network selection  

5.4.1
Description

Currently the ANDSF does not provide any network selection policies to the UE that take load or congestion indication from WLAN networks into account. Providing such policies can improve the existing WLAN network selection decisions. 

As part of WFA Hotspot 2.0 specifications, an AP compliant with Hotspot 2.0 broadcasts the BSS Load information and supports the WAN Metrics ANQP Element. The BSS Load information element contains information on the current mobile device population and channel utilization in the BSS. The WAN Metrics ANQP element provides information about the WAN link of a WLAN access network
The WFA Hotspot 2.0 specifications take into account the BSS Load and backhaul parameters to specify BSS Load policy to prevent a mobile device from joining a WLAN network that may be overly congested with traffic and/or interference. The dual mode UE shall only use policies as specified by 3GPP specifications (e.g. ANDSF MO, I-WLAN IWK MO) for WLAN network selection. It should be investigated if the policies specified by 3GPP specifications for WLAN network selection may be enhanced to take these parameters into account and align with WFA Hotspot 2.0 specifications
5.4.2
Required Functionality
Define if and how the 3GPP specifications may use the combination of WLAN BSS load,  backhaul network speed, and load information as described by WFA Hotspot 2.0 specifications to specify WLAN selection policies.
5.5

Key Issue #5: Interaction between WLAN network selection and network-provided policies for WLAN selection  

5.5.1
Description

Currently, an operator may provide ANDSF policies to the UE in order to allow the UE to route traffic to specific WLAN access network (e.g. a specific SSID) based on the policy rules. The current policy rules could be enhanced by adopting parts of the WFA Hotspot 2.0 specifications that allow for developing policies for WLAN network selection by making use of IEEE 802.11u ANQP query response mechanisms, use of realms information, venues information, network load, etc. In the current 3GPP specifications, the applicability of such ANDSF rule is restricted to the WLAN access network that is selected during the WLAN Network Selection since ANDSF rules are evaluated only after WLAN network selection is performed. The ANDSF rules cannot trigger the UE to select another WLAN access network (e.g. in a different PLMN), and therefore all the active rules directing the UE to use other WLAN access networks cannot be used. 

As an example, a 3GPP operator wants to have policies whereby traffic can be offloaded to its roaming partners but only in a certain time window and at a particular geographic location, for example during rush hour in  a busy downtown area. Let’s say that operator A has relationship with operator #1 with SSID1 and operator #2 with SSID2. The ANDSF rules specify that if you are in location x and between time y and z then prefer SSID1 but for other location or times prefer SSID2.  The PLMN priority list in the UE has SSID2 higher in preference than SSID1. Now if the user is at location x between time y and z, would the UE, using the current I-WLAN procedures, be able to select the SSID that ANDSF has prioritized?

In some scenarios, the operator:

· may decide not to provide any or partial WLAN information (e.g. a list of SSIDs) in the I-WLAN MO or in the USIM, while still providing the PLMN information in the I-WLAN MO

· may decide not to provide the I-WLAN MO. 

In such scenarios, even though the operator provides ANDSF policy rules to the UE, such policy rules cannot be used to assist the UE in selecting a WLAN access network.
5.5.2
Required Functionality
Investigate enhancements to WLAN network selection that enables the (re)selection of a PLMN based e.g. on time, location, etc. using policies provided by the 3GPP network (e.g. in the case of different roaming partners), with the assumption that continued support for the legacy terminals shall be possible.
5.6

Key Issue #6: Simultaneous connectivity to multiple VPLMNs  

5.6.1
Description

As described in TS 24.234, the NW and PLMN selection in WLAN is independent if PLMN selection that is performed in 3GPP access: “Network selection procedure is completely independent of the result of the PLMN selection under other radio access technologies that are specified in 3GPP TS 23.122”. There is thus the possibility that a UE simultaneously connected to both 3GPP access and WLAN access selects different VPLMN in the two accesses. 

For the case of ePDG selection, the procedures defined in TS 24.302 can result in one of the following options:

· If the UE is attached to a VPLMN in 3GPP access, the UE may either find an ePDG in the VPLMN used in 3GPP access or an ePDG in HPLMN.

· If the UE is attached to HPLMN in 3GPP access, the UE finds an ePDG in HPLMN

· If the UE is not attached in 3GPP access, the UE may either find an ePDG in the VPLMN selected in WLAN access or an ePDG in HPLMN. 

For further details, see TS 23.402. The ePDG selection procedure can thus result in an ePDG located in VPLMN selected for 3GPP access, in VPLMN selected for WLAN access or in HPLMN. 

Two example scenarios are shown in the figures below:

Scenario 1: The UE ends up with different VPLMN in 3GPP access and WLAN access. This scenario may happen e.g. in SaMOG case when UE attaches in both 3GPP and WLAN access and the PLMN selection procedures end up in separate VPLMN.


[image: image4]
Figure 5.6.1-1: Example scenario 1 with different VPLMN in 3GPP access and WLAN access

Scenario 2:  Different VPLMN in 3GPP access and WLAN access, and ePDG selected in 3GPP VPLMN. This scenario may happen e.g. in case when UE first attaches in 3GPP, then attaches in WLAN access and then finds an ePDG in 3GPP VPLMN


[image: image5]
Figure 5.6.1-2: Example scenario 2 with different VPLMN in 3GPP access and WLAN access

The scenario with multiple simultaneous serving PLMNs has not been sufficiently addressed in 3GPP. For a roaming UE in such a scenario, issues that may need further resolution include:

· Is the scenario described above valid or should it be avoided, e.g. by appropriate specification changes?

· Even though mobility and routing policies from H-ANDSF should as of today not impact the PLMN selection procedures, it is not clear if policies from H-ANDSF policies apply since an access change would also result in PLMN change.

It is not clear if policies from any of the two V-ANDSF can apply in such a scenario.
5.6.2
Required Functionality
There is a need to clarify (V-)ANDSF usage (e.g. which ANDSF is used at each mobility/selection step) and other aspects related to scenarios where a UE is served by different VPLMN in 3GPP access and WLAN access.

5.7
Key Issue #7: Use WLAN Access Network Type and Venue Information for network selection 

5.7.1
Description

Currently the ANDSF does not provide any operator policies that make use of venue related information of WLAN access networks. Providing such policies can improve existing WLAN network selection decisions. 

As part of WFA Hotspot 2.0 (Release 1) specifications, a Hotspot 2.0 compliant AP provides the Access Network type information in the Interworking information element. The Interworking information element also includes support for Venue Info. Hotspot 2.0 also support for the Venue Name ANQP IE.

The Access Network Type IE identifies a WLAN network as a private, public, free, personal, emergency, etc. type of network. The Venue information such as venue type and venue name helps to identify the venue where WLAN network may be deployed, e.g. school, hospital, hotel, professional office, etc. In some countries the same SSID is used for public hotspots which are charged and hotel hotspots that are free of charge. This type of information would allow operators and service providers to apply different policies for different types of WLAN networks such as public hotspots, home or enterprise based WLAN networks. It would also result in improved WLAN network selection.New policies for Network Selection, ISMP and ISRP types can be enabled that utilize this information about WLAN networks.
5.7.2
Required Functionality

Define if and how the 3GPP specifications may use the WLAN Access Network Type and Venue information as described by WFA Hotspot 2.0 specifications to specify WLAN selection policies.

5.8
Key Issue #8: Use Connection Capability during WLAN network selection
5.8.1
Description

WFA Hotspot 2.0 specifications specify a range of WLAN capabilities and other parameters that can be used by UEs to select a WLAN network. The Connection Capability is one of the WLAN capabilities defined by WFA Hotspot 2.0 specifications to provide information on the connection status within the WLAN network and corresponding policy MO is also defined in WFA MO. The content of the Connection Capability indicates that the WLAN network allows communication on certain IP protocols and ports while blocks communication on others. For example, a firewall or a NAT function in the WLAN network blocks the IP flows associated with certain IP protocols and ports.

But the ANDSF doesn’t take into account the Connection Capability of the WLAN networks when the ANDSF specifies policies. So when the UE selects a WLAN network using an ANDSF policy, the WLAN network may block the IP flows of the UE. As a result, the user experience is reduced. So it needs to be analyzed whether the Connection Capability of the WLAN network defined by WFA Hotspot 2.0 specifications should be taken into account when making the ANDSF policies related to WLAN selection 

5.8.2
Required Functionality

It needs to be analyzed if and how the Connection Capability of the WLAN network defined by WFA Hotspot 2.0 specifications should be taken into account when making the ANDSF policies related to WLAN selection.

6
Solutions 
Editor’s Note: This clause will describe the solution(s) for WLAN network selection for 3GPP terminals.
6.1


Solution #1: ANDSF Policies with Extended Selection Preferences
6.1.1
Functional Description
This solution addresses the key issue of “Support WLAN access through roaming agreements”. However, it is applicable also to scenarios where WLAN access is provided without roaming agreements.

This solution proposes to extend the ANDSF selection policies to support also selection policies based on the Realms and/or the Organizational Unique Identifiers (OUIs) which are supported by Hotspot 2.0 compliant WLAN networks. The ANDSF may send policies to UE based on Realms and/or OUIs to indicate for example that “WLANs that interwork with Realm=PartnerX.com have the highest access priority”. The UE uses the Realms and/or OUIs as an alternative way (instead of using SSID) to identify and prioritize the discovered WLAN access networks. 
A Hotspot 2.0 compliant UE is capable to discover the Realms and/or OUIs supported by a specific WLAN access network prior to association by using the applicable discovery procedures (e.g. based on the ANQP protocol) and/or by receiving the beacon transmissions of APs (some OUIs are included in the AP beacon messages).

Editor’s Note: The text above suggests extending the ANDSF policies to support also preferences based on Realm and/or OUIs. It is FFS if preferences based on other Hotspot 2.0 parameters should also be supported.

Note: 
The UE uses the provisioned Realms/OUIs only when applying ANDSF policies after the PLMN selection, as per the current specifications.

6.1.2
Impacts on existing nodes or functionality

The ANDSF access selection policies need to be extended in order to include additional selection preferences.

6.1.3
Evaluation

6.2
Solution #2: ANDSF policies used in (V)-PLMN

6.2.1 
Description

This solution addresses Key Issue # 6 – Simultaneous Connectivity to Multiple V-PLMNs. 

An ANDSF server provides policy towards a given UE in order for that UE to be able to use more extensive decision-making criteria when determining which access the UE should connect to. 

A V-ANDSF server associated with a given V-PLMN could be used to download access network selection policies to determine the best access network associated to a given V-PLMN. This implies that a V-ANDSF server, belonging to Operator X, may provide policies towards a UE belonging to Operator Y. The current solution is that the UE reconciles the policies from V-ANDSF and H-ANDSF and, if there is overlap, gives precedence to policies from the V-ANDSF. 

As described in Key Issue #6, the UE may be connected to two different VPLMNs simultaneously, one in 3GPP access and one in WLAN access. For these scenarios the UE may potentially receive policies from two V-ANDSF servers, one in each VPLMN. It is not clear which V-ANDSF, if any, shall be used for the policy information or if one of the V-ANDSF servers has precedence over the other one. 

As per proposed solution:

3GPP system will be enhanced to allow the V-ANDSF policies to be taken into account for the case when both 3GPP and non-3GPP accesses connect via the same V-PLMN. For this solution, the UE in Key Issue # 6, Scenario 1, could not use the V-ANDSF in V-PLMN1 or V-PLMN2, while the UE in Key Issue # 6, Scenario 2 could use the V-ANDSF for both accesses in V-PLMN1. 

6.2.2
Impacts on existing nodes or functionality

The UE can accept policies received from the V-ANDSF server only if the UE has single selected V-PLMN for all attached accesses. 

Editor’s note: In case the UE is connected to multiple V-PLMNs via different 3GPP and non-3GPP accesses, it is FFS whether there are cases when the UE may choose to use policies from one or both V-ANDSF servers.

6.2.3
Evaluation
6.3


Other solutions and considerations

Editor’s Note: This sub-clause will contain the functional description and interface enhancements for other solutions not covered above.
7
Evaluation
Editor’s Note: This clause will provide evaluation of different solutions.
8
Conclusions
Editor’s Note: This clause will provide conclusions and what further specification work is required for WLAN network selection for 3GPP terminals.
Annex A: WLAN selection overview (Informative)

This section summarizes current stage 3 procedures for WLAN selection.

NOTE:
The information in this section has not been reviewed by stage-3 groups. It is provided for reference only and should not be used to generate other material in the TR. Authors should consult appropriate stage 3 documents. 
I-WLAN PLMN selection was developed in Release 6. The selection consists of two steps:

· WLAN selection

· PLMN selection

The procedure is applicable to initial network selection (i.e. at WLAN UE switch on) and upon recovery from lack of WLAN coverage. In this 2 step process I-WLAN PLMN selection is based mainly on the optional files stored in the USIM as defined in TS 31.102 or the WLAN MO (i.e. the 3GPP System to Wireless Local Area Network interworking Management Object) defined in TS 24.235 and used by TS 23.234 and TS 24.234. In terms of information contained:

· The USIM contains, in summary, Wi-Fi information such as a list of SSIDs, and PLMN information (i.e. PLMNs defined by MCC, MNC).

· The MO contains, in summary, Wi-Fi information such as a list of SSIDs, and PLMN information (i.e. PLMN realms, defined per RFC 4282).

Since PLMN selection is the driving factor, then once a PLMN has been chosen the UE can then only use an SSID (specific WLAN) that connects to that PLMN.  If none of the above data exists, then PLMN selection is still performed based on 24.234 but just for (E)HPLMN selection. (E)HPLMN selection can be based upon:

· UE pre-configuration or else by selecting SSID’s at random.
· HPLMN selection is based on using the EFEHPLMN file in the USIM (ref. 31.102)
· If the EHPLMN file is not present, the UE chooses the EHPLMN based on the IMSI (ref. 31.102)
The UE is expected to either have the necessary files in the USIM, or be configured in some proprietary way. The home operator can provision the information in the USIM (to be used as above) or in the WLAN MO (to be used as per 24.234 procedures).
ANDSF has introduced mechanisms to enable WLAN selection under specific conditions, defined by ANDSF rules. ANDSF assists the UE in discovering available WLANs, and it assists the UE in using the WLAN vs. cellular interface.  The ANDSF MO has a rich set of information and rules to achieve traffic routing and access selection based on the desired policies, whereas the WLAN MO does not contain any information e.g. on APNs, application related filters, etc. that are present in the ANDSF MO. However, when ANDSF is deployed, the WLAN selection is still determined by the PLMN selection procedure which takes into account the WLAN MO if present . In fact, the ANDSF MO is not used by the UE in PLMN selection, and it is not meant for PLMN selection. After PLMN selection has taken place, the UE can apply active ANDSF policies for traffic routing per 3GPP TS 24.302.

The following diagrams provide a diagrammatic view of PLMN selection. 

Figure A.1 provides a high level description of SSID / PLMN selection.
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Figure A.1. SSID and PLMN Selection.
Figure A.2 provides a high level description of ANDSF policy selection.
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Figure A.2. ANDSF policy selection.
Figure A.3 provides a more detailed view of how SSIDs are chosen and then used to obtain PLMN information.
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 Figure A.3. Details of SSID and PLMN Selection.
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