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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.
There is interest in providing LCS over 3GPP WLAN interworking. The architectural impacts on LCS and on WLAN interworking are considered in this report. These include (but not limited) to:  

a) To study the LCS architectural requirements for 3GPP WLAN Interworking scenarios.
b) To study the different possible LCS architectures to fulfil the LCS requirements for 3GPP WLAN Interworking scenarios
c) To investigate the use of OMA SUPL to communicate with the 3GPP location server and the WLAN UE

d) To investigate whether there are WLAN Interworking architecture enhancements necessary to support LCS
The overall objective is to enhance the 3GPP specifications to support LCS in 3GPP WLAN interworking.

1 
Scope

The present document investigates solutions for providing LCS over 3GPP WLAN interworking architecture. The architectural requirements and different possible LCS architectures to provide the location services over I-WLAN are analyzed. The procedures to obtain the location information of a WLAN UE attached to I-WLAN network are also studied. The LCS aspects for I-WLAN as IP-CAN in the IMS Emergency call, i.e., the emergency location information handling for I-WLAN are described in this TR.
2 
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
[1] 3GPP TS 21.905: "Vocabulary for 3GPP Specifications".

[2] 3GPP TS 22.101: "Service principles".

[3] 3GPP TS 23.002: "Network architecture".

[4] 3GPP TS 23.003: "Numbering, addressing and identification".

[5] 3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[6] 3GPP TR 22.935: "Feasibility Study on Location Services for Interwoking-WLAN".
[7] 3GPP TS 22.234 : "Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking". 
[8] 3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description".
[9] 3GPP TS 33.234: "WLAN Interworking Security."
[10] 3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[11] Open Mobile Alliance, OMA RD SUPL: “Secure User Plane Requirements”, [http://www.openmobilealliance.org].
[12] Open Mobile Alliance, OMA AD SUPL: “Secure User Plane Location Architecture”, [http://www.openmobilealliance.org].
[13] Open Mobile Alliance, OMA TS ULP: " UserPlane Location Protocol ", [http://www.openmobilealliance.org].
[14] 3GPP TS 23.167: “IP Multimedia Subsystem (IMS) emergency sessions”.
3 
Definitions and abbreviations
Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.
3.1 
Definitions

For the purposes of the present document, the following terms and definitions apply.
Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
3.2 
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>
IW-MT-LR

Mobile Terminated Location Request for an I-WLAN
4 Architectural requirements and considerations

Editor’s Note: This section will describe requirements that apply to the architecture design and considerations which will be used when making decisions on the preferred architectural alternative.
4.1 Architectural principles

A general description of location services architecture and architectural requirements for GSM and UMTS are given in the specification TS 23.271 [5]. The general architectural assumptions described in TS 23.271 can be applied also for LCS over I-WLAN. However, the new entity can be added and the functionality of a each existing entity can be added or modified. Based on the architectures for LCS over I-WLAN, the procedures to obtain the location of a WLAN UE attached to I-WLAN are defined. The architectural principles to provide LCS over I-WLAN are described in this section.

1. Multiple positioning methods shall be supported in the I-WLAN including, but not limited to, Assisted GPS and WLAN access network specific methods. The WLAN access network specific positioning methods are FFS.

2. The MT-LR and MO-LR shall be supported in LCS over I-WLAN.

3. It shall be possible to ensure that the WLAN UE user’s privacy is consistent with the user's privacy preferences, except for emergency or lawful purposes depending on local/regional regulations.

4. Location service with IMS emergency call shall be possible.
5. Based on the local policy, the Capability of Le interface shall be possible in IMS emergency call
4.2 Architectural considerations

LCS procedures described in TS 23.271 may not be applicable for LCS over I-WLAN. The considerations on the alternative architectures, new or modified entities, new or modified functionalities are described in this section.

4.3 Security considerations

FFS
4.4 Radio network considerations

FFS
4.5 Emergency location information and LCS functions for IMS emergency call

4.5.1 Handling of emergency location information in I-WLAN
If the UE has some location information, then the UE shall include the location information in the request to establish an emergency session. The format of location information and the procedure to obtain the initial location is FFS.
If the UE does not include the location information or the provided location information from the UE is not accurate enough to route the emergency call to the correct PSAP/EC, then the IMS core shall be possible to retrieve the location from the LRF. The retrieval procedure may be based on OMA SUPL. In SUPL 1.0, the LRF will function as, or make use of, a Home SUPL Location Platform (H-SLP) or a Requesting SUPL Location Platform (R-SLP) if the UE is registered in the H-PLMN or in the V-PLMN, respectively. In SUPL 2.0, the LRF will function as, or make use of Emergency SUPL Location Platform (E-SLP) whether the UE is registered in the H-PLMN or in the V-PLMN. The IMS core forwards the SIP request containing the UE's location information to the PSAP/EC. 

If the PSAP/EC needs to update the location information of the UE, the PSAP/EC shall be possible to retrieve the location from the LRF. The retrieval procedure may be based on OMA SUPL. In SUPL 1.0, the LRF will function as, or make use of, a H-SLP or a R-SLP if the UE is registered in the H-PLMN or in the V-PLMN, respectively. In SUPL 2.0, the LRF will function as, or make use of E-SLP whether the UE is registered in the H-PLMN or in the V-PLMN. The IMS core forwards the SIP request containing the UE's location information to the PSAP/EC.
4.6 Applicability of OMA Secure User Plane solution to LCS for I-WLAN

This section explains the applicability of OMA (Open Mobile Alliance) SUPL solution to LCS for I-WLAN. OMA  Location group has been working on the user plane solution, Secure User Plane Location, a.k.a. SUPL to provide the location information over TCP/IP connection between the terminal and the location server [11], [12] and [13]. 

OMA SUPL employs user plane data bearers for transferring location assistance information such as GPS assistance data, and for carrying positioning technology-related protocols between mobile terminal and the network. SUPL is intended as an alternative and complement to the existing standards based on signalling in the mobile network control plane. SUPL assumes that the mobile network or other used access network is capable of establishing a data bearer connection between terminal and location server. Since I-WLAN is one of available data bearers to carry packets over TCP/IP, OMA SUPL can be adopted for location services in I-WLAN architecture.

SUPL utilises existing standards where available and possible, and SUPL is extensible to enabling more positioning technologies as the need arises so that they utilise the same mechanism. SUPL provides full functionality of A-GPS and other available conventional positioning technologies with minimum changes of current network elements.
Since I-WLAN is also one of IP capable networks, it is believed that OMA SUPL can be utilized to provide LCS over I-WLAN.
5  Overall LCS architecture for Interworking WLAN
Editor’s Note:
This section will describe the feasible architectures to provide LCS for interworking WLAN

5.1 Reference Model

5.1.1 Non Roaming WLAN Inter-working Reference Model
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NOTE 1:
The shaded area refers to WLAN 3GPP IP Access functionality.
NOTE 2:
The LCS La interface is added to support LCS for I-WLAN
NOTE 3:
The GMLC can have the SLP functionality or GMLC can be connected to the SLP.
Figure 5.1: Non-roaming reference model
5.1.2 Roaming WLAN Inter-working Reference Model
The home network is responsible for access control. Charging records can be generated in the visited and/or the home 3GPP networks. The Wx and Wo reference points are intra-operator. The home 3GPP network interfaces to other 3GPP networks via the inter-operator Wd reference point.

The 3GPP AAA proxy relays access control signalling and accounting information to the home 3GPP AAA Server using the Wd reference point.
It can also issue charging records to the visited network Offline Charging System when required. The 3GPP network interfaces to WLAN Access Networks via the Wa reference point.
The home network and the visited network may have location server(s), i.e., the home location server and the visited location server, respectively.
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NOTE 1:
The shaded area refers to WLAN 3GPP IP Access functionality.
NOTE 2:
The LCS La interface is added to support LCS for I-WLAN
NOTE 3:
The GMLC can have the SLP functionality or GMLC can be connected to the SLP.

Editor’s note: The use of V-GMLC and relevant procedures are FFS.

Figure 5.2a: Roaming reference model - 3GPP PS based services provided via the 3GPP Home Network
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NOTE 1:
The shaded area refers to WLAN 3GPP IP Access functionality.
NOTE 2:
The LCS La interface is added to support LCS for I-WLAN
NOTE 3:    The GMLC can have the SLP functionality or GMLC can be connected to the SLP.

Figure 5.2b: Roaming reference model - 3GPP PS based services provided via the 3GPP Visited Network
6 Impacts on the 3GPP Architecture
Editor’s Note:
This section will describe the impacts on current 3GPP architecture to provide LCS for interworking WLAN based on proposed architectures. There may be impacts on GMLC, WLAN UE, Interworking WLAN architecture, HSS and AAA.
6.1 Impacts on IW-MT-LR Procedure

Following impacts on 3GPP architecture and specifications are analyzed to realize an IW-MT-LR. 
1. AAA server
Support of routing information query to release the address of WLAN UE to the GMLC
2. HSS
     Support of routing information query to release the address of AAA server of WLAN UE to the GMLC
3. GMLC
Support of routing information query to obtain the address of AAA server of WLAN UE and the address of WLAN UE
4. TS 23.271
 [5]
 New section, “interworking with I-WLAN” derived from the proposal

5. TS 29.002 [10] Support of signalling between HSS and GMLC

7 Procedures

Editor’s Note:
This section will describe the procedures for the functional elements contained in the architecture.

7.1 IW-MT-LR Procedure

Figure 7.1 describes the IW-MT-LR procedure.
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Figure 7.1. IW-MT-LR in I-WLAN 

1. The WLAN UE selects a WLAN AN and establishes the WLAN connection and is authenticated in I-WLAN.  The tunnel is established with between WLAN UE and one of PDGs in PLMN. 

2. The external LCS client sends the LCS request to the GMLC.

3. GMLC sends routing information query to HSS to obtain the address of AAA.

4. HSS returns the address of AAA to GMLC.

5. GMLC queries AAA to obtain the address of WLAN UE.

6. GMLC retrieves the address of WLAN UE from AAA. If there is no tunnel is available between the PDG and the WLAN UE, the AAA will return an indication that UE is not reachable.

7. GMLC initiates positioning procedure. This may use SUPL procedures based on OMA SUPL [12][13] and possibly other mechanisms that are FFS. 

8. The location information obtained will be transferred to external LCS client.

Note:
the GMLC may, as an implementation option, cache the results received in step 4 and/or step 6 in order to avoid further queries when a location request is received for the same target UE at a later time and the AAA server address and/or WLAN UE address, respectively, has not changed.
7.2 IW-MT-LR Procedure without HLR/HSS or AAA Query

 Figure 7.2 illustrates current or last known location requests for an emergency services call, where an emergency services client (i.e. a Public Safety Answering Point) identifies the target UE and the serving GMLC uses correlation information that was previously provided to it by the IMS Core. The signalling used to provide the correlation information to the PSAP is out of scope of this TR, but is presumed to occur on the signalling for the call. This allows the requesting V-GMLC to request location without first querying the home HLR/HSS or AAA server of the target UE. This scenario therefore supports location of emergency callers from roamers or SIM-less emergency calls, or non-registered (U)SIM emergency calls, and requires that the UE identifying and address information has been pushed to the GMLC during establishment of the emergency services call as in 3GPP TS 23.167 [14]. Note that in some regions, management of correlation information (e.g. ESQK in North America) and support of the Le interface to the external LCS Client may be handled by a separate functional entity from the GMLC - e.g. an RDF as defined in 3GPP 23.167 [14].
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Figure 7.2. IW-MT-LR without an HLR/HSS or AAA Query 

1. The WLAN UE selects a WLAN AN and establishes the WLAN connection and may be authenticated in I-WLAN.  The tunnel is established with between WLAN UE and one of PDGs in PLMN. 

2. The WLAN UE establishes an emergency services call as in 3GPP 23.167 [14]. During this step, the WLAN UE’s identification and address may be pushed to the GMLC along with correlation information and the GMLC may record this information. The correlation information is also provided to the emergency centre PSAP during the call establishment. The correlation information may be regionally specific (e.g. as is the case for support of location for an emergency call in the CS domain in 3GPP TS 23.271[4]) and may be defined at a stage 2 level in 3GPP 23.167 [14].

3. An external LCS client associated with the emergency centre PSAP sends an LCS request to the GMLC for the initial location or an updated location for the WLAN UE. The request may include the address and the identification of the WLAN UE or may include correlation information that enables the GMLC to associate the request with any record stored in step 2.

4. GMLC initiates positioning procedure. This may use SUPL procedures based on OMA SUPL [12][13] and possibly other mechanisms that are FFS. 

5. The location information obtained will be transferred to external LCS client. 
7.3 WLAN UE Originated Procedure in I-WLAN

 Figure 7.3 describes the MO-LR procedure for LCS for I-WLAN.
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Figure 7.3. WLAN UE Originated Procedure in I-WLAN

1. The WLAN UE selects a WLAN AN and establishes the WLAN connection and is authenticated in I-WLAN.  The tunnel is established with between WLAN UE and one of PDGs in PLMN. 

2. WLAN UE initiates positioning procedure. This may use SUPL procedures based on OMA SUPL [12][13] and possibly other mechanisms that are FFS. The calculated position shall be transferred back to the WLAN UE.

3. The location information obtained is transferred to external LCS client if requested by WLAN UE.

Editor’s note: Saving the calculated position in the GMLC, AAA or HLR/HSS for future use is FFS.
8 
Conclusion and recommendations

Editor’s Note: This section will contain the conclusion, if any, of the study
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