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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

1
Scope

The objective is to study if there is enhancement needed to the current service interaction management architecture (e.g. SCIM as part of AS and Service Broker as part of OSA SCS) in order to satisfy requirements in TS 22.228
This technical report contains the results of a study on service interaction management architecture with focus on the following aspects:

-
considering through scenarios, if the current service interaction management architecture sufficiently manages interactions between application servers, within the Home Network or on third party servers, and

-
determine, through a functional element architecture study, whether there is a need for enhancement  of the architecture, as well as any required extensions to the current IMS protocols and procedures.

In addition, alternative mechanisms to improve preventing interacting services may be identified.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

IMS Application Interaction: 

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

SCIM
Service Capability Interaction Manager
4
Architecture Requirements 
Editor’s note: This clause documents the set of architecture requirements.

4.1
General

Editor’s note: This clause documents the set of general architecture requirements.

The service brokering functions are to provide an end user a coherent and consistent IP multimedia service experience when a user invokes multiple IP multimedia applications in a session.  Such support involves identifying which applications are invoked per subscriber, understanding the appropriate order of the set of applications, and resolving application interactions during the session [TS 22.228].   The applications can reside in any type of IMS Application Servers including an IM-SSF, SIP AS, OSA SCS or other (e.g. OMA enabler) or any combination of the above.  

Service brokering functions can be divided into two categories: on-line and off-line.  Off-line functions include the following tasks

1.
Identify all applications subscribed by a user

2.
Understand how many ways these applications may work together by resolving their potential interactions

3.
Decide one or more service behaviors of combined applications (based on the user’s expectation) for provisioning

On-line functions then are to ensure that in a live session, when these multiple applications are invoked by the user, they will work as what the user expects them to work.  This study covers the architecture impacts of the on-line service brokering functions, that is, how to provide architecture support to enforce the appropriate order of application execution with the guarantee of both security and charging.

The goal is to study the following potential requirements with an appropriate Service Broker architecture:  

· The impacts of introducing the service brokering function to IMS core network and AS should be minimized 

· The service brokering architecture should be flexible enough to process the potential interaction requirements for new applications.

· The service broker shall efficiently interacts with the AS and avoid unnecessary interaction.

· Manage service interactions between IMS applications, enablers, and other non-IMS applications, potentially deployed over different application servers – the architecture shall manage service interactions among all applications deployed over different types of application servers so that there will be no unexpected service behaviors.

· Support integration of services with existing IN services (e.g. CAMEL) – the architecture shall accommodate both existing IN services and newly defined IMS services and support their integration.

· Allow service integration across different networks– the architecture shall allow service integration across different networks (e.g. UMTS, WLAN, WiMAX, cable). 

· Allow service integration between SIP and non-SIP applications available via the IMS service architecture.

· Support service integration across multiple providers – the architecture should support service integration over application servers of different providers.

· Allow users to personalize and control their services – the architecture should allow end users to personalize and control how applications work together when there are multiple choices of integration available.
4.2
Security

Editor’s note: This clause documents the set of security requirements.
· The solution should take into account that Application Servers may reside in different domains or are hosted by different service providers.  The solution should provide adequate security mechanisms if these application servers reside outside the trusted domain.

· The solution should take into account that Application Servers and the network entities performing the Service Brokering function may reside in different domains or are hosted by different service providers.  The solution should provide adequate security mechanisms if Application Servers and the network entity/entities performing the Service Brokering function reside outside the trusted domain.

· Existing 3GPP security should be taken into account.
4.3
Charging

Editor’s note: This clause documents the set of charging requirements.

The solution must consider charging implications of the architecture and its potential to support the coordination of charging events from multiple applications deployed on multiple Application Servers. Both online and offline charging scenarios must be considered.
5
Architecture Alternatives

Editor’s note: This clause documents the set of proposed solution functional element architectures.

The Service Brokering Functions under consideration are centralized, distributed, or hybrid (i.e. both centralized and distributed) in order to manage the interactions among multiple Application Servers.

5.1
Centralized Service Brokering Functions
In this architecture, the Application Servers involved in offering the integrated service are unaware of the existence of the Service Broker and the S-CSCF views the Service Broker as an Application Server supporting the ISC interface.
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The interfaces between the Service Broker and the Application Servers continue to be ISC.    

Standards thus need to be defined for the Service Broker including its interfaces and procedures.
5.1.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.1.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.1.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.1.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.1.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.2 
Distributed Service Brokering Functions
In this architecture, the Application Servers involved in offering the integrated service are aware of the function of the Service Brokering and they are the ones providing the Service Brokering functions as part of their functions.   The S-CSCF simply relays the messages between the Application Servers until all Application Servers finish their functions.  Unlike the Application Servers defined in the centralized architecture, each Application Server in this architecture can send the S-CSCF subsequent Filter Criteria to instruct which Application Servers to invoke next for the integrated service.  As a result, the Application Server under this architecture needs to interface with the HSS to download filter criteria and with the CCF/OCS for sending charging events.
 
[image: image3]
In order to interwork multiple Application Servers consistently and coherently, standards are required for protocols and procedures of these distributed brokering functions in Application Servers.
5.2.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.2.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.2.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.2.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.2.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.3 
Hybrid Service Brokering Functions

This architecture is a hybrid of the above two architectures.  Some of the Service Brokers under this architecture have to manage service interactions not only among the application servers under its direct control but also with its peer Service Brokers.

Three possible configurations of the hybrid architecture are depicted below.  Note that these are not supposed to be exhaustive as there are many possibilities of hybrid configuration.    These three are just examples of many possibilities.

1)  Architecture Configuration 1 where some server brokers (e.g. the rightmost one) act as both centralized and distributed service brokers.
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2) Architecture Configuration 2 where multiple service brokers are interfaced with the S-CSCF and they act as centralized and distributed brokers.
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3) Architecture Configuration 3 where multiple distributed service brokers are coordinated through a centralized service broker interfaced with the S-CSCF. 
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5.3.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.3.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.3.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.3.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.3.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.4
Service Interaction Management by Service Brokers

Service Brokering Functions under consideration are either be centralized in a Service Broker or distributed over the Applications Servers. 

Thus two service interaction management scenarios are considered: 

· Distributed service interaction management: where the Application Servers with service brokering functions coordinate and control the interactions among multiple interacting applications.

· Centralized service interaction management: where a centralized Service Broker is used to coordinate and control the interactions among multiple interacting applications.

In addition, the mixed use of centralized and distributed service interaction management to support a hybrid architecture are considered.
5.4.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.4.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.4.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.4.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.4.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.5
ISC improvements

The IMS service interaction management architecture may be able to be improved through enhancements to the IMS Service Control interface and supporting architecture (iFCs).  










5.5.1
Retargeting R-URIs

5.5.1.1
Problem

During terminating call handling, the R-URI identifies both the served user/UE (the user/UE that the S-CSCF is serving) and the target user/UE (the user/UE that the session is finally destined towards).  As such, if a SIP-AS that is performing terminating services retargets the R-URI changes the R-URI in any manner then information about the served user/UE is lost and subsequent filter analysis in the S-CSCF is terminated and the S-CSCF forwards the SIP request towards the new target.  This has the effect of non linking in other application servers that may have been interested in the SIP request.  This includes the case where a terminating SIP-AS changes a IMPU to a GRUU.

This is illustrated below.
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Figure 5.5.1.1-1 Example of Retargeting the R-URI. 

In the figure above, for a call that would normally be terminated towards the user/UE identified through the R-URI of “A”, the S-CSCF would route the call through both SIP AS1, SIP-AS2 before forwarding towards the user.  If, however, SIP-AS1 changes the R-URI, the S-CSCF will not inlink SIP-AS2, but instead forward route the request towards the user/UE identified as R-URI=B.  This includes the case where SIP-AS1 updates the request URI from an IMPU to a GRUU.

It should be noted that if SIP-AS1 does re-target the R-URI, then SIP-AS 2 needs information about both the target User/UE and the user/UE who the S-CSCF is serving. This also requires changes to the SIP-AS2 invocation after the R-URI is modified. 

5.5.1.2
Potential Solutions

One solution to this problem identified could be to separate the information regarding the served user from the target user/UE information over the ISC.  The means to transport and the format of such a request is a stage 3 issue.

Editor's note: Interaction with other SIP-AS need to be studied, e.g., communication Diversion services and communication call bar services. 

5.5.1.3
Conclusion
5.5.2
.
5.5.2.1
Problem description

Let's consider a user profile containing 3 initial filter criteria for triggering:

· A freephone service 

· A voice-activated dialling service

· An outgoing call barring service

When making an outgoing call, the user decides to speak or dial, on per-call basis. If the user dials a service access code to the voice-activated dialling service, the first initial filter criteria will be evaluated but will not match. The second initial filter criteria will be evaluated and will match. The AS hosting the voice-activated dialling service will ask the calling user to speak the name of the person he wants to call and translate this name into a destination number. According to the current IMS procedures, the third trigger will be evaluated when the AS returns an INVITE request with the destination number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to this number.

This is an acceptable behaviour.

If the user dials a freephone number, the first initial filter criteria matches and the INVITE request shall be routed to the appropriate AS. The AS translates the freephone number into a geographical number that can be used to route call to the appropriate location. According to the current IMS procedures, the second and third triggers will be evaluated when the AS generates an INVITE request with the translated number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to the area in which the actual destination is located.

This is not an acceptable behaviour.

5.5.2.2
Solution 1: Compatibility Class

To allow the S-CSCF to handle simple services interaction, such as avoiding to trigger two incompatible services during the same sessions, the notion of class of compatibility could be introduced. This class of compatibility would be contained in the iFC information stored in the HSS and downloaded to the S-CSCF, and would indicate to the S-CSCF which iFC should not be triggered after other iFCs has been triggered.

For example, in the figure below, the user profile contains 4 iFCs. Each of those iFC has been assigned a compatibility class:

· iFC1 has been assigned a compatibility class of 1

· iFC2 has been assigned a compatibility class of 1

· iFC3 has been assigned a compatibility class of 2

· iFC4 has been assigned a compatibility class of 3The number of set of compatibility class needed is defined by the operator. The rules of allowed interaction between those different classes are pre-configured in the S-CSCF by the operator. In our case, iFCs belonging to compatibility class 2 must not be triggered if iFCs belonging to compatibility class of 1 have been triggered before. At the same time, iFCs belonging to compatibility class of 3 can be triggered if no iFC belonging to set 2 has been triggered.

 
[image: image7]
Figure 5.5.2.2-1 Example of iFC Compatibility Class Checking

The following aspects will need to be studied further: the general data structure of the set of rules, and the way those set of rules are configured in the S-CSCF (i.e. to ensure multi-vendor interoperability).
6
Conclusion

Annex A:
Application Interaction 
A. 1 Application interaction Scenario

The application interaction can be divided into the following parts:

A)
Application interaction

Considering the different application providing entities, the application interaction can be:

· Interaction between network hosted applications where the applications can be in the same AS or in different AS’s.

B)
Application providing entities

For IMS service brokering, applications provided by at least the following entities should be considered in the application interaction. They are:

· IMS Applications provided by the SIP Application Server as defined in TS 23.218 Sec. 5.1. Those applications can be connected to Service Broker.

· OSA applications provided by the OSA Application Server as described in TS 23.218 Sec 5.1. Those applications can be connect by OSA API to OSA Service Capability Server (SCS) and then connect to the Service Broker. The OSA SCS can control the invocation of the OSA applications.

· IN application provide by the Service Control Point (SCP) and applications that can be connected by IN protocol such as CAP to the IN gateway (i.e. IM-SSF as described in TS 23.218 Sec 5.1) and then connected to the Service Broker, where the IN gateway can control the invocation of the IN applications.

C)
Application types

The applications can be of the following types:

· Subscribed Applications. i.e. Applications to which the user subscribes and for which the user requires a subscription with a service provider;

· Unsubscribed Applications. i.e. Applications that require no subscription.

Considering the situation about the application types, the application interaction includes:

· Interaction between subscribed applications

· Interaction between subscribed application and unsubscribed application

· Interaction between unsubscribed applications

D)
Application Status

Applications can have the following status:

· Invoked;

· Not invoked;

Considering the relationship between application interaction and the application status, the application interaction includes:

· Interaction between an application that has already been invoked and an application that will be invoked

· Interaction between applications that have already been invoked

E)
Interaction involved parties

The applications can be provided to the same user or different users, and in the communication, the involved party may be a machine, so the application interaction includes:

· Interaction between applications for the same user

· Interaction between applications for different users

Note： Interaction between application for different users is out of scope.

F)
Interaction involved sessions

In the communication the user can be engaged in multi-sessions, so the application interaction includes:

· Interaction between applications invoked in one session

· Interaction between applications invoked in multiple sessions

G)
Service Provider Domain

The applications or application server can belong to different service provider, so the application interaction includes:

· Interactions between applications provided by different service providers

· Interactions between applications provided by the same service provider

A. 2 Application interaction Type

The application interaction type can be divided into two classes: undesired application interaction and application coexist

1)
Undesired application interaction: this type of application interaction can cause an undesired result, and should be avoided. It includes:

· Applications conflict: application features can not be realized when they work on the same time. 

· Undesired application co-work: applications may be able to work together, but it is also possible that it is hoped to inhibit one application feature. 

· Undesired application inhibit: the process of one application will cause inhibit other application, which is not hoped.

2)
Applications coexist: applications can be work together and will not invoke other negative effect. Normally it includes these aspects:

· Interaction with priority requirement: It includes the priority of the applications in the same AS and the priority of the applications across different AS.

· Interaction with chaining requirement: 

· Fixed chaining: the application invocation order is fixed in each communication session.

· Dynamic chaining: the application invocation order can be changed dynamically in different communication session based on the dynamic information other than normal SPT.
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