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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope
The objective of this Technical Report is to identify and evaluate potential architecture enhancements needed to operate LTE-based V2X (V2V, V2I, V2N, and V2P), based on vehicular services requirements defined in SA WG1 V2XLTE (TS 22.185 [3] and TS 22.278 [2]) and determine which of the solutions can proceed to normative specifications.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.278: "Service requirements for the Evolved Packet System (EPS)".
[3]
3GPP TS 22.185: "Service requirements for V2X services".
[4]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[5]
3GPP TS 23.303: "Proximity-based Services (ProSe); Stage 2".
[6]
IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".
[7]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Editor's note:
The Definitions are work in progress and may evolve and change as we have clearer input from SA1 (normative).
Road Side Unit: an entity supporting V2I Service that can transmit to, and receive from a UE using V2X application. RSU is implemented in an eNodeB or a stationary UE.
V2I Service: a type of V2X Service, where one party is a UE equipped on a vehicle and the other party is an RSU.

V2N Service: a type of V2X Service, where one party is a UE equipped on a vehicle and the other party is an application server (e.g. traffic safety server).
V2P Service: a type of V2X Service, where one party is a UE equipped on a vehicle and the other party is a UE which is carried by an individual (e.g. handheld terminal carried by a pedestrian, cyclist, driver or passenger).

V2V Service: a type of V2X Service, where both parties of the communication are UEs equipped on different vehicles.
V2X message: message containing V2X application layer information. The V2X message is safety-related V2X message or non-safety-related V2X message.
V2X Service: a type of communication service to exchange V2X messages that involves a transmitting or receiving UE using V2X application via 3GPP transport. V2X Service is further divivided into V2V Service, V2P Service, V2I Service, and V2N Service.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

RSU

Road Side Unit
V2I

Vehicle-to-Infrastructure

V2N

Vehicle-to-Network
V2P

Vehicle-to-Pedestrian
V2V

Vehicle-to-Vehicle

V2X

Vehicle-to-Everything
4
Architectural Assumptions and Requirements 
4.1
Architectural Assumptions

Editor's note:
This clause will define the underlying architectural assumptions for LTE support of V2X services.
-
Both LTE-Uu based architecture (e.g. eMBMS) and PC5 based architecture are used for supporting V2X services.
-
Within the context of this study, RSU is viewed as a V2X application receiving V2X messages via SGi or PC5 interface. Any other aspect is still FFS, including any special requirements for the transport aspect of V2X message from V2X application, if any.
4.1.1
PC5 based V2X architecture
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Figure 4.1.1-1: Reference architecture for V2X (PC5 based)

The new functions are defined as following:

V2X Control Function: the logical function that is used for network related actions required for V2X. 
Editor's note:
Any requirements beyond provisioning and configuration from V2X Control Function are FFS.

Editor's note:
Whether V2X Control Function can be part of the ProSe Function or the V2X Application Server is FFS.

Editor's note:
Impacts from QoS handling for V2X in the architecture are FFS.
The reference points are defined as following:

V1: The reference point between a V2X application and the V2X application server.

Editor's note:
V1 is out of scope of SA2 but is FFS whether it is out of scope of 3GPP.

V2: This is the reference point between the V2X Application and the V2X Control Function in the operator's network. The V2X Application may connect to V2X Control Functions belonging to multiple PLMNs.

V3: This is the reference point between a V2X enabled UE and the V2X Control Function in the operator's network.
V4: The reference point between the HSS and V2X Control Function in the operator's network.

V5: This is the reference point between the V2X Applications. 

Editor's note:
V5 is out of scope of SA2 but is FFS whether it is out of scope of 3GPP.

LTE-Uu: This is the reference point between the V2X enabled UE and the E-UTRAN.  

PC5: This is the reference point between the V2X enabled UEs for V2V, V2I, and V2P Services. 

Editor's note:
Enhancements to PC5 may be needed to support V2X.
4.1.2
eMBMS architecture enhancement for V2X 
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Figure 4.1.2-1: Reference architecture for V2X (eMBMS based)
The new functions are defined as following:

V2X AS: the logical function that is used for network related actions required for V2X. It is similar to the GCS AS.

The reference points are defined as following:

VC1: This is the reference point between the V2X AS and the application client on the UE.
Editor's note:
VC1 is out of scope of SA2 but is FFS whether it is out of scope of 3GPP.
VMB2: This is the reference point between the V2X AS and the BM-SC.
Editor's note:
Whether VMB2 interface is the same as MB2 is FFS.
SGmb/SGi-mb/M1/M3: The SGmb/SGi-mb/M1/M3 reference points are internal to the MBMS system and are defined in TS 23.246 [4]. 
LTE-Uu: This is the reference point between the V2X enabled UE and the E-UTRAN.
4.2 
Architectural Requirements 

Editor's note:
This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.185 and TS 22.278.
5
Key Issues
Editor's note:
This clause will describe the key issues for LTE support of V2X services. 
5.1
Key Issue #1: Service authorization for V2X
5.1.1
General description
In order for the UE to use V2X Service, service authorization for V2X is needed. 
For this key issue the following aspects need to be studied at least:
-
Means for the MNO to authorize a UE to use V2X Service when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN".

-
Means for the MNO to revoke authorization for a UE related to V2X Service.
5.2
Key Issue #2: V2X message transmission/reception for V2V Service and V2P Service
5.2.1
General description
Transmission of a V2X message for V2V Service and V2P Service can be triggered periodically or based on a certain event. The V2X message can be exchanged when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN". The V2X message can be exchanged when the UE is non-roaming and roaming.
To support V2X message transmission/reception for V2V Service and V2P Service, the following aspects need to be studied at least:
- 
How to enable the exchange of the V2X messages between UEs for V2V Services and V2P Services.

-
Addressing mechanism/identifiers to broadcast a V2X message for V2V Service and V2P Service.

When studying the above aspects, the following needs to be considered:
-
when the UE is non-roaming and when the UE is roaming.

-
when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN".
-
transferring V2X messages between two UEs, directly or via an RSU.

Editor's note:
RAN impacts need to be considered for "via the RSU" aspect.
5.3
Key Issue #3: Policy/Parameter provisioning for V2V Service, V2P Service and V2I Service
5.3.1
General description
To support V2X message transmission/reception for V2V Service, V2P Service and V2I Service, the following aspects need to be studied at least:
- 
Means for provisioning authorization policy and parameters for V2X message transmission/reception for V2V Service, V2P Service and V2I Service, considering:
-
when the UE is non-roaming and when the UE is roaming.

-
when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN".
5.4
Key Issue #4: V2X message prioritization for V2V Service and V2P Service
5.4.1
General description
Prioritizing V2X message transmission for a UE supporting V2X Service and serving specific purpose (e.g. ambulance or patrol car on duty) is required. It is also required to support prioritizing V2X message transmission according to the message type (e.g. whether road safety related message or not).
In order to support above, the following aspects need to be studied at least:
- 
How does the 3GPP system provide means to prioritize V2X message transmission for V2V Service and V2P Service for a UE serving specific purpose (e.g. ambulance or patrol car on duty)?
-
How does the 3GPP system provide means to prioritize transmission of V2X message for V2V Service and V2P Service according to its type (e.g. whether road safety related message or not)?
5.5
Key Issue #5: V2X message transmission/reception between a vehicle and an RSU for V2I

5.5.1
General description
A V2X message for V2I Service can be transmitted from a vehicle to an RSU. An RSU can transmit a V2X message for V2I Service to a vehicle or distribute a V2X message for V2I Service to vehicles. In these cases, the V2X message can be forwarded from an RSU to other RSU(s).
To support V2X message transmission/reception between a vehicle and an RSU for V2I, the following aspects need to be studied at least:
- 
How to enable the exchange of the V2X messages between UE and RSU for V2I Services.

-
Addressing mechanism/identifiers to broadcast a V2X message for V2I Service.

-
Addressing mechanism/identifiers to transmit and receive a unicast V2X message for V2I Service.

-
How does the 3GPP system provide the RSU with means to dynamically control the area where V2X messages are distributed and transmitted by the RSU depending on the type and contents of the V2X messages for V2I Service?
When studying the above aspects, the following needs to be considered:
-
when a UE is non-roaming and when a UE is roaming.

-
when a UE is "served by E-UTRAN" and when a UE is "not served by E-UTRAN".
-
when an RSU implemented as a UE is "served by E-UTRAN" and is "not served by E-UTRAN".
-
whether the RSU implemented as an eNB is operating as an isolated eNB or not.

Editor's note:
The concept of the RSU implemented as an isolated eNB needs to be clarified.
5.6
Key Issue #6: Latency improvements for eMBMS for V2X Service

5.6.1
General description
The eMBMS is a highly efficient way for V2X messages transmission even considering the large number of vehicles and high speed of vehicles. It is considered that the existing eMBMS architecture may benefit with some improvements to make eMBMS better suited for V2X services where most V2X messages are locally relevant and the transmission latency of core network adds to the end-to-end latency of V2X message. In order to fulfil the latency requirement for V2X Services, it is necessary to study CN latency improvements for eMBMS at least including the following aspects:

-
Whether localising certain functional entities of the eMBMS architecture could help reducing the latency?

-
Whether both the control plane and user plane of BM-SC/MBMS-GW need to be localized, or only user plane needs to be localized?

-
How to establish the eMBMS session in localized eMBMS architecture?

-
How to inform the UE of eMBMS service description information (e.g. TMGI)?
-
Possible improvements on existing MBMS to AS interfaces where current eMBMS/GCSE architecture is utilised.
5.7
Key Issue #7: QoS for V2X Service
5.7.1
General description
To support the V2X service requirements including the maximum transmission frequency, maximum latency and high reliability, the following aspects need to be studied for both the PC5 and LTE-Uu based architecture at least:
-
Which QoS parameters need to be defined for V2X Service?

-
How does the 3GPP system provide means to support of transferring V2X messages between two UEs supporting V2V/P Service (directly or via an RSU), or between a UE supporting V2I Service and an RSU, with a maximum latency of 100ms (20ms for particular V2V Service)?

6
Solutions
Editor's note:
This clause is intended to document the agreed architecture solutions. Each solution should clearly describe which of the key issues it covers and how.
6.1
Solution #1: V2X authorization
6.1.1
Functional Description
V2X Service Authorization shall be based on the following considerations:
-
Exchange of V2V related information using E-UTRA(N) when permission and authorisation are fulfilled. 
The basic principles of service authorization for V2X Direct Communication are as follows:

-
The UE gets authorization to use V2X Direct Communication on a per PLMN basis in the serving PLMN by the V2X Control Function in the HPLMN,

-
The V2X Control Function in the HPLMN requests authorization information from the V2X Control Function of the serving PLMN.

-
The V2X Control Function in the HPLMN merges authorization information from home and serving PLMNs.

-
Final authorization comes from the V2X Control Function in the Home PLMN.

-
The V2X Control Function in the VPLMN or HPLMN may revoke the authorization at any time. The V2X Control Function in the HPLMN shall be notified when authorization is revoked by the VPLMN.
6.1.2
Procedures

6.1.2.1
Service authorization procedures
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Figure 6.1.2.1-1: Pre-configuration for V2X Direct Communication 

The HPLMN pre-configures the UE with the authorization information for a list of PLMNs where the UE is authorized to perform V2X Direct Communication and in addition information regarding out-of-coverage operation may be provided. If there is no associated UE context, the V2X Control Function gets the subscription information for V2X Direct Communication from HSS.
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Figure 6.1.2.1-2: Service authorization for V2X Direct Communication or both

The UE gets the service authorization for V2X Direct Communication, with a given validity time, from the V2X Control Function of the HPLMN. 
The service authorization procedure is executed:

-
Before starting the setup of V2X Direct Communication if the UE has no valid authorization information, or

-
when the UE already engaged in a V2X Direct Communication changes its registered PLMN and has no valid authorization information for the new registered PLMN, or

-
when the service authorization expires.

In this signalling flow, shown in Figure 6.1.2.1-2, the following steps are performed:

Step 1: The UE requests authorization for Direct Communication for HPLMN or for the VPLMN from the V2X Control Function in HPLMN. 
Step 2:
 The V2X Control Function in HPLMN obtains authorization info from VPLMN and merges with own policy.

Step 3: The V2X Control Function in HPLMN provides authorization info to UE. The authorization info provided to the UE applies to the serving PLMN. The UE stores the authorization information obtained from this V2X Control Function in a secure way. If needed at any point the authorization can be revoked by the V2X Control Function in VPLMN or V2X Control Function in the HPLMN.

6.1.2.2
Policy/Parameter provisioning 

The following information is provisioned to the UE for one-to-all ProSe Direct Communication for V2X:
1)  Authorization policy:
-
Same to 1) Authorization policy described in clause 4.5.1.1.2.3.3 of TS 23.303 [5].
2)  Radio parameters for when the UE is "not served by E-UTRAN":

-
Same to 3) Radio parameters for when the UE is "not served by E-UTRAN" described in clause 4.5.1.1.2.3.3 of TS 23.303 [5].

6.1.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
6.1.4
Topics for further study
If the authorization is happening using "over IP" mechanisms and only IP connectivity is required to allow the UE to access the V2X Control Function or if the authorization is done over the NAS is FFS.
It is FFS whether discovery mechanism is needed in V2X Services.
6.1.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
6.2
Solution #2: V2X message transmission/reception for V2V/P Services using PC5

6.2.1
Functional Description

6.2.1.1
General
This solution corresponds to the Key Issue #2 "V2X message transmission/reception for V2V Service and V2P Service".
Transmission of a V2X message for V2V Service and V2P Service can be made using PC5. Figure 6.2.1.1-1 (a) shows V2X message transmission/reception over PC5 when the UEs are "served by E-UTRAN" and Figure 6.2.1.1-1 (b) shows V2X message transmission/reception over PC5 when the UEs are "not served by E-UTRAN".
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Figure 6.2.1.1-1: Transmission of a V2X message for V2V Service and V2P Service over PC5
V2X messages over PC5 need to be broadcasted so that all UEs supporting V2V and/or V2P Service in proximity of the V2X message transmitting UE can receive the messages regardless of roaming and serving PLMN. One-to-all ProSe Direct Communication is applicable when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN".
One-to-all ProSe Direct Communication for V2X has the following characteristics:

-
One-to-all ProSe Direct Communication is connectionless. Thus there is no signalling over PC5 control plane.

-
The radio layer provides a user plane communication service for transmission of IP packets between UEs engaged in direct communication. 

-
IPv6 is used for transmission of IP packets of V2X message.
-
Authorization for one-to-all ProSe Direct Communication is configured in the UE as described in Solution #1.
6.2.1.2
Addressing/Identifiers

Each UE has a Layer-2 ID for one-to-all ProSe Direct Communication that is included in the source Layer-2 ID field of every frame that it sends on the layer-2 link. The UE self-assigns the Layer-2 ID for one-to-all ProSe Direct Communication.
The UE auto-configures a link local IPv6 address following procedures defined in RFC 4862 [6]. This address can be used as the source IP address for one-to-all ProSe Direct Communication.
In order to ensure that a vehicle cannot be tracked or identified by any other vehicle beyond a certain short time-period required by the application, the source Layer-2 ID and the source IP address can be changed over time.
6.2.2
Procedures
To perform one-to-all ProSe Direct Communication, the UE is configured with the related information for one-to-all ProSe Direct Communication as defined in Solution #1.
The procedure for one-to-many ProSe Direct Communication transmission described in clause 5.4.2 of TS 23.303 [5] is applied to one-to-all ProSe Direct Communication for V2X message transmission for V2V/P Services using PC5 with following differences:

-
The source Layer-2 ID is set to the Layer-2 ID described in clause 6.2.1.2.
-
Destination IP address and destination Layer-2 ID are set to a well-known broadcast IP address and a well-known Layer-2 ID, respectively.
The procedure for one-to-many ProSe Direct Communication reception described in clause 5.4.3 of TS 23.303 [5] is applied to one-to-all ProSe Direct Communication for V2X message reception for V2V/P Services using PC5.

6.2.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
6.2.4
Topics for further study

It is FFS how this solution can be made to support IP-less content.
It is FFS whether to support IPv4 based one-to-all ProSe Direct Communication for V2X.

It is FFS how to support V2X message prioritization.

It is FFS how to support QoS for V2X message transmission.
It is FFS how to assign Layer-2 ID for one-to-all ProSe Direct Communication.
6.2.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
6.3
Solution #3: V2X message transmission/reception for V2V/P Services via LTE-Uu

6.3.1
Functional Description

6.3.1.1
General
This solution corresponds to the Key Issue #2 "V2X message transmission/reception for V2V Service and V2P Service" and Key Issue #6 "Latency improvements for eMBMS".
The proposed solution applies to the case where the UE sends the V2X message via LTE-Uu and the V2X message is forwarded to multiple UEs over LTE-Uu as shown in Figure 6.3.1.1-1. 
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Figure 6.3.1.1-1: V2X message transmission/reception for V2V/P Services via LTE-Uu
In order to reduce the latency for transferring V2X messages for V2V/P Service using LTE-Uu, localized routing of V2X messages for V2V/P Services is proposed. For uplink/downlink unicast, SIPTO@LN defined in TS 23.401 [7] can be considered for localized routing of V2X messages originated by UEs. For downlink broadcast, local MBMS can be considered for localized routing of V2X messages destined to UEs.
Figure 6.3.1.1-2 depicts the proposed architecture for latency improvements including SIPTO@LN and local MBMS architecture for localized routing of V2X messages for V2V/P Services via LTE-Uu. It is considered that the core network entities and V2X Application Server in the proposed architecture are located close to the access network for latency improvements.
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Figure 6.3.1.1-2: Architecture model for localized routing of V2X messages for V2V/P Services via LTE-Uu
NOTE 1:
The MCE is not shown in the figure. 

NOTE 2:
For SIPTO@LN in the figure, stand-alone GW architecture (with S-GW and L-GW collocated) is illustrated. However, SIPTO@LN with L-GW function collocated with the eNB is not precluded.
NOTE 3:
Not all relevant entities are shown in the figure.
NOTE 4:
The V2X Application Server in the figure can be considered as a V2X Service Layer.

Editor's note:
Whether both unicast and broadcast are acceptable or only broadcast is acceptable for downlink in terms of latency and capacity will be investigated and decided by RAN WG2.
6.3.2
Procedures

6.3.2.1
V2X message transmission/reception for V2V/P Services via LTE-Uu
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Figure 6.3.2.1-1: V2X message transmission/reception for V2V/P Services via LTE-Uu
1.
UE obtains necessary information for MBMS reception of V2X message for V2V/P Services.
2.
UE-1 sends a V2X message over LTE-Uu. UE-1 has already established a SIPTO at the local network PDN connection to transmit the V2X message for V2V/P Services over LTE-Uu as described in TS 23.401 [7].

The eNB receives the V2X message and the V2X message is routed to the V2X Application Server via S-GW/L-GW.

3.
The V2X Application Server decides to forward the V2X message and the target area of the message. The V2X Application Server sends the V2X message to the target area of the message by MBMS delivery. The MBMS bearer used for MBMS delivery can be pre-established.
NOTE:
It is out of scope of 3GPP how the decision is made to forward the V2X message in the V2X Application Server related to the local network.
6.3.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
6.3.4
Topics for further study

It is FFS how to support service continuity between local networks.

It is FFS how the UE obtains necessary information for MBMS reception of V2X message such as TMGI, radio frequencies, and MBMS SAIs.

The definition of "local MBMS architecture" needs further study.
6.3.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
7
Conclusions

Editor's note:
This clause will capture agreed conclusions from the study.
Annex A: 
Enhancements to ProSe architectures for PC5 based V2X
A.1
General Description
For PC5 based V2X communication, the architecture and functionalities defined in TS 23.303 [5] can be reused with enhancements and extensions as concluded from the other key issues outcome. The following aspects are identified so far:

-
Definition and abbreviation for a Vehicular UE (a UE supporting V2X)

-
Adding V-UE support in all existing Public Safety UE (i.e. First Responders) procedures required for one-to-many ProSe Direct communication

-
Service authorisation/revocation procedures for V-UE

-
Authorisation and provisioning with potential new parameters for V2X

-
New subscription parameters for ProSe Direct Communication for V2X use

-
PC5 one-to-many/one-to-all direct communication procedures (when served and not served by E-UTRAN) to support V2X use

-
ProSe per packet priority enhancements to support use for V2X   

The solutions for PC5 based V2X need to address the above aspects.
Annex B: 
Road Side Unit (RSU) considerations

With the reference architecture in clause 4.1, Road Side Unit (RSU) is an implementation option which includes at least a stationary UE or an eNB instead of a new functional entity. Following are the possible examples of RSU implementations. 
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Figure B-1: RSU includes a UE and terminates the V2X application logic
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Figure B-2: RSU includes a eNB and terminates the V2X application logic

Based on the above diagrams, the RSU contain at least either a UE or an eNB. The reference points that need to be studied are PC5 and LTE-Uu. 
Editor's note:
It is FFS on how a V2X message from RSU is transmitted to other RSU(s) or to UE(s) or to the application server.
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