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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

Y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

An operator may choose to deploy one (or more) dedicated core networks within a PLMN with each core network dedicated for specific type(s) of subscriber. The present document studies and evaluates architectural enhancements required to support dedicated core networks. The specific dedicated core network that serves a UE is selected based on subscription information and operator configuration, without requiring the UEs to be modified. 

The technical report covers both assignment of dedicated core network nodes and maintaining the association during mobility. Roaming and network sharing aspects of dedicated core network, and impacts on procedures such as CSFB, SRVCC and rSRVCC will be studied.
Dedicated core networks may be in the PS domain or CS domain or both.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

[4]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[5]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[6]
3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2"
[7]
3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes"

[8]
3GPP TS 23.251: "Network Sharing; Architecture and functional description"
…

[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

.

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

<ACRONYM>
<Explanation>

4
Assumptions and Architecture Requirements
4.1
General

Editor’s Note: This section contains general definition if needed.
4.2
Assumptions
-
A dedicated core network is assumed to serve only specific subscriber(s).  A dedicated core network may comprise one or more control plane and/or user plane core network nodes.
-
If the network deploys dedicated core network selection based on both LAPI indication and subscription information (i.e. Décor feature), then dedicated core network selection based on subscription information by MME/SGSN overrides selection based the LAPI-indication by RAN.
4.3
Architecture Requirements
The following architecture requirements shall be met by all proposed solutions:

-
There shall be no impacts to UE.

-
Support of dedicated core networks shall not require the use of additional PLMN-IDs, e.g. to separate different dedicated core networks.
-
It shall be possible to deploy multiple dedicated core-networks sharing the same RAN.
-
In case dedicated packet core network is deployed in a PLMN, all MME/SGSNs in the PLMN for the RATs used by UEs to access the dedicated packet core network shall be upgraded to support DÉCOR functionality of selecting dedicated SGW/PGW or GGSNs, selecting target dedicated MME/SGSNs and providing core network type information to target MME/SGSN during context transfer.

-
Mechanisms shall be supported to enable the redirection of attached UEs to appropriate dedicated core network, e.g. when a dedicated core network is commissioned in a PLMN.

-
If the dedicated core network is not deployed to serve a particular RAT, the UE may be served by the MME/SGSN from non-dedicated core network and by some user-plane network elements from the dedicated core network.
5
Elementary Functions
Editor’s Note: This section contains the detail of each solution alternative.

5.1
Functions Common to both PS and CS Domain

Editor’s Note: This section contains the common functions between PS and CS domains.

5.1.1
Identification of association with dedicated CN nodes
5.1.1.0
Description

Editor’s note: What subscription parameter is used to associate a UE with a dedicated core network.

5.1.1.1
Solutions
5.1.1.1.1
New Core Network Type Subscription Information

A new optional subscription information ("Core Network Type") stored in the HSS is used to steer the UE to desired dedicated core network. To direct UEs to a specific dedicated core network, the HSS provides a “Core Network Type” value in the subscription information of the UE to the MME/SGSN/MSC.  
Note: A “Core Network Type” should be associated with a UE (or its characteristic), not with an APN. Multiple “Core Network Type” values can be served by a single (same) dedicated core network.
5.1.1.2 
Evaluations and Conclusions

5.1.2
Considerations for Roaming
In case of roaming, if the VPLMN does not support dedicated core networks or does not support a dedicated core network for the specific “Core Network Type” value in the subscription information, then the MME/SGSN/MSC in the VPLMN ignores the “Core Network Type” value in the subscription information. 
In case of roaming, if the HPLMN of the visited UE does not support dedicated core networks, the serving MME/SGSN/MSC can select the Core Network Type using operator specific policies.
The Core Network Type values can be separated into two ranges, one for operator specific use and another for standardized values. 

Editor’s Note: It is FFS if some Core Network Type values need to be standardized.
5.1.3
Considerations for Network Sharing

5.2
PS Domain Specific Functions

Editor’s Note: This section contains the specific function of PS domain.

5.2.1
Assignment of dedicated MME/SGSN
5.2.1.1
Assignment during Attach

5.2.1.1.1 
E-UTRAN Attach

5.2.1.1.1.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Attach with IMSI, (ii) Attach with GUTI from old MME/SGSN supporting DÉCOR and GUTI from old MME/SGSN not supporting or deploying DÉCOR (e.g. an inter PLMN change with GUTI). 
5.2.1.1.1.2
Solutions
5.2.1.1.1.2.1
Solution 1: Redirection after Update Location Procedure 

MMEs that belong to different dedicated core networks have different group identities (MMEGIs). Each MME has configuration about the association of MMEGI to dedicated core network. Similarly for SGSNs, different NRIs are associated with different dedicated core networks.

The attach and TAU/RAU procedure is modified as follows to ensure that the UE is served by the appropriate core network:

-
If the eNB/RNC directs the initial NAS message an MME/SGSN which is not dedicated to serve the subscriber type of the UE, the MME/SGSN after determining the dedicated network for the UE, forwards the initial NAS message of the UE along with the MMEGI/NRI corresponding to core network to the RAN to re-route the NAS message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE. RAN then reroutes the UE’s NAS Message to an MME/SGSN dedicated to serve the subscriber type of the UE. 

This procedure is shown below and is used by both the Attach and TAU/RAU procedures.
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Figure 5.2.1.1.1.2.1-1: Reroute NAS Message Procedure

1.
When the old MME/SGSN decides to reroute the NAS message to another dedicated core network, the old MME/SGSN sends a Reroute NAS Message Request (NAS Msg, MMEGI/NRI, GUTI) to the eNB/RNC which had forwarded the NAS message. The MMEGI (for E-UTRAN) or NRI (for GPRS) corresponds to the MME/SGSNs that belong to the selected dedicated core network. The MME/SGSN is configured with a mapping of MMEGI/NRI to dedicated core network type. In case of E-UTRAN, the MME may also decide to include GUTI, which is used by the new MME to request context information from the old MME.

2.
The eNB/RNC based on the MMEGI/NRI included in the Reroute NAS message request selects a new MME/SGSN corresponding to the MMEGI/NRI using existing NNSF functionality. The eNB/RNC sends the Initial UE message to the selected MME/SGSN. The initial UE message includes the NAS message and also optionally GUTI, if GUTI was provided in the previous message.

Note: The above procedure is used by both this solution and "Re-routing before NAS security setup" solution. In the latter solution, GUTI parameter is not included in step 1 and 2.
The following describes the E-UTRAN attach procedure for this alternative. Only differences from the procedure in TS 23.401 [4] are highlighted below.
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Figure 5.2.1.1.1.2.1-2: E-UTRAN Attach procedure with Reroute after Update Location procedure1-2:
E-UTRAN Attach procedure is performed as specified in TS 23.401 [4].
3.
If the UE identifies itself with GUTI and the MME has changed, the identity response message contains the Core Network Type information, if available. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Identification Response message, the MME sends a Reroute Command (Attach Request message, MMEGI, GUTI) to the eNodeB. The eNodeB shall reselect an MME of the indicated type and forward the Attach Request Message to the selected MME. The selected MME performs the Attach procedure starting from step 2.

4-10. Steps as specified in TS 23.401 [4].

11.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription data, Core Network Type) message to the new MME. 
12.
If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the subscription information, the MME determines the MMEGI corresponding to the dedicated core network of the UE and sends a Reroute Command (Attach Request message, MMEGI, GUTI) to the eNodeB.
13.
The eNodeB shall reselect an MME from the MME pool corresponding to the MMEGI using existing load-balancing scheme and forward the Attach Request Message to the selected MME. 
14.The MME uses the GUTI received along with the Attach Request message to request context from previous MME using the Identity Request message. The Identity request message also includes GUTI. 

15.
The MME uses the GUTI provided in the Identity Request message to locate the context of the UE. The MME does not verify the integrity of the Attach Request message. The previous MME provides context information in the Identity response message, as specified in TS 23.401 [4] which contains security information to enable the MME of the dedicated core network communicate using the existing NAS encryption and integrity protection.
16.
E-UTRAN Attach procedure proceeds from Step 4 onwards as specified in TS 23.401 [4]. Even if the Attach Request is not integrity protected, the dedicated MME skips the UE authentication procedure since the UE has been already authenticated by the new MME.
5.2.1.1.1.2.2
Solution 2: Re-routing before NAS security setup

By extending the initial authentication signaling between the MME and the HSS, the impacts to the attach procedure and the total system could be kept limited. The Authentication Information Request/Answer messages would be amended with one new parameter, “CN type”.


[image: image4]
Figure 5.2.1.1.1.2.2-1: Re-routing before NAS security setup


[image: image5]
Figure 5.2.1.1.1.2.2-2: Initial assignment of DÉCOR at E-UTRAN Attach

7. 7.
If the MME supports a specific dedicated network, it includes the corresponding CN type in the AIR message sent to the HSS.

8. 8.
The HSS first retrieves the subscribed CN type for the UE to be authenticated. HSS compares the CN subscribed CN type with the CN type provided in step 7. If they differ, the AIR procedure in the HSS is stopped and the AIA message is returned to the MME together with the subscribed CN type, but without any security vectors. If they are the same, the AIR procedure in the HSS executes as normal. The subscribed CN type is returned to the MME in the AIA message.

9. 9.
The MME evaluates the response from the HSS and initiates a re-routing if the CN Type of the UE is not supported by the MME. The re-routing parameters to the eNodeB are assembled by MME based on the CN type provided by the HSS.

10. 10.
A Re-route NAS Request is sent by the MME to the eNodeB with re-route parameters included.

Editor’s Note: Details are for further study. The NAS re-route procedure specified for solution “Redirection after update location procedure” may apply (the redirection without GUTI case).
Depending on operator policies, a decision to re-route or not to re-route may also be taken based on available information after step 2, 4 or 6.
5.2.1.1.1.2.3
Solution 3: "null-NRI"/"null-MMEGI" based redirection during Attach
The overall signalling flow of attach for "null-MMEGI" based redirection is illustrated in Figure 5.2.1.1.1.2.3-1. Only the steps that differ from already existing procedures for a single common PLMN are described in detail for highlighting the applicable specifics. Here the modified Initial Attach is described based on the flow from 3GPP TS 23.401 [4] subclause 5.3.2.1 for E-UTRAN Initial Attach procedure.

When multiple dedicated CNs are deployed, the initial allocation of a UE by the eNB may be to an arbitrary/random or a default MME. That MME determines that a specific UE should be served by another dedicated CN, e.g. during attach by a UE that was never allocated to one of the dedicated CNs or due to change of conditions that determine the association with a specific dedicated CN, like changed subscription information. The MME determines the dedicated CN based on what gets concluded for that functionality.

When the MME receives the Attach request, it performs the common procedures and allocates a GUTI that relates to a null-MMEGI to the UE. When multiple dedicated CNs are deployed, there is a specific null-MMEGI for each dedicated CN. The MME code of the null-MMEGI is the same as that of the MME’s GUMMEI to ensure that a potential subsequent Service Request gets routed to the MME holding the UE contexts. After that procedure the UE will receive normal service from the MME. At the next TAU the MME selection function of the eNB selects a new MME belonging to the CN identified by the null-MMEGI. The new MME performs common inter MME TAU procedure and allocates a GUTI from its normal MMEGI code space. From that point in time the UE is served by the wanted dedicated CN and remains in that CN as long as coordinated temporary IDs are allocated to the UE and used by the UE. The time until the TAU procedure for re-distribution may be reduced by allocating a non-broadcast TA or a short periodic TAU timer to the UE.
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Figure 5.2.1.1.1.2.3-1: Overall signalling flow of attach for "null-MMEGI" based redirection
Editor’s note: Text on parameters to be removed from steps 2, 6 and 9.
1.
The UE initiates the normal E-UTRAN initial Attach procedure. Steps between 1 and 10, as described in 3GPP TS 23.401 [4] subclause 5.3.2.1 Figure 5.3.2.1-1, are invoked. The initial Attach Request message was routed to a random or a default MME.

2.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription data) message to the serving MME. If the UE is subscribed to be serviced by a dedicated CN the MME determines it from the HSS provided information, which may require that the UE needs to be redirected to another dedicated CN. 

3.
Steps between 12 and 16, as described in 3GPP TS 23.401 [4] subclause 5.3.2.1 Figure 5.3.2.1-1, are invoked to continue the current Attach procedure. This includes selection of the P-GW and possibly also of the S-GW according to the required dedicated CN so that there is no P-GW change needed when in later steps transferring that UE to an MME of the appropriate dedicated CN.
4.
If the serving MME needs to redirect the UE, the serving MME allocates a new GUTI including a null-MMEGI indicating a dedicated CN and a specific MME code indicating the currently serving MME and includes that GUTI in the Attach Accept message sent to the UE. Furthermore, a non-broadcast TAI or a short periodic TAU timer value (e.g. 4s) is also included in the Attach Accept message to trigger the UE initiating a TAU procedure after completing the current Attach procedure.

5.
Steps between 18 and 26, as described in 3GPP TS 23.401 [4] subclause 5.3.2.1 Figure 5.3.2.1-1, are invoked to complete the current Attach procedure.
6.
When the UE detects the need for a TAU, the UE initiates a TAU procedure by sending, to the eNodeB a TAU Request message together with RRC parameters indicating the Selected Network and the old GUMMEI. The old GUMMEI includes a null-MMEGI indicating a dedicated CN.
7.
The eNodeB selects a new MME based on the null-MMEGI, which is part of the old GUMMEI that the UE provides to the eNodeB. The eNodeB is configured with all the MMEs that serve  the specific dedicated CN identified by the Null-MMEGI and the eNodeB selects an MME from those MMEs. 
8.
The eNodeB forwards the TAU Request message to the selected dedicated MME.

9.
The dedicated MME uses the GUTI received from the UE to derive the old serving MME address for retrieving the UE context.

Editor’s note: there may be different ways of allocating values for Null-MMEGIs, e.g. a unique one per dedicated CN in the whole PLMN or unique per region or pool area, which may need further study or details as it may affect functionality for resolving the old MME by the new MME. 

10.
Steps between 4 and 21, as described in 3GPP TS 23.401 [4] subclause 5.3.3.1 Figure 5.3.3.1-1 and subclause 5.3.3.2 Figure 5.3.3.2-1, are invoked to complete the current TAU procedure.
5.2.1.1.1.3 
Evaluations and Conclusions

5.2.1.1.2 
UTRAN GPRS Attach

5.2.1.1.2.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Iu GPRS Attach with IMSI, (ii) Iu GPRS Attach with P-TMSI from old MME/SGSN supporting DÉCOR.

5.2.1.1.2.2
Solutions
5.2.1.1.2.2.1
Solution 1: Redirection after Update Location Procedure
Impacts to this procedure are similar to the ones in the clause 5.2.1.1.1.2.1 and are not shown here. Here are some of the key differences from the E-UTRAN attach procedure:
-
NRI instead of MMEGI is used.

-
GUTI is not provided by the SGSN to the RNC.
5.2.1.1.2.2.2
Solution 2: Re-routing before NAS security setup

Impacts to this procedure are similar to the ones in the clause 5.2.1.1.1.2.2.

Editor’s Note: Detailed differences from the E-UTRAN attach procedure are for further study.
5.2.1.1.2.2.3
Solution 3: "null-NRI"/"null-MMEGI"based redirection during Attach
The flow is comparable to that described under 5.2.1.1.1.2.3 “Solution 3: "null-NRI"/"null-MMEGI" based redirection during Attach” with the difference that it is for RNC and SGSNs. It is following the null-NRI mechanism as described in TS 23.236 [7].
5.2.1.1.2.3
Evaluations and Conclusions

5.2.1.1.3 
GERAN GPRS Attach

5.2.1.1.3.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Gb GPRS Attach with IMSI, (ii) Gb GPRS Attach with P-TMSI from old MME/SGSN supporting DÉCOR.

5.2.1.1.3.2
Solutions
5.2.1.1.3.2.2
Solution 2: Re-routing before NAS security setup

Impacts to this procedure are similar to the ones in the clause 5.2.1.1.1.2.2.

Editor’s Note: Detailed differences from the E-UTRAN attach procedure are for further study.
5.2.1.1.3.3
Evaluations and Conclusions

5.2.2
Maintaining Dedicated CN Nodes
5.2.2.1 
CN node change by TAU/RAU
5.2.2.1.1
Scenario Description

Editor’s note: Should cover the following scenarios: TAU/RAU with GUTI/P-TMSI from old MME/SGSN supporting DÉCOR. 

5.2.2.1.2
Solutions
5.2.2.1.2.1
Solution 1: CN Type provided in Context Transfer

The TAU/RAU procedures are modified as follows to ensure that the UE is served by the appropriate core network:

-
During the context transfer phase of the TAU/RAU with MME/SGSN change procedure, the old MME/SGSN provides the core network type information to the new MME in the context response message. If the new MME/SGSN determines that it does not serve the subscriber type of the UE, it requests the RAN to re-route the message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE by providing the RAN with the MMEGI/NRI of the dedicated network.

This subclause describes E-UTRAN Tracking Area Update (TAU) procedures with or without Serving GW change for this alternative. Only differences from the procedure in TS 23.401 [4] are highlighted below. Only the TAU procedure without Serving GW change is shown below; however the impacts to the TAU procedure with SGW change is similar. 
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Figure 5.2.2.1.2.1-1: Tracking Area Update procedure with CN Type provided in Context Response message

1-4.
E-UTRAN TAU procedure is performed as specified in TS 23.401 [4]
5.
The old MME responds to Context Request (step 4) with a Context Response message which also includes the Core Network Type.

5a. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Context Response message, the MME shall send Context Acknowledge message with reject cause code indicating to the old MME to preserve the UE MM context (since the old MME may again receive the Context Request message from the dedicated MME).
5b.
The MME shall send a Reroute Command (TAU Request message, Core Network Type) to the eNodeB. 6. The eNodeB shall reselect an MME of the indicated type and forward the TAU Request Message to the selected MME. The selected MME continues the TAU procedure between UE and the dedicated core network, as specified in TS 23.401 [4], starting from Step-4.
5.2.2.1.2.2
Solution 2: Re-routing before NAS security setup


[image: image8]
Figure 5.2.2.1.2.2-1: CN node change by TAU/RAU 

Impacts to this procedure are similar to the ones in the clause 5.2.1.1.1.2.2.

Editor’s Note: Details are for further study, e.g. if authentication is not performed how the UE is redirected to the Dedicated CN.

5.2.2.1.2.3 
Solution 3: NRI and MMEC coordination
The solution assumes that NRIs (of 2G/3G) and MMECs (of 4G) are coordinated as introduced for network sharing in TS 23.251 [8]. Further is there some coordination described in TS 23.401 [4] for combined MME/SGSN or for avoiding frequent node changes when MME and SGSN are not combined. NRI/MMEC coordination achieves that UEs remain in the same dedicated CN during inter node and inter RAT mobility. It is accomplished by dividing NRI/MMEC code space into separate ranges per dedicated CN.

A high level flow showing CN node selection based on NRI/MMEC coordination is shown in the flow below.


[image: image9]
Figure 5.2.2.1.2.3-1: CN node selection during TAU/RAU

1.
The MS sends a RAU or TAU Request to the RAN. In addition it indicates the NRI (2G/3G) or GUMMEI (4G) to the RAN. The NAS Node Selection Function (NNSF) of the RAN is configured to route the RAU/TAU Request according to the NRI/GUMMEI to the corresponding CN node.


The UE is kept in the same dedicated CN by having a separate NRI space per dedicated CN. So that even if the NRI presented by the UE is not configured specifically for a CN node in the NNSF of the RAN, the NNSF knows to what dedicated CN the NRI belongs and the NNSF selects a CN node from the same dedicated CN.


The same applies to GUMMEIs. The MMEC code space is split into ranges per dedicated CN. If the NNSF is not configured with a CN node for the presented GUMMEI it selects a CN node from the same dedicated CN according to the MMEC that is part of the GUMMEI.

2.
The RAN forwards the RAU/TAU Request to the CN node selected by the NNSF.

3.
The CN node accept the RAU/TAU Request and allocates MM parameters to the UE that uniquely identify the selected CN node during any subsequent access request.

5.2.2.1.3 
Evaluations and Conclusions

5.2.2.2 
CN node change by handover

5.2.2.2.1
Scenario Description

Editor’s note: Should cover the following scenarios: handover with from an old MME/SGSN supporting DÉCOR to a new MME/SGSN supporting DÉCOR. 
5.2.2.2.2
Solutions
5.2.2.2.2.1
Target CN node Selection based on Configuration in source CN node

The handover procedure when source MME/SGSN is provided the target TAI/RAI for the UE and the TAI/RAI is not served by the source MME/SGSN, the source MME/SGSN selects target MME/SGSN from the same dedicated core network based on configuration in the MME/SGSN.

5.2.2.2.2.2
Target CN node Selection based on DNS Lookup

The handover procedure when source MME/SGSN is provided the target TAI/RAI for the UE and the TAI/RAI is not served by the source MME/SGSN, the source MME/SGSN selects target MME/SGSN based on DNS lookup that includes Core Network Type value and the target TAI/RAI value.
Editor’s note: FFS if there are impacts affecting backward compatibility.

5.2.2.2.2.3
Solution 3: configuration based handover to same dedicated CN

During handover the dedicated CN is maintained by applying what TS 23.401 [4] described already under “SGSN selection function”: 

“When a MME/SGSN selects a target SGSN, the selection function performs a simple load balancing between the possible target SGSNs. In networks that deploy dedicated MMEs/SGSNs, e.g. for UEs configured for low access priority, the possible target SGSN selected by source MME/SGSN is typically restricted to SGSNs with the same dedication.”
5.2.2.2.3 
Evaluations and Conclusions

5.2.3
Selection Function of dedicated SGW and PGW

5.2.3.1 
Dedicated SGW/PGW Selection Function
5.2.3.1.1 
Solutions

5.2.3.1.1.1
DNS Based SGW/PGW Selection

DNS lookup is updated to support selection of SGW and PGW to also include Core Network Type.
Editor’s note: FFS in what situations this would be required.
5.2.4
HSS-initiated Dedicated CN Node Reselection
5.2.4.1
Scenario Description
In this case, based on subscription parameter changes in the HSS, the CN nodes for the UE need to be changed. 
The subscription changes may be applied to a large number of devices and the same considerations as in the case of MME rebalancing as in 23.401 [4] section 4.3.7.3 should be considered. Gradual rather than sudden redirection of the UEs should be performed as a sudden redirection of large number of subscribers could overload the core network nodes (and possibly the RAN if paging is needed) in the redirected core-network pool. With minimal impact on network and the user's experience, the subscribers should be off-loaded within a reasonable amount of time.
5.2.4.2
Solutions
5.2.4.2.1
Combination of S1 Release with Load balancing TAU and Detach with Reattach Required

The overall procedure is shown in the figure below.
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Figure 5.2.4.2.1-1: HSS Initiated CN Node Change

1. The HSS sends an Insert Subscriber Data Request (IMSI, Subscription Data) message to the MME. The Subscription Data includes CN Type information.

2.
The MME updates the stored Subscription Data and acknowledges the Insert Subscriber Data Request message by returning an Insert Subscriber Data Answer (IMSI) message to the HSS.

3. The MME determines that CN Type has changed for the UE. The MME determines if PGW needs to change.

Steps 4a or 4b are executed if the UE is in ECM-CONNECTED mode

4a. If the PGW needs to be relocated, the MME performs detach with re-attach required for the UE.

4b. If the PGW does not need to be relocated, the MME performs the S1 Release with Load balancing TAU required procedure. To redirect ECM-CONNECTED mode UEs, the MME initiates the S1 Release procedure with release cause "load balancing TAU required" (TS 23.401 [4] clause 5.3.5). The S1 and RRC connections are released and the UE initiates a TAU but provides neither the S-TMSI nor the GUMMEI to eNodeB in the RRC establishment. When the UE performs TAU, the TAU message is redirected to MME/SGSN based on the procedure “CN node change by TAU/RAU procedure”.

NOTE: 
The MME should not release all S1 connections which are selected to be released immediately when redirection is initiated. The MME may wait until the S1 Release is performed due to inactivity. When all the UEs are to be redirected completely the MME can enforce an S1 Release for all remaining UEs that were not offloaded by normal TAU procedures or by S1 releases caused by inactivity.

Steps 4c or 4c are executed if the UE is in ECM-IDLE mode

4c.
If the PGW needs to be changed, the MME will page the UE. When the UE performs a Service Request procedure, the MME sends a Service Reject with EMM cause "Implicitly Detached" as specified in TS 24.301[x]. When the UE reattaches, the UE gets redirected to the appropriate core network.

4d.
If the PGW does not need to be changed, the MME can (i) wait for the UE to perform periodic/normal TAU to the same MME procedure or Service Request procedure. At the end of the procedure the MME initiates the S1 Release procedure with release cause "load balancing TAU required" as in Step 4b or (ii) the UE performs normal TAU to new MME and the solution for “CN node change with TAU/RAU” can be used to redirect the UE to the appropriate CN node.


To redirect UEs in ECM-IDLE state without waiting for the UE to perform a TAU or send a Service Request and become ECM‑CONNECTED, the MME first pages the UE to bring it to ECM-CONNECTED state. Then follow the solutions provided for the connected mode.
5.2.4.3 
Evaluations and Conclusions

5.3
CS Domain Specific Functions

Editor’s Note: This section contains the specific function of CS domain.

5.3.1
Assignment of dedicated MSC
5.3.1.1
Assignment during Attach

5.3.1.1.1 
E-UTRAN Attach
5.3.1.1.1.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Attach with IMSI/GUTI.

5.3.1.1.1.2
Solutions

5.3.1.1.1.3
Evaluations and Conclusions

5.3.1.1.2 
UTRAN Attach
5.3.1.1.2.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Iu GPRS/IMSI Attach (NMO-I), (ii) Iu IMSI Attach (NMO-II).

5.3.1.1.2.2
Solutions

5.3.1.1.2.3
Evaluations and Conclusions

5.3.1.1.3 
GERAN Attach
5.3.1.1.3.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Gb GPRS/IMSI Attach (NMO-I), (ii) Gb IMSI Attach (NMO-II).

5.3.1.1.3.2
Solutions

5.3.1.1.3.3
Evaluations and Conclusions

5.3.2
Maintaining Dedicated CN Nodes

5.3.2.1 
CN node change by Combined TAU/LAU/Combined RAU/LAU/LAU only
5.3.2.1.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Combined TAU/LAU, (ii) Combined RAU/LAU (NMO-I), (iii) LAU only (NMO-II). 

5.3.2.1.2
Solutions

5.3.2.1.3 
Evaluations and Conclusions

5.3.2.2 
CN node change by handover

5.3.2.2.1
Scenario Description

Editor’s note: Should cover the following scenarios: handover with from an old MSC supporting DÉCOR to a new MSC supporting DÉCOR. 

5.3.2.2.2
Solutions

5.3.2.2.3 
Evaluations and Conclusions

5.3.3
HSS-initiated Dedicated CN Node Reselection
5.3.3.1
Scenario Description
In this case, based on subscription parameter changes in the HSS, the MSC for the UE needs to be changed.
5.3.3.2
Solutions

5.3.3.3 
Evaluations and Conclusions
5.o
Other procedures
Editor’s note: Should consider additional scenarios if generated during the study.

6
Overall Solution
Editor’s Note: This section selects the overall solution and provides an overview of the solution.

7
Conclusions

Editor’s Note: This section contains the conclusions.
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Step 9 is equal to step 3 in the TAU procedure flow in 3GPP TS 23.401 Figure 5.3.3.1-1 or 5.3.3.2-1.
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5. Procedures as in TS 23.401 Figure 5.3.2.1-1: Attach procedure, between step 18 and step 26



