17	Operation and maintenance procedures


17.1	General


The Operation and Maintenance procedures are needed for operating and maintaining the GSM PLMN network.


The following procedures exist for operation and maintenance purposes:


i)	Tracing procedures;


ii)	Subscriber Data Management procedures;


iii)	Subscriber Identity procedures.





The following application contexts refer to complex MAP Users consisting of several processes:


 -	subscriberDataManagementContext;


 -	tracingContext.





These two application contexts need a co-ordinating process in the VLR as described in the following subclauses.


17.1.1	Tracing Co-ordinator for the VLR


The MAP_OPEN indication opens the dialogue for the stand-alone tracing procedure when the application context tracingContext is received. If that service is successful, the Co-ordinator can receive the firs service primitive from the MAP_PM. Depending on the received primitive, the user process is created as follows:


 -	if the MAP_ACTIVATE_TRACE_MODE indication is received, the process ATM_VLR_Standalone is created;





 -	if the MAP_DEACTIVATE_TRACE_MODE indication is received, the process DTM_VLR_Standalone is created.





After creation of the user process the Co-ordinator relays the messages between the MAP_PM and the invoked process until a request or an indication for dialogue termination is received.


The Tracing Co-ordinator is shown in the figure 17.1/1.


�
Figure 17.1/1: Process Co_Tracing_VLR


�
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17.1.2	Subscriber Data Management Co-ordinator for the VLR


The MAP_OPEN indication opens the dialogue for the stand-alone subscriber data management procedure when the application context subscriberDataManagementContex is received. If that service is successful, the Co-ordinator can receive the firs service primitive from the MAP_PM. Depending on the received primitive, the user process is created as follows:


 -	if the MAP_INSERT_SUBSCRIBER_DATA indication is received, the process INS_SUBS_DATA_VLR is created;





 -	if the MAP_DELETE_SUBSCRIBER_DATA indication is received, the process Delete_Subscriber_Data_VLR is created.





After creation of the user process the Co-ordinator relays the messages between the MAP_PM and the invoked process until a request or an indication for dialogue termination is received.


The Subscriber_Data_Management Co-ordinator is shown in the figure 17.1/2.


�
Figure 17.1/2: Process Co_Data_Management_VLR
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17.2	Tracing procedures


Three type of tracing procedures exist:


i)	Subscriber tracing management procedures;


ii)	Subscriber tracing procedures;


iii)	Event tracing procedures.





The subscriber tracing management procedures are used for management of the status and the type of the tracing. The subscriber tracing activation procedure is used at location updating or data restoration when the trace mode of a subscriber is set active in the HLR or, as a stand alone procedure, when the subscriber is already registered and the trace mode becomes active in the HLR. The procedures for providing a trace request to the VLR are shown in figures 17.2/1 and 17.2/2.
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1)	Subscriber Tracing Activation


2)	MAP_ACTIVATE_TRACE_MODE


3)	MAP_ACTIVATE_TRACE_MODE_ACK


4)	Subscriber Tracing Activation Accepted





Figure 17.2/1: Stand alone subscriber tracing activation procedure
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1)	MAP_UPDATE_LOCATION or MAP_RESTORE_DATA


2)	MAP_ACTIVATE_TRACE_MODE


3)	MAP_ACTIVATE_TRACE_MODE_ACK


4)	MAP_UPDATE_LOCATION_ACK or MAP_RESTORE_DATA_ACK





Figure 17.2/2: Subscriber tracing activation procedure at location updating or data restoration


�
The HLR sends the trace request (IMSI, trace reference, trace type and identity of the OMC) to the VLR in a MAP_ACTIVATE_TRACE_MODE request. The receipt of this primitive is acknowledged. The acknowledge primitive will indicate that the trace request is accepted by the VLR. If the request is not accepted, the reason will be reported to the HLR.


The subscriber tracing deactivation procedure is used when the trace request of a subscriber is to be cancelled in the VLR. The procedure is shown in figure 17.2/3.
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1)	Subscriber Tracing Deactivation


2)	MAP_DEACTIVATE_TRACE_MODE


3)	MAP_DEACTIVATE_TRACE_MODE_ACK


4)	Subscriber Tracing Deactivation Accepted





Figure 17.2/3: Subscriber tracing deactivation procedure


The HLR sends a MAP_DEACTIVATE_TRACE_MODE request to the VLR. The VLR will acknowledge the deactivation. The acknowledge primitive will indicate that the trace request has been deleted by the VLR. If the deactivation is not accepted, the reason will be reported to the HLR.


The subscriber tracing procedures are used when the VLR detects any subscriber related activity for which the trace mode is activated, e.g. receives the MAP_PROCESS_ACCESS_REQUEST indication. The procedure is shown in figure 17.2/4.


ÚÄÄÄÄÄ¿            ÚÄÄÄÄÄÄ¿            ÚÄÄÄÄÄÄÄ¿�³ MSC ³            ³ VLR  ³            ³ OMC   ³�ÀÄÄÄÄÄÙ            ÀÄÄÄÄÄÄÙ            ÀÄÄÄÄÄÄÄÙ�   ³                 1.³                    ³   �   ÃÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍ>´                    ³   �   ³2.                 ³                    ³   �   Ã<ÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍÍ´                    ³   �   ³                   ³                  3.³   �   Ã Ä Ä Ä Ä Ä Ä Ä Ä Ä Å Ä Ä Ä Ä Ä Ä Ä Ä Ä >´   �   ³                   ³                    ³   





1)	MAP_PROCESS_ACCESS_REQUEST, MAP_UPDATE_LOCATION_AREA,


2)	MAP_TRACE_SUBSCRIBER_ACTIVITY


3)	Subscriber tracing information





Figure 17.2/4: Subscriber tracing procedure in the servicing MSC


The VLR will generate the MAP_TRACE_SUBSCRIBER_ACTIVITY indication. The receiving MSC will send the trace record to the OMC.


[Figure numbers 17.2/5 and 17.2/6 are spare.]


�
17.2.1	Procedures in the HLR


17.2.1.1	Subscriber tracing activation procedure


When receiving the subscriber tracing mode activation command for a subscriber from the OMC, the HLR will activate tracing, if the subscriber is known and registered in the HLR and the subscriber is roaming in the home PLMN area. The MAP_ACTIVATE_TRACE_MODE request is sent to the VLR where the subscriber is registered.


If the MAP_ACTIVATE_TRACE_MODE confirmation is received indicating an error situation, the errors are mapped to the OMC interface. The activation request may also be repeated; the number of repeat attempts and the time in between are HLR operator options, depending on the error returned by the VLR.


If the subscriber is known in the HLR, but is deregistered or roaming outside the home PLMN area, the subscriber tracing status is activated in the HLR, but the VLR is not updated.


When receiving a request for location updating or data restoration while the subscriber trace mode is active, the macro Control_Tracing_HLR (see figure 21.9/4) shall be initiated by the location updating process in the HLR.


The subscriber tracing activation process in the HLR is shown in figure 17.2/7.


�
Figure 17.2/7 (sheet 1 of 2): Process ATM_HLR
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Figure 17.2/7 (sheet 2 of 2): Process ATM_HLR
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17.2.1.2	Subscriber tracing deactivation procedure


When receiving the subscriber trace mode deactivation command for a subscriber from the OMC, the HLR will send the MAP_DEACTIVATE_TRACE_MODE request to the VLR where the subscriber is registered, if the trace mode activation has been carried out. The subscriber tracing in HLR is set to a deactive state.


If the operation is successful, the HLR will set the subscriber tracing in VLR to a deactive state.


If the MAP_DEACTIVATE_TRACE_MODE confirmation is received indicating an error situation, the errors are mapped to the OMC interface. The deactivation request may be also repeated; the number of repeat attempts and the time in between are HLR operator options, depending on the error returned by the VLR.


The subscriber tracing deactivation procedure is shown in figure 17.2/8.


�
Figure 17.2/8 (sheet 1 of 2): Process DTM_HLR
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�
Figure 17.2/8 (sheet 2 of 2): Process DTM_HLR
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17.2.2	Procedures in the VLR


The VLR is involved in the following tracing procedures:


i)	Subscriber tracing activation procedure;


ii)	Subscriber tracing deactivation procedure;


iii)	Subscriber tracing procedure.





17.2.2.1	Subscriber tracing activation procedure


When receiving a MAP_ACTIVATE_TRACE_MODE indication, the VLR will check the parameters and data in the primitive. Data errors are reported as an unexpected data value error or as a data missing error depending on the nature of the error.


If the subscriber is known, the tracing facility is supported and the tracing capacity is not exceeded, the successful report is sent in the MAP_ACTIVATE_TRACE_MODE response primitive.


The MAP_ACTIVATE_TRACE_MODE indication primitive may be received during a location updating or data restoration procedure, so the location updating or restore data process shall use the macro Activate_Tracing_VLR (see figure 21.9/3).


The subscriber tracing activation process in the VLR is shown in figure 17.2/9.


�
Figure 17.2/9: Process ATM_VLR_Standalone


�
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17.2.2.2	Subscriber tracing deactivation procedure


When receiving a MAP_DEACTIVATE_TRACE_MODE indication, the VLR will check the parameters and data in the primitive. Data errors are reported as an unexpected data value error or as a data missing error depending on the nature of the error.


If the subscriber is known and the tracing facility is supported, the successful report is sent in the MAP_DEACTIVATE_TRACE_MODE response primitive.


The subscriber tracing deactivation procedure in the VLR is shown in figure 17.2/10.


�
Figure 17.2/10: Process DTM_VLR_Standalone
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17.2.2.3	Subscriber tracing procedure


When the VLR receives a MAP_PROCESS_ACCESS_REQUEST, MAP_UPDATE_LOCATION_AREA or MAP_IMSI_ATTACH indication related to any subscriber activity from the MSC, the subscriber tracing procedure may be carried out. The macro Trace_Subscriber_Activity_VLR is shown in figure 21.9/2.


17.2.3	Procedures in the MSC


The MSC is involved in the following tracing procedure:


i)	Subscriber tracing procedure.





17.2.3.1	Subscriber tracing procedure


When receiving the MAP_TRACE_SUBSCRIBER_ACTIVITY indication from the VLR, the MSC stores trace reference, trace type and the identity of the OMC in charge of the trace, and the MSC starts to collect the trace information. The MSC will send the trace record to the OMC.


The macro Trace_Subscriber_Activity_MSC is shown in figure 21.9/1.


17.3	Subscriber data management procedures


Two types of subscriber data management procedures exist in the Mobile Application Part


i)	Subscriber Deletion;


ii)	Subscriber Data Modification.





No requirements have been identified for the Subscriber creation and subscriber data interrogation procedures.


The subscriber deletion and subscriber data modification procedures are initiated by the OMC (see figures 17.3/1 and 17.3/2).
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1)	Delete Subscriber


2)	MAP_CANCEL_LOCATION


3)	MAP_CANCEL_LOCATION_ACK


4)	Subscriber Deleted





Figure 17.3/1: Subscriber deletion procedure


�
In the subscriber deletion procedure the subscriber data should be removed from the VLR and from the HLR. The HLR uses the MAP_CANCEL_LOCATION service.
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1)	Modify Subscriber Data


2)	MAP_CANCEL_LOCATION, MAP_INSERT_SUBSCRIBER_DATA or	�MAP_DELETE_SUBSCRIBER_DATA


3)	MAP_CANCEL_LOCATION_ACK, MAP_INSERT_SUBSCRIBER_DATA_ACK or	�MAP_DELETE_SUBSCRIBER_DATA_ACK


4)	Subscriber Data Modified





Figure 17.3/2: Subscriber data modification procedure


In the subscriber data modification procedure the subscriber data is modified in the HLR and when necessary also in the VLR. The HLR initiates either the MAP_INSERT_SUBSCRIBER_DATA, MAP_DELETE_SUBSCRIBER_DATA or MAP_CANCEL_LOCATION service depending on the modified data.


17.3.1	Procedures in the HLR


17.3.1.1	Subscriber deletion procedure


When the subscriber deletion request is received from the OMC, the HLR shall delete the subscriber data from the HLR and initiate the MAP_CANCEL_LOCATION request to the VLR where the subscriber is registered.


The subscriber deletion procedure in the HLR is shown in the figure 17.3/3.


�
Figure 17.3/3: Process Delete_Subscriber_HLR
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17.3.1.2	Subscriber data modification procedure


The OMC can modify the subscriber data in several different ways. The modifications can be categorized in five groups:


a)	HLR internal modification, no effect in the VLR;





b)	data shall be modified both in the HLR and VLR;





c)	withdrawal of a basic service or a supplementary service;





d)	modification affects on the roaming of the subscriber and the subscriber shall be removed from the VLR data base;





e)	authentication algorithm or authentication key of the subscriber is modified.





In case "b" the MAP_INSERT_SUBSCRIBER_DATA service is initiated in the HLR.


In case "c" the MAP_DELETE_SUBSCRIBER_DATA service is initiated in the HLR.


In cases "d" and "e" the MAP_CANCEL_LOCATION service is initiated in the HLR.


If the result of a primitive received from the VLR is unsuccessful, the HLR may initiate re-attempts; the number of repeat attempts and the time in between are HLR operator options, depending on the error returned by the VLR.


The subscriber data modification procedure in the HLR is shown in the figures 17.3/4, 17.3/5 and 21.7/2.


�
Figure 17.3/4: Process Modify_Data_HLR
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Figure 17.3/5: Macro Delete_Subscriber_Data_HLR
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17.3.2	Procedures in the VLR


17.3.2.1	Subscriber deletion procedure


The subscriber deletion procedure in the VLR is described in the subclause 16.1.


17.3.2.2	Subscriber data modification procedure


When receiving either the MAP_INSERT_SUBSCRIBER_DATA indication or the MAP_DELETE_SUBSCRIBER_DATA indication, the VLR check the parameters and data in the primitive. Data errors are reported as an unexpected data value error or a data missing error depending on the nature of the error.


After receiving the first MAP_INSERT_SUBSCRIBER_DATA indication, the VLR will check the IMSI that is included in the primitive. If the IMSI is unknown, the error "Unidentified subscriber" is returned.


If the VLR does not support received basic or supplementary services or the network feature Operator Determined Barring, or there is a problem with Regional Subscription Data then it reports it to the HLR.


If the entire MSC area is restricted due to regional subscription, this is reported to the HLR.


If the updating of the subscriber data is not possible, the VLR will initiate the MAP_U_ABORT request primitive. If the updating is successful, the MAP_CLOSE indication is received from the HLR.


The subscriber data modification procedure in the VLR is shown in the figures 17.3/6, 17.3/7 and 21.7/1.


�
Figure 17.3/6: Process INS_SUBS_DATA_VLR
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�
Figure 17.3/7: Process Delete_Subscriber_Data_VLR
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17.4	Subscriber Identity procedure


In the subscriber identity procedure the IMSI of the subscriber is retrieved from the HLR. The procedure is shown in figure 17.4/1.
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1)	Identity request


2)	MAP_SEND_IMSI


3)	MAP_SEND_IMSI_ACK


4)	Identity confirm





Figure 17.4/1: The subscriber identity procedure


17.4.1	Subscriber identity procedure in the HLR


Opening of the dialogue is described in the macro Receive_Open_Ind in subclause 21.1, with outcomes:


 -	reversion to version one procedure;





 -	procedure termination; or





 -	dialogue acceptance, with proceeding as below.





When receiving the MAP_SEND_IMSI indication, the HLR will check the parameters and data in the primitive. Data errors are reported as an unexpected data value error or a data missing error depending on the nature of the error.


If the subscriber is known in the HLR, the IMSI is fetched from the database and sent to the VLR. If the MSISDN cannot be identified, unknown subscriber indication is passed to the VLR.


The subscriber identity procedure in the HLR is shown in figure 17.4/2.


�
Figure 17.4/2: Process Send_IMSI_HLR
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17.4.2	Subscriber identity procedure in the VLR


When the IMSI request is received from the OMC, the VLR will send the MAP_SEND_IMSI request to the HLR. The contents of the response is sent to the OMC.


The subscriber identity procedure in the VLR is shown in figure 17.4/3.


�
Figure 17.4/3: Process Send_IMSI_VLR
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�
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18	Call handling procedures


18.1	General


The Call Handling Procedures are used for the following:


i)	for MS terminating or MS originating calls where the MSC (acting as a VMSC) can obtain the required information directly from the visitor location register;





ii)	for MS terminating calls where the MSC (acting as gateway MSC) has to interrogate the home location register in order to obtain routing information. The HLR must retrieve the routing information from the VLR.





To provide a complete description of the Call Handling procedures, reference is made to the associated Call Handling Procedures in the BSS, MS and Fixed Network. These are only shown to indicate the interworking possibilities. Where inconsistency exists then the relevant procedures described in the following recommendations take precedence:


BSS to MSC procedures		TS GSM 08.08;


MSC to MS procedures		TS GSM 04.08;


ISUP procedures			CCITT Q.761-764 (1988);


TUP procedures			CCITT Q.721-725 (1988).





It should be noted that although the call handling procedures for TUP and ISUP are referenced, other national/proprietary user parts may be used in the fixed network.


The Call Handling co-ordination procedures are described in figures 18.1/1, 18.1/2 and 18.1/3. These procedures perform a co-ordination and distribution function within the MAP User for Call Handling.


The MSC (see figure 18.1/1) process activates the appropriate process depending on the message received and the function performed by the MSC (either MSC or Gateway MSC). The MSC can receive only one message from the MS, a CM Service Request (A_CM_SERV_REQ) for an outgoing call. Receipt of this message will result in the Outgoing Call procedures being activated, this procedure is described in subclause 18.4. If the MSC is acting as a Gateway MSC then an Initial Address Message (I_IAM) received from the network will activate the Send Routing Information (SRI_MSC) procedure as described in subclause 18.2. If the MSC is not acting as a Gateway then the incoming Initial Address Message (I_IAM) will activate the incoming call set-up procedure (ICS_MSC) as described in subclause 18.3.


The Call Handling co-ordination procedures in the VLR (figure 18.1/2) and HLR (figure 18.1/3) will be activated when a MAP_OPEN_ind is received which requests one of the Call Handling Application Contexts, the Application Contexts assigned to Call Handling are described in subclause 14.2. If the Application Context requested is not a MAP Version 1 context and there is no error detected in the Open indication, the appropriate process will be activated. For further details of the process activated refer to the following subclauses:


Incoming Call Set Up		subclause 18.3;


Outgoing Call Set Up		subclause 18.4;


Provide Roaming Number	subclause 18.2;


Send Routing Information		subclause 18.2.





NOTE:	Where reference is made in this subclause to a supplementary service being active, the service must be active for the required basic service. If no basic service is present in a construct then all basic services are covered by the construct.


�
Figure 18.1/1 (sheet 1 of 2): Process CH_COORD_MSC
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Figure 18.1/1 (sheet 2 of 2): Process CH_COORD_MSC
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Figure 18.1/2 (sheet 1 of 2): Process CH_COORD_VLR
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Figure 18.1/2 (sheet 2 of 2): Process CH_COORD_VLR
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Figure 18.1/3 (sheet 1 of 2): Process CH_COORD_HLR
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Figure 18.1/3 (sheet 2 of 2): Process CH_COORD_HLR
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18.2	Retrieval of routing information


18.2.1	General


The procedure is shown in figure 18.2/1; the sequence only assumes successful operation.
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Notes:


	xxx = Optional Procedure


NOTE 1:	This service may also be used by an ISDN exchange for obtaining routing information from the HLR.


NOTE 2:	TUP or ISUP may be used in signalling between MSCs, depending on the network type between the MSCs. For further details on the TUP and ISUP procedures refer to the following CCITT Recommendations:


Q.721�725 � Telephone User Part (TUP);


Q.761�764 � ISDN User Part (ISUP).





Figure 18.2/1: Procedure for retrieval of routing information


It is assumed that signalling towards the fixed network uses the messages IAM (Initial Address Message) and REL (Release). Examples of other interworking cases are not shown in this standard (for further information see CCITT Recommendation Q.699).


The following MAP services are used to retrieve routing information:


MAP_SEND_ROUTING_INFORMATION	see subclause 8;


MAP_PROVIDE_ROAMING_NUMBER	see subclause 8;


MAP_RESTORE_DATA			see subclause 6.





�
18.2.2	Procedures in the MSC


The procedure is described in figure 18.2/2. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Receive_Open_Cnf			see subclause 21.1;


Check_Confirmation 			see subclause 21.2.





NOTE:	If CUG Information is provided in the Initial Address Message (I_IAM) and the PLMN does not provide a CUG capability, the call will be released if the CUG does not have Outgoing Access. In this case the ISUP Cause indicator will be set to #87 (user not member of CUG) and a Release message (I_REL) returned to the originating network. If the CUG has Outgoing Access the call will be treated as an ordinary call, in this case the CUG Information in the Initial Address Message may need to be modified. See Annex E of CCITT Recommendation Q.767 (Approved 1990) for a description of the procedures for a CUG call interworking with a network which does not support the CUG facility. It has been assumed that these checks will be performed by the Gateway MSC prior to invoking MAP procedures.


Successful Outcome


The Gateway MSC will receive an Initial Address Message (I�IAM) indicating an incoming call. To be able to route the call toward the mobile subscriber, via the appropriate MSC, the Gateway MSC will initiate a MAP�SEND�ROUTING�INFORMATION service request to the HLR of the MS to receive the call.


If a routing address can be provided by the HLR, it is returned to the MSC in the MAP�SEND�ROUTING-INFORMATION service response. The routing address can take two forms: MSRN or forwarded�to-number. If a forwarded�to�number is provided, the Gateway MSC will increment the forwarding counter. The Gateway MSC will then construct an Initial Address Message (I�IAM) and send this to the MSC of the area where the MS is currently located. The procedure in the Gateway MSC is then terminated.


Data or Parameter errors


If any parameter or data errors are detected by the MSC, the procedure for this call will be terminated and a release message (I_REL) returned to the network to release the call.


Service Provider Failure


Once the dialogue between the Gateway MSC and the HLR is established a MAP_P_ABORT service indication may be received at any stage from the MAP Service Provider. This aborts the dialogue, see clause 5 for a definition of the abort reasons.


The call will be released by the MSC sending a Release message (I_REL) to the Network. The procedure in the Gateway MSC is then terminated.


Call Released by Calling Subscriber


This may occur at any stage during the call set up procedure. Call release is indicated to the MSC by a Release Message (I_REL). The procedure in the Gateway MSC is then terminated. Any response subsequently received from the HLR will be discarded.


�
Routing Failure


Failure to provide routing information is reported by the HLR to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service confirm. The MAP User Error parameter will indicate one of the following conditions:


MAP User Error�
�
�
�
Unknown Subscriber�
ISUP Error�
=    1�
�
Absent Subscriber�
    "       "�
=  18�
�
Call Barred�
    "       "�
=  21�
�
Forwarding Violation�
    "       "�
=  21�
�
Number Changed�
�
=  22�
�
CUG Reject�
    "       "�
=  55�
�
Teleservice/Bearer Service not provisioned�
�
=  57�
�
Facility Not Supported�
    "       "�
=  69�
�
Data Missing�
    "       "�
=111�
�
Unexpected Data Value�
    "       "�
=111�
�
System Failure�
    "       "�
=111�
�



NOTE:	A suggested mapping is shown above between the MAP User Error value and the ISUP Error Cause, this is only provided to aid understanding. CCITT Q.6xx-series of recommendations provide further guidance for the mapping of Error Cause values (specifically ISUP and TUP errors).


Table 18.2/1: Suggested mapping between ISUP and MAP Errors


Regardless of the reason for routing failure the Gateway MSC will construct a Release message (I_REL), selecting the appropriate Error Cause value, and return this to the network. The procedure in the Gateway MSC will then be terminated.


�
Figure 18.2/2 (sheet 1 of 2): Process SRI_MSC


�


�
Figure 18.2/2 (sheet 2 of 2): Process SRI_MSC


�


�
18.2.3	Procedures in the HLR


The procedure is shown in figure 18.2/3 and 18.2/4. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Receive_Open_Cnf		subclause 21.1;


Check_Confirmation		subclause 21.2;


Receive_Open_Ind		subclause 21.1;


Check_Indication			subclause 21.2.





Successful Outcome


When a MAP_SEND_ROUTING_INFORMATION service indication is received from the Gateway MSC, the HLR will first check for parameter or data errors. If the MS is known to the HLR, the HLR will then check if incoming calls are barred for this MS.


The HLR will then proceed with a subscription check if the Network Signal Information is provided.


If CUG Interlock and optionally, CUG Outgoing Access, information is provided by the Gateway MSC and/or the called subscriber is a CUG subscriber the HLR will then perform the mobile terminated CUG call authorisation check. The purpose of this check is to identify a match between calling and called party CUG attributes, whilst enforcing intra_CUG communication restrictions. The procedures for authorising a CUG call is described in more detail in TS GSM 03.85.


If Call Forwarding Unconditional service is active and the call has not been forwarded more times than allowed, and a CUG call authorisation check is not required the HLR will increment the forwarding counter and provide the routing information for forwarding this call. This information is returned to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


If Call Forwarding Unconditional service is active and CUG information is provided and/or the forwarding subscriber is a CUG subscriber then the HLR will perform a CUG call authorisation check on the forwarding party's outgoing access. The procedures for authorising a CUG check with Call Forwarding interaction are described in more detail in TS GSM 03.85. On successful completion of the authorisation check, the HLR will increment the forwarding counter and provide the routing information for forwarding this call. The new CUG Information (i.e. output of the CUG call authorisation check) to be used on the forwarding leg of the call will also be provided. This information is returned to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


If the MS is reachable, i.e. if the MS is not purged, the VLR is not restricted and the HLR has a VLR number for the MS, the HLR requests the current VLR to provide a roaming number to be used for further call routing. The HLR will request this information from the VLR by initiating the MAP_PROVIDE_ROAMING_NUMBER service. If this operation was successful, the MSRN is returned to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service response. The procedure is then terminated in the HLR.


In the SDL diagram in figure 18.2/3, the task "Perform MAP V1 Dialogue" includes:


 -	the relay of the roaming number returned from the VLR to the GMSC in the MAP_SEND_ROUTING_INFORMATION response if the outcome of the dialogue with the VLR was successful;





 -	the possible invocation of call forwarding on not reachable if the VLR returned the "absent subscriber" error;





 -	the appropriate mapping of an error received from the VLR into a user error in the MAP_SEND_ROUTING_INFO response;





as described in the MAP version 1 specification.


�
Parameter or data error


If the HLR detects any parameter or data errors in the MAP_SEND_ROUTING_INFORMATION service indication, the user error "Data Missing" or "Unexpected Data Value" is returned to the Gateway MSC. If the error is detected in the response to the HLR request for a roaming number (MAP_PROVIDE_ROAMING_NUMBER), the user error "System Failure" is returned to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service response.


Service Provider Failure


A MAP_P_Abort service indication may be received from the MAP Service Provider. This will abort the dialogue, see clause 5 for a definition of the abort reasons. Depending on the reason for the abort and where the abort originated, the associated dialogue with the MSC may be terminated. Otherwise the procedure in the HLR is terminated.


MS Not Known


If the MS is not known to the HLR, the user error "Unknown Subscriber" is returned to the Gateway MSC. This is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


Number Changed


If the number of the subscriber is changed inside the PLMN, the user error "Number Changed" is returned to the Gateway MSC. This is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


Calls Barred


If the MS is barred from receiving incoming calls, the user error "Call Barred" is returned to the Gateway MSC. The MS may be barred from receiving a call due to Operator Determined Barring (as defined in TS GSM 02.41) in which case, the Call Barring cause "Operator Barring" is returned to the Gateway MSC. The user error is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


Subscription Check Failure


If Network Signal Information is provided, the HLR will perform a service subscription check on this information. If this check fails, depending on the reason for failure, the user error "Bearer Service Not Provisioned" or "Teleservice Not Provisioned" is returned to the Gateway MSC. This is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


CUG Reject


If the call fails the CUG call authorisation check (this applies to incoming access check and outgoing access if the call has been forwarded - see TS GSM 03.85 for conditions), the user error "CUG Reject" is returned to the Gateway MSC. This is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


�
MS Not Reachable


The MS may not be reachable for the following reasons:


-	there is no location information available for the MS;





-	the MSC Area Restricted Flag is set, indicating that roaming in the MSC area is not allowed;





-	the "MS purged" flag is set, indicating that the MS data have been purged from the VLR;





-	the Provide Roaming Number procedure fails and returns the error Absent Subscriber;





-	the Provide Roaming Number procedure fails and returns the error "No Roaming Number Available".





The HLR will then check if the service Call Forwarding on MS Not Reachable is active. If the service is not active the appropriate user error ("System Failure" if the VLR returned "No Roaming Number Available", otherwise "Absent Subscriber") is returned to the Gateway MSC. This is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


If the Call Forwarding on MS Not Reachable service is active, the call has not been forwarded more times than allowed and a CUG call authorisation check is not required, the HLR will increment the forwarding counter and provide the routing information for forwarding this call.


If the Call Forwarding on MS Not Reachable service is active and CUG information is provided and/or the forwarding subscriber is a CUG subscriber then the HLR will perform a CUG call authorisation check on the forwarding party's outgoing access. The procedures for authorising a CUG check with Call Forwarding interaction are described in more detail in TS GSM 03.85. On successful completion of the authorisation check, the HLR will increment the forwarding counter and provide the routing information for forwarding this call. The new CUG Information (i.e. output of the CUG call authorisation check) to be used on the forwarding leg of the call will also be provided.


This forwarding information is returned to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


Forwarding Violation


If a Call Forwarding service is active, but the call has already been forwarded as many times as allowed, the user error "Forwarding Violation" is returned to the Gateway MSC. This is contained in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


No Roaming Number Allocated


The HLR request to the VLR to provide a roaming number may fail for a number of reasons (see subclause 8.4). If the reason is "Facility Not Supported", the user error is set to "Facility Not Supported"; otherwise, if the reason for failure is anything other than "Absent Subscriber" or "No Roaming Number Available", the user error is set to "System Failure". The error is returned to the Gateway MSC in the MAP_SEND_ROUTING_INFORMATION service response. The procedure in the HLR is then terminated.


If the reason for failure is "Absent Subscriber" or "No Roaming Number Available", then the procedure continues as described in the MS Not Reachable subclause above.


�
Figure 18.2/3 (sheet 1 of 3): Process SRI_HLR
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Figure 18.2/3 (sheet 2 of 3): Process SRI_HLR
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Figure 18.2/3 (sheet 3 of 3): Process SRI_HLR
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�
Figure 18.2/4: Macro IC_CUG_AUTH_CHECK


�


�
18.2.4	Procedures in the VLR


The procedures are described in figures 18.2/5, 18.2/6 and 18.2/7. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Receive_Open_Cnf			subclause 21.1;


Check_Confirmation			subclause 21.2;


Receive_Open_Ind			subclause 21.1;


Check_Indication				subclause 21.2;


Obtain_Authent_Sets_VLR		subclause 21.5;


Insert_Subs_Data_VLR			subclause 21.7.





Successful Outcome


On reception of the MAP_PROVIDE_ROAMING_NUMBER service indication from the HLR, the VLR will first perform a service provision check to confirm that the service requested is supported by the PLMN.


If the service is provided and the MS is also known, the VLR will check the IMSI detached flag for the MS. If the IMSI detached flag was not set then an MSRN will be allocated. An MSC number will already be stored in the VLR as well as the HLR.


The MSC number provided in the MAP_PROVIDE_ROAMING_NUMBER service indication will be used with the RAD_CONF_IND for the creation of the MSRN. That is, if the MSC number provided by the HLR does not match the MSC number stored against the IMSI concerned the indicator "Confirmed by Radio Contact" (RAD_CONF_IND) should be checked to establish if the number has been confirmed by radio contact.


If the RAD_CONF_IND is set to "NOT_CONF", this means that the MSC number is out of date as it has not been confirmed by radio contact, therefore the MSC number provided by the HLR can be used for creation of the MSRN.


If the RAD_CONF_IND is set to "CONF", this means that the MSC number has already been confirmed by radio contact and therefore, is more likely to be correct than the MSC number held by the HLR. The MSC number held by the VLR can be used for creation of the MSRN.


If no IMSI record exists for the IMSI received in the MAP_PROVIDE_ROAMING_NUMBER service indication or if no MSC number is available in the IMSI record concerned, the VLR will use the MSC number provided by the HLR for creation of the MSRN.


NOTE:	MAP version 1 described 2 options for allocating an MSRN by the VLR, either at location updating or per terminating call set up. MAP Version 2 only supports one of these options, that of allocating the MSRN per terminating call set-up. The option to allocate MSRN at location updating has been deleted.


The roaming number is returned to the HLR in the MAP_PROVIDE_ROAMING_NUMBER service response. The VLR associates the MSRN with a service indication, if such an indication was contained in the roaming number request from the HLR. This roaming number will be used to set up the call to the serving MSC. The procedure is then terminated in the VLR.


If the indicator "Confirmed by HLR" (HLR_CONF_IND) is set to "Not Confirmed", the VLR will also need to request authentication and subscriber data. This is described in the procedure for MS Not Known, below.


�
Parameter or data errors


If the MAP_PROVIDE_ROAMING_NUMBER service indication contains both the LMSI and the IMSI, the VLR checks whether the stored IMSI matches the received IMSI. If it does not, the VLR attempts to process the request using the IMSI received from the HLR to define the called subscriber.


If any parameter or data errors are detected in the MAP_PROVIDE_ROAMING_NUMBER service indication, the VLR will return "Unexpected Data Value" in the MAP_PROVIDE_ROAMING_NUMBER service response. The procedure is then terminated in the VLR.


Called Subscriber Not Reachable


If the called subscriber is not reachable, either because the IMSI Detached Flag is set or because the called subscriber is not allowed to roam into the current location area, the error "Absent Subscriber" is returned to the HLR. This procedure is then terminated in the VLR.


No Roaming Number Available


If the VLR cannot assign a Roaming Number, the user error "No Roaming Number Available" is returned to the HLR in the MAP_PROVIDE_ROAMING_NUMBER service response. The procedure is then terminated in the VLR.


Service Not Supported


If the Service Provision check shows that the service is not provided, the error "Facility Not Supported" is returned to the HLR in the MAP_PROVIDE_ROAMING_NUMBER service response. The procedure is then terminated in the VLR.


MS not Known


If the MS is not known by the VLR, this indicates that either a VLR restart has occurred after a VLR failure or the HLR is in restoration phase and the VLR addressed by the HLR is not the one where the called MS is currently located. The VLR will still proceed to allocate an MSRN (if available) and, as an operator option, an LMSI. In addition, a skeleton IMSI record for this MS will be created and the indicators "Confirmed by HLR" and "Confirmed by Radio Contact" set to "Not Confirmed". If the VLR serves two or more MSCs, the VLR will also set the restoration indicator "Location Information Confirmed in HLR" (LOC_CONF_IND) to "Not confirmed". These indicators will be set to "Confirmed" when a procedure with the relevant entity has been successfully completed. The roaming number is then returned to the HLR in the MAP_PROVIDE_ROAMING_NUMBER service response.


To be able to process the MAP_SEND_INFO_FOR_INCOMING_CALL indication later, the VLR will request separately, for the IMSI concerned, the following:


 -	authentication data with a MAP_SEND_AUTHENTICATION_INFO (if authentication is to be performed), this procedure is described in clause 21;





 -	subscriber data with a MAP_RESTORE_DATA request, this procedure is described in the subclause below.





These additional procedures are run independently of the provide roaming number procedure, no result is expected in this procedure.


�
VLR Restoration


The restore data procedure is invoked by the VLR to update subscriber data in the HLR and VLR after VLR restart, when the VLR receives a MAP_PROVIDE_ROAMING_NUMBER indication from the HLR for an unidentified MS, or for a known MS with the indicator "Confirmed by HLR" set to "Not Confirmed". The procedure in the VLR is described in figure 18.2/6.


If the dialogue with the HLR is opened successfully, the process waits for a MAP_ACTIVATE_TRACE_MODE indication primitive or one or more MAP_INSERT_SUBSCRIBER_DATA indication primitives containing the subscriber data. When the tracing activation has been completed if necessary and all the subscriber data have been received, the dialogue with the HLR is terminated by a MAP_RESTORE_DATA confirmation. If the confirmation contains no errors, the VLR stores the subscriber data in the IMSI record, updates the HLR number and the MS Not Reachable Flag which is used for SMS (if appropriate), and sets the indicator "Confirmed by HLR" to "Confirmed". The status of the indicators "Confirmed by radio contact" and "Location Information Confirmed in HLR" remains unchanged.


The procedure in the VLR is then terminated. For a description of the procedures in the HLR refer to subclause 16.3.


�
Figure 18.2/5 (sheet 1 of 3): Process PRN_VLR
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�
Figure 18.2/5 (sheet 2 of 3): Process PRN_VLR


�


�
Figure 18.2/5 (sheet 3 of 3): Process PRN_VLR
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�
Figure 18.2/6: Process RESTORE_DATA_VLR
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18.3	MS terminating calls


18.3.1	General


The procedure is shown in figure 18.3/1, this is an example sequence which assumes successful operation. It is also assumed that the location of the subscriber has already been determined.


Gateway�ÚÄÄÄ¿                        ÚÄÄÄ¿                          ÚÄÄÄ¿�³MSCÃÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´MSCÃÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´VLR³�ÀÄÂÄÙ  I_IAM (note 1)        ÀÄÂÄÙ                          ÀÄÂÄÙ�  ÃÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ>³MAP_SEND_INFO_FOR_INCOMING_   ³  �  ³  ÚÄÄÄ¿        ÚÄÄÄ¿        ³                 CALL         ³  �  ³  ³MS ÃÄÄÄÄÄÄÄÄ´BSSÃÄÄÄÄÄÄÄÄÅÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ>³  �  ³  ÀÄÂÄÙ(note 3)ÀÄÂÄÙ(note 2)³MAP_PAGE or MAP_SEARCH_FOR_   ³  �  ³    ³            ³          ³      MOBILE_SUBSCRIBER       ³  �  ³    ³            ³Paging    ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´  �  ³    ³            ³<ÄÄÄÄÄÄÄÄÄÙ                              ³  �  ³    ³            ³Layer 3 info                             ³  �  ³    ³            ÃÄÄÄÄÄÄÄÄÄ>³                              ³  �  ³    ³            ³          ³  MAP_PROCESS_CALL_WAITING    ³  �  ³    ³            ³          ³                              ³  �  ³    ³            ³          ³                              ³  �  ³    ³            ³          ³MAP_PROCESS_ACCESS_REQUEST    ³  �  ³    ³            ³          ÃÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ>³  �  ³    ³            ³          ³  MAP_PROVIDE_IMSI            ³  �  ³    ³            ³          ³  MAP_AUTHENTICATION          ³  �  ³    ³            ³          ³  MAP_SET_CIPHERING_MODE      ³  �  ³    ³            ³          ³  MAP_CHECK_IMEI              ³  �  ³    ³            ³          ³                              ³  �  ³    ³            ³          ³MAP_PROCESS_ACCESS_REQUEST ack³  �  ³    ³            ³          ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´  �  ³    ³            ³          ³  MAP_FORWARD_NEW_TMSI        ³  �  ³    ³            ³          ³                              ³  �  ³    ³            ³          ³                              ³  �  ³    ³            ³          ³ MAP_COMPLETE_CALL            ³  �  ³    ³            ³          ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´  �  ³    ³      A_SETUP          ³                              ³  �  ³    ³<ÄÄÄÄÄÄÄÄÄÄÄÅÄÄÄÄÄÄÄÄÄÄ´                              ³  �  ³    ³     A_CALL_CONF       ³                              ³  �  ³    ÃÄÄÄÄÄÄÄÄÄÄÄÄÅÄÄÄÄÄÄÄÄÄ>³                              ³  �  ³    ³            ³A_ASS_REQ ³                              ³  �  ³    ³            ³<ÄÄÄÄÄÄÄÄÄ´                              ³  �  ³    ³            ³A_ASS_COM ³                              ³  �  ³    ³            ÃÄÄÄÄÄÄÄÄÄ>³                              ³  �  ³    ³      A_ALERT          ³                              ³  �  ³    ÃÄÄÄÄÄÄÄÄÄÄÄÄÅÄÄÄÄÄÄÄÄÄ>³                              ³  �  ³       I_ACM (note 1)       ³                              ³  �  ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´                              ³  �  ³    ³   A_CONN              ³                              ³  �  ³    ÃÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ>³                              ³  �  ³    ³     A_CONN_ACK        ³                              ³  �  ³    ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´                              ³  �  ³      I_ANM (note 1)        ³MAP_SEND_INFO_FOR_INCOMING_   ³  �  ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´               CALL ack       ³  �  ³                            ³<ÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄÄ´  �  ³                            ³                              ³  





	xxx = Optional Procedure


Figure 18.3/1: Procedure for MS terminating call set-up


�
Notes to figure 18.3/1:


NOTE 1:	TUP or ISUP may be used in signalling between MSCs, depending on the network type between the MSCs. For further details on the TUP and ISUP procedures refer to the following CCITT Recommendations:


Q.721-Q.725 - Telephone User Part (TUP);


Q.761-Q.764 - ISDN User Part (ISUP).





	It is assumed that signalling towards the fixed network only uses 3 messages IAM (Initial Address Message), ACM (Address Complete Message) and ANM (Answer Message). Examples of other interworking cases are not shown in this standard (for further information see e.g. CCITT Recommendation Q.699).





NOTE 2:	The BSS and MSC message flow shown in this diagram is only an example of the interworking possibilities. For further details of the procedures between the MSC and BSS refer to TS GSM 08.08 (MSC to BSS Interface, Layer 3).





NOTE 3:	The MS and MSC message flow shown in this diagram is only an example of the interworking possibilities. For further details on the procedures between the MSC and MS refer to TS GSM 04.08 (Mobile Radio Interface Layer 3 Specification).





The following MAP services are used during MS terminating call set up:


MAP_SEND_INFO_FOR_INCOMING_CALL	see clause 8;


MAP_PROCESS_ACCESS_REQUEST		see clause 6;


MAP_PAGE					see clause 6;


MAP_SEARCH_FOR_MS			see clause 6;


MAP_COMPLETE_CALL				see clause 8;


MAP_PROCESS_CALL_WAITING		see clause 8;


MAP_PROVIDE_IMSI				see clause 6;


MAP_AUTHENTICATION				see clause 6;


MAP_SET_CIPHERING_MODE			see clause 6;


MAP_FORWARD_NEW_TMSI			see clause 6;


MAP_CHECK_IMEI				see clause 6.





18.3.2	Procedures in the MSC


The procedures are shown in figures 18.3/2, 18.3/3 and 18.3/4. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Receive_Open_Cnf				subclause 21.1;


Check_Confirmation				subclause 21.2;


Check_Indication					subclause 21.2;


Process_Access_Request_MSC			subclause 21.4;


Page_MSC					subclause 21.3;


Search_For_MS_MSC				subclause 21.3.





�
Successful Outcome


The Gateway MSC will pass the IAM (Initial Address Message) to the appropriate MSC. The Gateway MSC knows the location of the called subscriber from the roaming number.


On receipt of an IAM the MSC will initiate the MAP_SEND_INFO_FOR_INCOMING_CALL service request to request from the VLR, the relevant parameters for the called subscriber to enable the call to be set up. The response to this from the VLR will be a request to the MSC to commence Paging. This request will either be in the form of a MAP_PAGE service indication or a MAP_SEARCH_FOR_MS service indication. If the MSC does not detect that the called MS is in a busy state (see TS GSM 02.01 for a definition of these states), the paging procedure will be activated.


Successful response to paging from the BSS will be complete layer 3 information as specified in TS GSM 08.08, this indicates that the addressed MS has responded to the paging. The MSC will then initiate a MAP_PROCESS_ACCESS_REQUEST service request to the VLR to initiate processing of a subscriber access to the network.


On successful completion of the Process Access Request procedure the VLR will send the required parameters for the call set up to proceed. This information will be contained in a MAP_COMPLETE_CALL service indication.


To start call establishment the MSC will send an A_SETUP message to the MS. Following compatibility checking the MS will respond with an A_CALL_CONF message. These messages and the procedures associated with them are described in more detail in TS GSM 04.08. To complete call establishment the following events occur:


 -	channel assignment (refer TS GSM 08.08);





 -	called user alerted (refer TS GSM 04.08), this will be followed by the MSC sending an Address Complete Message (I_ACM) to the Gateway MSC;





 -	called user accepts the call, this will be followed by the MSC sending an Answer Message (I_ANM) to the Gateway MSC;





 -	the VLR will close the dialogue with the MSC by returning a MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the result parameter indicating success.





Parameter or data errors


If any parameter or data errors are detected by the MSC, the procedure for this call will be terminated and a release message (I_REL) returned to the gateway MSC to release the call.


Service Provider Failure


Once the dialogue between the MSC and the VLR is established a MAP_P_ABORT service indication may be received at any stage from the MAP Service Provider. This aborts the dialogue, see clause 5 for a definition of the abort reasons.


The call will be released by the MSC sending a Release message (I_REL) to the Gateway MSC. If at the time the procedure is terminated the call has already been confirmed by the MS, i.e. the MS has responded to the set up message (A_SETUP) by returning a call confirmed message (A_CALL_CONF), then the resources associated with the mobile terminating side of the call should also be released (i.e. mobile station and base station resources). The procedure in the MSC is then terminated.


�
Call Released by Calling Subscriber


This may occur at any stage during the call set up procedure. Call release is indicated to the MSC by a Release Message (I_REL). The MSC will then terminate the procedure towards the VLR using the MAP_U_ABORT service. The User Reason will indicate Application Procedure Cancellation and the Diagnostic Information will indicate Call Release. If at the time the procedure is terminated the call has already been confirmed by the MS, i.e. the MS has responded to the set up message (A_SETUP) by returning a call confirmed message (A_CALL_CONF), then the resources associated with the mobile terminating side of the call should also be released (i.e. mobile station and base station resources). The procedure in the MSC is then terminated.


No Paging or Search Response


If the timer for paging expires, paging may be repeated n times. The number of successive paging attempts and the time intervals are a network dependent choice. If the paging fails the MSC informs the VLR in the MAP service response (either MAP_PAGE or MAP_SEARCH_FOR_MS) with the user error set to "Absent Subscriber". If the Call Forwarding on MS Not Reachable service is not active, the VLR will terminate the procedure by returning a MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set to "Impossible Call Completion". The MSC will then send a Release message (I_REL) to the Gateway MSC to release the call.


If Call Forwarding on MS Not Reachable is active, then the call will be forwarded as described below in the Call Forwarding subclause.


Called Subscriber Not Reachable


In response to the MAP_SEND_INFO_FOR_INCOMING_CALL service request the VLR may inform the MSC that the subscriber cannot be reached. If Call Forwarding on MS Not Reachable service is not active, this notification is contained in a MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set to "Absent Subscriber". To terminate the procedure, the MSC will send a Release message (I_REL) to the Gateway MSC to release the call.


If Call Forwarding on MS Not Reachable service is active, then the call will be forwarded as described below in the Call Forwarding subclause.


Access to Called Subscriber Not Possible


The VLR, in response to the request from the MSC to provide information for the called subscriber (MAP_SEND_INFO_FOR_INCOMING_CALL service request) may detect an error condition. This is reported in the MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error indicating one of the following:


Unallocated Roaming Number;


Unknown Subscriber;


Unexpected Data Value;


Data Missing;


System Failure.





To terminate the procedure for this call the MSC will send a Release Message (I_REL) to the Gateway MSC to release the call.


�
Called Subscriber is Busy


Two scenarios need to be considered here:


1)	If, following the paging request from the VLR (either MAP_PAGE or MAP_SEARCH_FOR_MS service indication), the MSC has knowledge of the "busy" state of the subscriber (see TS GSM 02.01 for a definition of these states), the MSC will set the user error to "Busy Subscriber". Depending on which state is detected the Busy Subscriber error will indicate either More Calls Allowed or Network Determined User Busy (no more calls allowed). This error will be returned to the VLR in the page response (either MAP_PAGE or MAP_SEARCH_FOR_MS service response).





	Depending on the Busy Subscriber state, the VLR may request Call Waiting or Call Forwarding on Busy to be invoked if these services are active. The procedures are described in the subclauses below.





	If neither Call Forwarding on Busy nor Call Waiting service is active, the VLR will terminate the procedure by returning a MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set to "Impossible Call Completion". The MSC will then send a Release message (I_REL) to the Gateway MSC to release the call.





2)	If the Called MS enters a busy state after the paging but before the Set up request is sent to the MS (A_SETUP), the MS may respond to a second set up request with either Call Confirmed message (A_CALL_CONF) User Busy (Error Cause 17) or a Release Complete message (A_REL_COM) also indicating User Busy. In either case the MSC will generate a response to the VLR, a MAP_COMPLETE_CALL service confirm, with the user error indicating "Busy Subscriber" (User Determined User Busy).





	If the Call Forwarding on Busy service is active, then the call will proceed as described in the Call Forwarding subclause below.





	If Call Forwarding on Busy is not active, the VLR will terminate the procedure by returning a MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set to "Impossible Call Completion". The MSC will then send a Release message (I_REL) message to the Gateway MSC to release the call.





Call Rejected by Called Subscriber


Following the generation of a Set up message (A_SETUP) the called MS responds with a Release Complete Message (A_REL_COM) with an Error Cause indicating the nature of the error. For Error Cause #17 (User Busy) the handling of this cause is described in the Call Subscriber is Busy subclause above. For all other Error Causes the MSC will terminate the dialogue in the direction of the VLR sending a MAP_U_ABORT and then release the call sending a Release Message (I_REL) to the Gateway MSC. The procedure in the MSC is then terminated.


�
Assignment Failure


The BSS may fail to seize a radio channel for one of the following reasons:


 -	use of the terrestrial channel selected by the MSC is impossible;





NOTE:	It is possible another try for radio channel assignment can be attempted after reselection of a new terrestrial channel.


 -	Radio Congestion.





The MSC will be informed of this failure by the Assignment Failure message (A_ASS_FAIL). No further action can be taken at this stage, other than return the error Radio Congestion to the VLR in the MAP_COMPLETE_CALL service response. If the VLR confirms that the Call Forwarding on MS Not Reachable service is active, then the call will be forwarded as described below in the Call Forwarding subclause. Otherwise the VLR will instruct the MSC to terminate the procedure and release the call. The MSC releases the call by sending a Disconnect message (A_DISC) to the MS and a Release message (I_REL) to the Gateway MSC.


No Answer from Called Subscriber


Following the generation of Address Complete Message (I_ACM) there is no response from the Called MS, i.e. the Connect message (A_CONN) is not received within the given time period.


The MSC will generate a response to the VLR, a MAP_COMPLETE_CALL service confirm, with the user error indicating "No Subscriber Reply". If the Call Forwarding on No Reply service is active then the call will proceed as described in the Call Forwarding subclause below. If the service is not active, the VLR will terminate the procedure by returning a MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set to "Impossible Call completion". The MSC will then send a Release message (I_REL) to the Gateway MSC to release the call.


Call Forwarding


If the VLR is informed that it is not possible to complete the call set up (e.g. absent subscriber, busy subscriber, No Subscriber Reply, Radio Congestion), the VLR will check if any of the appropriate Call Forwarding services are active. If the appropriate Call Forwarding service is active, and the call has not been forwarded more times than allowed, the VLR will provide the relevant forwarding data in the MAP_SEND_INFO_FOR_INCOMING_CALL service confirm. To terminate the procedure, the MSC will set the Redirection Information in the Initial Address message (I_IAM) from the VLR supplied data. If the call is a CUG call, then the CUG Information supplied by the VLR should replace the CUG Information provided in the original Initial Address Message (I_IAM). The reason for this is because it is possible that, as a result of the CUG Call Authorisation Check performed by the VLR, the CUG Information to be provided in the forwarding leg of the call may be different (see TS GSM 03.85 for details). This Initial Address Message will then be sent to the Gateway MSC for the call to be forwarded.


If the call has already been forwarded as many times as allowed the VLR will return MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set to "Forwarding violation". In this instance the MSC will terminate the procedure by sending a Release message (I_REL) to the calling subscriber to release the call.


�
Call Waiting


If the VLR is informed that it is not possible to complete the call set up because the subscriber is busy, the VLR will check if the Call Waiting service is active. If the service is active, the VLR will instruct the MSC to commence Call Waiting by sending a set up message to the MS (A_SETUP), this indicates to the MS that another call is waiting. One of the following events will then occur:


 -	T1 Timer Expiry


	Timer T1 (this is the network timer controlling time between sending of A_SETUP message and receipt of an acknowledge from the MS) times out. The MSC will release the call in the direction of the Calling Subscriber by sending a release message (I_REL) with the cause value set to User Busy (#17), to the Gateway MSC. The Call Waiting procedure in the MSC is then terminated and, as the call has already been released, no error is reported to the VLR. To terminate the Call Handling procedures for this call, the VLR will return to the MSC the MAP_SEND_INFO_FOR_INCOMING_CALL service confirm indicating success.





 -	Call Confirmed


	The MS responds to the A_SETUP message with a Call Confirmed message (A_CALL_CONF), the cause will indicate User Busy (#17). Once this is received channel assignment (if required) is performed. In the case of assignment failure, the MSC will release the call in the direction of the Calling Subscriber by sending a release message (I_REL) with the cause value set to User Busy (#17), to the Gateway MSC. The Call Waiting procedure in the MSC is then terminated and, as the call has already been released, no error is reported to the VLR. To terminate the Call Handling procedures for this call, the VLR will return to the MSC the MAP_SEND_INFO_FOR_INCOMING_CALL service confirm indicating success.





	The call confirm message from the MS will be followed by an Alerting message (A_ALERT) from the MS, this indicates that called user Alerting has commenced. Failure to receive and Alerting message will result in termination of the Call Waiting procedure as described for Assignment Failure in the previous paragraph.





 -	Disconnect


	The called MS may decide to reject the call, this is indicated to the MSC by the Disconnect Message (A_DISC) with the Error Cause set to #17 (User Busy). In this instance the MSC will terminate the Call Waiting procedure by returning the error Busy Subscriber (User Determined User Busy) to the VLR in the MAP_PROCESS_CALL_WAITING service response. Also, any other error cause returned in the Disconnect message will be handled in the same way.





If the Call Waiting is to proceed, i.e. the call has been confirmed and the Alerting message has been received from the called MS, then one of the following events will occur:


 -	Called MS accepts the new call


	The called MS may elect to either place the existing call on hold or release the existing call, alternatively the A subscriber may release the call. Regardless of the scenario invoked to free the existing call, acceptance of the call waiting is signalled by the Called MS sending a Connect message (A_CONN) to the MSC. To acknowledge the connection the MSC will respond with a connect acknowledge message (A_CONN_ACK). The MSC also informs the calling user that the call has been answered by returning an Answer message (I_ANM). The Call Waiting procedure has now been completed successfully. As no error is reported, the VLR will terminate the Call Set up procedure for this call by returning MAP_SEND_INFO_FOR_INCOMING_CALL service confirm indicating success.





�
 -	CWT Timer expiry


	Timer CWT (this is the network timer controlling the time between receipt of the A_ALERT message and receipt of the A_CONN during waiting call) times out. If a No Reply Condition Timer (NRCT) value is not supplied by the VLR in the Call Waiting request then the procedure can be terminated by the MSC sending a Disconnect message (A_DISC) to the MS. The MSC will release the call in the direction of the calling subscriber by sending a Release message (I_REL), with the cause value set to User Busy (#17), to the Gateway MSC. The Call Waiting procedure is then terminated and, as the call has already been released, no error is reported to the VLR. To terminate the Call Handling procedures for this call, the VLR returns to the MSC the MAP_SEND_INFO_FOR_INCOMING_CALL service confirm indicating success.





	If a No Reply Condition Timer value is supplied by the VLR, this indicates that the Call Forwarding on No Reply service is active. In this case the MSC will terminate the Call Waiting procedure by returning MAP_PROCESS_CALL_WAITING service response with the error value set to No Subscriber Reply and await instructions from the VLR for forwarding the call.





 -	Disconnect


	The Called MS may release the new call, this will be indicated by a Disconnect message (A_DISC). The Call Waiting procedure is terminated and the error Busy Subscriber (User Determined User Busy) is returned to the VLR in the MAP_PROCESS_CALL_WAITING service confirm.





Alerting Failure


A Call Confirmed message (A_CALL_CONF) has been received from the MS but an Alerting message (A_ALERT) has not been received from the MS. The timer associated with the alerting procedure has expired. The MSC will then release the call by sending a Release message (I_REL) to the calling subscriber. The resources associated with the mobile terminating side of the call should also be released (i.e. mobile station and base station resources). To terminate the procedure in the VLR a MAP_U_ABORT indication is sent. The call handling procedures are then terminated in the MSC for this call.


Access Request Failure


The Access Request procedure may fail for several reasons, either the access request is not accepted (i.e. the subscriber is not recognised or roaming is not allowed) or one of the associated procedures fails (i.e. Authentication, Ciphering, IMEI Check or TMSI reallocation). Failure of this procedure is reported to the MSC in the MAP_PROCESS_ACCESS_REQUEST service confirm (see subclause 6.3 for a definition of the possible user errors). The VLR will terminate the call set up procedure by returning MAP_SEND_INFO_FOR_INCOMING_CALL service confirm with the user error set either to "System Failure" or "Absent Subscriber". The MSC will then terminate the procedure by sending a Release Message (I_REL) to the calling subscriber to release the call.


CUG Failure


If the VLR cannot convert the CUG Interlock Code into an Index the user error "CUG Reject" is returned to the MSC in the MAP_SEND_INFO_FOR_INCOMING_CALL service confirm. In this instance the MSC will terminate the procedure by sending a Release Message (I_REL) to the Gateway MSC, with the ISUP Cause Indicator set to the appropriate value. The mapping between the GSM and ISUP reject causes are defined in GSM 09 series of technical specifications.


�
Figure 18.3/2 (sheet 1 of 2): Process ICS_MSC


�


�
Figure 18.3/2 (sheet 2 of 2): Process ICS_MSC


�


�
Figure 18.3/3 (sheet 1 of 2): Macro COMPLETE_CALL_IN


�


�
Figure 18.3/3 (sheet 2 of 2): Macro COMPLETE_CALL_IN


�


�
Figure 18.3/4 (sheet 1 of 3): Macro PROCESS_CALL_WAITING


�


�
Figure 18.3/4 (sheet 2 of 3): Macro PROCESS_CALL_WAITING


�


�
Figure 18.3/4 (sheet 3 of 3): Macro PROCESS_CALL_WAITING


�


�
18.3.3	Procedures in the VLR


The procedure is shown in figures 18.3/5, 18.3/6 and 18.2/4. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Receive_Open_Cnf			subclause 21.1;


Check_Confirmation			subclause 21.2;


Check_Indication				subclause 21.2;


Process_Access_Request_VLR		subclause 21.4.





Successful Outcome


When the MAP_SEND_INFO_FOR_INCOMING_CALL service indication is received from the MSC, the VLR will first check the parameters and data for errors. If there are no errors the VLR will check to see if the MS is known to it, the MS will be identified by MSRN. If the MS is known, the Indicator "Confirmed by HLR" (HLR_CONF_IND) is set to "Confirmed", roaming in the current location area is allowed and the IMSI detached flag is not set, the VLR will initiate paging procedures to locate the MS.


If the VLR holds location information for the MS, the service MAP_PAGE is invoked, containing the IMSI of the subscriber, the Stored Location Area Id and the subscribers TMSI (if available in the VLR). The VLR then waits for the MAP_PROCESS_ACCESS_REQUEST service request, which is confirmation that paging was successful.


If no location information is available in the VLR, e.g. due to previous VLR recovery, the service MAP_SEARCH_FOR_MS is invoked, this request will just contain the IMSI of the subscriber. The VLR then waits for the MAP_SEARCH_FOR_MS service confirm, in the case of success this will contain the Current Location Area Id of the subscribers actual location, causing updating of the Location Area Information in the VLR. In the case of error only an error cause is returned.


Completion of the Paging procedures is followed by the MAP_PROCESS_ACCESS_REQUEST service indication to the VLR, this is to initiate subscriber access to the network for the called subscriber. On receipt of this indication the VLR will commence the Access Request procedure (this is described in subclause 21). On successful completion of the Process Access Request procedure, the MAP_PROCESS_ACCESS_REQUEST service indication is confirmed to the MSC.


If CUG Interlock code is present (and optionally CUG Outgoing Access indicator) in the MAP_SEND_INFO_FOR_INCOMING_CALL service indication, the VLR will translate the CUG Interlock code to the CUG Index (see TS GSM 03.85 for the rules regarding the provision of CUG Index).


In addition, if the Call Forwarding on No Reply service is active the NRCT value will be supplied along with the other parameters of the MAP_COMPLETE_CALL service request.


The other parameters for call set up will be sent to the MSC using MAP_COMPLETE_CALL service request. There will be no response from the MSC for successful completion of Complete Call. If no errors are reported by the MSC the VLR will set the result parameter of MAP_SEND_INFO_FOR_INCOMING_CALL service response to success and return this to the MSC. This terminates the procedures in the VLR.


Data or parameter errors


If any parameter or data errors are detected by the VLR during the MS terminating call set up procedures, the MAP service user error is set (either "Data Error" or "Unexpected Data Value") and returned. The procedure is then terminated in the VLR.


�
Service Provider Failure


Once a dialogue between the MSC and VLR is established, a MAP_P_ABORT service indication may be received, at any stage, from the MAP Service Provider. This will abort the dialogue (see clause 5 for a definition of the abort reasons) and the procedure in the VLR terminated.


Call Released by Calling Subscriber


The call may be released by the calling subscriber at any stage during the MS terminating call set up procedure. The VLR will be informed of this event by the MSC sending a MAP_U_ABORT service indication. The VLR will then terminate all procedures associated with this call, this may include sending a MAP_U_ABORT to the HLR if CUG information has been requested.


MS Data Not Confirmed by HLR


If the MSRN is known to the VLR but the indicator "Confirmed by HLR" (HLR_CONF_IND) is set to "Not Confirmed", the user error will be set to "System Failure" and the Result parameter set to Error. This information is returned to the MSC in the MAP_SEND_INFO_FOR_INCOMING_CALL and the procedure in the VLR terminated.


Called Subscriber Not Reachable


If the called subscriber is not reachable, either because the IMSI Detached Flag is set or because the called subscriber is not allowed to roam into the current location area, the VLR will check if the call forwarding on MS not reachable service is active. If the service is active and the call has not been forwarded as many times as allowed, the forwarding address is returned to the MSC in the MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.


If the call forwarding service is not active the user error is set to "Absent Subscriber" and this is returned to the MSC in the MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.


Forwarding Violation


If a call forwarding service is active but the call has already been forwarded as many times as allowed the MAP_SEND_INFO_FOR_INCOMING_CALL service response user error will be set to "Forwarding Violation". The result parameter is also set to Error. This information is returned to the MSC and the procedure in the VLR is terminated.


Access Request Failure


The Access Request procedure may fail for several reasons, either the access request is not accepted (i.e. subscriber is not recognised or roaming is not allowed) or one of the associated procedures fails (i.e. Authentication, Ciphering, IMEI Check or TMSI reallocation). The VLR will then terminate the procedure for this call by setting the MAP_SEND_INFO_FOR_INCOMING_CALL service parameter user error to "System Failure" or "Absent Subscriber" (depending on the error returned by the Access Request Procedure) and the Result parameter to Error. This is then returned to the MSC and the procedure in the VLR terminated.


�
Paging or Call Set up Failure


These procedures may fail for a number of reasons:


1)	Absent Subscriber





If either procedure fails due to absent subscriber the VLR will then determine whether the Call Forwarding on MS Not Reachable service is active. If the service is active, the call has not been forwarded more times than allowed, and a CUG call authorisation check is not required, the VLR will provide the forwarding address to the MSC in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.


If CUG information is provided and/or the forwarding subscriber is a CUG subscriber then the VLR will perform a CUG call authorisation check on the forwarding party's outgoing access. The procedures for authorising a CUG call with call forwarding interaction are described in more detail in TS GSM 03.85. On successful completion of the CUG call authorisation check the VLR will provide the forwarding address and the new CUG Information (i.e. output of the CUG Call Authorisation check) to be used on the forwarding leg of the call, to the MSC in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.


If the Call Forwarding on MS Not Reachable service is not active, the MAP_SEND_INFO_FOR_INCOMING_CALL service user error parameter is set to "Absent Subscriber". This is then returned to the MSC and the procedure in the VLR terminated.


2)	Radio congestion or No Subscriber Reply





The failure Radio Congestion will only occur with the Call Set up procedure.


The VLR will determine if a Call Forwarding service is active (e.g. Call Forwarding on MS Not Reachable in the case of radio congestion and Call Forwarding on No Reply for No Subscriber Reply). If the appropriate Call Forwarding service is active, the call has not been forwarded more times than allowed, and a CUG authorisation check is not required, the VLR will provide the forwarding address to the MSC in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.


If CUG information is provided and/or the forwarding subscriber is a CUG subscriber then the VLR will perform a CUG call authorisation check on the forwarding party's outgoing access. The procedures for authorising a CUG call with call forwarding interaction are described in more detail in TS GSM 03.85. On successful completion of the CUG call authorisation check the VLR will provide the forwarding address to the MSC in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.


If a Call Forwarding service is not active, the MAP_SEND_INFO_FOR_INCOMING_CALL service user error parameter is set to "Impossible Call Completion". This is then returned to the MSC and the procedure in the VLR terminated.


3)	Busy Subscriber





Three scenarios need to be considered in this category of failure:


 -	Network Determined User Busy (NDUB)


	This condition occurs when a call is about to be offered and the information (i.e., traffic) channel (Bm or Lm) is busy/not available and the maximum number of total calls has been reached. The value of the maximum number of calls is 1 for the basic call. When the supplementary service Call Waiting is applicable, the value is n+1, where n is the maximum number of calls that can be waiting (reference TS GSM 02.01).





�
	If this error is reported by the MSC, the VLR will check if the Call Forwarding on Busy service is active. If the service is active, and the call has not been forwarded more times than allowed, and a CUG authorisation check is not required, the VLR will provide the forwarding address to the MSC in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.





	If CUG information is provided and/or the forwarding subscriber is a CUG subscriber then the VLR will perform a CUG call authorisation check on the forwarding party's outgoing access. The procedures for authorising a CUG call with call forwarding interaction are described in more detail in TS GSM 03.85. On successful completion of the CUG call authorisation check the VLR will provide the forwarding address to the MSC in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure is then terminated in the VLR.





	If Call Forwarding on Busy is not active, the MAP_SEND_INFO_FOR_INCOMING_CALL service user error is set to "Impossible Call Completion". This is then returned to the MSC and the procedure in the VLR terminated.





 -	More Calls Allowed


	This condition occurs when a call is about to be offered and the called MS is already busy but the maximum number of total calls has not yet been reached. (reference TS GSM 02.01).





	If this error is reported by the MSC, the VLR will first check if the Call Waiting service is active. If the service is not active the VLR will then check if the Call Forwarding on Busy service is active. If this service is also not active then the procedure in the VLR for this call will be terminated and MAP_SEND_INFO_FOR_INCOMING_CALL service response is returned to the MSC with the Error Cause set to Impossible Call Completion.





	If the Call Waiting service is not active but the Call Forwarding on Busy service is active, then the procedure will continue as if the Network Determined User Busy error had been returned, see above.





	If the Call Waiting service is active, the VLR will construct a Call Waiting request. If CUG Information is provided, the VLR will first translate the interlock code to the CUG Index. If there is no match, the MAP_SEND_INFO_FOR_INCOMING_CALL service response is returned to the MSC with the user error set to "System Failure". The procedure in the VLR is then terminated.





	If there is a match, the VLR will then check if the Call Forwarding on No Reply service is active. If this service is active and the call has not been forwarded more times that allowed, the No Reply Condition Timer will be provided in the Call Waiting request (this indicates to the MSC that Call Forwarding on No Reply service is active). Should the call have already been forwarded as many times as allowed then a No Reply Condition Timer value will not be supplied.





	On successful completion of the CUG and call forwarding checks, the VLR will instruct the MSC to commence Call Waiting by sending MAP_PROCESS_CALL_WAITING service request. If no errors are returned by the MSC, the VLR will return MAP_SEND_INFO_FOR_INCOMING_CALL service response, with the result set to Success. The procedure in the VLR is then terminated.





	If Call Waiting was not completed successfully the MSC will respond with MAP_PROCESS_CALL_WAITING service confirm. If the user error indicates "Busy Subscriber", the procedure continues as described for Network Determined User Busy above. If the error No Subscriber Reply is returned, the procedure continues as described under No Subscriber Reply (item 2 above). All other errors returned by the MSC will result in the VLR returning Impossible Call Completion user error in MAP_SEND_INFO_FOR_INCOMING_CALL service response. The procedure in the VLR is then terminated.





�
 -	User Determined User Busy (UDUB)


	This condition occurs when a call is offered to an MS and the MS responds "User Busy" because the subscribers resources (terminal or person using them) are busy (reference TS GSM 02.01). This busy condition is treated in exactly the same way as Network Determined User Busy, see above.





If the Busy Subscriber error cause does not indicate one of the above states then the VLR will treat this error as More Calls Allowed.


CUG Failure


Failure will be due either to the VLR being unable to convert the Interlock code into an Index, or the CUG Call Authorisation check for call forwarding interaction may not be successful. This will result in VLR terminating the procedure for this call by setting MAP_SEND_INFO_FOR_INCOMING_CALL service user error to "CUG Reject" in the case of CUG authorisation failure, and "System Failure" for failure to convert the CUG Interlock Code to an Index. This is then sent to the MSC, the procedure in the VLR is then terminated.
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18.4	MS originated calls


18.4.1	General


The call can be established in two ways in the GSM. Either with the early assignment or with the off air call set up (OACSU). The difference between these is that in the latter case the radio channel is reserved at the last possible moment, i.e. when the called subscriber answers. In this subclause only the procedure with the early assignment is shown. The procedure is shown in figure 18.4/1, this is an example sequence which assumes successful operation.
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	xxx = Optional Procedure


Figure 18.4/1: Procedure for MS originating call set-up


�
Notes to figure 18.4/1:


NOTE 1:	The BSS and MSC message flow shown in this diagram is only an example of the interworking possibilities. For further details of the procedures between the MSC and MS refer to TS GSM 04.08 (Mobile Radio Interface Layer 3 Specification).


NOTE 2:	The MS and MSC message flow shown in this diagram is only an example of the interworking possibilities. For further details of the procedures between the MSC and BSS refer to TS GSM 08.08 (base station to switch Interface, Layer 3).


NOTE 3:	TUP and ISUP may be used in signalling between MSCs, depending on the network type between the MSCs. For further details on the TUP and ISUP procedures refer to the following CCITT Recommendations:


Q.721-Q.725  Telephone User Part (TUP);


Q.761-Q.764  ISDN User Part (ISUP).





	It is assumed that signalling towards the fixed network only uses one message, IAM (Initial Address Message). Examples of other interworking cases are not shown in this standard (for further information see e.g. CCITT Recommendation Q.699).


NOTE 4:	Acknowledgement of A-CM-SER-REQ can also be performed by invocation of ciphering mode setting (A-CIPH-MOD-CMD).


NOTE 5:	In some circumstances negotiation of bearer service or teleservice capabilities may be required to set up an MS originated call. The interworking between the VLR and MSC to control this negotiation is not specified in the MAP.


The following MAP services are used during outgoing call set up:


MAP_PROCESS_ACCESS_REQUEST		see clause 6;


MAP_SEND_INFO_FOR_OUTGOING_CALL	see clause 8;


MAP_COMPLETE_CALL				see clause 8;


MAP_PROVIDE_IMSI				see clause 6;


MAP_SET_CIPHERING_MODE			see clause 6;


MAP_AUTHENTICATE				see clause 6;


MAP_FORWARD_NEW_TMSI			see clause 6;


MAP_CHECK_IMEI				see clause 6;


MAP_OBTAIN_IMEI				see clause 6.





�
18.4.2	Procedures in the MSC


The procedure is described in figures 18.4/2, 18.4/3 and 18.4/4. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Check_Confirmation				subclause 21.2;


Process_Access_Request_MSC			subclause 21.4.





Successful Outcome


On receipt of an A_CM_SERV_REQ indicating an outgoing circuit switched call set up from the MS, the MSC will initiate a MAP_PROCESS_ACCESS_REQUEST service request to the VLR. The VLR will then invoke the Access Request procedures, this is described in clause 21.


Once the MAP_PROCESS_ACCESS_REQUEST service indication is accepted the MS will then send to the MSC the call control information (e.g. called party address and bearer capability), this is contained in an A_SETUP message. From this information the MSC will construct a MAP_SEND_INFO_FOR_OUTGOING_CALL service request and send it to the VLR, to request the subscriber parameters for handling the call.


If the request was successful the VLR will respond with a MAP_COMPLETE_CALL service request. This is the instruction to the MSC to proceed with the call set up. To indicate to the calling MS that the call is being proceeded, the MSC will send an A_CALL_PROC message. This message and the procedures associated with it are described in more detail in TS GSM 04.08.


To complete the call set up procedures, the MSC will commence the connection establishment phase of the call by sending an Initial Address Message (I_IAM) to the Gateway MSC. If this call is to be treated as a CUG call, then the CUG information (Interlock Code and optionally the Outgoing Access indicator) provided in the MAP_COMPLETE_CALL service indication, should be used to construct the CUG information in the Initial Address Message (I_IAM). The reason for this, is because it is possible that the CUG Information returned by the VLR may be different to the CUG Information originally supplied by the MSC, due to the changes required by the CUG Call Authorisation check. The CUG Index may also be returned by the VLR, the presence of this parameter in the MAP_COMPLETE_CALL service indication is confirmation that an implicit CUG has been invoked. This information will not be passed onto the called user but as an operator option, this information may be returned to the Calling User. See TS GSM 03.85 for further details of the CUG options and checks.


Service Provider Failure


Once the dialogue between the MSC and the VLR is established a MAP_P_ABORT service indication may be received at any stage from the MAP Service Provider. This aborts the dialogue, see clause 5 for a definition of the abort reason.


The MSC then clears the call by sending a Disconnect message (A_DISC) to the MS and a Clear Command (A_CLR_CMD) to the BSS to release the associated dedicated resource. The clear procedures are described in more detail in TS GSM 04.08 (MS) and GSM 08.08 (BSS). The procedure in the MSC is then terminated.


Call Released by Calling Subscriber


The call may be released at any time by the calling subscriber, this is indicated to the MSC by the MS sending a Release Message (either A_REL, A_REL_COM or A_DISC, see TS GSM 04.08 for a more detailed description of the options available). To terminate the call set up procedures for this call the MSC will send a MAP_U_ABORT service request to the VLR, this will indicate a User Reason of Application Procedure Cancelled and a Diagnostic value of Call Released. The procedure in the MSC is then terminated.


�
Process Access Request Failure


The VLR may reject the Process Access Request, either the Access Request is not accepted or one of the associated procedures called by the Access Request procedure may fail (i.e. Authentication, Ciphering, IMEI check or TMSI reallocation). Regardless of the reason, the call will be cleared by the MSC rejecting the MS Service Request. This is indicated to the MS by the MSC sending a CM Service Reject message (A_CM_SERV_REJ). The procedure in the MSC is then terminated.


Calling Subscriber Barred


The calling subscriber may be barred from making outgoing calls or roaming (see TS GSM 02.41 for a description of the call barring conditions), the MSC is informed of this condition by the VLR in the MAP_SEND_INFO_FOR_OUTGOING_CALL service confirm, the user error will be set to "Call Barred" with the barring cause indicating either "Call Barred" or "Call Barred for Administrative Reasons". The MSC will instruct the MS to release the call by sending a Release Complete message (A_REL_COMP). The procedure in the MSC is then terminated.


Assignment Failure


The BSS may fail to seize a radio channel for one of the following reasons:


 -	Use of the terrestrial channel selected by the MSC is impossible;





 -	Radio Congestion.





The MSC will be informed of this failure by the Assignment Failure message (A_ASS_FAIL). The call is then released by the MSC sending a Disconnect message (A_DISC) to the MS to initiate the clear procedure.


The MSC will then inform the VLR of this failure by setting the MAP_COMPLETE_CALL service user error to "Radio Congestion". The VLR will return MAP_SEND_INFO_FOR_OUTGOING_CALL service response with the user error set to "System Failure". The procedure in the MSC is then terminated.


CUG Failure


The serving VLR will perform the outgoing call CUG authorisation, if the call fails this authorisation the user error "CUG Reject" is returned by the VLR in the MAP_SEND_INFO_FOR_OUTGOING_CALL service response. The MSC will instruct the MS to release the call by sending a Release Complete message (A_REL_COMP). The procedure in the MSC is then terminated.


�
Figure 18.4/2 (sheet 1 of 2): Process OCS_MSC


�


�
Figure 18.4/2 (sheet 2 of 2): Process OCS_MSC
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�
Figure 18.4/4: Macro COMPLETE_CALL_OUT


�


�
18.4.3	Procedures in the VLR


The procedure is shown in figures 18.4/5 and 18.4/6. These procedures make use of a number of processes and macros not described in this subclause. The description of these can be found in the following subclauses:


Check_Confirmation			subclause 21.2;


Process_Access_Request_VLR		subclause 21.4;


Receive_Open_Ind			subclause 21.1;


Check_Indication				subclause 21.2.





Successful Outcome


Once the procedures initiated by the MAP_PROCESS_ACCESS_REQUEST service request have been successfully completed, the MSC will then initiate a MAP_SEND_INFO_FOR_OUTGOING_CALL service request. This is to request the VLR to provide information to allow the MSC to handle an outgoing call set up request from an MS. The VLR will check the parameters and data for errors.


If a specific Bearer Service or Teleservice has been requested by the MS, the VLR will then perform the subscription check for the provision of the service. The VLR will also check the activation status of the supplementary services and the status of call barring services (i.e. barring of outgoing calls, conditional barring of outgoing calls or administrative reasons such as bad payer).


If the calling MS is part of a closed user group (CUG), the MSC will have passed any CUG information (received from the MS) to the VLR in the MAP_SEND_INFO_FOR_OUTGOING_CALL service request. The VLR will perform the authorisation checks on the call, this authorisation is determined by the information received from the MSC, the subscription information held by the VLR and the call scenario. It is possible that a CUG call may be implicitly invoked without CUG information being passed to the VLR in the MAP_SEND_INFO_FOR_OUTGOING_CALL service indication. In this instance, the VLR will just return the CUG_Index value to the MSC. The procedures for authorising a CUG call and the information to be returned to the serving MSC are described in more detail in TS GSM 03.85.


If the calling MS has passed all checks the VLR will instruct the MSC to set up the call by sending a MAP_COMPLETE_CALL service request to the MSC. This request may contain parameters related to the subscription, e.g. supplementary services and basic services. On successful completion of the MAP_COMPLETE_CALL service, this procedure is then terminated in the VLR.


Parameter or data errors


If the VLR detects any parameter or data errors in MAP_SEND_INFO_FOR_OUTGOING_CALL service indication from the MSC, the VLR will reject the service request. The MAP_SEND_INFO_FOR_OUTGOING_CALL service parameter user error will be set to either "Data Missing" or "Unexpected Data Value". This response is returned to the MSC and the procedures in the VLR will be terminated.


Service Provider Failure


Once a dialogue between the MSC and VLR or VLR and HLR is established, a MAP_P_ABORT service indication may be received, at any stage, from the MAP Service Provider. This will abort the dialogue, see clause 5 for a definition of the abort reasons.


Call Released by Calling MS


The call may be released by the calling subscriber at any stage during the outgoing call set up procedure. The VLR will be informed of this event by the MSC sending a MAP_U_ABORT service indication. The VLR will then terminate all procedures associated with the call.


�
Process Access Request Failure


If any of this procedure fails (e.g. Authentication, IMEI Check, Ciphering or TMSI reallocation) the VLR will terminate the outgoing call set up procedure for this call. The MSC will have already been informed of the failure by the Process Access Request Procedure (see clause 21).


Service Subscription Check Failure


If the Bearer Service or Teleservice requested by the MS for this call is not available. The VLR will set the MAP_SEND_INFO_FOR_OUTGOING_CALL service parameter user error to either "Teleservice Not Provisioned" or 'Bearer Service Not Provisioned". This confirmation is then returned to the MSC and the procedures for this call terminated in the VLR.


Calls Barred


If calls for this MS are barred (e.g. all outgoing calls, conditional barring of outgoing calls, roaming barred or calls barred due to Operator Determined Barring as defined in TS GSM 02.41), the VLR will terminate outgoing call set up procedures. The MAP_SEND_INFO_FOR_OUTGOING_CALL service parameter user error will be set to "Call Barred", this is then returned to the MSC.


CUG Failure


If the call fails the CUG Authorisation check (the procedures for authorising an outgoing CUG call are defined in TS GSM 03.85), CUG failure will be reported back to the MSC, the MAP_SEND_INFO_FOR_OUTGOING_CALL service parameter user error will be set to "CUG Reject". Outgoing call set up procedures for this call will then be terminated in the VLR.


Call Set up Failure


If, following a MAP_COMPLETE_CALL service request from the VLR, the MSC fails to set up the call this will be reported as an error in MAP_COMPLETE_CALL service confirm. Regardless of the reason for failure, the VLR will set the user error parameter of MAP_SEND_INFO_FOR_OUTGOING_CALL to "System Failure". This service response is then returned to the MSC and the procedures in the VLR terminated.


�
Figure 18.4/5 (sheet 1 of 2): Process OCS_VLR
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�
Figure 18.4/5 (sheet 2 of 2): Process OCS_VLR
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�
Figure 18.4/6: Macro OG_CUG_AUTH_CHECK
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