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Foreword

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.
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1
Scope

The present document contains H(e)NB work items across 3GPP Releases and TSGs.
2
WLAN interworking with a 3GPP system (I-WLAN)
	UID
	Name
	Acronym
	Release

	560124
	BB1: Policy and Charging Control for supporting traffic from fixed terminals and NSWO (Non Seamless WLAN Offload) traffic from 3GPP UEs in fixed broadband access networks (P4C-F)
	P4C-F
	Rel-12

	560026
	WLAN Network Selection for 3GPP Terminals
	WLAN_NS
	Rel-12

	560126
	TR on Stage 2 for WLAN Network Selection for 3GPP Terminals
	WLAN_NS
	Rel-12

	560226
	Stage 2 for WLAN Network Selection for 3GPP Terminals
	WLAN_NS
	Rel-12

	580055
	TR on Security Aspects of WLAN Network Selection for 3GPP Terminals
	WLAN_NS
	Rel-12

	610038
	Enhanced S2a Mobility Over trusted WLAN access to EPC
	eSaMOG
	Rel-12

	610138
	Stage 2 for Enhanced S2a Mobility Over trusted WLAN access to EPC
	eSaMOG
	Rel-12

	610009
	Stage 3 for Enhanced S2a Mobility Over trusted WLAN access to EPC
	eSaMOG-St3
	Rel-12

	610109
	CT1 part of Stage 3 for Enhanced S2a Mobility Over trusted WLAN access to EPC
	eSaMOG-St3
	Rel-12

	610209
	CT4 part of Stage 3 for Enhanced S2a Mobility Over trusted WLAN access to EPC
	eSaMOG-St3
	Rel-12

	610039
	Optimized Offloading to WLAN in 3GPP-RAT Mobility
	WORM
	Rel-12

	610139
	Stage 2 for Optimized Offloading to WLAN in 3GPP-RAT Mobility
	WORM
	Rel-12

	610040
	Network-provided Location information for IMS Trusted WLAN Access Network (TWAN) case
	NETLOC_TWAN
	Rel-12

	610140
	Stage 2 for Network-provided Location information for IMS Trusted WLAN Access Network (TWAN) case
	NETLOC_TWAN
	Rel-12

	560036
	WLAN Management
	WLAN-OAM
	Rel-12

	560336
	TR on WLAN impacts to Type-2 management interface to the 3GPP Network Manager
	WLAN-OAM
	Rel-12

	560136
	WLAN Network Resource Model for Type-2 interface
	WLAN-OAM
	Rel-12

	560236
	WLAN measurements defined in IEEE and IETF WLAN performance measurements for use on Type-2 interface
	WLAN-OAM
	Rel-12

	530050
	Network Management for 3GPP Interworking WLAN (NIM part)
	OAM-IWLAN
	Rel-12

	530150
	Network Management for 3GPP Interworking WLAN (Performance measurements part)
	OAM-IWLAN
	Rel-12

	570008
	Interworking between a PLMN with WLAN to access the EPC and a PDN (Stage 3)
	SAES_WLAN_EPC_intwk
	Rel-12

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	FS_SaMOG
	Rel-12

	560037
	Study on Optimized Offloading to WLAN in 3GPP-RAT Mobility
	FS_WORM
	Rel-12

	580045
	Study on WLAN/3GPP Radio Interworking
	FS_UTRA_LTE_WLAN_interw
	Rel-12

	460126
	Stage 1 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI
	Rel-11

	470023
	Stage 2 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI
	Rel-11

	541001
	(IETF) Stage 2 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI
	Rel-11

	530012
	Stage 3 BB I - Core Network impacts: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI_BBI-CT
	Rel-11

	530212
	CT1 part of Stage 3 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI_BBI-CT
	Rel-11

	530312
	CT3 part of Stage 3 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI_BBI-CT
	Rel-11

	530412
	CT4 part of Stage 3 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	BBAI_BBI-CT
	Rel-11

	490026
	Stage 1 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	BBAI
	Rel-11

	470024
	Stage 2 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	BBAI
	Rel-11

	530013
	Stage 3 BB II - Core Network impacts: BBF interworking with offload in access network for WLAN and for H(e)NB
	BBAI_BBII-CT
	Rel-11

	530213
	CT1 part of Stage 3 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	BBAI_BBII-CT
	Rel-11

	530313
	CT3 part of Stage 3 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	BBAI_BBII-CT
	Rel-11

	530413
	CT4 part of Stage 3 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	BBAI_BBII-CT
	Rel-11

	510050
	LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER
	Rel-11

	510150
	Stage 2 for LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER
	Rel-11

	540010
	CT aspects of LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER-CT
	Rel-11

	540110
	CT4 part of CT aspects of LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER-CT
	Rel-11

	540210
	Deleted - CT1 part of CT aspects of LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER-CT
	Rel-11

	530046
	S2a Mobility based On GTP and WLAN access to EPC
	SaMOG_WLAN
	Rel-11

	530146
	Stage 2 for S2a Mobility based On GTP and WLAN access to EPC
	SaMOG_WLAN
	Rel-11

	540011
	CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
	SaMOG_WLAN-CN
	Rel-11

	540111
	CT4 part of CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
	SaMOG_WLAN-CN
	Rel-11

	561010
	(IETF) CT4 part of CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
	SaMOG_WLAN-CN
	Rel-11

	540211
	Deleted - CT1 part of CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
	SaMOG_WLAN-CN
	Rel-11

	540311
	CT3 part of CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
	SaMOG_WLAN-CN
	Rel-11

	450041
	IP Flow Mobility and seamless WLAN offload
	IFOM
	Rel-10

	450042
	Stage 1 for IP Flow Mobility and seamless WLAN offload
	IFOM
	Rel-10

	450043
	Stage 2 for IP Flow Mobility and seamless WLAN offload
	IFOM
	Rel-10

	470021
	Charging for IP Flow Mobility and seamless WLAN offload
	IFOM
	Rel-10

	480009
	Stage 3 for IP Flow Mobility and seamless WLAN offload
	IFOM-CT
	Rel-10

	480109
	CT1 part of Stage 3 for IP Flow Mobility and seamless WLAN offload
	IFOM-CT
	Rel-10

	480209
	CT3 part of Stage 3 for IP Flow Mobility and seamless WLAN offload
	IFOM-CT
	Rel-10

	440063
	IWLAN mobility charging
	eIWLAN_Mob
	Rel-10

	510002
	Formalization of WLAN Files
	FoWF
	Rel-10

	340030
	I-WLAN Network Selection Principle (NSP)
	IWLANNSP
	Rel-8

	390024
	Stage 1 for I-WLAN NSP
	IWLANNSP
	Rel-8

	390025
	CT1 part of Stage 3 for I-WLAN NSP
	IWLANNSP
	Rel-8

	390125
	CT6 part of Stage 3 for I-WLAN NSP
	IWLANNSP
	Rel-8

	370049
	Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	IWLAN_Mob
	Rel-8

	380045
	Stage 2 for Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	IWLAN_Mob
	Rel-8

	400013
	CT1 aspects of Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	IWLAN_Mob
	Rel-8

	460006
	Conformance Test Aspects – Mobility between 3GPP WLAN Interworking and 3GPP Systems
	IWLAN_Mob_UEConTest
	Rel-8

	340035
	Study on Service continuity between mobile and WLAN networks
	FS_SMLSWLAN
	Rel-8

	31062
	WLAN-UMTS Interworking Phase 2
	WLAN2
	Rel-7

	32110
	WLAN Interworking – Private Network access from WLAN 3GPP IP Access
	WLANPNA
	Rel-7

	32111
	WLAN-PNA - Stage 2
	WLANPNA-st2
	Rel-7

	11059
	WLAN-PNA - Stage 3
	WLANPNA-st3
	Rel-7

	11064
	CT1 aspets for WLAN-PNA
	WLANPNA-st3
	Rel-7

	13027
	CT3 aspets for WLAN-PNA
	WLANPNA-st3
	Rel-7

	32092
	Enhancements to support QoS provisioning over 3GPP/WLAN Interworking
	WLANQOS
	Rel-7

	7016
	Stage 2 on support of QoS over 3GPP/WLAN interworking
	WLANQOS
	Rel-7

	14028
	Stage 3 CT4 on support of QoS over 3GPP/WLAN Interworking
	WLANQOS
	Rel-7

	340005
	Stage 3 CT1 on support of QoS over 3GPP/WLAN Interworking
	WLANQOS
	Rel-7

	31052
	LCS for 3GPP Interworking WLAN
	LCS3-IWLAN
	Rel-7

	32077
	FS on 3GPP system to WLAN Interworking with LCS
	LCS3-IWLAN-FSs1
	Rel-7

	340007
	Stage 2 for LCS architecture for I-WLAN
	LCS3-IWLAN
	Rel-7

	32091
	Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	Rel-7

	32104
	TR for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	Rel-7

	31085
	Stage 1 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	Rel-7

	32105
	Stage 2 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	Rel-7

	35079
	SA5 Charging for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC-CH
	Rel-7

	11058
	Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	Rel-7

	11066
	CT1 aspects of Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	Rel-7

	14027
	CT4 aspects of Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC-St3-c4
	Rel-7

	31012
	WLAN-UMTS Interworking Rel-6
	WLAN
	Rel-6

	31020
	Technical Report on WLAN-UMTS Interworking
	WLAN-TR
	Rel-6

	31035
	Stage 1 for WLAN-UMTS Interworking Rel-6
	WLAN-TS
	Rel-6

	32704
	Security aspects of WLAN-UMTS Interworking
	WLAN
	Rel-6

	35033
	WLAN charging
	WLAN-CH
	Rel-6

	43010
	USIM enhancements for WLAN Interworking
	WLAN
	Rel-6
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Release 6
3.1
WLAN-UMTS Interworking (WLAN) UID_31012
Resources:
S1,S2,S3,S5,N1,N3,N4,T3

	UID
	Name
	Acronym
	WG
	Hyperlink
	TR_TS

	31012
	WLAN-UMTS Interworking Rel-6
	WLAN
	-
	SP-030712
	-

	31020
	Technical Report on WLAN-UMTS Interworking
	WLAN-TR
	S1
	SP-030712
	22.934

	31035
	Stage 1 for WLAN-UMTS Interworking Rel-6
	WLAN-TS
	S1
	SP-030712
	22.101, 22.105

	32018
	Architecture Definition for scenarii 2 and 3
	WLAN
	S2
	SP-020542
	23.234

	32704
	Security aspects of WLAN-UMTS Interworking
	WLAN
	S3
	SP-020514
	21.133, 33.106, 33.107, 
33.108, 33.200,  33.203, 
33.210, new 33.234

	14013
	Stage 3 - CN4 aspects
	WLAN-IW
	N4
	NP-030490
	29.234, 29.061

	13019
	Stage 3 - CN3 aspects (Wi Interface for Scenario 3)
	WLAN
	N3
	-
	29.161

	11042
	Stage 3 for scenario 2
	WLAN
	N1
	NP-030490
	-

	11047
	Stage 3 for scenario 3
	WLAN
	N1
	-
	-

	35033
	WLAN charging
	WLAN-CH
	S5
	SP-030048
	32.252

	43010
	USIM enhancements for WLAN Interworking
	WLAN
	T3
	TP-030185
	31.102


Supporting Companies:
Telenor, T-Mobile, Telenor, Ericsson, BT, Nokia, Nokia, Axalto
Justification written by:
M. Clayton and A. Sultan
References

	Document
	Title/Contents

	SP-030712
	WLAN Interworking WID

	SP-020542
	WLAN Interworking – Architecture Definition and stage 2 definition of WLAN access and Interworking

	SP-020514
	WLAN Interworking Security WID

	SP-040778
	Charging management for the service domain (CH-SC)

	NP-030490
	WLAN Interworking – stage 3 definition of WLAN – 3GPP interworking

	TP-030185
	USIM enhancements for WLAN Interworking

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles

	TS 22.105
	Services and service capabilities

	TS 21.133
	3G security; Security threats and requirements

	TS 33.106
	Lawful interception requirements

	TS 33.107
	3G security; Lawful interception architecture and functions

	TS 33.108
	3G security; Handover interface for Lawful Interception (LI)

	TS 33.200
	Security principles for the UMTS

	TS 33.210
	3G security; NDS; IP network layer security

	TS 33.203
	3G security; Access security for IP-based services

	TS 29.061
	Interworking between the PLMN supporting packet based services and PDNs

	New Dedicated Specifications/Reports

	TS 22.934
	Feasibility study on 3GPP system to WLAN interworking

	TS 22.234
	Requirements on 3GPP system to WLAN interworking

	TS 23.234
	3GPP-WLAN interworking Stage 2

	TS 29.234
	3GPP system to WLAN interworking; Stage 3

	TS 29.161
	Interworking between the PLMN supporting packet based services with WLAN access and PDNs

	TS 32.252
	Telecommunication management; Charging management; WLAN charging


The I-WLAN work item defines the interworking between 3GPP systems and Wireless Local Area Networks (WLANs). For this purpose, "3GPP - WLAN interworking" refers to the utilisation of resources and access to services within the 3GPP system by respectively the WLAN UE and user. The intent of 3GPP - WLAN Interworking is to extend 3GPP services and functionality to the WLAN access environment. Thus the WLAN effectively becomes a complementary radio access technology to the 3GPP system.

The WLAN provides access to services located in WLANs and/or networks behind the WLAN. In 3GPP - WLAN interworking, 3GPP system functionalities can reside behind the WLAN or in parallel to the WLAN. 

The feasibility document TS 22.934 includes a number of different scenarios of 3GPP-WLAN interworking ranging from common billing to the provision of services seamlessly between the WLAN and the 3GPP system, referred as Scenarios 1 to 6. In addition, the study includes the analysis of a number of environments where both the 3GPP system and WLAN may be deployed, and outlines some of the different WLAN technologies that may be interworked with 3GPP systems.

The stage 1 in 22.234 takes the conclusions of the feasibility study and defines the highly level requirements for I_WLAN.

The global architecture, provided in TS 23.234, is shown below:


[image: image2]
As shown on the figure, Rel-6 addresses different possibilities of interconnection with the internet, called "scenario": Scenario 2 refers to the case where the internet is accessed directly from the WLAN, i.e. the WLAN is seen as a parallel system to the 3GPP. The UMTS network provides only authentication, authorization and accounting ("AAA") but the transport of the application data does not go through UMTS. The interworking includes the creation of mechanisms for selecting and switching between the WLAN and 3GPP systems. 

Scenario 3 refers to the case where the actual bearer connection is supported by the UMTS Core Network and the WLAN is used instead of the UTRAN. UMTS network services as e.g. IMS, LCS, MBMS, etc. are supported only by the latter scenario. In Scenario 3, where the 3GPP system functionalities are located behind WLAN, the interworking between 3GPP system and WLAN includes: 

· Enabling usage of 3GPP system functionalities between mobile terminals and 3GPP systems via the WLAN (e.g. providing IMS calls)

· Utilizing 3GPP system functionalities to complement the functionalities available in the WLAN ( e.g. providing charging means, authentication, authorization, and accounting functions)

Scenario 1 refers to a pure commercial agreement between a "WLAN operator" and a UMTS operator, so that the user pays one single bill and does not need to subscribe to two different contracts.

Stage 3 protocol description for several reference points in the WLAN-3GPP Interworking System defines the:

· Dw reference point between 3GPP AAA Server and an SLF

· Wa reference point between WLAN AN and 3GPP AAA Proxy

· Wd reference point between 3GPP AAA Proxy and 3GPP AAA Server

· Wx reference point between 3GPP AAA Server and HSS

· Wm reference point between 3GPP AAA Server and PDG

· Wg reference point between 3GPP AAA Server/Proxy and WAG

· Pr reference point between 3GPP AAA Server and PNA

4
Release 7

	UID
	Name
	Acronym
	Resource

	31062
	WLAN-UMTS Interworking Phase 2
	WLAN2
	S1,S2

	32110
	WLAN Interworking – Private Network access from WLAN 3GPP IP Access
	WLANPNA
	S2,C1,C3

	32092
	Enhancements to support QoS provisioning over 3GPP/WLAN Interworking
	WLANQOS
	S2,C4,C1

	32091
	Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	S2,S1,S5,C1,C4

	31052
	LCS for 3GPP Interworking WLAN
	LCS3-IWLAN
	S1,S2,GP,C4,R2

	32081
	Support of SMS over generic 3GPP IP access ("SMS over WLAN")
	SMSIP
	S2,C4,C1


4.1
WLAN-UMTS Interworking Phase 2 (WLAN2) UID_31062
Resources:
S1,S2
	UID
	Name
	Acronym
	Resource
	Hyperlink
	TS_TR

	31062
	WLAN-UMTS Interworking Phase 2
	WLAN2
	S1,S2
	SP-030712
	33.234 

(SP-36 SA3 CRs approved)

	31057
	Stage 1 on Session Continuity
	WLAN-SC
	S1
	-
	22.234

	32096
	Stage 2 on Session Continuity: covered by SAE
	WLAN-SC
	S2
	-
	-


Supporting Companies:
Telenor
References
	Document
	Title/Contents

	WID(s)

	SP-030712
	WID on 3GPP system - WLAN- Interworking

	Impacted Specifications

	TS 22.234
	Requirements on 3GPP system to WLAN interworking (CR 22.234-0010 SP-040737) (CR 22.234-0011; CR 22.234-0012 SP-050066) (CR 22.234-0021 SP-060305)

	TS 33.234
	3G security; Wireless Local Area Network (WLAN) interworking security

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
Alcatel, BT, Ericsson , Lucent, Nokia, Nortel Networks, Orange, TeliaSonera, T-Mobile, Toshiba, Vodafone.

This work item is an extension of the WLAN-UMTS Interworking Rel-6, which defined the interworking between 3GPP systems and WLANs. For this purpose, "3GPP/WLAN interworking" refers to the utilization of resources and access to services within the 3GPP system by respectively the WLAN UE and user. The intent of 3GPP/WLAN Interworking is to extend 3GPP services and functionality to the WLAN access environment. Thus the WLAN effectively becomes a complementary radio access technology to the 3GPP system.

The WLAN provides access to services located in WLANs and/or networks behind the WLAN. In 3GPP/WLAN interworking, 3GPP system functionalities can reside behind the WLAN or in parallel to the WLAN. 

Rel-6 TR 22.934 includes a number of different scenarios of 3GPP-WLAN interworking ranging from common billing to the provision of services seamlessly between the WLAN and the 3GPP system, referred as Scenarios 1 to 6. 
In addition, it includes the analysis of a number of environments where both the 3GPP system and WLAN may be deployed, and outlines some of the different WLAN technologies that may be interworked with 3GPP systems.

The Stage 1 in 22.234 took the conclusions of Rel-6 TR 22.934 and defines the highly level requirements for I-WLAN.

SA3 TS 33.234 CR#0087/0088 were approved against this work item acronym (WLAN2).
4.2
WLAN Interworking – Private Network access from WLAN 3GPP IP Access (WLANPNA) UID_32110
Resources:
S2,C1,C3
	UID
	Name
	Acronym
	Resource
	Hyperlink
	TS_TR

	32110
	WLAN Interworking – Private Network access from WLAN 3GPP IP Access
	WLANPNA
	S2,C1,C3,C4
	SP-050489
	-

	32111
	WLAN-PNA - Stage 2
	WLANPNA-st2
	S2
	SP-050489
	23.234, 33.234

	11059
	WLAN-PNA - Stage 3
	WLANPNA-st3
	C1,C3,C4
	CP-060256
	-

	11064
	CT1 aspets for WLAN-PNA
	WLANPNA-st3
	C1
	CP-060256
	24.234

	13027
	CT3 aspets for WLAN-PNA
	WLANPNA-st3
	C3
	CP-060256
	29.161

	14024
	Deleted - CT4 aspets for WLAN-PNA
	WLANPNA-st3
	C4
	CP-060256
	29.234


Supporting Companies:
NEC
References
	Document
	Title/Contents

	WID(s)

	SP-050489
	S2 WID on WLAN Interworking – Private Network access from WLAN 3GPP IP Access

	CP-060256
	C1 WID on WLAN Interworking – Private network access from WLAN 3GPP IP Access

	Impacted Specifications

	TS 23.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; System description

	TS 24.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3

	TS 29.161
	Interworking between the Public Land Mobile Network (PLMN) supporting packet based services with Wireless Local Area Network (WLAN) access and Packet data Networks (PDNs)

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
NTT DoCoMo, NEC, Nortel, LG Electronics.
WLAN 3GPP IP Access has the concept that existing 3GPP PS based services shall be supported via WLAN access. This requirement existed already in Rel-6 TS 23.234 clause 5.1.4, as follows:
· Access to 3GPP PS based services shall be provided via WLAN. The interworking architecture shall provide IP connectivity to be able to support all 3GPP PS based services.
However, the standardization of Intranet/ISP access with some authentication scheme (e.g. PAP/CHAP) has been missed in Rel-6 I-WLAN. This work provides Private Network access from WLAN 3GPP IP Access.

WLAN 3GPP IP Access allows 3GPP WLAN UEs to establish connectivity with External IP networks, such as 3G operator networks, corporate Intranets or the Internet via the 3GPP system.

A mechanism to perform authentication between the WLAN UE and an AAA server located in an external Packet Data Network (PDN) was implemented via CR in SA2 TS 23.234.

CT provided the protocol based on the security requirement defined by SA3:

· CT1 24.234 (CR#0035) provided UE to network protocols (Tunnel management procedures: UE-PDG);
· CT3 29.161 (CR#0003) provided network protocols (RADIUS on Wi reference point.
4.3
Enhancements to support QoS provisioning over 3GPP/WLAN Interworking (WLANQOS) UID_32092
Resources:
S2,C4,C1
	UID
	Name
	Acronym
	Resource
	Hyperlink
	TS_TR

	32092
	Enhancements to support QoS provisioning over 3GPP/WLAN Interworking
	WLANQOS
	S2,C4,C1
	SP-050682
	-

	7015
	Deleted - TR on support of QoS on WLAN
	WLANQOS
	S2
	SP-050682
	23.836

	7016
	Stage 2 on support of QoS over 3GPP/WLAN interworking
	WLANQOS
	S2
	SP-050682
	23.234

	14028
	Stage 3 CT4 on support of QoS over 3GPP/WLAN Interworking
	WLANQOS
	C4
	CP-060418
	29.234, 23.008

	340005
	Stage 3 CT1 on support of QoS over 3GPP/WLAN Interworking
	WLANQOS
	C1
	CP-060418
	24.234


Supporting Companies:
Samsung, Huawei

References
	Document
	Title/Contents

	WID(s)

	SP-050682
	S2 WID on WLAN Interworking – Enhancements to support QoS provisioning over 3GPP/WLAN Interworking

	CP-060418
	C4 WID on WLAN Interworking – Enhancements to support QoS provisioning over 3GPP/WLAN Interworking, Stage 3

	Impacted Specifications

	TS 23.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; System description

	TS 23.008
	Organization of subscriber data

	TS 29.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 3

	TS 24.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
T-Mobile International, Orange, Samsung, Fujitsu, LG Electronics, NEC.
Some 3GPP PS based services (e.g. VoIP over IMS, PS streaming, etc.) require strict QoS provisioning. 
In order to support such services over I-WLAN it is required to have QoS Provisioning in 3GPP/WLAN Interworking. 

IEEE 802.11 WLAN standards are currently not supporting QoS mechanisms, therefore QoS provisioning was not considered in Rel-6 work for 3GPP/WLAN Interworking. As IEEE has approved QoS amendments to 802.11 WLAN standards, QoS-related aspects of the 3GPP/WLAN architecture should be studied.

In the context of end-to-end QoS provisioning being studied in TR 23.802 (Study on Enhancement of E2E QoS  UID_32073), provisioning of QoS within I-WLAN as an IP-CAN is important. It shall be defined if and how QoS provisioning in I-WLAN can interact with the end-to-end QoS framework.

Flow Based Charging (FBC) and service/subscription based Policy Control (PC) are generic features supporting access to PS based services from different Internet Protocol Connectivity Access Network (IP-CANs); see Evolution of Policy Control and Charging (PCC)  UID_32082. In order to leverage the generic charging and service/subscription based Policy Control within I-WLAN as another IP-CAN, the Gateway element in case of 3GPP/LAN Interworking has to provide the needed functionalities, e.g. for Policy Enforcement.

This work:

· Investigates the necessity and reliability of the applicable QoS mechanism between the WLAN UE and PDG, and the possible impacts to the 3GPP-WLAN interworking entities.

· Ensures that the architecture for 3GPP/WLAN Interworking defined by TS 23.234 is supported by the following  QoS-related mechanisms being developed in 3GPP:

a) TR 23.802 on E2E QoS architecture (Study on Enhancement of E2E QoS  UID_32073);

b) Policy and charging evolution capabilities (Evolution of Policy Control and Charging (PCC)  UID_32082)

Enhancements to support QoS provisioning over 3GPP/WLAN interworking were implemented via CR in TS 23.234.

CT4, CT1 provided the Stage 3 enhancement to support QOS provisioning over 3GPP/WLAN Interworking:
· Add subscribed 3GPP/WLAN QoS profile information to the WLAN user profile in the HS;

· Extend existing AAA reference points to transport 3GPP/WLAN QoS subscription, authorization and usage/charging information (Wx, Wm, Wd, Wa);

· Use Differentiated Services (DiffServ) - colouring the DS field in the external IP header - as QoS mechanism between WLAN UE and PDG.

CT4 TS 23.008 updates via CR the subscriber data with WLAN QoS profile.

CT4 TS 29.234 updates via CR the WLAN Access Authentication and Authorization procedures and Tunnel Establishment with QoS.
CT1 TS 24.234 adds via CR the enhancements needed to support QoS provisioning over 3GPP/WLAN Interworking.
4.4
Voice call continuity between CS and IMS (incl. I-WLAN) (VCC) UID_32091
Resources:
S2,S1,S5,C1,C4
	UID
	Name
	Acronym
	Resource
	Hyperlink
	TS_TR

	32091
	Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	S2,S1,S5,C1,C4
	SP-060292
	-

	32104
	TR for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	S2
	SP-060292
	23.806

	31085
	Stage 1 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	S1
	SP-060292
	22.101

	32105
	Stage 2 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	S2
	SP-060292
	23.206

	35079
	SA5 Charging for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC-CH
	S5
	SP-060292
	32.250, 32.260

	11058
	Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	C1,C4
	CP-070186
	-

	11066
	CT1 aspects of Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	C1
	CP-070186
	24.206, 24.216

	14027
	CT4 aspects of Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC-St3-c4
	C4
	CP-070186
	23.003

	13032
	Deleted - CT3 aspects of Stage 3 for Voice Call Continuity between CS and IMS (incl. I-WLAN)
	VCC
	C3
	CP-070186
	29.163


Supporting Companies:
Alcatel-Lucent

References
	Document
	Title/Contents

	WID(s)

	SP-060292
	S2 WID on Voice call continuity between CS and IMS (incl. I-WLAN)

	CP-070186
	C1 WID on Voice call continuity between CS and IMS (incl. I-WLAN)

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles

	TS 23.228
	IP Multimedia Subsystem (IMS); Stage 2

	TS 32.250
	Telecommunication management; Charging management; Circuit Switched (CS) domain charging

	TS 32.260
	Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging

	TS 23.003
	Numbering, addressing and identification (CR#0118)

	New Dedicated Specifications/Reports

	TR 23.806
	Voice call continuity between Circuit Switched (CS) and IP Multimedia Subsystem (IMS) Study

	TS 23.206
	Voice Call Continuity (VCC) between Circuit Switched (CS) and IP Multimedia Subsystem (IMS); Stage 2

	TS 24.206
	Voice call continuity between Circuit Switched (CS) and IP Multimedia Subsystem (IMS); Stage 3

	TS 24.216
	Communication Continuity Management Object (MO)


Supporting Companies:
Cingular Wireless, AT&T, Lucent, Nokia, Siemens, Ericsson, Motorola, Nortel, Huawei, Azaire Networks, Samsung, China Mobile, ZTE, NEC, TeliaSonera, LG Electronics, Orange, Telefonica, Telcordia.
TS 23.234 (3GPP system to Wireless Local Area Network (WLAN) interworking: System description) provides the possibility to offer VoIP over WLAN interworking with home IMS. The converged IMS architecture offers the possibility to support the most prevalent GSM service, voice calls, over WLAN when there is coverage. 
A seamless voice call between CS Domain and the WLAN could provide relief to the GSM/UMTS radio resources and increase service revenue. In addition, wireline operators with VoIP offerings should be able to use the 3GPP IMS architecture to offer converged services.

Seamless session continuity between WLAN and 3GPP access assumes the continuation of a WLAN IP service as a 3GPP IP service (i.e. via the PS domain). This current assumption is not realistic for real-time voice services; in particular those with GSM radio coverage. 

This work studied the necessary enhancements to 3GPP systems so that real-time voice call can be offered seamlessly between the CS Domain and the WLAN interworking with IMS architecture. 

This work defined real-time Voice Call Continuity (VCC) when moving between the GSM/UMTS CS Domain and WLAN interworking with home IMS functionality. It studied the framework in which the continuity takes place, e.g. the following aspects:

· Ability for the UE to detect and automatically select the appropriate Access Network (such as GSM/UMTS radio or IP Connectivity Access Network) based on operator policy for real-time voice service. 

· Mechanism for selecting how to route the terminating voice calls to the UE: either through the GSM/UMTS CS Domain or through the WLAN interworking networks with IMS based on the user registration. Criteria for the routing decision as well as the routing mechanism itself should be covered.

· VCC when the user is moving between GSM/UMTS CS Domain and WLAN interworking with home IMS.
· Support of calls to/from roaming subscribers accessing service from I-WLANs connected over the public internet.

Whilst the objectives above assume WLAN as the underlying access for IMS, the solution developed for CS-IMS Voice Call Continuity shall be independent of the use of the underlying IP Connectivity Access Network. E.g. the solution shall be applicable to IMS over GPRS or fixed broadband access.

TR 23.806 conclusion

A number of alternative architectural solutions that enable VCC between CS and IMS domains have been proposed. Based on analysis, some options have been removed or placed in annexes (thereby ensuring that work is not lost). Because of the fact that the almost all of the current deployed CS networks do not support CAMEL 4, the CAMEL 4 based-solution has not been further investigated. Two alternatives remained: Original Domain Controlled (clause 6.4) and IMS Controlled Static Anchoring (clause 6.3).

Work has been undertaken to identify any common aspects of the two alternatives. It was determined that the VCC solution impacts Registration, Origination, Termination, Network Domain Selection as well as mid-call supplementary services.  When these areas were deemed common or only had minor differences, they were placed in common sections (clauses 6.2 and 6.2a) retaining some solution-specific details where necessary.

Finally, the study has shown that both the Original Domain Controlled and IMS Controlled Static Anchoring solutions have their advantages and disadvantages.  However, to facilitate interoperability it is believed that the interests of the industry would be best served by pursuing a single solution.  It is further believed that on balance the comparative advantages of the IMS Controlled Static Anchoring model make it the preferred way forward. 
TR 23.806 therefore concludes that further effort on VCC should focus on a solution based on the 
IMS Controlled Static Anchoring approach, as the basis for standardization.

The requirements for VCC were introduced as CRs in SA1 TS 22.101.

The new SA2 TS 23.206 specifies the functional architecture and information flows of the Voice Call Continuity feature which provides the capability to transfer the path of an existing voice call between a 3GPP CS system (GSM/UMTS) and IMS, and vice versa. 

The security in each domain is covered by existing security specifications in those domains. In other words, CS security aspects are covered by existing CS security specifications, I-WLAN security aspects by existing I-WLAN security specifications and IMS security aspects by existing IMS security specifications. 
The VCC across these domains shall not compromise the security mechanisms of the individual domains. 
The billing/charging impacts were assessed by SA5, e.g. the ability to generate the appropriate accounting parameters as subscribers move between WLAN networks and GSM/UMTS networks. The capability to separately charge for sessions in each access network needs to be provided. SA5 Charging aspects of VCC (VCC-CH covered by SA2 WID SP-060292) were introduced by CRs in:

· TS 32.250
update the CS Charging functionality to integrate the charging requirements;

· TS 32.260
update the IMS Charging functionality to integrate the charging requirements;

CT has covered the Stage 3 for VCC.

CT4 added Voice Call Continuity Identification and Addressing via CR#0118 to TS 23.003.

CT1 has produced two new specifications:
· TS 24.206
Voice call continuity between Circuit Switched (CS) and IP Multimedia Subsystem (IMS); Stage 3

· TS 24.216
Communication Continuity Management Object (MO)

4.5
LCS for 3GPP Interworking WLAN (LCS3-IWLAN) UID_31052
Resources:
S1,S2
	UID
	Name
	Acronym
	Resource
	Hyperlink
	SR
	WI_rapporteur
	TSs_and_TRs

	32079
	Location Services enhancements
	LCS3
	-
	SP-040682
	-
	-
	-

	32093
	Stage 2 for LCS3 (including IMS emergency location aspects)
	LCS3
	S2
	SP-050119
	-
	SiRF
	23.271

	50558
	LCS Enhancements related to Location-Based Services
	LCS3-LBS
	GP
	GP-050265
	-
	SiRF
	43.059, 44.031, 48.008, 49.031

	14025
	CT4 aspects for LCS UEPos-LBS
	LCS3-UEPos-LBS
	C4
	CP-050240
	-
	SiRF
	24.030, 24.080, 29.002

	20042
	UE positioning - Velocity
	LCS3-UEPos-Velocity
	R2
	RP-050300
	RP-060459
	SiRF
	25.305, 25.331, 25.410, 25.413, 25.453

	20012
	Inclusion of Uplink TDOA UE positioning method in the UTRAN specifications
	LCS3-UEPos-UTDOA
	R2
	RP-040387
	RP-070797
	TruePosition
	25.305, 25.453, new TS  25.111

	31052
	LCS for 3GPP Interworking WLAN
	LCS3-IWLAN
	S1,S2
	SP-060291
	-
	Telcordia
	-

	32077
	FS on 3GPP system to WLAN Interworking with LCS
	LCS3-IWLAN-FSs1
	S1
	SP-060291
	-
	Telcordia
	new TR 22.935

	32108
	Deleted - Study of work on an LCS architecture for I-WLAN.
	LCS3-IWLAN-FSs2
	S2
	SP-060291
	-
	LG Electronics
	23.837 SP#41 TR withdrawn. All work transferred to specs

	340007
	Stage 2 for LCS architecture for I-WLAN
	LCS3-IWLAN
	S2
	SP-060818
	-
	LG Electronics
	23.234, 23.271, 23.167


Supporting Companies:
Telcordia, LG Electronics

References
	Document
	Title/Contents

	WID(s)

	SP-060291
	S1 WID on (Study of) LCS for 3GPP Interworking WLAN

	SP-060818
	S2 WID on LCS for 3GPP Interworking WLAN

	Impacted Specifications

	TS 23.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; System description

	TS 23.271
	Functional stage 2 description of Location Services (LCS)

	TS 23.167
	IP Multimedia Subsystem (IMS) emergency sessions

	New Dedicated Specifications/Reports

	TR 22.935
	Feasibility study on Location Services (LCS) for Wireless Local Area Network (WLAN) interworking - S1


Supporting Companies:
Telcordia, Samsung, Qualcomm, BT, LG Electronics, Cingular, Lucent.

To further the advancement of LCS within the 3GPP, LCS requirements and standards are extended for 3GPP WLAN interworking to support the same Location-Based Services that have been deployed today for GSM and UMTS. 
LCS with 3GPP WLAN Interworking system is considered to enlarge the area of location service.
SA1 studied technical requirements and architecture, scope of work required, and performed a gap analysis to determine whether existing 3GPP specifications can support LCS requirements for 3GPP WLAN interworking.  
It determined that providing this service is feasible. This work also enables emergency services support in accordance with requirements in TS 22.101, TS 23.167 and in line with regulatory requirements for delivering the position of VoIP subscribers. It studied a generic interworking functionality for LCS between 3GPP system and WLAN systems (e.g. IEEE 802.11 family, HIPERLAN/2…) covering: 

· Study LCS requirements for 3GPP WLAN Interworking scenarios;

· Study different possible LCS architectures to fulfil the LCS requirements for 3GPP WLAN Interworking scenarios;

· Investigate whether there are WLAN Interworking architecture enhancements necessary to support LCS;
· Investigate the LCS aspects for I-WLAN as IP-CAN in the IMS Emergency call, i.e., the emergency location information handling for I-WLAN.
TR 22.935 conclusion

The intent of 3GPP-WLAN interworking is to extend 3GPP services and functionality to the WLAN access environment. LCS functionalities developed by 3GPP for GSM and UMTS will have a similar appeal in I-WLAN coverage areas. This feasibility study has found no reason why existing 3GPP LCS specifications cannot support LCS requirements for I-WLAN. Additional considerations are required, e.g. in SA2, CT1. 

It is feasible to offer LCS in I-WLAN. LCS for I-WLAN can leverage on today's location services and may offer additional services. In order to support LCS in I-WLAN, multiple positioning methods need to include WLAN access point locations. The LCS capability in I-WLAN allows any properly authorized location based service to position an I-WLAN UE in any I-WLAN including roaming. LCS functionality in I-WLAN enhances the overall value of I-WLAN services.

TS 23.234, TS 23.271, TS 23.167 specify the interworking functionality for LCS between 3GPP system and WLAN systems (e.g. IEEE 802.11 family, HIPERLAN/2, …) 

· Specify LCS functional requirements for 3GPP WLAN Interworking scenarios;

· Specify LCS architecture to fulfil the LCS requirements for 3GPP WLAN Interworking scenarios;

· Specify WLAN Interworking architecture enhancements necessary to support LCS;
· Specify LCS aspects for I-WLAN as IP-CAN in the IMS Emergency call, i.e., the emergency location information handling for I-WLAN.

4.6
Support of SMS over generic 3GPP IP access (SMSIP) UID_32081
Resources:
S2,C4,C1
	UID
	Name
	Acronym
	Resource
	Hyperlink
	TS_TR

	32081
	Support of SMS over generic 3GPP IP access
	SMSIP
	S2,C4,C1
	SP-060658
	-

	32094
	FS on SMSIP
	SMSIP
	S2
	SP-060658
	23.804

	32095
	Stage 2 for SMSIP
	SMSIP
	S2
	SP-060658
	23.204

	310001
	Stage 3 for SMSIP
	SMSIP-St3
	C4,C1
	CP-060697
	-

	310002
	CT1 aspects for SMSIP
	SMSIP
	C1
	CP-060697
	23.040, 24.229

	310003
	CT4 aspects for SMSIP
	SMSIP-St3-c4
	C4
	CP-060697
	23.008, 29.002


Supporting Companies:
Huawei (SA2), Nokia (CT)
References
	Document
	Title/Contents

	WID(s)

	SP-060658
	WID on Support of SMS over IP networks

	CP-060697
	WID on Support of SMS over IP networks – stage 3

	Impacted Specifications

	TS 23.008
	Organization of subscriber data

	TS 23.040
	Technical realization of Short Message Service (SMS)

	TS 29.002
	Mobile Application Part (MAP) specification

	TS 24.229
	Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3

	New Dedicated Specifications/Reports

	TR 23.804
	Support of SMS and MMS over generic 3GPP IP access

	TS 23.204
	Support of Short Message Service (SMS) over generic 3GPP Internet Protocol (IP) access; Stage 2

	TS 24.341
	Support of SMS over IP networks; Stage 3


Supporting Companies:
Lucent, Huawei, Nokia, Siemens, RIM, Vodafone.
There is interest in providing 3GPP Messaging Services across WLAN, and, more generally across any form of IP access that is part of the 3GPP system.

Although some initial work has been documented within annex D of the WLAN interworking stage 2 (TS 23.234), there are many topics that cannot be tackled in isolation including (but not limited) to:

1. Impact on existing SMS services and the HSS (e.g. the impact on SMS message waiting flags and on voice mail services). If this is not studied, then there is a risk that existing operator services will be degraded by the introduction of "SMS over WLAN";

2. Investigation of using SS7 and/or IP protocols to communicate with the SMSC (actually its GMSC/IWMSC) and/or the HSS;

3. Provision of SMS services over any 3GPP IP access needs authentication (e.g. specification of security mechanisms);

4. Potential synergies between solutions for SMS and IMS messaging (e.g. common (re)registration mechanisms);

5. Addressing mechanisms when multiple IP-SMS Gateways are in use;

6. Reliable deregistration mechanisms to cope with cases when the 3GPP IP access link is lost suddenly (e.g. when WLAN coverage is lost).

7. Mechanisms to handle SMS when there is more than one 3GPP IP connection active with the mobile (e.g. a WLAN/GPRS/UMTS card may be GPRS attached and/or CS attached while also having the WLAN connection active).

The work provides support for delivery of SMS and MMS over WLAN and any other 3GPP IP access in a manner which guarantees existing SMS and MMS services are not degraded.

First TR 23.804 studied the architectural aspects and the results were used to generate Stage 2 specifications:

· Utilize IMS-registration, and IMS Immediate Message capabilities for transparently delivering originating and terminating SMS over IP access;

· On delivery of MMS over 3GPP IP Access it was concluded that the OMA specifications cover the requirements for delivery of MMS over IP access and no enhancements to 3GPP Stage 2 or 3 were needed.

On Charging it studied whether the SMSC need to know that the message was delivered/sent via WLAN or via GSM/UMTS access.

When using generic 3GPP IP access, security needs to be provided between the UE and any IP-SMS gateway. 

Updates to stage 3 specifications were also expected.

TR 23.804 conclusion:

· Describes the architecture and high-level stage-2 procedure alternatives for SMS and MMS over generic IP access. To fully exploit and re-use mechanisms that are already standardized, it recommends pursuing the SIP/IMS based mechanism for SMS/MMS over IP access. In particular, it recommends utilizing IMS-registration and IMS Immediate Message capabilities for transparently delivering originating and terminating SMS over IP access.

· Recommends for MMS to pursue utilizing SIP-based Push for notification (i.e. SIP would be used whenever SMS is used as transport), whilst continue using HTTP and SMTP for transfer of the MMS itself.

· Assumes that the OMA SIP-based Push work will utilize IMS enablers.

· Proposes to develop an IMS enabler providing IMS based deferred messaging.

· Proposes that Interworking aspects between SMS/MMS and IMS based messaging should be further studied.

Relevant 3GPP protocol specifications CT 4 (23.008, 29.002) and CT1 (24.341, 23.040, 24.229) include:

a) Impact on existing SMS services and the HSS/HLR (e.g. the impact on SMS message waiting flags and on voice mail services); 

b) Impact  to communications with the SC (actually its GMSC/IWMSC) and/or the HSS/HLR (linked to UID_14019 Study on Routeing of MT-SMs via the HPLMN);

c) Authentication aspects for providing SMS services over any 3GPP IP access;

d) Potential synergies between solutions for SMS and IMS messaging;

e) Addressing mechanisms when multiple IP-SMS Gateways are in use;

f) Reliable deregistration mechanisms to cope with cases when the 3GPP IP access link is lost suddenly (e.g. when WLAN coverage is lost);

g) Mechanisms to handle SMS when there is more than one 3GPP IP connection active with the public ID (e.g. a 'WLAN/GERAN/UTRAN' equipment may be GPRS attached and/or CS attached while also having the WLAN connection active);

h) Ensure that all SMS service characteristics (e.g. Alert SC, Absent Subscriber, Reply Path etc) are supported over any 3GPP IP access;

i) Define how all elements in the SMS TP PDU (e.g. Delivery Confirmation, More Messages to send) will be supported over any 3GPP IP access.

5
Release 8

	UID
	Name
	Acronym
	Resource

	340030
	I-WLAN Network Selection Principle (NSP)
	IWLANNSP
	S1,C1,C6

	370049
	Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	IWLAN_Mob
	S2,C1

	340035
	Study on Service continuity between mobile and WLAN networks
	FS_SMLSWLAN
	S1


5.1
I-WLAN Network Selection Principle (IWLANNSP) UID_340030
Resources:
S1,C1,C6
	UID
	Name
	Acronym
	Resource
	Hyperlink
	Notes
	TS_TR

	340030
	I-WLAN Network Selection Principle (NSP)
	IWLANNSP
	S1,C1,C6
	SP-060932
	CP#43 completed
	-

	390024
	Stage 1 for I-WLAN NSP
	IWLANNSP
	S1
	SP-060932
	SP#36 completed
	22.234

	390025
	CT1 part of Stage 3 for I-WLAN NSP
	IWLANNSP
	C1
	CP-080217
	CP#43 completed
	24.234

	390125
	CT6 part of Stage 3 for I-WLAN NSP
	IWLANNSP
	C6
	CP-080217
	CP#42 completed
	31.102, 31.111


Supporting Companies:
Telefónica O2 (SA1), Research In Motion (CT).
References
	Document
	Title/Contents

	WID(s)

	SP-060932
	S1 WID on I-WLAN NSP

	CP-080217
	C1,C6 WID on I-WLAN NSP

	Impacted Specifications

	TS 22.234
	Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking - S1

(Added NSP requirements to I-WLAN Network Selection)

	TS 24.234
	3GPP system to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3 - C1

(Add NSP requirements to I-WLAN Network Selection)

	TS 31.102
	Characteristics of the Universal Subscriber Identity Module (USIM) application - C6

(Added provisioning files)

	TS 31.111
	Universal Subscriber Identity Module (USIM) Application Toolkit (USAT) - C6

(Added steering of roaming procedures)

	New Dedicated Specifications/Reports

	-
	-


Supporting Companies:
O2, RIM, Gemalto, Softbank Mobile.
SA1 aligned the requirements for the selection of I-WLAN access in TS 22.234 (Requirements for WLAN Interworking) to the ones applicable to PLMN network selection in TS 22.011 (Service accessibility). 
Due to changes of the network selection mechanism in TS 22.011, the following SA1,CT1 alignment was needed:

· Automatic PLMN selection procedure by WLAN UE (TS 22.234, TS 24.234);

· Manual PLMN Selection Mode Procedure by WLAN UE (TS 22.234, TS 24.234);

· Operator management of network preferences for I-WLAN (TS 22.234);

MMI aspects considered:
Identification and manual choice of PLMNs by I-WLAN UE.

5.2
Mobility between 3GPP-WLAN Interworking and 3GPP Systems (IWLAN_Mob) UID_370049
Resources:
S2,C1
	UID
	Name
	Resource
	Hyperlink
	SR
	WI_rapporteur
	TSs_and_TRs

	370049
	Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	S2,C1
	SP-070701
	-
	CP#43 completed
	-

	380045
	Stage 2 for Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	S2
	SP-070701
	-
	SP#40 completed
	new 23.327

	400013
	CT1 aspects of Mobility between 3GPP-WLAN Interworking and 3GPP Systems
	C1
	CP-080320
	-
	CP#43 completed
	24.303, new 24.327

	460006
	Conformance Test Aspects – Mobility between 3GPP WLAN Interworking and 3GPP Systems
	R5
	RP-091349
	RP-100740
	RP#49 completed. Testing for 24.327
	34.108, 34.123-1, 34.123-2, 34.123-3


Supporting Companies:
Orange (SA, CT), Qualcomm (R5).
References
	Document
	Title/Contents

	WID(s)

	SP-070701
	S2 WID on Mobility between 3GPP-WLAN Interworking and 3GPP Systems

	CP-080320
	WID on CT1 aspects of mobility between 3GPP WLAN Interworking and 3GPP Systems

	Impacted Specifications

	TS 24.303
	Mobility management based on Dual-Stack Mobile IPv6; Stage 3 - C1

	New Dedicated Specifications/Reports

	TS 23.327
	Mobility between 3GPP-WLAN interworking and 3GPP systems - S2

	TS 24.327
	Mobility between 3GPP WLAN Interworking and 3GPP Systems; GPRS and 3GPP I-WLAN Aspects; stage 3 - C1


Supporting Companies:
Orange, China Mobile, Telenor, Nokia Siemens Networks, Nokia, Ericsson, Airvana, Marvell, Qualcomm, Bridgewater.
This work is linked to SAE for support of non-3GPP accesses (UID_350027).

TS 23.234 (3GPP system to WLAN interworking; System description) provides the possibility to offer access to IP services via WLAN (and other compatible IP access technologies) by interworking with Rel-6 3GPP systems. 
As defined in Rel-6 TR 22.934, service continuity (scenario 4) and seamless services (scenario 5) at a change of the access network (between I-WLAN and GPRS) are desirable enhancements to improve the user experience.

The work was based on architectural/functional/procedural definitions described in  TS 23.234 (3GPP system to WLAN interworking; System description) and TS 23.060 (GPRS; Service description; Stage 2). 
Synergies and smooth migration to SAE was considered.
New SA2 TS 23.327 specifies the stage 2 system description for providing mobility between 3GPP‑Wireless Local Area Network Interworking (I‑WLAN) and 3GPP Systems. It defines a technical solution based on the working principles of DS‑MIPv6 with necessary enhancement of the I‑WLAN architecture for supporting mobility and roaming between 3GPP‑WLAN Interworking system and 3GPP Systems so that ongoing 3GPP PS based services can be maintained with minimal impact on the end‑user's perceived quality on the services at a change of the access network (between I‑WLAN and 3GPP Access Systems. 
TS 23.327 includes both non‑roaming and roaming scenarios and covers all aspects, including mobility between 3GPP Systems and I‑WLAN with access authentication and charging.
CT1 part of work is linked to SAE for support of non-3GPP accesses (UID_350027) particularly to Stage 3 for Inter-system mobility between E-UTRAN and non 3GPP accesses (UID_380030). CT1 produced the specifications for the H1 reference point and associated procedures used for the mobility between I-WLAN and 3GPP legacy systems. On Service Aspects, minimum interruptions are expected to the applications running on UE during the change between 3GPP and I‑WLAN systems. Collection of accounting information when the UE changes accesses shall be specified with maximum re-use of existing 3GPP charging specifications. The service continuity across the access systems shall not compromise the security mechanisms of the individual access system.

New CT1 TS 24.327 specifies Stage 3 referencing where appropriate TS 24.303 Mobility management based on Dual-Stack Mobile IPv6; Stage 3.
5.3
Study on Service continuity between mobile and WLAN networks UID_340035
Resources:
S1
	UID
	Name
	Acronym
	Resource
	Hyperlink
	Notes
	TS_TR

	340035
	Study on Service continuity between mobile and WLAN networks
	FS_SMLSWLAN
	S1
	SP-060936
	SP#38 completed
	22.937


Supporting Companies:
NEC
References
	Document
	Title/Contents

	WID(s)

	SP-060936
	SID on Requirements for seamless roaming and service continuity between mobile and WLAN networks

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.937
	Requirements for service continuity between mobile and Wireless Local Area Network (WLAN) networks


Supporting Companies:
BT, AT&T, Huawei, Giesecke & Devrient, Gemalto.
For Fixed-Mobile Convergence (FMC), some scenarios require seamless roaming between GSM/GPRS/3G mobile and WLAN networks. Both networks may independently be authenticated.  To maintain the quality of the customer experience, and due to the difference of networks, handovers to support service continuity may require that the handset is authenticated to both networks simultaneously, for relatively short periods of time.

One use case is where the user, on the way to office, is having a call on a 3GPP access network using the mobile phone. Roaming onto the office WLAN (and vice versa), while still being on the line and the call is transferred without the user noticing any interruption to the network served by the WLAN..

The study proposes requirements while roaming between a GSM/GPRS/3G mobile network and a WLAN network for: 

· seamless roaming and service continuity;

· maintaining service quality and service continuity;

· charging;

· security, in particular when networks may be independently authenticated.

TR 22.937 develops use cases and requirements for service continuity between a 3GPP network and another network, which can be:

· a TISPAN NGN with an IMS, accessed by a WLAN;

· an ISP accessed via a WLAN.

Each access network has its own separate security system and the network operators have a commercial agreement for roaming and handover.

TR 22.937
Recommendations

General recommendations

· to reuse the mechanisms already defined in 3GPP specifications and the roaming mechanisms.

· to use the flexibility already defined in 3GPP specification, such as taking benefit from the possibility to establish multiple ISIM (IM Services Identity Module) on the UICC when multiple IMS subscriptions are needed.

Proposed requirements

Security aspects

· It shall be possible for the 3GPP Network Operator (NO) and the WLAN NO to operate their own completely separate security systems, including independent authentication centres in their respective CNs.
· UE shall be capable of connecting to the non-3GPP network via a WLAN in a secure way using the appropriate security and authentication mechanisms for that network. 

· UICC shall be able to support separate NAAs for the 3GPP access and WLAN access, where the credentials in each NAA are different.

· Where the UICC supports separate NAAs (Network Access Applications on the UICC) for 3GPP access and WLAN access, the UICC shall permit simultaneous sessions with both NAAs on different logical channels.

· In case the PNO (Primary Network Operator; a non-3GPP operator with WLAN coverage) has a commercial roaming agreement with the SNO (Secondary Network Operator; a 3GPP operator) that allows PNO users to roam into SNO mobile network, the already defined I-WLAN specification TS 22.234 allows to re-use USIM authentication and network selection mechanism. 

· UE shall be capable of connecting to the 3GPP network via a WLAN in a secure way using I-WLAN security and authentication mechanisms for that network as defined in TS 22.234. 

· UE shall support already defined security and authentication requirements to connect to the 3GPP network (e.g. USIM-AKA, SIM-AKA) or to the 3GPP IMS domain (e.g. IMS-AKA, HTTP digest).

AKA
Authentication and Key Agreement

NOTE:
The WLAN network could be considered an IP-CAN when used to access the IMS domain

Service aspects

· It shall be possible to support service continuity of the multimedia session, including the IMS session, if used, from the WLAN to the 3GPP network and vice-versa.

· The system shall be capable of assuring service continuity to the end user, when moving between WLAN access network and the 3GPP access network. 

· In the case service continuity is required, there is a work in Rel-8 to define multimedia sessions continuity.

· UE shall be capable of providing information to the user regarding the current type of access used.

· The ability to maintain service continuity when changing networks shall be dependent on the QoS capabilities of the target network.

· It shall be possible for the PNO to reject the change of network if the target network does not provide adequate QoS to maintain service continuity.

· It shall be possible to release the session on change of network if the target network does not provide adequate QoS.

· The system may adapt the service (e.g. degrade or enhance the service) to the capability of the target access.

Charging aspects

· NO shall be aware of the status of the UE with respect to the network attachment and shall be capable of charging the subscriber according to the type of access used.

· NO shall be capable of collecting on-line and off-line charging information. 
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	UID
	Name
	Acronym
	Release

	450041
	IP Flow Mobility and seamless WLAN offload
	IFOM
	S2,S1,S5,C1,C3

	440063
	IWLAN mobility charging
	eIWLAN_Mob
	S5

	510002
	Formalization of WLAN Files
	FoWF
	C1


6.1
IP Flow Mobility and seamless WLAN offload (IFOM) UID_450041
Resources:
S2,S1,S5,C1,C3

	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur

	450041
	IP Flow Mobility and seamless WLAN offload
	IFOM
	-
	SP-100089
	Qualcomm

	450042
	Stage 1
	IFOM
	S1
	SP-100089
	Qualcomm

	450043
	Stage 2
	IFOM
	S2
	SP-100089
	Qualcomm

	470021
	Charging
	IFOM
	S5
	SP-100089
	Alcatel-Lucent

	480009
	Stage 3
	IFOM-CT
	C1,C3
	CP-100715
	Qualcomm


	UID
	Name
	Resource
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	450042
	Stage 1
	S1
	SP-100089
	Qualcomm
	SP#46 completed
	22.278

	450043
	Stage 2
	S2
	SP-100089
	Qualcomm
	SP#49 completed
	23.203, 23.402, new 23.261

	470021
	Charging
	S5
	SP-100089
	Alcatel-Lucent
	SP#51 completed
	32.240, 32.251, 32.252, 32.298, 32.299


Supporting Companies:
Qualcomm, Panasonic, Sharp, AT&T, Telecom Italia, Orange, Teliasonera, LGE, China Mobile, Deutsche Telekom, Interdigital, Telenor, BT, Alcatel-Lucent, Verizon, Cisco, Telcordia, Toshiba.

Triggered by TR 23.861 (UID_410043 Study on Multi Access PDN connectivity and IP flow mobility - MAPIM).

The increased data demand, caused by the increased use of 3rd party applications and Internet browsing is creating interest for new operator tools to lower the cost on providing data access. The increased availability of WLAN radio in many terminals and the increasing availability of WLAN access networks in many geographical locations provide means to achieve this goal. 

When the subscriber happens to be under WLAN coverage, it is beneficial for the operator to offload some traffic (e.g. best effort) to the WLAN access. At the same time it may be beneficial to still keep some traffic (e.g. VoIP flow) in the cellular access. With this IP flow mobility solution the operator can lower it data access costs while the subscriber just experiences maximised bandwidth without any service disruption or interruption. 

It is therefore of interest to 3GPP community to specify a solution for operators for a seamless WLAN offload via IP flow mobility. Based on this solution, operators can use WLAN as a seamless extension of their cellular access and thus increase the overall system capacity while minimising the access cost. 

The MAPIM Study Item documented in TR 23.861 provides a technical solution for seamless WLAN offload which is mature enough to specify this capability as part of 3GPP normative specification.

Additionally it is possible to provide a limited non-seamless WLAN offload as done in current deployments via a transient IP connection via WLAN (referred also as Direct IP Access in I-WLAN). This implies that the UE uses the WLAN IP address and no IP address preservation is provided between WLAN and 3GPP accesses. While most details of this scenario are outside the scope of 3GPP as they are confined into the non-3GPP access, it is useful to define operator's policies in 3GPP to guide the behaviour of the UE.

Objective:
to specify seamless WLAN offload via the following functionalities:

· IP flow mobility based on the solution described in section 7.1.1 in TR 23.861

· Simultaneous connectivity to the same PDN via different accesses for S2c and H1 reference points.

· Routing of different IP flows of the same PDN connection via different accesses for S2c and H1 reference points.

· Movement of IP flow(s) of the same PDN connection at any time from one access to another via S2c and H1 reference points.

· Extensions to the ANDSF framework for 

· Provisioning of inter-system operator's policies for seamless WLAN offload with IP flow mobility based on the solution described in TR 23.861

· Provisioning of operator's policies for usage of WLAN access to connect to the Internet without traversing operator's core network 

Service Aspects:

Service requirements for IP Flow Mobility are partially documented in TS 22.278 and additional aspects are captured in TR 23.861. TS 22.278 needs to be updated to capture the aspects currently only documented in TR 23.861.

Charging Aspects:
Simultaneous accesses connectivity within the same PDN connection and mobility at IP flow level need to be considered for the charging solution.
	UID
	Name
	Resource
	Hyperlink
	Notes
	TSs_and_TRs

	480009
	Stage 3
	C1,C3
	CP-100715
	CP#51 completed
	Stage 3

	480109
	CT1 part of Stage 3
	C1
	CP-100715
	CP#51 completed
	24.008, 24.301, 24.302, 24.303, 24.312, 24.327

	480209
	CT3 part of Stage 3
	C3
	CP-100715
	CP#51 completed
	29.212, 29.213, 29.214, 29.215


Justification

The increased data demand is creating interest for new operator tools to lower the cost on providing data access. The increased availability of WLAN radio in many terminals and the increasing availability of WLAN access networks in many geographical locations provide means to achieve this goal. When possible, it is beneficial for the operator to offload some traffic (e.g. best effort) to the WLAN access. At the same time it may be beneficial to still keep some traffic (e.g. VoIP flow) in the cellular access so that the subscriber can experience maximised bandwidth without any service disruption or interruption. 

Stage 2 IFOM Work Item specifies a mechanism for a UE to simultaneously connect to a 3GPP access and WLAN and transmit/receive traffic belonging to different IP flows through different accesses. The mechanism enables both seamless and non-seamless IP flow mobility between a 3GPP access and WLAN. Seamless offload indicates the capability to seamlessly move one or more selected IP flows from a 3GPP network to WLAN (and vice-versa) while providing IP session continuity. Seamless offload is based on DS-MIPv6. Non-seamless offload indicates the possibility to exchange the traffic of one or more selected IP flows using WLAN IP address (referred also as Direct IP Access in I-WLAN) without providing any IP session continuity. 

TS 23.261 defines the extensions to DS-MIPv6 required to exchange and seamlessly move different IP flows belonging to the same PDN connection between a 3GPP access and WLAN. In addition, TS 23.261 describes the required interaction with PCC and ANDSF. 

TS 23.203 describes the extensions to PCC required to perform IP flow mobility. This requires the PCC architecture to be enhanced to handle multiple simultaneous access connections for a single IP CAN session. 

TS 23.402 provides the extensions to ANDSF enabling the operator to indicate how the IP flows are routed through the available access systems and to perform seamless offload. Moreover, TS 23.402 describes the solution to perform non-seamless offload.

Objective :
to enhance the stage 3 specifications based on the stage 2 requirements mentioned in the above section. This requires:
-
Definition of the required procedures in UE to initiate and manage IP flows simultaneously connected to a 3GPP access and WLAN access;

-
Definition of extensions to S2c and H1 interfaces enabling the UE to indicate to the HA how IP flows should be distributed between a 3GPP access and WLAN access.  

-
Definition of the extensions to Gx, Rx and S9 interfaces to enable PCRF to cope with the management of multiple simultaneous connections for a single IP CAN session.

-
Definition of extensions to ANDSF Management Object (ANDSF MO) required to allow the operator to influence (through downloaded policies) how and what and which IP flows are routed between 3GPP access and WLAN access. This includes the possibility to indicate which IP flows and PDN connections (e.g. per APN) are required to be seamlessly offloaded and under what conditions and situations driven by the downloaded policies, and which are required to be non-seamlessly offloaded. 

-
Definition of required UE actions and procedures based on policies provided by ANDSF, both in the case of non-roaming and in the case of roaming. The UE may receive policies and indications from multiple ANDSFs: a method to resolve possible conflicts and order or precedence of policies is expected to be defined. 

-
Definition of UE or HA behaviour in case of abnormal or exceptional conditions are encountered when performing IP flow mobility, if abnormal or exceptional conditions are identified.

Security Aspects:

No new interface is defined: the WI introduces only extensions to already secured interfaces, i.e. S2c, H1, S14, Gx, Rx, and S9.  Hence, the WI has no impact on security aspects.

6.2
IWLAN mobility charging UID_440063
Resources:
S5

	UID
	Name
	Hyperlink
	Notes
	TS_TR

	440063
	IWLAN mobility charging
	SP-100090
	SP#51 completed. RAT differentiation for charging. Completes Rel-8 Feature IWLAN_Mob  UID_370049 Mobility between 3GPP-WLAN Interworking and 3GPP Systems. Cooperation with CT1,CT3 on affected protocols
	32.240, 32.252, 32.298, 32.299


Supporting Companies:
Orange, ZTE, Qualcomm, China Mobile, Alcatel-Lucent, Huawei, Ericsson, Nokia Siemens Networks

Completes Rel-8 Feature UID_370049 "Mobility between 3GPP-WLAN Interworking and 3GPP Systems".
Rel-8 TS 23.327 Stage 2 I-WLAN mobility indicates the charging requirements to be met. 
The capability to differentiate charging based on Radio Access Type (RAT) is one of these requirements. 
Such a feature is required for operators and should support different operators' deployment options:

· Collocated GGSN/HA

· Standalone HA

Currently, only a high level information describes how the charging is supported for I-WLAN mobility. 

This work specifies a solution meeting the Stage 2 and operators' requirements for I-WLAN mobility by covering:

· Charging support for I-WLAN Mobility

· Charging differentiation on RAT support for I-WLAN Mobility

6.3
Formalization of WLAN Files (FoWF) UID_510002
Resources:
C1

	UID
	Name
	Hyperlink
	Notes
	TSs_and_TRs

	510002
	Formalization of WLAN Files
	CP-110288
	CP#51 completed. TS 24.235 for Info+Approval. Define the ME files as specified in 24.234 in OMA Device Management structure
	Stage 3: 24.234, new 24.235


Supporting Companies:
Deutsche Telekom, Research In Motion, Orange, Vodafone, BT, Intel

Policy files already exist in Stage 3 TS 24.234, however no formal description exists.

Justification 

3GPP TS 24.234 defines a number of policies that the operator can configure on the USIM and ME.  The USIM files have been formally defined in since Rel-6, however the ME versions of the files are just mentioned but no formal description exists.  CT groups typically define files stored in the ME using OMA Device Management.  

Multi RAT devices are becoming more prevalent and WLAN is being used significantly more and more to offload internet based application data.  Formal description of the existing ME files allows an operators, if they choose, to deploy a single mechanism to provision data in an ME. 

Objective:
to define the ME files as specified in 3GPP TS 24.234 in OMA Device Management structure.
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	UID
	Name
	Acronym
	Release

	460026
	Support for BroadBand Forum Accesses Interworking
	BBAI
	S2,S1,C1,C3,C4,
IETF

	460126
	Stage 1 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	
	

	490026
	Stage 1 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	
	

	510050
	LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER
	S2,C4,C1

	530046
	S2a Mobility based On GTP and WLAN access to EPC
	SaMOG_WLAN
	S2,C4,C1,C3,IETF


7.1
Support BroadBand Forum Accesses Interworking (BBAI) UID_460026
Resources:
S2,S1,C1,C3,C4,IETF

BB
Building Block
BBF
BroadBand Forum

	UID
	Name
	Resource
	WI_rapporteur

	460026
	Support for BroadBand Forum Accesses Interworking
	-
	Ericsson

	460126
	Stage 1 BB I: BBF interworking with home routed traffic for WLAN and H(e)NB
	S1
	Ericsson

	470022
	TR on Stage 2 for BBAI
	S2
	Ericsson

	470023
	Stage 2 BB I
	S2
	Ericsson

	541001
	(IETF) Stage 2 BB I
	S2-IETF
	Lionel Morand

	530012
	Stage 3 BB I - Core Network impacts
	C1,C3,C4
	Ericsson

	490026
	Stage 1 BB II: BBF interworking with offload in access network for WLAN and for H(e)NB
	S1
	Ericsson

	470024
	Stage 2 BB II
	S2
	Ericsson

	530013
	Stage 3 BB II - Core Network impacts
	C3,C1,C4
	Ericsson

	490027
	Deleted - Stage 1 BB III: BBF convergence and network based mobility 
	S1
	Huawei

	470025
	Deleted - Stage 2 BB III 
	S2
	Huawei

	530014
	Deleted - Stage 3 BB III 
	C3,C1,C4
	Huawei


SA part fo BBAI
	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	460126
	Stage 1 BB I
	S1
	SP-120539
	SP#47 completed
	22.278 CR#0058

	470022
	TR on Stage 2
	S2
	SP-120539
	TR 23.839 not Approved in Rel-11; moved to Rel-12 Feature P4C
	new TR 23.839

	470023
	Stage 2 BB I
	S2
	SP-120539
	SP#56 completed
	23.203, new 23.139

	541001
	(IETF) Stage 2 BB I
	S2-IETF
	SP-120539
	Solved by IANA-registration. No RFC needed
	-

	490026
	Stage 1 BB II
	S1
	SP-120419
	SP#53 completed
	22.278

	470024
	Stage 2 BB II
	S2
	SP-120419
	SP#56 completed
	23.203, 23.401, 23.402, 23.139

	490027
	Deleted - Stage 1 BB III 
	S1
	SP-120539
	SP#57 stopped
	22.278

	470025
	Deleted - Stage 2 BB III 
	S2
	SP-120539
	SP#55 stopped
	23.203, 23.401, 23.402, 23.139


Supporting Companies:
Verizon Wireless, Orange, Ericsson, Juniper, Cisco, Deutsche Telekom, Huawei, Qualcomm, Alcatel-Lucent, AT&T, BT, Nokia Siemens, TeliaSonera, China Mobile, Telecom Italia, ZTE, NEC, Fujitsu, Motorola, LG Electronics
The collaboration between 3GPP and BBF started end of summer 2008 with an LS dialogue between BBF and TSG SA. SA1 then captured some use cases in TS 22.278, Annex A.2 (CR#0058) as asked by SA in LS (SP-080650/S1-083175) and forwarded them to BBF in LS S1-084364. 

There is already an overall requirement in TS 22.278 clause 7.1.3 to support fixed accesses. This high level requirement is likely to uncover additional detailed requirements to support technology and business models used by fixed access providers. Further work with the original as well as additional use cases for interworking with both 3GPP accesses and 3GPP Core Network are underway in BBF. 

New features in 3GPP such as H(e)NB, Local IP Access (LIPA) to residential/corporate local networks, Selected IP Traffic Offload (SIPTO) for H(e)NB, IP Flow Mobility and seamless WLAN offload (IFOM) and Inter-UE Transfer (IUT) may have requirements for interworking with fixed broadband accesses. 

No change to radio interface expected. Changes expected to H(e)NB subsystem – broadband network QoS interworking.

This SA1work should clarify the work to be done in 3GPP by SA2, SA3, SA5 and CT WGs.

This work provides detailed service requirements for supporting interworking between the 3GPP EPS and the fixed broadband accesses as defined by BBF.

	Related Study Item or Feature (if any) 

	Unique ID
	Title
	Nature of relationship

	EHNB
	Enhanced Home NodeB / eNodeB
	Building Block I

	eANDSF
	Access Network Discovery and Selection Enhancement
	Building Block I and II

	IMS_EMER_GPRS_EPS
	Support for IMS Emergency Calls over GPRS and EPS
	Building Block I and II

	EHNBF
	H(e)NB enhancements
	BBII

	IFOM
	IP Flow Mobility and seamless WLAN offload
	Building Block I

	MAPCON
	Multi Access PDN Connectivity
	Building Block I


Stage 1

	Source of external requirements (if any) 

	Organization
	Document
	Remarks

	BBF
	WT-203
	Initial work based on draft versions of WT-203. WT-203 serves as one basis for 3GPP Stage-1. Stage-2 work described in this WID will be based on 3GPP Stage-1.

	BBF
	WT-134
	WT-134 serves as one basis for 3GPP work. Stage-2 work described in this WID will be based on 3GPP Stage-1


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	TS 22.220
	
	Stage 1 H(e)NB and LIPA_SIPTO requirements


Justification

The collaborative work between 3GPP and BBF has resulted in a Workshop focusing on Fixed-Mobile Convergence. The basis for the work is a set of requirements documented in BBF WT-203 and Broadband Policy Control Framework documented in WT-134. As a result of the Workshop, it has been identified that several working groups in 3GPP will need to work on: requirements, architecture, security and OA&M. This Work Item aims to identify the topics that need to be addressed in 3GPP. 

Cooperation and technical exchanges between 3GPP and BBF moved beyond specification for interworking to the support of BBF use cases for policies/QoS management, authentication and charging. This includes the area treated in BBF WT-134.

Stage 2 will be studied based on stage 1 normative specifications and the results of the 3GPP-BBF FMC collaboration. TR 23.839 covers the architectural agreements, stage 2 procedures and open topics between 3GPP and BBF.

Objective:
work for supporting BBF Access will be conducted in separate Building Blocks (BBs), and the TR will follow this structure of the work. Each BB can come to conclusions independently regarding normative work. 
Based on stage 1, the following stage 2 aspects will be covered in BBI:

· Aspects on basic connectivity, host-based mobility (S2c), and network-based mobility for untrusted accesses (S2b) on top of Rel-10 baseline architecture including network discovery/selection functions and IP address allocation;

· Interworking between 3GPP and BBF architectures for authentication, including identities, on top of Rel-10 baseline architecture;

· Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios:  

· When H(e)NB is being used and traffic is routed back to the EPC

· When WLAN is being used and traffic is routed back to the EPC
· Multi-access PDN Connectivity;

· IP Flow Mobility and seamless WLAN offloading;

The BBII (building on interworking functionality of BBI) will cover the stage 1 and the stage 2 aspects related to:

· Policy and QoS interworking between 3GPP and BBF architectures considering the following scenario: 

· When WLAN is being used and traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)
The BBIII (building on overall results of BBI) will define the Stage 1 related to::

· Converged policy management and charging for the scenarios with traffic routed to EPC and offloaded at the BBF access network for operators providing both 3GPP and BBF accesses.
· Note: For the offloading scenarios only WLAN offloading will be considered in this release.

Charging Aspects:

will be added later.

Security Aspects:

It is assumed that BBF will carry out a study on the requirements for a BBF access to comply with the trusted and untrusted Non-3GPP access model defined in 3GPP TS 33.402.
	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	530012
	Stage 3 BB I
	C1,C3,C4
	CP-120419
	CP#58 completed
	Stage 3

	530112
	TR on Stage 3 BB I
	C1
	CP-120419
	CP#56 completed
	new TR 24.820

	550005
	TR on Stage 3 BB I f
	C4
	CP-120419
	CP#56 completed
	new TR 29.839

	551002
	Deleted - (IETF) on Stage 3 BB I
	C4-IETF
	CP-120419
	Draft removed from 3GPP documentation
	draft-so-ipsecme-ikev2-cpext

	530212
	CT1 part of Stage 3 BB I
	C1
	CP-120419
	CP#57 completed
	24.229, new TS 24.139

	530312
	CT3 part of Stage 3 BB I:
	C3
	CP-120419
	CP#57 completed
	29.212, 29.213, 29.215

	530412
	CT4 part of Stage 3 BB
	C4
	CP-120419
	CP#58 completed
	23.008, 29.273, 29.274, new TS 29.139


Justification:

Specify Stage 3 to support BBF access as specified in TS 23.139, TS 23.402 and TS 23.203 for BBI. Main input for stage 3 work in CT1/4 is new normative text in TS 23.139 and TS 23.402 to describe Fixed access interworking with EPC. Main input for stage 3 work in CT3 is a new normative annex in TS 23.203 to describe Fixed access interworking with EPC.
Objective:
to define Stage 3 for supporting BBF Access network, as defined for BBI. The work on the BBF access interworking feature will be conducted in three BBs. Each BB can come to conclusions independently based on Stage 2 work completion for each BB. Based on stage 2 for BBI, the following stage 3 aspects will be covered:

-
Aspects on basic connectivity, host-based mobility (S2c), and network-based mobility for untrusted accesses (S2b) on top of Rel-10 baseline architecture including network discovery/selection functions and IP address allocation;

-
Interworking between 3GPP and BBF architectures for authentication, including identities, on top of Release 10 baseline architecture;

-
Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios:

-
When H(e)NB is being used and traffic is routed back to the EPC

-
When WLAN is being used and traffic is routed back to the EPC

-
Multi-access PDN Connectivity;

-
IP Flow Mobility and seamless WLAN offloading.

Stage 2 concluded that existing TSs provide support for multi-access PDN connectivity, IP flow Mobility and seamless WLAN offloading when a 3GPP UE connects to EPC using a BBF defined access network.

Both UE and network impacts are expected. 
	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	530013
	Stage 3 BB II
	C3,C1,C4
	CP-120420
	CP#57 completed
	Stage 3

	530113
	TR on Stage 3 BB II
	C1
	CP-120420
	CP#56 completed 
	24.820

	530213
	CT1 part of Stage 3 BB II
	C1
	CP-120420
	CP#57 completed
	new TS 24.320

	530313
	CT3 part of Stage 3 BB II
	C3
	CP-120420
	CP#57 completed
	29.212, 29.213, 29.215

	530413
	CT4 part of Stage 3 BB II
	C4
	CP-120420
	CP#55 completed
	23.008, 29.273


Justification:

Specify Stage 3 to support BBF as specified in TS 23.139, TS 23.402 and TS 23.203 for BBII. 
Main input for stage 3 work in CT1/4 is new normative text in TS 23.139 and TS 23.402. 
Main input for stage 3 work in CT3 is a new normative annex in TS 23.203.
Objective:
to define stage 3 for supporting BBF Access network, as defined for BBII. The work on the BBF access interworking feature will be conducted in three BBs. Each BB can come to conclusions independently based on Stage 2 work completion for each BB. 

Based on stage 2 requirements for BBII, the following stage 3 aspects will be covered:

· Policy and QoS interworking between 3GPP and BBF architectures, implemented by a new S9a reference point between PCRF and BPCF and including  extension of Gx, Gxx and S9 interfaces considering the following scenarios: 

· When WLAN is being used and  traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)
Both UE and network impacts are expected. This may be revised based on outcome of stage 2 work in TS 23.139 and TS 23.203. 
	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	530014
	Deleted - Stage 3 BB III - Core Network impacts: BBF convergence and network based mobility 
	C3,C1,C4
	CP-110927
	CP#55 stopped
	Stage 3

	530114
	Deleted - TR on Stage 3 BB III
	C1
	CP-110927
	CP#55 stopped
	new TR 24.820

	530214
	Deleted - CT1 part of Stage 3 BB II
	C1
	CP-110927
	CP#55 stopped
	TBD

	530314
	Deleted - CT3 part of Stage 3 BB III
	C3
	CP-110927
	CP#55 stopped
	29.212, 29.213, 29.215

	530414
	Deleted - CT4 part of Stage 3 BB III
	C4
	CP-110927
	CP#55 stopped
	23.008, 29.273


7.2
Location-Based Selection of gateways for WLAN (LOBSTER) UID_510050
Resources:
S2,C4,C1

	UID
	Name
	Acronym
	Resource
	Hyperlink

	510050
	LOcation-Based Selection of gaTEways foR WLAN
	LOBSTER
	S2,C4
	SP-110752

	510150
	Stage 2
	LOBSTER
	S2
	SP-110752

	540010
	CT aspects
	LOBSTER-CT
	C4
	CP-120252


	UID
	Name
	Acronym
	Resource
	Hyperlink
	Notes
	TS_TR

	510150
	Stage 2
	LOBSTER
	S2
	SP-110752
	SP#54 completed
	23.402


Supporting Companies:
ZTE, China Mobile, China Telecom, Alcatel-Lucent, Orange, Qualcomm, Telecom Italia

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	350027
	SAE for support for non-3GPP accesses (SAES-SA-FP_n3GPP)
	Rel-8 BB-level WI under which non-3GPP accesses (including WLAN) support in EPS was defined.


Justification

The WLAN Access to EPC with IP address continuity has been defined in Release 8 and then extended in Release 10 with IFOM and MAPCON. However, the current PDN GW selection for S2c in TS 23.402 has not considered the UE location, so the routing from the UE to the PDN GWmay not be optimized. 

There is therefore a need to improve the ePDG and PDN-GW selections based on the location of the UE for the WLAN Access to EPC in S2c case.
Objective:
to specify enhancements to the PDN GW selection function for S2c based on UE location.
No service should be impacted as a result of this work.

Charging aspects to be considered by SA5

Security analysis to be undertaken by SA3
	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	540010
	CT aspects
	C4
	CP-120252
	Stage 3. CP#56 completed
	Stage 3

	540110
	CT4 part of CT aspects
	C4
	CP-120252
	CP#56 completed
	29.273

	540210
	Deleted - CT1 part of CT aspects
	C1
	CP-120252
	CP#56 stopped
	24.302


7.3
S2a Mobility based On GTP and WLAN access to EPC (SaMOG) UID_530046 (open IETF)
Resources:
S2,C4,C1,C3,IETF

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	530046
	S2a Mobility based On GTP and WLAN access to EPC
	SaMOG_WLAN
	S2,C4,C1,C3,IETF
	ZTE

	530146
	Stage 2
	SaMOG_WLAN
	S2
	ZTE

	540011
	CN aspects
	SaMOG_WLAN-CN
	C4,C1,C3,IETF
	Alcatel-Lucent


	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur
	Notes
	TS_TR

	530146
	Stage 2
	SaMOG_WLAN
	S2
	SP-110642
	ZTE
	SP#55 completed
	23.002, 23.203, 23.402


Supporting Companies:
ZTE, Alcatel-Lucent, AT&T, BT, China Mobile, China Telecom, Deutsche Telekom, KDDI, Telecom Italia, Telefonica, Ericsson, HTC, Huawei, Juniper Networks, MediaTek, Nokia, NSN, ST-Ericsson, 
Triggered by Rel-11 TR 23.852 FS_SaMOG UID_510061, Rel-8 UID_350027 SAE for support for non-3GPP accesses (defines PMIP-S2a).
	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	510043
	Study on S2a Mobility based On GTP and WLAN access to EPC
	Study phase

	350027
	SAE for support for non-3GPP accesses (SAES-SA-FP_n3GPP)
	Define PMIP-S2a


Justification

With the increasing deployment of multi-media mobile terminals and 3rd party mobile applications to inflate the network capacity demand, operators are more eager to offload data traffic to widely deployed WLAN access over the fixed broadband network to lower the wireless infrastructure cost.  More specifically, mobile operators also would like to provide PS service to the UE which access to EPC via WLAN.

No usage of WLAN access to EPC over S2a is currently documented in 3GPP specifications whereas deciding whether a non 3GPP access network is to be considered as trusted should not be mandated by the technology of this non 3GPP access. There are requirements from some operators to use GTP or PMIP S2a for WLAN to access EPC. The reasons to use S2a for WLAN to access EPC may vary from operator to operator and depend on the operator’s network deployment policy. One example is that many terminals do not support 3GPP extensions IKEv2/IPsec. Another example is that in some cases the WLAN can be considered secure and it is acceptable for the operator to consider it as trusted by use of S2a to access EPC.

Whether GTP or PMIP is used in the network for S2a is transparent to the UE. Upon specifying GTP based S2a for trusted access to EPC, WLAN access to EPC will apply for both GTP and PMIPv6 based interfaces.

Objective:
to enable GTPv2 and PMIPv6 based S2a access to EPC through WLAN access. To specify the no-UE-impact solution based on the SaMOG study TR 23.852. The limitations determined in TR 23.852 for the no-UE-impact case will be applied.

While the internal implementation of WLAN AN is out of this work item’s scope, the necessary prerequisites regarding the WLAN AN functionality for trusted WLAN access to EPC are listed as part of this WI. A main output of this activity is to define the support of GTPv2 over S2a and to build a list of 3GPP requirements for a trusted WLAN AN. Specifically, Trusted WLAN as a BBF access is documented as part of TS 23.139 (BBAI phase 3).

The QoS control associated with the Trusted WLAN AN connected via S2a is included in TS 23.402 while the QoS control for WLAN AN in Fixed Broadband Access (BBF) for interworking and convergence scenarios with 3GPP/EPS Access is handled by BBAI and is included in TS 23.139.

Charging Aspects:

to be considered by SA5.

Security Aspects:

to be considered by SA3.
	UID
	Name
	Resource
	Hyperlink
	WI_rapporteur
	Notes
	TS_TR

	540011
	CN aspects
	C4,C1,C3,IETF
	CP-110802
	Alcatel-Lucent
	-
	Stage 3

	540111
	CT4 part
	C4
	CP-110802
	Alcatel-Lucent
	CP#57 completed
	23.003, 23.007, 23.008, 29.273, 29.274, 29.281, 29.303

	561010
	(IETF) CT4 part
	C4-IETF
	CP-110802
	Lionel Morand
	In WGLC
	draft-ietf-radext-ieee802ext

	540211
	Deleted - CT1 part
	C1
	CP-110802
	Alcatel-Lucent
	CP#56 stopped (no CT1 impact)
	24.302

	540311
	CT3 part
	C3
	CP-110802
	Alcatel-Lucent
	CP#56 completed
	29.212, 29.213, 29.215


8
Release 12
	UID
	Name
	Acronym
	Release

	560124
	BB1: Policy and Charging Control for supporting traffic from fixed terminals and NSWO (Non Seamless WLAN Offload) traffic from 3GPP UEs in fixed broadband access networks (P4C-F)
	P4C-F
	S2,S5,C3

	560026
	WLAN Network Selection for 3GPP Terminals
	WLAN_NS
	S2,S1,S3

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	FS_SaMOG
	S2

	610038
	Enhanced S2a Mobility Over trusted WLAN access to EPC
	eSaMOG
	S2,C1,C4

	560037
	Study on Optimized Offloading to WLAN in 3GPP-RAT Mobility
	FS_WORM
	S2

	610039
	Optimized Offloading to WLAN in 3GPP-RAT Mobility
	WORM
	S2

	610040
	Network-provided Location information for IMS Trusted WLAN Access Network (TWAN) case
	NETLOC_TWAN
	S2

	560036
	WLAN Management
	WLAN-OAM
	S5

	530050
	Network Management for 3GPP Interworking WLAN (NIM part)
	OAM-IWLAN
	S5

	530150
	Network Management for 3GPP Interworking WLAN (Performance measurements part)
	
	

	570008
	Interworking between a PLMN with WLAN to access the EPC and a PDN (Stage 3)
	SAES_WLAN_EPC_intwk
	C3

	580045
	Study on WLAN/3GPP Radio Interworking
	FS_UTRA_LTE_WLAN_interw
	R2


8.1
Policy and Charging Control for supporting fixed broadband access networks (P4C) UID_560024
Resources:
S2,S1,S5,C3

	UID
	Name
	Acronym
	Resource
	Rapporteur

	570031
	Stage 1 for Policy and Charging Support for Fixed Mobile Convergence
	P4C-FMC
	S1
	Huawei

	560124
	BB1: Policy and Charging Control for supporting traffic from fixed terminals and NSWO (Non Seamless WLAN Offload) traffic from 3GPP UEs in fixed broadband access networks (P4C-F)
	P4C-F
	S2,S5,C3
	Huawei

	560224
	BB2: Policy and Charging Control for 3GPP UEs connected to BroadBand Forum access network as Trusted network in Interworking scenario (P4C-TI)
	P4C-TI
	S2
	Alcatel-Lucent

	560324
	Deleted - BB3: Policy and Charging Control for 3GPP UEs connected to fixed broadband access network via S2b and S2c reference points for EPC routed traffic (P4C-S2bc)
	P4C-S2bc
	S2
	ZTE

	560424
	Deleted - BB4: Policy and Charging Control for EPC routed traffic over fixed broadband access networks of 3GPP UEs connected via H(e)NB in convergent scenarios (P4C-HeNB)
	P4C-HeNB
	S2
	NEC

	560524
	Deleted - BB5: Policy and Charging Control for supporting Layer 2 traffic in fixed broadband access network (P4C-FL2)
	P4C-FL2
	S2
	Huawei

	560624
	Deleted - BB6: Policy and Charging Control for 3GPP UEs connected to fixed broadband access networks via S2a reference point for EPC routed traffic in convergence (P4C-TC)
	P4C-TC
	S2
	ZTE


SP#58 stopped BB3 to BB6. 

Split BB1 and BB2 into TR and Stage 2 work
Supporting Companies:
Huawei, Alcatel-Lucent, Openet Telecom, Telecom Italia, China Mobile, ZTE, AT&T, CATT, KDDI, Juniper Networks, Hisilicon, Verizon Wireless, Ericsson

	UID
	Name
	Acronym
	Resource
	Hyperlink
	Notes
	TS

	570031
	Stage 1 for Policy and Charging Support for Fixed Mobile Convergence
	P4C-FMC
	S1
	SP-120542
	SP#57 completed
	22.278


Supporting Companies:
Huawei, Telecom Italia, Alcatel-Lucent, China Mobile, ZTE, KDDI, Hisilicon, Ericsson, Fujitsu
Justification:

The collaborative work between 3GPP and BBF resulted in Rel-11 in the work on 3GPP/BBF interworking, namely BBAI BB1 and BB2 for EPC routed and Non Seamless WLAN Offloaded (NSWO) traffic.

BBF has also approved the work item to identify the requirements, the impacts, the general and nodal requirements in the BBF network to support a converged policy and charging architecture based on 3GPP Policy Control and Charging (PCC).
3GPP PCC has been a standard framework since Rel-7 to provide QoS and Charging control for 3GPP UEs connecting to EPC via different accesses (UTRAN, GERAN, EUTRAN, HRPD) and has also been adopted for some other SDO as a framework to provide policy control for non 3GPP UEs (3GPP2). 3GPP PCC has continuously evolved to satisfy the new market demands and use cases.

In a single operator scenario with both the wireless and fixed access, extension of PCC framework for supporting fixed use case scenarios, is seen as a benefit to provide a cost effective solution that caters for the growing use of subscriber traffic and applications. Network operators owning both fixed and mobile accesses are looking for converged solutions based on 3GPP PCC architecture, that help reducing CAPEX and OPEX expenditures whilst in addition provide a framework to address the evolution of new services. 

The stage 2 study for convergence and the subsequent normative work were not completed in Rel-11 and this work has been moved to Rel-12. However, the stage 1 requirements for convergence are already defined in TS 22.278 Rel-12. 

Objective:
to ensure that the stage 1 requirements for the Evolved Packet System (EPS) to facilitate policy and charging control in the fixed broadband access network in the convergent scenario where a single operator is deploying both the fixed broadband access network and the Evolved Packet Core (EPC) that were defined in TS 22.278 in Rel-11 are specified in Rel-12.

This work item addresses policy and charging control for:

· Traffic to/from fixed devices connected to the fixed broadband access network (e.g. PC, IPTV Set top Box).

· Traffic exchanged by 3GPP UEs connected via WLAN (EPC routed and Non-seamless WLAN offloaded) or H(e)NB .

Charging Aspects:

Any necessary charging analysis will be undertaken by SA2 and SA5.
Security Aspects:

Any necessary security analysis will be undertaken by SA3 with support from SA2.
	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	560124
	BB1: P4C-F
	S2,S5,C3
	18/06/2014
	33%
	SP-120275
	-
	-

	560724
	TR on Stage 2 for BB1
	S2
	11/12/2013
	95%
	SP-120275
	SP#61 TR 23.896 v100 for Information. Completion 09/13=12/13
	new TR 23.896

	562124
	Stage 2 for BB1
	S2
	11/12/2013
	50%
	SP-120275
	-
	23.139, 23.203

	610012
	Stage 3 for BB1
	C3
	13/06/2014
	5%
	CP-130564
	-
	29.212, 29.213, 29.215, 29.219


	UID
	Name
	WG
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	TS_TR

	600042
	PCEF based Charging for traffic from fixed terminals and NSWO traffic from 3GPP UEs in fixed broadband access networks (Stage 2/3)
	S5
	18/06/2014
	5%
	SP-130261
	Alcatel-Lucent
	32.240, 32.251, 32.298, 32.299

	600043
	TDF based Charging for traffic from fixed terminals and NSWO traffic from 3GPP UEs in fixed broadband access networks (Stage 2/3)
	S5
	18/06/2014
	0%
	SP-130262
	Openet Telecom
	32.240, 32.251, 32.298, 32.299


	Source of external requirements (if any)

	Organization
	Document
	Remarks

	BBF 
	BBF WT-134
	This document defines the policy control framework for Broadband access network and it serves as one basis for 3GPP work on interworking and extension of PCC for supporting convergence 

	BBF 
	BBF WT-146
	This document defines the support of EAP authentication on Broadband Forum access network. It also defines how to create, modify and terminate IP session and to provide policies for those IP sessions.


Justification:

In case a single operator owns both the EPC and fixed broadband accesses, extension of PCC framework for supporting fixed use case scenarios is seen as a benefit to provide a cost effective solution that caters for the growing use of subscriber traffic and applications. Network operators owning both fixed and mobile accesses are looking for converged solutions based on 3GPP PCC architecture avoiding the deployment of additional policy servers. This is expected to reduce the cost of ownership of the network enabling the usage of a single policy framework to address the evolution of new services. 
Furthermore Non Seamless WLAN Offload (NSWO) for 3GPP UEs is supported in the interworking scenario, as specified in TS 23.139 and TS 23.203 Annex P. As is the case for the traffic from fixed devices, NSWO traffic does not need to be routed through the EPC. Due to this commonality, policy and charging control in the convergent scenario is addressed in this BB for both NSWO and fixed devices connected to the fixed broadband access.

Objective:

to provide stage 2 specifications to support policy and charging control in the fixed broadband access in the convergent scenario where a single operator is deploying both the fixed broadband access and the Evolved Packet Core (EPC).

The scope of the BB is to consider the convergent scenario where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in TS 23.139.

The work in this BB will be carried out taking the fixed broadband accesses as specified by BroadBand Forum as a reference. Anyway that is not expected to preclude the applicability of the solutions developed in the BB to other types of fixed broadband accesses.

This BB will focus on policy and charging control for:

· Traffic to/from fixed devices.

· NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

NOTE:
Determining the definition of fixed device is within the scope of this BB.

Specific objectives of this BB are to study and define:

· The reference architecture for policy and charging control in the convergent scenario.

· Any required enhancements for 3GPP PCC to support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

· Any required enhancements to 3GPP PCC to support the enforcement of QoS policies NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

· Architecture and requirements to provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

· 3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access  network;

· Traffic Detection Function (TDF)-based charging;

· AAA-based charging, as already specified for interworking scenarios.

· The subscription information for fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control.

· The usage of the SPR or UDR to store policy related subscription information for fixed devices.

In this BB only policy and charging control for IP sessions will be considered, while policy control and charging for Layer 2 VPNs will be considered in P4C_FL2.

Policy control will address both dynamic and pre-provisioned policies in the BNG.

NOTE:
The identification of fixed device and/or fixed access session between the RG and the BNG for the purpose of policy and charging control of the fixed broadband access in the PCC architecture is an input expected from BBF to be assessed considering the existing 3GPP system identifiers

After the completion of the study it will be decided, based on the results achieved, whether to directly move to the normative work for the BB or to wait for the completion of one or more of other BBs that are part of the P4C feature.

The activities performed under this BB will consider the results of other BBs that are part of the P4C features if needed. 

This work will take into account the work carried out in external technical bodies as deemed appropriate, and relevant liaisons will be exchanged in order to assess 3GPP progress. Primary communication will take place with BroadBand Forum. Functional assumptions impacting entities in the fixed broadband access will be verified with BroadBand Forum. The reference architecture will be verified with BroadBand Forum before being captured in normative 3GPP specifications.

Charging Aspects:

The charging architecture will be studied and defined by SA2 with respect to the reference points for interworking with the charging systems (OCS, OFCS) and their general functionality. 
Input and validation of the SA2 assumptions will be requested from SA5.
SA5 is responsible for the corresponding stage 3 work for these reference points.

Security Aspects:

Any necessary security analysis will be undertaken by SA3 with support from SA2.
It is assumed that the authentication procedure for the fixed devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.
	UID
	Name
	Hyperlink
	WI_rapporteur
	Notes
	TSs_TRs

	560224
	BB2: P4C-TI
	SP-120444
	Alcatel-Lucent
	-
	-

	560824
	TR on Stage 2 for BB2
	SP-120444
	Alcatel-Lucent
	SP#60 completed. TR 23.839 for Approval
	new TR 23.839

	562224
	Stage 2 for BB2
	SP-120444
	Alcatel-Lucent
	SP#60 completed.
	23.139, 23.203


	Source of external requirements (if any)

	Orga    
	Document
	Remarks

	BBF 
	BBF WT-203
	WT-203 serves as basis for 3GPP Stage-1 and Stage-2 work related to interworking scenario described in this WID.

	BBF 
	BBF WT-134
	Policy control framework for Broadband access network and it serves as one basis for 3GPP work on interworking

	BBF 
	BBF WT-146
	This include definition of support of EAP-based authentication in fixed broadband access network.


Justification:

The Evolved Packet System is meant to accommodate traffic originated by 3GPP UE terminals connected to fixed broadband access networks acting as a Trusted WLAN Access Network (TWAN) per the architecture of 3gpp TS 23.402 §16  and whose traffic may be either routed to the EPC, via S2a, or off-loaded at the fixed access gateway. 

Objective:

to provide stage 2 specifications to perform policy and charging control (both QoS management and accounting/charging) for 3GPP UE accessing operator services when traffic is EPC routed to PDN GW using S2a from a Trusted WLAN Access Network (TWAN) hosted by a BBF based network. The work is to address interworking scenarios where the BBF network and the EPC are operated by different administrative entities 

The Work will consider the architecture defined in TS 23.402 Clause 16. Both GTP and PMIP protocol variants for S2a will be considered

NOTE 1: Solutions to provide QoS in the interface between the UE and the RG are out of scope. 

NOTE 2: The solution for Modified UE and without Rel-11 limitation (SaMOG_WLAN phase 2) is not considered within the scope of this BB release. 

The scope of the BB is to study whether enhancements of 3GPP PCC and/or of 3GPP-BBF interfaces carrying QoS related parameters are needed  in order to support requests for resource allocation and QoS enforcement in the BBF access network for a 3GPP UE using SAMOG and to define these enhancements. 

The work in this BB will be carried out taking the fixed broadband accesses as specified by BroadBand Forum as a reference. Anyway that is not expected to preclude the applicability of the solutions developed in the BB to other types of fixed broadband accesses.

After the completion of the study it will be decided whether to move to normative work for the BB directly or to wait for the completion of one or more other BBs forming part of the P4C feature.

The activities performed in this BB will consider the result of BBs part of the P4C features if needed. Furthermore the specification produced as output of concluded BBs forming part of the P4C features  may be enhanced according to the results of this BB.  

This work will take into account the work carried out in external technical bodies as deemed appropriate, and relevant liaisons will be exchanged in order to assess 3GPP progress. Primary communication will take place with BroadBand Forum.  Functional assumptions impacting entities in the fixed broadband access will be verified with BroadBand Forum. The reference architecture will be verified with BroadBand Forum before being captured in normative 3GPP specifications.

Charging Aspects:

As traffic is EPC routed, user charging is performed in 3GPP EPC . Support of Inter-operator accounting by the TWAN is out of scope of the present WID. Charging aspects for EPC access via a TWAN are thus about defining:

· whether any user charging related information is missing that needs to be transferred to PDN GW/OCS/OFCS; 

· a solution to provide the EPC (i.e. PDN GW) with the necessary user charging related information.

SA5 is responsible for the  stage 3 work for the charging related reference points.
Security Aspects:

Any necessary security analysis will be undertaken by SA3 with support from SA2.

8.2
WLAN Network Selection for 3GPP Terminals (WLAN_NS) UID_560026
Resources:
S2,S1,S3
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	560126
	TR on Stage 2
	11/12/2013
	95%
	SP-120847
	SP#61 Budget left = 0, % of budget used: 129%. New TR 23.865v200 approved. Open/no conclusion on KI#8 (Use of HS 2.0 'Connection Capability' in ANDSF & WLAN selection by UEs) & #9 (UE Discovery of WLAN access points with S2a Connectivity)
	new TR 23.865

	560226
	Stage 2
	11/12/2013
	0%
	SP-120847
	SP#60 Budget left = 4, % of budget used: 0%
	TBD

	580055
	TR on Security
	11/12/2013
	45%
	SP-120847
	-
	new TR 33.865 


Supporting Companies:
Intel, Huawei, AT&T, Cisco, Qualcomm, Motorola Mobility, ZTE, China Mobile, Orange, Ericsson, ST-Ericsson, Alcatel Lucent, Nokia, NSN, BlackBerry, Panasonic, CATT, HTC, Teliasonera, Vodafone, Mediatek, Juniper Networks, LG Electronics, ITRI, Broadcom, KDDI, NEC, Verizon, Telecom Italia

Justification

The GSMA and WBA have been working together to enable networks and terminals to support the WLAN Roaming capability. This will enable terminals to connect to both macro-cellular and WLAN networks with minimal configuration, and with integration between networks for purpose of subscription management and charging. The GSMA and WBA have sent LS (SP-120003) to 3GPP which identifies areas where work needs to be done by 3GPP and/or WFA (Wi-Fi Alliance) to enable WLAN Roaming. Please also refer to LS (S2-121211) sent from SA in this regard. 

The Hotspot 2.0 solution developed by WFA builds on the architecture and set of protocols defined by IEEE 802.11u and develops key capabilities for network discovery and selection of WLAN terminals based on the ANQP (Access Network Query Protocol) defined in IEEE 802.11u. The Wi-Fi Alliance is working on a certification program that improves WLAN hotspot discovery, network selection, and security. The program leverages the ANQP protocol that is part of IEEE 802.11u (or IEEE 802.11-2012) as well as WPA2 Enterprise security (includes EAP authentication over IEEE 802.1X).

3GPP already has some support for IEEE 802.11u, GAS (Generic Advertisement Service) and ANQP for I-WLAN as per TS 24.234. As Hotspot 2.0 also deals with network selection, there is a need to analyse how a UE can interact with network selection framework of I-WLAN, Hotspot 2.0 and ANDSF and specify a consistent procedure for WLAN network selection.

Objectives:
to evaluate and if needed enhance existing 3GPP solutions for network selection for WLAN networks taking into account WFA Hotspot 2.0 solutions. The proposed work is based on existing TS 23.402 architectures. 3GPP operator’s policies for WLAN network selection will be provisioned on 3GPP terminals via pre-configuration or using the ANDSF.  Specifically the objectives shall include: 

1. Evaluate existing 3GPP WLAN PLMN and access network selection procedures for 3GPP terminals which use Hotspot 2.0 procedures and provisioned network operator policy (e.g. mechanisms based on WLAN and ANDSF) for any needed changes to current specifications. This may require enhancements to the ANDSF framework. The established 3GPP PLMN network selection (per TS 23.122) shall not be impacted. The work must ensure there are no conflicts between existing 3GPP PLMN network selection and the 3GPP WLAN PLMN access network selection procedures defined by this WID. 

2. Ensure that the content in the Management Object related to 3GPP operator policy provisioning for WLAN network selection procedures and the operator policy provisioning in WFA MO for WLAN network selection are consistent.

3. Identify solutions to resolve potential conflicts between policies provided by non-3GPP providers via Hotspot 2.0 mechanisms and policies provided by 3GPP operators using ANDSF.

This work applies to non-seamless WLAN offload as well as to trusted and untrusted WLAN access to EPC with/without seamless offload.

A TR will be developed as part of this WI. Based on the technical analysis, stage 1 requirements may need to be addressed (e.g. WLAN PLMN selection criteria). Any needed enhancements/updates to 3GPP functions and interfaces will be identified and specified.

Charging Aspects:

Any necessary enhancements will need to be considered by SA5.
Security Aspects:

SA3 works on security impacts of key issues and solutions of SA2’s specifications, identify potential conflicts between security mechanisms provided by non-3GPP providers via Hotspot 2.0 and security mechanisms provided by 3GPP operators, define security solutions if needed, and identify possible impacts to the current authentication method of non-seamless WLAN offload.  
8.3
Study on S2a Mobility based On GTP and WLAN access to EPC (FS_SaMOG) UID_510061
Resources:
S2

	UID
	Name
	Hyperlink
	Notes
	TSs_and_TRs

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	SP-120426
	SP#61 completed
	23.852


Supporting Companies:
ZTE, China Mobile, China Telecom, Alcatel-Lucent, Ericsson, BT, Telefonica, BlackBerry
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	350027
	SAE for support for non-3GPP accesses (SAES-SA-FP_n3GPP)
	WI under which non 3GPP accesses (including WLAN) support in EPS was defined, and S2a is one of the interfaces defined for this purpose.

	480037
	SMOG: S2b Mobility based on GTP
	This Feature relies on the results of the “SMOG” Work Item that specified the S2b based on GTP and mobility between S5/S8 based on GTP and S2b based on GTP. Similar impacts to the 3GPP AAA Server and PDN GW may exist for GTP based S2a and S2b.

	4600026
	BBAI : Support for BBF Accesses Interworking
	Define the interworking between a 3GPP system and a Fixed Broadband Access network defined by Broadband Forum to provide the IP connectivity to a 3GPP UE using a WLAN connected to a Fixed Broadband Access network


Justification

As EPS is starting to deploy, it would be beneficial to also allow a GTP option to enable S2a network-based mobility as this could simplify the architecture and operations of 3GPP EPS network supporting 3GPP and Non-3GPP accesses by using a single mobility protocol.

EPS deployments with GTP based S2a may also bring the benefit of not requiring Gxa, e.g. to pass access network related location information to the PCRF.

It would be useful for the operators to have a solution for providing access to the EPC through a WLAN with minimum terminal impacts.  Using S2a is one candidate solution. No usage of WLAN access to EPC over S2a is currently documented in 3GPPs whereas deciding whether a non 3GPP access network is to be considered as trusted should not be mandated by the technology of this non 3GPP access. 
It is recognized that some WLAN access accompanied with security mechanism (e.g., WPA2/AES) can be considered as trusted non-3GPP access.
Objective:
to study:

1. The addition of an S2a based on GTP option. In particular this SID will develop the necessary stage 2 message flows to support S2a based on GTP and mobility between GTP-S5/S8 and GTP-S2a.

2. Allowing WLAN access to EPC through GTP and PMIP S2a.

Terminal impact and changes to non 3GPP protocols will be used to evaluate the various solutions. Solutions requiring modifications to non 3GPP link-layers will not be considered. The impact on the support of various scenarios (e.g. simultaneous access to local network resources/services and access to EPC services in cases of residential WLAN, public hotspots and enterprise WLAN versus access to either one; UE and user involvement in obtaining access to such services) will be used to evaluate the various solutions.

It is expected that the result of this Study Item may be re-used by 3GPP-BBF interworking activities.
In Rel-11, this study, developed by the SaMOG_WLAN WID, resulted in CRs to Rel-11s. In this phase, support of GTP & PMIPv6 on S2a for WLAN access was developed without any UE impact but as a consequence with certain limitations on supported functions. These limitations for Rel-11 are documented in TS 23.402 in clause16.1.2:

"In this release of the, handover-indicator from the UE, APN indication from the UE and PCO via WLAN are not specified. As a consequence, for EPC access through S2a over Trusted WLAN the following features are not supported in this release of the: Handover between TWAN and 3GPP access with IP address preservation; Connectivity to a non-default APN (as not signalled by the UE); UE initiated connectivity to additional PDN.

A single SSID offering for a given UE simultaneous access to EPC through S2a and non-seamless offload is not supported. 

In this release of the, emergency attach is not supported."
In Rel-12, this study is aiming at studying enhancements to the Rel-11 solution to avoid these limitations (except emergency attach), and deciding which feature & related solution should be developed into normatives. In this phase it is expected that there will be some impacts to the UE, although any such impact should be minimised.

Service Aspects:

beyond those already provided when PMIPv6-based S2a is used, are not foreseen to be impacted

Charging Aspects:
any necessary enhancements to be considered by SA5

Security Aspects:
any necessary security analysis to be undertaken by SA3
8.4
Enhanced S2a Mobility Over trusted WLAN access to EPC (eSaMOG) UID_610038
Resources:
S2,C1,C4

	UID
	Name
	Finish
	Hyperlink
	TSs_and_TRs

	610138
	Stage 2
	10/12/2013
	SP-130391
	23.402

	610009
	Stage 3
	13/06/2014
	CP-130580
	-


Supporting Companies:
ZTE, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, AT&T, Broadcom Corporation, China Mobile, China Telecom, Cisco, Ericsson, France Telecom, HTC, Huawei, Hisilicon, Intel, Juniper Networks, KDDI , LGE, Motorola Mobility, Nokia, Nokia Siemens Networks, Orange, Qualcomm, Samsung

	Related Study Item or Feature

	UID
	Title
	Nature of relationship

	510061
	FS_SaMOG
	This work item is based on the conclusions from FS_SaMOG.

	530146
	SaMOG_WLAN: S2a Mobility based On GTP and WLAN access to EPC
	Rel-11 SaMOG work item that specified the S2a based mobility over trusted WLAN access without UE impact but with some functional limitations.

	350027
	SAE for support for non-3GPP accesses 
(SAES-SA-FP_n3GPP)
	WI under which non 3GPP accesses (including WLAN) support in EPS was defined, and S2a is one of the interfaces defined for this purpose.


Justification

In Rel-11, support of GTP & PMIPv6 on S2a for WLAN access was developed without any UE impact but as a consequence the solution came with certain limitations on supported functions. These limitations for Rel-11 are documented in TS 23.402 in clause 16.1.2.

This work item is an enhancement of the Rel-11 solution with the aim to avoid the Rel-11 limitations (except emergency attach) by allowing impacts to the UE, although those impacts should be minimised. The requirements for SaMOG phase 2 are documented in TR 23.852 clause 8.1. 

Objective:

to specify stage 2 solution recommended in TR 23.852 clause 9.2 for both GTP and PMIP-based S2a.

Service Aspects:

No services should be impacted. 
Charging Aspects:
Charging aspects will be covered by the affected specifications.
	UID
	Name
	Finish
	Hyperlink
	TSs_and_TRs

	610009
	Stage 3
	13/06/2014
	CP-130580
	Stage 3

	610109
	CT1 part
	13/06/2014
	CP-130580
	24.302, New TS 24.244

	610209
	CT4 part
	13/06/2014
	CP-130580
	29.273, 29.274, 29.275


In Rel-11, the support of GTP & PMIPv6 on S2a for WLAN access was developed with certain limitations on supported functions as follows:
· Handover-indicator from the UE is not supported;

· APN indication from the UE is not supported;

· Transport of PCO in Trusted WLAN is not supported;
· Multiple PDN connections in Trusted WLAN access are not supported.

· Simultaneous access for a UE to EPC through S2a and non-seamless offload using a single SSID is not supported.
This work item is aiming at making enhancements to the Rel-11 solution to avoid these limitations above. In this phase it is expected that there will be some impacts to the UE, although any such impact should be minimised.
Objective:
to provide stage 3 for the functionality defined in stage 2 to enable GTPv2 and PMIPv6 based S2a access to EPC through WLAN access for the UE.
8.5
Study on Optimized Offloading to WLAN in 3GPP-RAT mobility (FS_WORM) UID_560037
Resources:
S2

	UID
	Name
	Hyperlink
	Notes
	TR

	560037
	Study on Optimized Offloading to WLAN in 3GPP-RAT Mobility
	SP-120261
	SP#61 completed
	23.890


Supporting Companies:
BlackBerry, Telecom Italia, ATT, China Mobile, LG Electronics, Panasonic, ZTE, Juniper Networks, Ericsson, ST-Ericsson, Qualcomm, Nokia, Motorola Mobility
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	350027
	SAE for support for non-3GPP accesses (SAES-SA-FP_n3GPP)
	non-3GPP accesses (including WLAN) support in EPS

	410043
	MAPIM
	FS_WORM aims at re-using the results of MAPIM

	450041
	IFOM
	FS_WORM aims at re-using the results of IFOM

	530046
	SaMOG
	FS_WORM aims at re-using the results of SAMOG


Justification

EPS has defined the support of connectivity over WLAN as part of the Non-3GPP access support. EPSs have defined procedures for obtaining connectivity over trusted and untrusted WLAN, and for handover of IP traffic to and from 3GPP access technologies and WLAN. With the spreading use of WLAN and the increasing role WLAN is playing in 3GPP operator network deployments, improving the use of WLAN in EPS would be beneficial to operators and to user experience. 

In EPS, ANDSF has defined mechanisms that enable devices to determine which access technology is preferable for certain IP traffic under specific conditions (e.g. through the use of ISRP).In certain scenarios, WLAN access may be considered preferable to certain 3GPP access technologies (e.g. for certain traffic, WLAN may be preferable to UTRAN but not to E-UTRAN). However, at present ANDSF does not provide for mechanisms to indicate preferences with granularity at the 3GPP RAT level within network policies. This restricts the ability for the operator to provide policies that favour a specific 3GPP RAT over another one with reference to the WLAN preference. 

At present, it is not clear whether mechanism currently specified for mobility of IP traffic between a 3GPP RAT and WLAN allow to mitigate the potential loss, degradation or suspension of bearers and therefore the resulting impact on the user experience during mobility between 3GPP RATs. Examples include mobility between RATs (e.g. E-UTRAN to UTRAN or GERAN) that may lead EPS bearers, corresponding to IP traffic that could otherwise be transported over WLAN, being dropped or the QoS reduced. Examples also include scenarios where the UE may trigger, based on policies in the UE and the UE detecting the change of RAT, an handover of specific IP traffic to WLAN right after the 3GPP mobility. 

Objective:
to consider the following mobility scenarios in relationship to minimizing user and service impact and better leveraging the simultaneous connectivity to a 3GPP access and to WLAN access. The outcome of the work item will not impact current 3GPP RAT and non-3GPP access mobility mechanisms.

1. Identifying extensions to ANDSF ISRP and possibly ISMP policies in order to enable policy differentiation of 3GPP RATs (e.g. E-UTRAN versus UTRAN, GERAN vs. UTRAN) with respect to WLAN. The study will focus only on ANDSF extensions to enable a UE to distinguish preferences for specific 3GPP RATs. The study will focus on ANDSF extensions that shall not impact existing mechanisms for 3GPP RAT selection. 

2. Analyzing the scenarios listed in section 3 above, and studying how mobility to WLAN of specific IP traffic - that may be impact by PS mobility between 3GPP RATs - could be performed in such a way to avoid the impacts described in the justification. This includes analyzing the potential issues involved in the scenarios described above (e.g. dropped IP traffic, race conditions, etc.), identifying whether current solutions documented in EPCs are sufficient, identifying potential inefficiencies, and identify potential areas of improvement of current solutions or additional solutions to address the specific issues. The study will identify when and how ANDSF policies can be evaluated with respect to when mobility events in a 3GPP RAT take place.

Mechanisms that require architectural changes to RAN are outside the scope. Mechanisms that require the RAN to be aware of WLAN coverage are outside the scope. 

The work item will not be restricted to a specific EPS solution for WLAN connectivity or mobility, i.e. it considers WiFi connectivity with S2a, S2b, S2c, non-seamless WLAN offloading and I-WLAN mobility. 

No Service Aspects are foreseen to be impacted.
Any necessary Security Analysis will be undertaken by SA3.

8.6
Optimized Offloading to WLAN in 3GPP-RAT Mobility (WORM) UID_610039
Resources:
S2

	UID
	Name
	Finish
	Hyperlink
	TSs_and_TRs

	610139
	Stage 2
	11/12/2013
	SP-130392
	23.272, 23.401, 23.402


Supporting Companies:
BlackBerry, Qualcomm, Nokia, AT&T, Huawei, Orange, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson, Telecom Italia, CATT, LG Electronics, Broadcom, Motorola Mobility, Intel, Sharp

Linked to TR 23.890 Study on Optimized Offloading to WLAN in 3GPP-RAT mobility (FS_WORM), SAE for support for non-3GPP accesses, Multi-Access PDN Connectivity (MAPCON), IP Flow Mobility and Seamless WLAN Offload (IFOM), CS Fallback in EPS (SAES-CSFB).

	Related Study Item or Feature

	UID
	Title
	Nature of relationship

	560037
	Study on Optimized Offloading to WLAN in 3GPP-RAT mobility (FS_WORM)
	Related study WID

	350027
	SAE for support for non-3GPP accesses 
(SAES-SA-FP_n3GPP)
	WI under which non 3GPP accesses (including WLAN) support in EPS was defined

	430035
	Multi-Access PDN Connectivity (MAPCON)
	The work item builds on MAPCON

	450041
	IP Flow Mobility and Seamless WLAN Offload (IFOM)

	The work item builds on IFOM

	390036
	CS Fallback in EPS (SAES-CSFB)
	The work item improves operation during CS fallback 


Justification

The support of connectivity over WLAN has been defined as part of the EPS.  The EPS specifications define procedures for obtaining connectivity over trusted and untrusted WLAN, and for handover of IP traffic between 3GPP access technologies and WLAN. With the spreading use of WLAN and the increasing role that WLAN is playing in 3GPP operator network deployments, improving the use of WLAN in EPS would be beneficial to operators and to user experience. 

ANDSF can be used to inform devices of which access technology is preferable for certain IP traffic under specific conditions (e.g. through the use of ISRP).  WLAN access may be considered preferable to certain 3GPP radio access technologies but not others (e.g. for certain traffic, WLAN may be preferable to UTRAN but not to E-UTRAN). However, at present ANDSF does not provide mechanisms to indicate preferences with granularity at the 3GPP RAT level. This restricts the ability for the operator to provide policies that favour a specific 3GPP RAT over another one with respect to the WLAN preference. 

Mechanisms currently specified for mobility of IP traffic between a 3GPP RAT and WLAN do not allow mitigation of potential loss or suspension of bearers and therefore there can be a resulting negative impact on the user experience during mobility between 3GPP RATs. Examples include mobility between RATs (e.g. E-UTRAN to UTRAN or GERAN) that may lead to EPS bearers, corresponding to IP traffic that could otherwise be transported over WLAN, being dropped.  

Undesirable impacts on user experience and system performance may also occur as a result of ping pong between WLAN and 3GPP access technologies unless measures are taken to avoid this. 
Objective:
Complete the following changes to technical specifications (where key issues and solutions are as described in TR 23.890):

· Solution 1 (Key issue 1):  TR 23.890 clause 6.1

· Normative description of ANDSF modification and associated procedural text to be added. 

· Solution 2 (Key Issue 2, Scenario 1): TR23.890 clause 6.2

· Note to be added to appropriate specifications

· Solution 3 (Key issue 2, Scenario 3): TR23.890 clause 6.3

·  Note to be added to appropriate specifications 

· Solution 4 (Key issue 3, Scenario 1 and 2):  TR23.890 clause 6.4

·  Note to be added to appropriate specifications

Service Aspects:

No services should be impacted. 
8.7
Network-provided Location information for IMS Trusted WLAN Access Network case (NETLOC_TWAN) UID_610040
Resources:
S2

	UID
	Name
	Finish
	Hyperlink
	TSs_and_TRs

	610140
	Stage 2
	11/12/2013
	SP-130393
	23.203, 23.228, 23.402


Supporting Companies:
Alcatel-Lucent, Telecom-Italia, US Cellular, Orange

Rel-11 Network Provided Location Information for IMS (NWK-PL2IMS) covers the case where UE is served by a 3GPP RAN. This WI covers the case where the UE is served by a TWAN.

	stage 1 information

	TS or CR(s)
	Clause
	Remarks

	TS 22.101 Service aspects; Service principles
	
	

	TS 22.115 Service aspects; Charging and billing
	
	


Justification

In the Circuit Switched network when a UE initiates a CS call or sends an SMS message, the MSC can get the current cell-ID information provided by RNC/BSC, which can be used for charging purposes and/or for recording the location of a subscriber for whom the government authority requests communication history. As information provided by the UE cannot be trusted for this purpose, it is required that the network provides the adequate location information. 

The (Rel-11) WID called “Network Provided Location Information for IMS” (Acronym NWK-PL2IMS, Unique identifier 480038) fulfils this need in case the UE is served by a 3GPP RAN. 

As part of the GSMA-WBA Task Force on Mobility with IP address preservation, the task Force has concluded and liaised (SP-130178) to 3GPP that there is a gap for the case where the UE is served by a TWAN: 

“This LS focuses on the second Takeaway: “Delivery of voice and real time services over Wi-Fi will be the key drivers for such deployments”.

 The Task Force identified following features where appropriate work may be required to support that requirement:

· location related work: making sure that a Trusted WLAN Access Network provides the service layer (e.g. IMS) with similar location Information to what a 3GPP access can provide (i.e. improving 3GPP Netloc to also cover Trusted WLAN Access Networks).”

"GSMA and WBA kindly request 3GPP SA2/SA to take appropriate action to identify any relevant work needed to support the features indicated above and ensure its timely completion (corresponding to the deadlines of 3GPP Rel12)"

Objective:
to extend the architecture defined as part of NWK-PL2IMS to allow support of TWAN connected to EPC as IPCAN, to make the TWAN location (cell-Id, e.g. fixed-line id in case of a residential gateway or BSSID otherwise) the UE is camped on available to the IMS nodes when the mobile operator needs to record this information either to fulfill legal obligations or for charging purposes, especially at the set-up and release of an IMS communication over a TWAN.

The way for the TWAN to get the TWAN location is out of scope of this activity.

Service Aspects:

None identified.
Charging Aspects:
will be considered by SA5. This Work only provides an enabler to implement (for IMS calls on a TWAN) charging models similar to Cell-Id based charging.

Security Aspects:
The network provided information  shall be securely delivered to the IMS nodes requesting as already defined by NWK-PL2IMS.
8.8
WLAN Management UID_560036
Resources:
S5

	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	560036
	WLAN Management
	18/06/2014
	16%
	SP-130042
	-
	-

	560336
	TR on WLAN impacts to Type-2 management interface to the 3GPP Network Manager
	11/12/2013
	60%
	SP-130042
	SP#61 TR 32.841 v100 for Information 
	new TR 32.841

	560136
	WLAN Network Resource Model for Type-2 interface
	18/06/2014
	0%
	SP-130042
	-
	new TSs ab.xy1/2/6 WLAN NRM Requirements/Information Service/Solution Set

	560236
	WLAN measurements defined in IEEE and IETF WLAN performance measurements for use on Type-2 interface
	18/06/2014
	0%
	SP-130042
	-
	new TSs ab.xyz (Performance Management; performance measurements for WLAN)


Supporting Companies:
Intel, NSN, Ericsson, Juniper

Justification 

To enable WLAN playing a role as a complement to cellular technology, the performance of WLAN needs to be known by cellular operators. However, WLAN performance data is not available in 3GPP network management systems, since cellular networks and WLAN are currently managed by two independent OAM systems.   
This WI is intended to define the resource model for fault and performance monitoring and specify/capture existing WLAN measurements defined in IEEE and IETF WLAN performance measurements for use on Type-2 interface to the 3GPP Network Manager. It is the intention that the performance measurements, such as traffic load, Quality of Service (e.g. packet throughput, etc), resource availability (e.g. the recording of begin and end times of service unavailability) are to be defined. The Type-1 interface to WLAN NE (i.e. Access Point) is not be impacted by this WI, and it is expected that this WI will not modify WLAN MIBS (that are defined in IEEE std 802.11 2007) or will not specify alternatives of WLAN MIBs. This WI will rely on information defined by WLAN MIBs.
It is expected that operator can monitor the WLAN as well as the E-UTRAN/UTRAN/GERAN performance data. The WLAN performance data can also be used in network planning. 

Objectives:
1. to Study WLAN impacts to Type-2 management

2. to Specify the WLAN Network Resource Model for Type-2 interface (that is intended to support fault and performance monitoring only)

3. to Specify/capture existing WLAN measurements defined in IEEE and IETF WLAN performance measurements for use on Type-2 interface (this is not intended for SA5 to define new WLAN performance measurements)

8.9
Network Management for 3GPP Interworking WLAN UID_530050
Resources:
S5

	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	580053
	Rel-12 Network Infrastructure Management
	11/12/2013
	75%
	-
	-
	-

	530050
	Network Management for 3GPP Interworking WLAN (NIM part)
	11/12/2013
	75%
	SP-120779
	SP#61 TSs 28.601/02/06/11/12/16 for Information.
	32.632, 32.636, 32.752, 32.756, new TS (28.601, 28.602, 28.606, 28.611, 28.612, 28.616)

	580054
	Rel-12 Performance Management
	18/06/2014
	20%
	-
	-
	-

	530150
	Network Management for 3GPP Interworking WLAN (Performance measurements part)
	18/06/2014
	25%
	SP-120779
	-
	new TS (28.401, 28.402)


Supporting Companies:
China Mobile, AT&T, Intel, Huwei, ZTE, ETRI, Deutsche Telekom
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	31012
	Rel-6 WLAN-UMTS Interworking Rel-6 (WLAN)
	TS 23.234

	32110
	Rel-7 WLAN Interworking – Private Network access from WLAN 3GPP IP Access (WLANPNA)
	TS 23.234

	370049
	Rel-8 Mobility between 3GPP-WLAN Interworking and 3GPP Systems (IWLAN_Mob)
	TS 23.327


Justification

Network Resource Model (NRM) and Performance Management (PM) are important for operators to manage their networks.
However, information management objects and performance data serving for inter-working architecture between 3GPP system and WLAN have not been defined yet.

The inter-working architecture between 3GPP system and WLAN has been specified in several SA2 specifications.

Regarding to 3GPP network interworking with WLAN, the following TS specification is proposed to specify IWLAN architecture and corresponding procedures

	3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description".

	3GPP TS 23.327: "Mobility between 3GPP-Wireless Local Area Network(WLAN) interworking and 3GPP systems".



TS 23.234 provides the system description for inter-working between 3GPP systems and WLANs. Specifically, the non- roaming and roaming WLAN inter-working reference models are presented. Some new network elements  have been introduced as listed below.

WAG
WLAN Access Gateway

PDG
Packet Data Gateway
3GPP AAA Server

3GPP AAA proxy

Accordingly, some new reference points (Wn, Wi, Wu, Gn', etc) have been introduced as well.

Depending on the IWLAN architecture, TS 23.327 has addressed some issues related to IP mobility, in which Home Agent (HA) and a new reference point H1 are introduced. 

Regarding to evolved 3GPP interworking with WLAN, the following TS specification is proposed to specify IWLAN architecture and corresponding procedures

	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".


TS 23.402 provides the architecture for interworking between Evolved 3GPP Packet Switched network and WLAN. Evolved Packet Data Gateway (ePDG) has been introduce to handle untrusted  non-3GPP IP access. Several new reference points(s2a, s2b and s2c) have been introduced to perform IP mobility.

Management Information Objects and Performance Management data for these new network elements and interfaces should be added in order to fulfil the management requirements from the growing 3GPP/WLAN interworking network.
Objective to specify:

· NRM IRP requirements for 3GPP inter-working WLAN
· NRM for 3GPP inter-working WLAN including new defined network elements (WAG, PDG, 3GPP AAA server/proxy and HA) and  related reference points(Wn, Wi, Wp, etc)
· Solution Set for  3GPP inter-working WLAN
· performance measurements for  3GPP inter-working WLAN
· NRM IRP requirements for evolved 3GPP network inter-working WLAN
· NRM for evolved 3GPP network inter-working WLAN including new defined network elements (ePDG, 3GPP AAA server/proxy, HA, LMA and MAG) and  related reference points(s2a, s2b and s2c)
· performance measurements for evolved 3GPP inter-working WLAN
· Solution Set for  evolved 3GPP inter-working WLAN
8.10
Interworking between a PLMN with WLAN to access the EPC and a PDN UID_570008
Resources:
C3

	UID
	Name
	Hyperlink
	Notes
	TS

	570008
	Interworking between a PLMN with WLAN to access the EPC and a PDN (Stage 3)
	CP-130395
	CP#61 completed
	29.061


Supporting Companies:
Huawei, HiSilicon, Juniper Networks, Ericsson, Alcatel-Lucent, ZTE

	Related Study Item or Feature (if any)

	UID
	Title
	relationship

	320005
	Rel-8 Feature: System Architecture Evolution - Evolved Packet System (non RAN aspects)
	-


Justification 

From the Rel-8 version of 3GPPs an operator can use non-3GPP defined RATs (e.g. WLAN) to access the Evolved Packet Core (EPC). The architecture reference model for EPS defined by 3GPP SA2's TS 23.402 provides the possibility of using WLAN, and further to this specifies a new reference point called SGi between the PDN gateway (P-GW) and a packet data network (PDN). The PDN may be an operator external public or private PDN or an intra-operator PDN, e.g. for provision of IMS services. The P-GW provides connectivity from the UE to external PDNs by being the point of exit and entry of traffic for the UE. The SGi reference point as per 3GPP TS 23.402 corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.

The SGi reference point has been defined as part of 3GPP CT3's TS 29.061 (Gi). This is valid for both 3GPP accesses and non-3GPP accesses for interworking between EPC PLMN and external networks. However there are some interworking aspects that are not fully specified. The lack of of some interworking to external networks may result in undesirable effects since there is a lack of 3GPP to provide this packet domain interworking to external networks.

3GPP CT3's TS 29.161 specifies the Wi reference point and was produced during the development of interworking WLAN (I-WLAN) in Rel-6. However, updates to 3GPP TS 29.161 to define the procedures for packet domain interworking between a PLMN with WLAN to access the EPC and a PDN seem not appropriate considering that the scope of 3GPP TS 29.061 already covers those interworking aspects. In addition, 3GPP TS 29.161 is very particular to I-WLAN and does not match the architectural model of WLAN access to EPC as well as not all deployment scenarios are considered. 

Objectives:
to capture the missing procedures necessary for packet domain interworking between a PLMN with WLAN to access the EPC and a PDN.

The PDN may be an operator external public or private PDN or an intra-operator PDN, e.g. for provision of IMS services.

The work also includes the definition of the use of RADIUS or DIAMETER for the allocation of the IP address from an external PDN (which uses RADIUS or DIAMETER).

Both untrusted and also trusted WLAN access network scenarios are on focus. 
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	UID
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	Finish
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Supporting Companies:
Intel, Qualcomm, Ericsson, ST-Ericsson, AT&T, Telefónica, China Mobile, Ip.access, Mediatek, Motorola Mobility, DISH Network, Broadcom, NEC, Ubiquisys, Deutsche Telekom, ZTE, CATT, Panasonic, BlackBerry, KDDI, T-Mobile, NTT DOCOMO, Alcatel Lucent, TeliaSonera, Orange, Vodafone, NSN, Nokia, Sprint, Kyocera , Huawei, HiSilicon, China Unicom, LightSquared, Pantech

Evaluate LTE-WLAN & UTRA-WLAN interworking procedures while improving seamless & non-seamless mobility.
Justification

WLAN interworking and integration is currently supported at the CN level, including both seamless and non-seamless mobility to WLAN. 

However, as operator controlled WLAN deployments become more common and WLAN usage increases, RAN level enhancements for WLAN interworking which may improve user experience, provide more operator control and better access network utilization and reduced OPEX may be needed.

This study will focus on identification of scenarios of interest, and on solutions addressing mobility between cellular and WLAN. The study will cover signalling enhancements and potential network architecture changes needed to support them. 

The following issues should be taken into account during the study:

1. Operator deployed WLAN networks are often under-utilized

2. User experience is suboptimal when UE connects to an overloaded WLAN network 

3. Unnecessary WLAN scanning may drain UE battery resources

Objective:
to evaluate LTE-WLAN and UTRA-WLAN interworking procedures addressing the issues above while improving seamless and non-seamless mobility. The study shall apply solely to WLAN APs deployed and controlled by cellular operators and their partners. The study shall cover both collocated and non-collocated H{e}NBs/eNBs/NodeBs and WLAN APs.

In a first phase:

· Identify the requirements for RAN level interworking, and clarify the scenarios to be considered in the study while taking into account existing standardized mechanisms.

In a second phase:

· Identify solutions addressing the requirements identified in the first phase which cannot be solved using existing standardized mechanisms, including:

· Solutions that enable enhanced operator control for WLAN interworking, and enable WLAN to be included in the operator’s cellular Radio Resource Management.
· Enhancements to access network mobility and selection which take into account information such as radio link quality per UE, backhaul quality, load, etc for both cellular and WLAN accesses

· Evaluate the benefits and impacts of identified mechanisms over existing functionality, including core network based WLAN interworking mechanisms (e.g. ANDSF).

Existing IEEE 802.11 specifications shall be taken into consideration in this study. On-going SA2 WLAN related study items and potential CN impact of the above enhancements shall be taken into account.
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