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Foreword

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.
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1
Scope

The present document contains a high-level description of the 3GPP Release 12 Features. 
Its latest version is available at: http://www.3gpp.org/ftp/Information/WORK_PLAN/Description_Releases/
3G Release 14 - See version 14 of TR 21.101
GSM/EDGE, Phase 2+ Release 14 - See Version 14 of TR 41.101
Freeze Dates
	Release
	TS/TR version)
	Functional freeze date, indicative only (see note)

	Rel-14
	14.x.y
	Stage 1 freeze ???

	
	
	Stage 2 freeze ???

	
	
	Stage 3 freeze ???

	Note:
After "freezing", a Release can have no further additional functions added. However, detailed protocol specifications (stage 3) may not yet be complete. In addition, test specs may lag by some considerable time. 
A "frozen" Technical Specification is one which can have no further category B or C (new or modified functionality) Change Requests, other than to align earlier stages with later stages; thus all TSs pertaining to a Release may not necessarily be frozen at the time the Release itself is functionally frozen. Indeed since Release 7, the trend has been to freeze each of the three stages independently.


2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 21.101: "Technical Specifications and Technical Reports for a UTRAN-based 3GPP system". Version 14.x.y

[3]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system". Version 14.x.y

2.1
Specifications

Global information on the Specifications (also called "specs") can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_Sheet/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specifications/change-requests
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.
4
SA1 Stage 1 - ONLY Features
5
SA1/SA2 Features
6
SA3 Features
7
SA4 Features
8
SA5 Features
9
CT Features
10
UTRA, LTE Features
11
LTE Features
12
Rel-14 LTE Carrier Aggregation
13
UTRA Features
14
GERAN Features
15
SA1 Studies
	UID
	Name
	Acronym
	Rapporteur
	TR

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	Giesecke & Devrient
	22.802

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	FS_MBSP
	Qualcomm
	22.815

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	FS_UC_SPOOF
	Sprint
	22.898

	640060
	Study on User Location Reporting Support enhancements
	FS_eULRS
	China Unicom
	22.899

	640061
	Study on Control of Applications when Third party Servers encounter difficulties
	FS_CATS
	KDDI
	22.818


15.1
Study on need for Multiple Access Point Names (FS_MAPN) UID_610032 (moved from Rel-13)
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TR

	610032
	Study on need for Multiple Access Point Names
	18/03/2015
	50%
	SP-130416
	SP#65 moved to Rel-14. Completion 12/14=>03/15.
	22.802


Supporting Individual Members:
Giesecke & Devrient, Gemalto, Morpho, Orange, KPN, Deutsche Telekom, Telefonica, AT&T, Telecom Italia, Ericsson
Triggered by S1-133134 LS on GSMA Connected Living Programme Request for APN Storage in the SIM
Justification
The GSMA Connected Living Programme sent an LS to 3GPP SA1 (S1-133134) about a potential issue during the delivery chain of UEs for Machine-To-Machine applications. The mobile equipment is often a very generic module whereas the Machine-To-Machine application(s) is usually very specific and can require the use of a specific APN to have data connectivity. The correct APN to be used depends on the specific USIM within the UE that identifies the MNO. The correct APN also depends on the particular application because different applications may require different APNs and also may require an appropriate mechanism to identify which APN for which application. The correct APN may also depend on other factors (such as roaming).

The study will identify what connectivity use-cases that are needed to be fulfilled and study if APN or other means are required. GSMA Connected Living Programme assumed the connectivity use-cases are solved by use and management of multiple APNs. The study will also analyse the impacts in scenarios where the service provider decides to change the MNO.

Objective:
· to provide details about the use cases where there is a need of control of APNs;

· to identify potential new requirements to fulfil the use cases;

· to identify potential solutions to fulfil the use cases.

The study is focussed on Machine-To-Machine UEs but can take into account a more generic set of UEs.

MMI-Aspects:
Some requirements could include the need to display and/or edit the parameters (and potential new additional information) of  multiple APNs stored in the UE.
15.2
Study on Multimedia Broadcast Supplement for PWS (FS_MBSP) UID_620071 (moved from Rel-13)
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TR

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	12/12/2014
	70%
	SP-130599
	SP#65 completion 09/14=>12/14. Moved to Rel-14. TR 22.815v100 for Information.
	22.815


Supporting Individual Members:
Qualcomm, one2many, KPN, T-Mobile USA, SPRINT, AT&T, LG Electronics
Study the case where a public safety agency needs to distribute on a large scale timely multimedia public safety information to the public. Linked to Rel-9 Feature PWS.
	Unique ID
	Title
	Nature of relationship

	380057
	Rel-9 Feature

Public Warning System (PWS)
	PWS covers existing textual warning systems


Justification
The work on Public Warning Systems (PWS) within the 3GPP has focused on delivering text-based warnings of limited content to the public at a large scale. This functionality is essential in providing a basic warning system with the elements as set out in clause 4.3 of TS 22.268 on PWS.

It is noted in PWS that content which might trigger an increase in network load should be avoided as the network likely to be under stress, and capacity diminished depending upon the nature of the emergency.

Experience with the current PWS has led some public safety alerting agencies to have difficulties of trying to include all the essential public safety information needed to inform the public into the current PWS limited text message size. Some of this essential public safety information includes maps with public safety mark-up, images of missing persons, live news video broadcasts, public safety information video broadcasts, evacuation information, latest safety briefings, weather warnings, emergency shelter locations and assembly points etc.

The purpose of this study is to evaluate delivering more extensive multimedia public warning content than is currently supported in PWS and investigating both the broadcasting of more extensive multimedia public warning content for a PWS and the mechanisms by which users would be able to receive and view this multimedia content.

Objective:
to study scenarios and use cases where a public safety agency in executing its mission, needs to distribute on a large scale timely public safety information to the public where this public safety information significantly exceeds the current PWS basic message capacity. Also to propose potential requirements for handling this dissemination via broadcast including the management of the public safety multimedia broadcast and the access to this broadcast public safety information by the users. This study will consider this public safety multimedia broadcast capability as an enhancement or extension to the current PWS, and not consider it as a replacement of the current PWS.
· scenarios and use cases to provide public safety multi-media information in PWS which exceeds current PWS message capacity

· UE awareness of, and ability to receive, this multi-media public safety information via PWS

· handling of UEs in limited service mode;

· considering priority of public safety multimedia information
NOTE 1:
the use of the term ‘broadcast’ is an application terminology referring to the delivery of content to many users. 
It does not signify the use of any specific transmission mechanism.

NOTE 2:
this study shall not define potential requirements for specific PWS based systems (i.e. ETWS, CMAS, EU-ALERT, and Korean Public Alert System).

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.

15.3
Study on RAN Sharing Enhancements on GERAN and UTRAN (FS_UC_SPOOF) UID_630018 (moved from Rel-13)
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TR

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	12/12/2014
	70%
	SP-140074
	SP#65 moved to Rel-14. TR 22.898v100 for Information.
	22.898


Supporting Individual Members:
Sprint, Bell Canada, Softbank Mobile, AT&T, Alcatel-Lucent

Linked to SA3 Rel-11 TR 33.838 Protection against Unsolicited Communications in IMS (PUCI) and Rel-12 ongoing study TR 33.831 Study on Security on spoofed call detection and prevention - Stage 2 (FS_SPOOF) Caller identity verification.
Abstract:
This study aims to examine the use cases and identify potential requirements for handling voice calls where caller information is identified as being unauthenticated or the caller is not authorized to use the supplied caller information. This study aims also to identify potential interactions with existing voice supplementary services.
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	410029
	Protection against Unsolicited Communications in IMS (PUCI)
	TR 33.838

(Unsolicited Communications)

	550026
	Rel-12 SA3 ongoing study:

Study on Security on spoofed call detection and prevention (Stage 2) (FS_SPOOF)
	DRAFT TR 33.831

(Caller identity verification)


Justification
Spoofing or malicious modification of caller information such as Calling Line Identification and Caller Name (Caller ID) has become a significant problem in many countries. The complaints regarding these calls range from nuisance calls, violations of various phone solicitation rules (such as the US Federal Trade Commission’s Telemarketing Sales Rules) to being used as a platform for significant fraud, identity theft and social engineering. Various malicious uses of caller information spoofing include these categories: swatting, vishing, and TDOS.

There are several SDOs dealing with identifying caller information spoofing including IETF’s stir, 3GPP’s SA3 and ATIS’s CSEC. However the focus of these is to only define methods to verify that the caller information is authentic and the caller is authorized to use the supplied caller information. What can be done with the calls where the caller information is determined to be unauthorized or unauthentic is not addressed in these activities.

There is a need to consider defining a new service for handling calls identified by caller information that is either not authenticated or not authorized to be used by the caller. Likewise there is a need to identify which existing 3GPP supplemental services would interact with handling spoofed calls.
Objective:
to examine the use cases and identify potential requirements for handling voice calls where caller information is identified as being unauthenticated or the caller is not authorized to use the supplied caller information. This study aims also to identify potential interactions with existing voice supplementary services.

As part of this study the following service aspects of dealing with spoofed calls should be considered:

· Reporting of spoofed voice calls to the user (e.g. an identifiable ringtone when a spoofed call is detected);
· Support for further operator or law enforcement handling of reported spoofed voice calls (e.g. to aid in fraud and law enforcement investigations);
· User and network specified treatment of spoofed voice calls and differences between CS and MTSI voice service capabilities (e.g. recording the caller information in a "spam folder" in voicemail);

· User reporting of spoofed voice calls when network based detection does not detect a spoofed voice call. (e.g. for handling false negative network detection)

15.4
Study on User Location Reporting Support enhancements (FS_eULRS) UID_640060 (moved from Rel-13)
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TR

	640060
	Study on User Location Reporting Support enhancements
	17/06/2015
	30%
	SP-140402
	SP#65 moved to Rel-14
	22.899


Supporting Individual Members:
China Unicom, CHTTL, CATR, ZTE, Telefonica, KDDI, CATT
Linked to Rel-12 SA2 TR 23.843 Study on Core Network Overload solutions (FS_CNO) and Rel-13 Feature Service Exposure and Enablement Support (SEES)
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	490036
	Study on Core Network Overload solutions (FS_CNO)
	SA2 TR 23.843 analyzes the overload caused by User Location Information (ULI) reporting and provides solutions targeting improved efficiency of ULI reporting.

	610030
	Service Exposure and Enablement Support (SEES)
	This Feature proposes the use case related with the User Location Information (ULI).


Justification
User Location Information (ULI) is the important service in current mobile telecommunication services, e.g. emergency situation, charging, lawful interception or commercial push service, etc. However, some network may choose not to deploy the LCS function, so  if the core network wants to know the location information for certain UE, it has to initiate the location reporting procedure to request the RAN to report where is the UE currently located. The current location reporting procedure has the following limitations:

In LTE: 

· it only reports the users’ location change when they are in the ECM-CONNECTED state;

· in the location change reporting, it considers the ECGI/TAI and/or CSG information changes.

In UTRAN: 

· it only reports the users’ location change when they are in the PMM-CONNECTED state;

· the location reporting granularity is based on the service area, which is too coarse.

In general, it has the following drawbacks which may have to be enhanced:

· the location reporting granularity for UTRAN can be as fine as LTE at the cell level. Although the cell sizes for different RATs and areas may not be the same, the cell level is still a more suitable granularity for easy definition and achievement under current situation;

· the location reporting function  can’t be controlled flexibly by the network, such as the location reporting time;

· tailored location reporting needs to be further analysed. The network may only want to know the users with certain common characteristics not all the users in the area.

As a result, there is a need to improve and enhance the existing user location reporting capability, so that it can realize the flexible location reporting policy and does not cause much signalling load to the network. 

The study will identify what use cases that are needed to be fulfilled. Besides, it will also analyse the impacts in scenarios to the network.

Objective:
to provide details about the possible scenarios and use cases where there is a need of enhanced user location reporting. This study also aims to identify potential new requirements to fulfil the use cases and the potential interactions with existing location reporting procedures.
The service requirements will include the following aspects:

· Enhancement to location reporting granularity for UTRAN
· Support for flexible and controllable location reporting policy(e.g. restrict location reporting to chosen times during the day);
· Consideration on tailored location reporting (e.g. to report the number of users with certain common characteristics in the area).
Service Aspects:

will need to be identified.
Security Aspects:
Location information needs to be provided in a secure and reliable manner.

15.5
Study on Control of Applications when Third party Servers encounter difficulties (FS_CATS) UID_640061 (moved from Rel-13)
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TR

	640061
	Study on Control of Applications when Third party Servers encounter difficulties
	18/03/2015
	30%
	SP-140246
	SP#65 completion 12/14=>03/15. Moved to Rel-14
	22.818


Supporting Individual Members:
KDDI, TeliaSonera, China Unicom, NTT DOCOMO, KPN, MediaTek
Linked to Rel-13 Feature Service Exposure & Enablement Support (SEES) and Rel-13 TR 22.806 Study on Application specific Congestion control for Data Communication (FS_ACDC)
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	610030
	Service Exposure & Enablement Support (SEES)
	SEES aims to provide a means for third party services and the 3GPP network to make each other aware of various capabilities and situations.

	570034
	Study on Application specific Congestion control for Data Communication (FS_ACDC)
	FS_ACDC aims to provide requirements for the control of applications such that a small number of very specific applications provisioned in categories are provided access to network resources in disaster situations or other abnormal circumstances. FS_CATS may leverage some techniques that will be required in implementing ACDC


Justification
With the spread of applications on UEs (also known as "smart phones"), coupled with the rapidly growing number of UEs designed for usage with little or no human involvement (machine type communications), the potential for issues to occur in the overall "system" involving these applications and the third party entities they interact with increases. When these third party systems experience difficulties, they may be able to manage their problems without undue impact on operator networks, but there will be times when they are not able to do so.

When a third party server becomes congested or fails, the communication by the applications on the UEs that make use of that server need to be controlled so that excessive use of 3GPP network resources is avoided while not affecting other applications and their associated servers that are functioning normally. A third party server may be dedicated to a particular UE application or it may support multiple UE applications.

The 3GPP network needs to be able to detect or receive an indication from a third party server of its congestion status or failure status and selectively control applications that make use of a third party server that has encountered difficulties. HTTP and other third party(possibly proprietary) protocols may have status codes but these may not be sufficient as they may not provide a suitable indication to the application at the UE of the nature of the issue and therefore could result in frequent retries even when these will fail, thus burdening the network with connection attempts that will fail. Third Party server failure modes can be envisaged where the server is not able to provide any status indication.
Objective:
to identify potential requirements that will enable the 3GPP network to detect or receive an indication from a third party server of its congestion status or failure status and selectively control individual applications on UEs when the 3GPP network becomes aware that a third party server has run into difficulties.
Notes: 

· The study will consider whether existing capabilities satisfy the use cases. Potential additional requirements will be formulated if enhancements to existing capabilities or new capabilities are needed. 

· When sending the TR to SA for information, it is planned to also send the TR to SA2 for information and feedback before moving to any normative work.

Service Aspects:
None are anticipated. The overall level of service is expected to be better due to avoiding application behaviour that results in high volumes of service requests (network loading) that are likely to fail.
MMI-Aspects:
None are anticipated.
Charging Aspects:
SA5 will be consulted
Security Aspects:
SA3 will be consulted
16
SA2 Studies
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SA3 Studies
18
SA4 Studies
19
SA5 Studies
20
CT Studies
21
GERAN Studies
22
LTE Studies
23
UTRA, LTE Studies
24
UTRA Studies
25
Rel-13 Features and Studies
	UID
	Name
	Acronym
	Resource
	Rapporteur
	TR

	0
	Release 13 Studies
	
	
	-
	-

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	S1
	NTT DOCOMO
	22.806

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	FS_IOPS
	S1
	General Dynamics
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	S1
	KPN
	22.807

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	S1
	Giesecke & Devrient
	22.802

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	S1
	Intel
	22.828

	620069
	Study on Flexible Mobile Service Steering
	FS_FMSS
	S1
	China Mobile
	22.808

	620070
	Study on Enhanced Calling Information Presentation
	FS_ECIP
	S1
	China Mobile
	22.810

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	FS_MBSP
	S1
	Qualcomm
	22.815

	630017
	Study on RAN Sharing Enhancements on GERAN and UTRAN
	FS_GUSH
	S1
	Telefónica
	22.852

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	FS_UC_SPOOF
	S1
	Sprint
	22.898

	640060
	Study on User Location Reporting Support enhancements
	FS_eULRS
	S1
	China Unicom
	22.899

	640061
	Study on Control of Applications when Third party Servers encounter difficulties
	FS_CATS
	S1
	KDDI
	22.818

	520035
	Study on Usage Monitoring Enhancements for Service, Application and Subscriber Group
	FS_UMONC_sas
	S2
	China Telecom
	23.858

	520135
	SA2 part of Study on Usage Monitoring Control PCC Enhancement
	-
	S2
	China Telecom
	23.858

	640055
	Study on Lawful Interception Service Evolution
	FS_LISE
	S3
	Alcatel-Lucent
	33.826

	560435
	Study on Compliance of 3GPP SA5 specifications to the NGMN NGCOR
	-
	S5
	Huawei
	32.837

	610045
	Study on Enhancements of OAM aspects of Distributed Mobility Load Balancing (MLB) SON function
	-
	S5
	Cisco
	32.860

	620059
	Study on Application and Partitioning of Itf-N
	-
	S5
	China Mobile
	32.861 

	620060
	Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks
	-
	S5
	Deutsche Telekom
	32.849

	640054
	Study on Network Management of Virtualized Networks
	-
	S5
	China Mobile, Huawei
	32.842

	590034
	Study on Downlink MIMO
	FS_DOMIMO
	G1,G2
	NSN
	45.8xy

	620012
	Study on Power saving for Machine-Type Communications (MTC) devices
	FS_uPoD
	G2,G1
	China Mobile
	43.869

	620013
	Study on UpLink MultiUser Multiple-Input Multiple-Output (UL MU-MIMO)
	FS_UL_MU_MIMO
	G1,G2
	Huawei
	45.876

	640001
	Study on Cellular system support for ultra Low Complexity and low throughput Internet of Things
	FS_IoT_LC
	G1,G2
	Vodafone
	45.8xy
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	Change history

	Date
	Subject/Comment
	Ver.

	2014-09
	Release 14 started at SA#65, Sep 2014
	0.0.0
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