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Foreword

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
The present document has been produced by the ETSI MCC department. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.
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1
Scope

The present document contains a high-level description of the 3GPP Release 13 Features. 
Its latest version is available at: http://www.3gpp.org/ftp/Information/WORK_PLAN/Description_Releases/
3G Release 13 - See version 13 of TR 21.101
GSM/EDGE, Phase 2+ Release 13 - See Version 13 of TR 41.101
Freeze Dates
	Release
	TS/TR version)
	Functional freeze date, indicative only (see note)

	Rel-13
	13.x.y
	Stage 1 freeze Sep 2014

	
	
	Stage 2 freeze Jun 2015

	
	
	Stage 3 freeze Dec 2015

	Note:
After "freezing", a Release can have no further additional functions added. However, detailed protocol specifications (stage 3) may not yet be complete. In addition, test specs may lag by some considerable time. 
A "frozen" Technical Specification is one which can have no further category B or C (new or modified functionality) Change Requests, other than to align earlier stages with later stages; thus all TSs pertaining to a Release may not necessarily be frozen at the time the Release itself is functionally frozen. Indeed since Release 7, the trend has been to freeze each of the three stages independently.


2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 21.101: "Technical Specifications and Technical Reports for a UTRAN-based 3GPP system". Version 13.x.y

[3]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system". Version 13.x.y

2.1
Specifications

Global information on the Specifications (also called "specs") can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_Sheet/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specifications/change-requests
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.
4
SA1 Stage 1 - ONLY Features
	UID
	Name
	Acronym
	Resource
	Rapporteur

	600045
	RAN Sharing Enhancements
	RSE
	S1
	NEC

	610030
	Service Exposure and Enablement Support
	SEES
	S1
	KPN

	620063
	Service Requirements Maintenance for Machine-Type Communications (MTC)
	SRMMTC
	S1
	KPN

	630015
	Isolated E-UTRAN Operation for Public Safety
	IOPS
	S1
	General Dynamics

	640042
	Service Requirements Maintenance for Group Communication System Enablers for LTE
	SRM_GCSE_LTE
	S1
	NSN

	640044
	Co-ordinated packet data network gateway (P-GW) change for SIPTO
	CSIPTO
	S1
	Intel

	640052
	Application specific Congestion control for Data Communication
	ACDC
	S1
	NTT DOCOMO


4.1
RAN Sharing Enhancements (RSE) UID_600045
Resources:
S1
	UID
	Name
	Hyperlink
	Notes
	TS_TR

	600045
	RAN Sharing Enhancements
	SP-130330
	SP#62 Stage 1 completed
	-

	600145
	Stage 1
	SP-130330
	SP#62 completed
	22.101


Supporting Individual Members:
NEC, Sprint, Qualcomm, Telefonica, Huawei, Intel, SoftBank Mobile, InterDigital Communications, TeliaSonera

Triggered by TR 22.852 Rel-13 Study on RAN Sharing Enhancements (FS_RSE)

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	540028
	Study on RAN Sharing Enhancements (TR 22.852)
	In TR 22.852 "Study on RAN Sharing Enhancements" (FS_RSE) use cases and potential requirements for a more dynamic co-operation among operators on RAN sharing have been analyzed. 

TR 22.852 builds upon and extends the Rel-6 work item on Network Sharing (UID_31018)

TR 22.852 is the basis for normative work on RSE


Justification
RAN Sharing is not simply be a method of reducing costs – it ushers in a new paradigm in network roll-out strategy. Basically three situations can be envisaged in which enhanced RAN sharing are highly beneficial:

1. A Greenfield deployment – two operators jointly agree to build out a new technology (typically 4G). At the outset, the new shared network infrastructure and operations can be based on capacity and coverage requirements of both operators. The operator can fund built-on 50:50 or according to their expected needs.

2. Buy-in – when one of the sharing operators has already built (4G for example) and looking for another operator to share this network. In this case, the second operator would either pay a capacity usage fee or up-front fee to acquire in the network.

3. Consolidation Situation:  when either 2G, 3G or 4G networks, which have already built out by each of the sharing operators, needs to be consolidated into one joint network. This type of network sharing usually holds significant cost advantages, but it also presents substantial design challenges.
In a preceding study on RAN Sharing Enhancements (TR 22.852) use cases have been collected and the effects of enhanced RAN Sharing scenarios have been studied. 
Objective:
to standardize means that complement existing system capabilities for sharing common RAN resources. The work will take into account the following topics

· Allocation of Shared RAN resources based on the proportion of assigned RAN usage for each Participating Operator

· On-demand capacity negotiation
· Selective OAM access to Participating Operators

· Load balancing while respecting the agreed shares of RAN resources
· Generation and retrieval of usage and accounting information on a per Participating Operator basis.

· Handover functionality due to RAN Sharing Agreements
· Public Warning System (PWS) in shared RAN

Coordination with SA5 is envisaged, in particular on SA5’s Study on OAM aspects of Network Sharing, FS_OAM_SHARE (UID 540032) in TR 32.851.
Service Aspects:

Impact on service experience of individual subscribers should be kept at a minimum..
Charging Aspects:
These will include generation and retrieval of usage and accounting information
Security Aspects:
RAN Sharing Enhancements shall not negatively affect security or privacy of sharing networks or subscribers.

For the case of multiple operators sharing radio network resources the work item needs take care of requirements and scenarios for:

· maintaining end-to-end security for each operator

· providing and allowing appropriate levels of visibility of the shared radio network resources to the sharing network operators according to each operator’s role in the sharing arrangement.

Involvement of SA3 for evaluation of potential scenarios is envisaged.
4.2
Service Exposure and Enablement Support (SEES) UID_610030
Resources:
S1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	610130
	TR on Stage 1
	18/06/2014
	100%
	SP-130505
	SP#64 completed. TR 22.853v200 for Approval
	New TR 22.853

	610230
	Stage 1
	17/09/2014
	80%
	SP-130505
	-
	22.368, TBD


Supporting Individual Members:
KPN, AT&T, CATT, China Mobile, Chunghwa Telecom Laboratories (CHTTL), Deutsche Telekom, Huawei, Institute for Information Industry (III), Intel, InterDigital, ITRI, KDDI, KPN, LG Electronics, NTC, NEC, NTT DOCOMO, Orange, Sierra Wireless, Sprint, SoftBank Mobile, Telecom Italia, ZTE, Silver Spring Networks
Linked to Rel-12 Study TR 22.888 (FS_MTCe) and to Features Rel-11 SIMTC & Rel-12 MTCe and MOSAP

External requirements from oneM2M TR0001(oneM2M Use Case collection), TS0002 (M2M Requirements)

	Related Study Item or Feature 

	UID
	Title
	Nature of relationship

	480130
	System Improvements for Machine Type Communications (SIMTC)
	Rel-11 WI on MTC

	560022
	Machine-Type and other mobile data applications Communications enhancements (MTCe)
	Rel-12 WI on MTC

	480032
	Study on enhancements for Machine-Type Communications (FS_MTCe)
	TR 22.888, 

Rel-12 SI on MTC

	500031
	Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers (MOSAP)
	Rel-12 WI, possible overlapping aspects


	Source of external requirements

	Organization
	Document
	Remarks

	oneM2M
	Technical Report TR 0001- oneM2M Use Case collection
	

	oneM2M
	Technical Specification TS 0002 - M2M Requirements
	


Justification
This work item allows 3rd parties to interact with the 3GPP System to use 3GPP functions to provide 3rd party services to their customers. Since M2M services and other Application services often have the same or similar requirements on the 3GPP System these are addressed jointly in this work item.

The following service scenarios are considered in this work item:

M2M services:

Standardization work related to M2M service enablement is on-going in standardization organisations outside 3GPP (e.g. ETSI TC M2M and the oneM2M Global Initiative). These SDOs work under the assumption that M2M service enablement can be offered by a network operator but can also be provided by third parties that have business agreements with operators. In addition, these SDOs want to use 3GPP capabilities beyond pure IP based data transmission that can be offered by 3GPP networks.

On the other hand, 3GPP architecture work on MTC has started in Rel-10 and in Rel-12 SA2 is working on Small Data Transmissions and Low Power Consumption UEs. Some information (e.g. on transmission scheduling or indications for small data, device triggering...) may need to be provided by M2M service enablement.

In Rel-11, 3GPP defined an interface (Tsp) between the 3GPP Core Network and M2M service enablement platforms. .  Additionally, 3GPP has defined other interfaces (Le, Rx, Mo, Mf, and Mh) between the 3GPP Core Network and application platforms; these interfaces may also be used by M2M service enablement platforms.
This work item extends the scope for this interworking.
Application services:

With the high penetration of smart phones with a variety of applications, it is a challenge for operators to develop a new business model to increase the Quality of Experience for diversity of service type and potentially monetize the network asset. Interworking with the service providers and exposing network services can help the operators to take on the challenge. 
Some private deployments have allowed operators to provide to application providers some services (e.g. statistics, location). However in multi-vendor environments, this requires time consuming and costly adaptations, therefore standardized exposure of selected 3GPP functions to application providers is needed.
Objectives

Stage 1 objectives:

Study and specify service requirements for the support of exposing selected 3GPP functions to 
· M2M service enablement layers (e.g. ETSI TC M2M and oneM2M). 
Use cases of oneM2M are contained in oneM2M TR 0001- oneM2M Use Case collection. 
Functions that may require such interworking have been identified by oneM2M should e.g. allow for:

· An M2M Service provider may request QoS and Prioritization for M2M communications to/from individual devices or groups of devices. A device may request QoS and Prioritization for M2M communications to/from the M2M Service Provider.

NOTE:
For M2M communications initiated by the device QoS may be covered by existing call setup procedures.

· An M2M Service provider and a Network Operator may exchange information related to individual M2M Devices or Gateways, such as transmission scheduling or indications for small data, device triggering, etc.

· A Network Operator may request the M2M Service Provider to schedule traffic via the Operator Network (e.g. to delay specific M2M traffic when the 3GPP Network experiences high traffic load). 

· Provide mechanisms to correlate the oneM2M Service Enablement Framework identifier of M2M Devices with the External Identifier used by the 3GPP network for the same MTC client.  

· Upon request by the one M2M Service enablement Framework provide the oneM2M Service Enablement Framework with information regarding whether a M2M Device is authorized to access the 3GPP Operator Network. 

· An M2M Service provider and a Network Operator may need to exchange information on charging and subscriptions to support interworking with M2M Service providers.

· Provide 3GPP security capabilities such as GBA for the benefit of oneM2M Services and Applications. Conversely provide mechanisms to leverage oneM2M security capabilities for the benefit of the 3GPP Operator Network security.

· An M2M Service provider and a Network Operator may exchange information related to location information of M2M Devices or M2M Gateways.
In order to avoid overlapping specifications, close cooperation with ETSI TC M2M and oneM2M is envisaged.
· Application services:

Study use cases and identify requirements to support exposure of 3GPP network’s information and capabilities which include the following aspects:

· to allow MNO provide network policy information to the application (e.g. for video service or non-time critical service) thus the application could adapt the service accordingly

· allow network consider the QoS/charging model expectation from application

· users movement information

The exposed network information should not compromise private user information, i.e. no link with UE identity.

For both M2M service enablement layer support and application services aspects, to perform a gap analysis with existing related features e.g. MOSAP.

When the study is completed, an assessment to progress to normative work in 3GPP will be determined based on planned normative work in the external SDOs (e.g. ETSI TC M2M and oneM2M).

The work shall ensure no overlap of specification with OMA.
Service Aspects:

Specification of M2M service enablement or M2M applications are outside the scope of this WID. 

Charging Aspects:
While 3GPP charging mechanisms may not be affected it is expected that correlation of charging on M2M service enablement level with 3GPP charging is needed.

Security Aspects:
Any necessary security analysis will be undertaken by SA3.
4.3
Service Requirements Maintenance for MTC (SRMMTC) UID_620063
Resources:
S1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620063
	Service Requirements Maintenance for Machine-Type Communications (MTC)
	10/12/2014
	0%
	SP-130600
	-
	22.368


Supporting Individual Members:
KPN, Intel, China Mobile, LG Electronics, NEC
Linked to Rel-13 SEES, Rel-12 Support for Interworking with M2M Service Enablement (MTCe-SIMSE), Service Requirement Maintenance (MTCe-SRM). 
Decide which MTC reqs with no Stage 2 should be removed/maintained in Rel-13.
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	610030
	Service Exposure and Enablement Support
	May impact MTC requirements 


	Source of external requirements (if any)

	UID
	Document
	Remarks

	560021
	Stage 1 for Support for Interworking with M2M Service Enablement (MTCe-SIMSE)

Rel-12 Completed March 2013
	22.368

	570030
	Stage 1 for Machine-Type and other mobile data applications Communications – Service Requirement Maintenance (MTCe-SRM)

Rel-12 Completed March 2013
	22.101, 22.368


Justification

A number of the MTC related service requirements in 3GPP TS 22.368 have not been implemented yet in Rel-12.

Some of these service requirements will be taken up in stage 2 activities within Rel-13. For these activities, Stage 1 need to support the Stage 2 work, e.g. with clarifications of the existing service requirements. 

For the service requirements for which there will be no Stage 2 activities in Rel-13, Stage 1 needs to revisit whether these service requirements are still valid or whether they should be removed. 

Furthermore, this work item will provide end-of-release alignment at the end of Rel-13, to ensure that the Stage 1 service specifications reflect what has been implemented in Stage 2. 

This work item is not intended to introduce new MTC related service requirements.
Objective

1)
to provide upon request clarifications for the service requirements that 3GPP Stage 2 Working Groups are working on in Rel-13.
2)
to reconsider existing service requirements in 3GPP TS 22.368 that will not be listed in future Rel-13 Stage 2 WIDs. It will be decided which of these service requirements will be retained, restructured, or removed permanently from Rel-13 and future releases. Some of the requirements may be partially already implemented, or may be partially worked upon. This will have to be taken into account in a restructuring of the relevant requirements.

3)
to provide the usual end-of-release maintenance to ensure that the frozen Rel-13 version of the service requirement specifications (Stage 1) reflect what has actually been implemented in Stage 2.

4)
No new service requirements will be added under this WID.

The items listed below are existing requirements that are not yet implemented in Stage 2. These items are for consideration related under objectives 1 and 2 and hence may be clarified if worked on by 3GPP Stage 2 Working Groups or may be retained, restructured, or removed. Further updates e.g. as to which items in the list will be worked on (or not) by the 3GPP Stage 2 Working Groups will provided as Rel-13 Stage 2 work progresses.

· Activation of MTC features: requirements in 22.368 clause 7.1.1.

· Handle registration and interaction of UEs and applications on UEs with IMS efficiently: requirement in 22.368 clause 7.1.1

· MTC Device triggering when not attached: Remaining requirement in 22.368 clause 7.1.2.

· Charging related to (the use of) particular MTC Features: requirements in 22.368 clause 7.1.5.

· Create bulk CDRs to count chargeable events per group of MTC Devices: requirements in 22.368 clause 7.1.5
· Low mobility – optimize mobility management procedures per UE by e.g. changing frequency: requirements in 22.368 clause 7.2.1. 

· Time controlled – allow/reject access requests based on a pre-defined time interval: requirements in 22.368 clause 7.2.2

· Infrequent mobile terminated – optimize mobility management procedures per UE by e.g. reducing frequency: requirements in 22.368 clause 7.2.7
· MTC Monitoring: requirements in 22.368 clause 7.2.8 Enforce a maximum bit rate for a group of MTC Devices: requirements in 22.368 clause 7.2.14.2

· Send a broadcast message within a particular geographic area, e.g. to wake up the MTC Devices that are members of a group: requirements in 22.368 clause 7.2.14.3
4.4
Isolated E-UTRAN Operation for Public Safety (IOPS) UID_630014
Resources:
S1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	630015
	Isolated E-UTRAN Operation for Public Safety
	17/09/2014
	60%
	SP 140232
	SP#64 updated WID SP-140167=>SP 140232
	New TS 22.346


Supporting Individual Members:
General Dynamics, AT&T, EADS, General Dynamics, Harris Corporation, Ministere De L’Interieur (French MoI), Telecom Italia, Telefonica, Thales, T-Mobile USA, KPN, Intel
Triggered by Rel-13 TR 22.897 Study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS).
	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	Study item predecessor


Justification

Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.

In many critical incident related scenarios, the benefit of ensuring the ability to communicate between Public Safety officers on the ground will be of the utmost importance, even though they may be moving in and out of LTE network coverage or following the loss of backhaul communications.

To provide voice, video, and data communication service for Public Safety officers who are out of LTE network coverage, the Public Safety authorities may deploy a dedicated eNB(s) for nearby Public Safety UEs beyond what is provided by Proximity Services in UE-to-UE direct communication mode.

Alternatively, where an unexpected incident interrupts the backhaul and/or the link(s) between the eNBs it is also important to ensure the ability of Public Safety officers to communicate. If such a situation arises the eNBs are expected to provide isolated operation with rapid dynamic reconfiguration of the system in support of mission critical operations.
The Feasibility Study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS, TR 22.897) has identified these two cases as an Isolated E-UTRAN for Public Safety use.
In both of the above scenarios it is vital to support recoverable mission critical network operations regardless of the existence of the backhaul link. When the backhaul link to the core network is unavailable, Public Safety eNB(s) could either operate autonomously or coordinate with other nearby eNB(s) to provide locally routed communications for nearby Public Safety UEs within a region.
Furthermore Isolated E-UTRAN Operation for Public Safety use can comprise:

· Operation with no connection to the EPC.

· One or multiple eNBs.

· Interconnection between eNBs.

· Limited backhaul capability to the EPC. 
One possible option is where control plane signalling is carried to the EPC but traffic is routed locally.

· The services required to support local operation e.g. Group Communication.

The use cases defined in TR 22.897 to investigate these behaviours have arrived at potential service requirements that would require normative specification for support by a 3GPP system.

Objective

The SA1 objective is to specify service requirements to go into a new TS for:

· Initiation of an Isolated E-UTRAN for Public Safety use.

· Management of a lost backhaul by an eNB.

· Detection and creation of an Isolated E-UTRAN.

· Local routing in the event of a lost backhaul.
· Provide an appropriate indication of Isolated E-UTRAN operation status to Public Safety UEs/Users.
· Operation of an Isolated E-UTRAN for Public Safety use.

· Interconnection and communication for Public Safety users within an Isolated E-UTRAN.

· Interconnection and communication for Public Safety users between eNBs within an Isolated E-UTRAN.

· Management of a limited backhaul connection to the Isolated E-UTRAN.

· Termination of an Isolated E-UTRAN for Public Safety use.

· Management of a restored backhaul.
· Support for operator policy decisions for Public Safety UE/User handling of a restored backhaul.
· Provide an appropriate indication of Isolated E-UTRAN operation status to Public Safety UEs/Users.
· Security aspects of Isolated E-UTRAN for Public Safety use.

· Secure admission of Public Safety UEs to an Isolated E-UTRAN.

· Secure operation for Public Safety UEs in an Isolated E-UTRAN.
The scope of the Work Item is limited to Public Safety UEs and Public Safety use.

An Isolated E-UTRAN does not support services for UEs other than Public Safety UEs.

The minimum set of services supported for Isolated E-UTRAN Operation for Public Safety users shall be defined.

Service Aspects:

Service aspects will be specified.
MMI-Aspects:

An appropriate indication of Isolated E-UTRAN operation status needs to be provided to Public Safety UEs.
Charging Aspects:
Any potential service impacts will be identified.
Security Aspects:
Security aspects will be identified.
4.5
Service Requirements Maintenance for Group Communication System Enablers for LTE UID_640042
Resources:
S1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640042
	Service Requirements Maintenance for Group Communication System Enablers for LTE
	17/09/2014
	0%
	SP-140228
	-
	22.468


Supporting Individual Members:
NSN, US Department of Commerce, AT&T , KPN, BMWi, BlackBerry, Home Office
Some Rel-12 service reqs have no Stage 2/3 implementation. These are taken up in Rel-13 (add. aspect of Geographic Scope, Floor Control, User Interaction, UE to Network Relay, I/W with non-3GPP networks, UE-AS Open I/F). No new service reqs introduced

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	530044
	Rel-12 Study on Proximity-based Services (FS_ProSe)
	TR 22.803

	580059
	Rel-12 Proximity-based Services (ProSe)
	Complementing feature

	560020
	Rel-12 Group Communication System Enablers for LTE (GCSE_LTE)
	Predecessor feature


Justification

To position LTE as technology for critical communications such as public safety, Group Communication System Enablers for LTE were introduced in Rel-12. Group Communication System Enablers for LTE complements its sibling communication feature of proximity-based services (ProSe, UID 580059). 

Group communication is a key functionality of LMR/PMR and public safety systems. Such functionality exists for voice calls in existing systems such as TETRA, P25 and GSM-R. Such functionality consists of a group delivery of calls to users as well as considerations about set up and management of groups.

Objective:
to support and, if needed, provide necessary clarifications for the introduction of requirements not implemented in Rel-12. 

No new functions will be introduced by this work item.

Using the ‘Feature Components’ defined in the SA prioritization document (SP-130506) and the final contents from stage 2 TS 23.468, some functions requested by stage 1 TS 22.468 were not handled in Rel-12. Hence, those features were  moved to Rel-13, i.e. the feature components to be worked on will be the  additional aspect of Geographic Scope not covered in Rel-12, Floor Control, User Interaction, UE to Network Relay,  Interworking (with non-3GPP networks) and UE-AS Open Interface.

4.6
Co-ordinated packet data network gateway (P-GW) change for SIPTO (CSIPTO) UID_640044
Resources:
S1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640044
	Co-ordinated packet data network gateway (P-GW) change for SIPTO
	17/09/2014
	0%
	SP-140235
	-
	22.101


Supporting Individual Members:
Intel, Sony Mobile Communications, InterDigital, Samsung, T-Mobile USA, KPN, ACER, China Mobile, China Telecom, Orange, Mediatek, Sprint
Triggered by Rel-13 Study TR 22.828 (FS_CSIPTO)

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	450035
	Rel-10 Feature:

Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO)
	Defines the basic Selective IP Traffic Offload (SIPTO) feature a.k.a. "SIPTO above RAN".

	500028
	Rel-12 Feature:

LIPA Mobility and SIPTO at the Local Network
	Extends the basic SIPTO feature to address traffic offload when using Home (e)NodeBs and small cells.

	610033
	Rel-13 Study on Co-ordinated P-GW change for SIPTO
	TR 22.828 (Predecessor Study Item)


Justification

Small cells (such as Home eNB) are gaining momentum in the marketplace. SIPTO is a key feature to enable local breakout of traffic from a small cell.

The Selective IP Traffic Offload (SIPTO) feature defined in 3GPP Rel-10 specifications allows the operator to streamline an established PDN connection by re-assigning a new PDN Gateway that is geographically closer to the current UE location. P-GW relocation implies a change in IP address, which means that performing SIPTO may disrupt any ongoing services. This is acknowledged in a NOTE in TS 23.401 ("If either of the above procedures for GW relocation are initiated while the UE has active applications, it may cause disruption of services that are affected if the IP address changes.").

A recently agreed CR (23.401 CR2584 in S2-132879) attempted to correct this issue by basically recommending that the SIPTO operation should not be performed for UEs in Connected mode ("It shall be possible to configure the MME to deactivate a PDN connection, for P-GW relocation due to SIPTO above RAN, only when UE is in ECM-IDLE mode or during a Tracking Area Update procedure without established RAB(s)."). While this CR is certainly an improvement compared to the previous situation of blindly performed SIPTO, it still does not address the real issue – namely – smooth PDN gateway relocation for UEs with long-lived and real-time IP flows (e.g. long conference call, large file transfers, etc.).

With the introduction of SIPTO at the Local Network (SIPTO@LN) feature, the PDN Gateway (alias Local Gateway) is moved even further towards the network edge and in the extreme case can even be collocated with the eNodeB. While this leads to an extremely "flat" architecture, in the sense that IP traffic can be broken out as close to the network edge as possible, the frequency of service disruptions due to SIPTO is likely to increase because of the much smaller "coverage" of the Local Gateway.

Service disruption due to IP address change does not have the same effect on short-lived and long-lived/real-time flows:

· for flows that do not require IP address preservation (e.g. web browsing) the user may not notice anything, or in the worst-case may have to briefly interact with the user interface (e.g. by clicking again on the web page link following a "network connection lost" error);

· it is for flows that require IP address preservation, the effect can be detrimental (e.g. the user, ejected from the conference, has to re-dial the bridge number, enter password, etc.; similar applies to VPN traffic).

In order to avoid service disruption, coordination between the UE and the network before the SIPTO execution may be desirable.    For example, for supporting applications requiring IP address preservation, the UE may be able to pro-actively move the  flow to a new IP address (i.e. on a new PDN connection) before the previous IP address (i.e. old PDN connection) is removed. 
Based on end-user preferences and to benefit from the UE knowledge of established IP flow type, the network could consider the end-user expectation regarding local P-GW change in case of SIPTO use. 

Objective:
to define system requirements for coordinated selective IP traffic offload that minimises service disruption by taking into account UE’s knowledge of the IP flow characteristics (e.g. requiring IP address preservation or not).   This includes:

· the ability to establish a second PDN connection to the same PDN, without releasing the existing PDN connection, and temporarily keep both PDN connections until all traffic is consolidated on only one PDN connection.
· the ability to establish and simultaneously use two PDN connections with the same PDN, one with and one without IP address preservation, so that IP flows can be bound to matching PDN connections based on their characteristics.
The security of the network shall not be compromised by the introduction of such feature.

This feature should aim at minimizing impact on existing system entities.

This feature should aim at re-using existing standardized functionality as much as possible.

Charging Aspects:

Mechanisms for the provision of accounting/usage information may be included
Security Aspects;

To be addressed with SA3.
4.7
Application specific Congestion control for Data Communication (ACDC) UID_640052
Resources:
S1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640052
	Application specific Congestion control for Data Communication
	17/09/2014
	90%
	SP-140234
	-
	22.011


Supporting Individual Members:
NTT DOCOMO, Qualcomm, Sony Mobile Communication, Intel, Huawei, KDDI, NEC, TeliaSonera, LG Electronics, NTC, Hitachi, SHARP, MediaTek, NTT
Triggered by Rel-13 Study TR 22.806

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	570034
	Study on Application specific Congestion control for Data Communication, FS_ACDC
	This WI stems from this SI.

	630131
	Core part: Smart Congestion Mitigation in E-UTRAN, SCM_LTE-Core
	SCM_LTE-Core focuses on the preferred handling of MMTEL. When overlapping between ACDC and SCM_LTE-Core is found, the overlapped part is to be removed from ACDC.

	
	CT aspects of Smart Congestion Mitigation in E-UTRAN
	This Building Block addresses CT aspects of SCM_LTE-Core.


Justification

There are services, such as the disaster message board service or the disaster voice messaging service, that are used to confirm the safety status of families, relatives, or community members in situations of disaster. Those services have been already used in several occasions and recognized as essential to support general public. Highly congested situation may be caused by natural disaster or public events or triggered by any of a number of reasons. In order to free up network resources based on operator-defined situation, e.g. in RAN/CN that is congested or about to be congested, it would be useful to have a mechanism (subject to regional regulations) that is able to allow/prohibit communication initiation of operator-defined particular applications in the UE. Currently there is no such mechanism.

Objective:
to specify service requirements for system that shall be able to allow/prohibit communication initiation of particular applications defined by operator, subject to regional regulations. The requirements are intended to prevent/mitigate high overload of the access network and/or the core network before/under situation defined by operators.
The followings will be considered:

- Granularity of the control; ACDC category, barring rates.
- Activation by the network and action in UE.

- Related roaming scheme and network sharing scheme.

- Interaction with existing other access barring mechanisms.
Service Aspects:

Service aspects will be specified. They are applied for UTRAN and E-UTRAN.
5
SA1/SA2 Features
	UID
	Name
	Acronym
	Resource
	Rapporteur

	570029
	User Plane Congestion management
	UPCON
	S1,S2
	KDDI

	620064
	Mission Critical Push To Talk over LTE
	MCPTT
	S1,S2
	NIST

	630014
	Enhancements to WEBRTC interoperability
	eWebRTCi
	S1,S2
	Alcatel-Lucent

	630016
	Improvements to CS/PS coordination in UTRAN/GERAN Shared Networks
	CSPS_Coord
	S2
	Ericsson

	640040
	Enhancements to Proximity-based Services
	eProSe
	S1,S2
	Qualcomm

	640045
	voice over E-UTRAN Paging Policy Differentiation
	voE_UTRAN_PPD
	S1,S2
	Alcatel-Lucent

	640046
	Dedicated Core Networks
	DECOR
	S2
	NTT DOCOMO

	640047
	IP Flow Mobility support for S2a and S2b Interfaces
	NBIFOM
	S2
	ZTE

	640048
	Architecture Enhancements for Service capability Exposure
	AESE
	S2,S3
	Intel

	640049
	Monitoring Enhancements
	MONTE
	S2,S3
	Intel

	640050
	Group based Enhancements
	GROUPE
	S2,S3
	Huawei

	640051
	Enhanced CS Fallback (CSFB)
	eCSFB
	S2
	China Unicom

	640053
	Double Resource Reuse for Multiple Media Sessions
	DRuMS
	S2
	Ericsson


5.1
User Plane Congestion management (UPCON) UID_570029
Resources:
S1,S2

	UID
	Name
	Acronym
	Resource
	Rapporteur

	570029
	User Plane Congestion management
	UPCON
	S1,S2
	KDDI

	570129
	Stage 1
	-
	S1
	KDDI

	580057
	TR on Stage 2
	-
	S2
	Allot

	580058
	Deleted - Stage 2
	-
	S2
	NEC

	630019
	BB1: RAN Downlink Traffic Differentiation, Congestion Detection and Reporting
	UPCON-DOTCON
	S2
	Allot

	630020
	BB2: Application and Content Prioritization
	UPCON-CON
	S2
	Allot

	630021
	BB3: Uplink traffic and attended/unattended traffic
	UPCON-TRAF
	S2
	Allot


	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	570129
	Stage 1
	06/03/2013
	100%
	SP-140153
	SP#63 moved to Rel-13 updated WID SP-120890=>SP-140153. SP#59 completed. Convert TR 22.805 clause 6 consolidated requirements to normative requirements in 22.101
	22.101

	580057
	TR on Stage 2
	10/12/2014
	85%
	SP-140153
	-
	new TR 23.705

	580058
	Deleted - Stage 2
	11/12/2013
	100%
	SP-140153
	SP#62 stopped at 0% completion
	TBD

	630019
	BB1: RAN Downlink Traffic Differentiation, Congestion Detection and Reporting
	17/06/2015
	0%
	SP-140153
	Includes: RAN Congestion Detection: , RAN Traffic Differentiation, RAN Congestion Reporting, CN Congestion Mitigation mechanisms, Dynamic Policy Control
	23.060, 23.203, 23.401

	630020
	BB2: Application and Content Prioritization
	17/06/2015
	0%
	SP-140153
	Includes: Content specific UP prioritization (Video), Application specific UP prioritization
	TBD

	630021
	BB3: Uplink traffic and attended/unattended traffic
	17/06/2015
	0%
	SP-140153
	Includes: Uplink Congestion Management, Un/Attended UE Information
	TBD


Supporting Individual Members:
KDDI, Allot Communications, Movik Networks, NTT DOCOMO, AT&T, Samsung, Verizon, ZTE, SoftBank Mobile, China Telecom, Cisco, Huawei, Qualcomm, NEC, Alcatel-Lucent, China Mobile, Hitachi, Intel, Orange, LG Electronics, CATT, Telecom Italia, Broadcom Corporation, Sprint, III, TeliaSonera
Triggered by Rel-12 TR 22.805 Study on User Plane Congestion management (FS_UPCON).
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	540027
	Rel-12 TR 22.805 

Study on User Plane Congestion management (FS_UPCON): User plane congestion management use cases and requirements
	Study to identify use cases and associated requirements as a basis for normative work


Justification

Mobile operators are seeing significant increases in user data traffic. For some operators, user data traffic has more than doubled annually for several years. Although the data capacity of networks has increased significantly, the observed increase in user traffic continues to outpace the growth in capacity. This is resulting in increased network congestion and in degraded user service experience. Reasons for this growth in traffic are the rapidly increasing use of smart phones and tablet like devices, and the proliferation of data applications that they support, as well as the use of USB modem dongles for laptops to provide mobile Internet access using 3GPP networks. As the penetration of these terminals increases worldwide and the interest in content-rich multi-media services (e.g. OTT video streaming services) rises, this trend of rapidly increasing data traffic is expected to continue and accelerate.

3GPP SA2 has studied some aspects of the above in UPCON Work Item in Rel-12 (TR-23.705). The current work item is being proposed to complete the study aspects of UPCON in Rel-12 and to progress selected solutions towards normative specification. The feature components defined in SP-130337 (TSG SA#61, Sep 2013, Porto, Source: SA2/SA1 Chair, 
Title:
ProSe, GCSE_LTE and UPCON Analysis for Rel-12 Prioritization) have been used for focussed objectives.

Objective:

SA1 objective is to specify normative stage 1 enhancements based on the requirements derived from the scenarios and use cases developed in FS_UPCON. These use cases addressed situations where high usage levels lead to user plane traffic congestion in the RAN. The aim is to make efficient use of available resources to support the optimal mix of high priority services and applications, and users with premium subscriptions, while maintaining the user experience, and supporting as many active users as possible. 
The normative stage 1 requirements are anticipated to be based on the categorization in the TR:

· General

· Prioritizing traffic

· Optimizing traffic

· Limiting traffic.

SA2 objectives:

· As part of the TR phase, define the architectural requirements (based on the SA1 normative requirements) in order to scope/guide the work;

· Develop solutions for user plane congestion mitigation based on objective 1; and

· Determine which solution(s) from the TR phase to document in normative specifications, and specify them accordingly.
The objective of this SA2 work is to continue the work started in Rel-12 in TR 23.705. Based on the TR, it will be identified which solution can handle which use cases and requirements with more detailed analyses and evaluations in cooperation with RAN2 and RAN3 as needed. The work for UPCON will be conducted in separate Building Blocks. 

The following Building blocks are identified for this work:

Building Block I: RAN Downlink Traffic Differentiation, Congestion Detection and Reporting (UPCON-DOTCON). 
This Building Block includes the following features:

· RAN Congestion Detection: Determine if the RAN is congested. This includes considerations of 'what' congestion is, 'when' (to distinguish between transient and sufficiently long periods to take action, e.g. to report congestion).

· RAN Traffic Differentiation: This includes traffic differentiation enhancements (e.g. marking, priority, etc.) and considerations for shared networks.

· RAN Congestion Reporting: Determines how (which method) and what will be reported from the RAN to the Core Network.
· CN Congestion Mitigation mechanisms.

· Dynamic Policy Control: Provide policies for RAN Traffic Differentiation and CN Congestion Mitigation, per subscriber policies, including Application/Rx handling. 
Building Block II: Application and Content Prioritization (UPCON-CON). This Building Block includes the following features:

· Content specific UP prioritization (Video): This includes handling of video streams more efficiently either for RAN-based or CN-based congestion mitigation solutions.

· Application specific UP prioritization: This includes how Application specific UP prioritization works in the RAN and standardized identification of applications. 
Building Block III: Uplink traffic and attended/unattended traffic (UPCON-TRAF). This Building Block includes the following features:

· Uplink Congestion Management: This includes identification, differentiating and prioritization of uplink traffic, either by per-flow or per user (e.g. depending on subscription characteristics) policies.
· Un/Attended UE Information: This includes discriminating between attended and unattended data traffic.
Service Aspects:

will not impact specific services but is anticipated to have positive impact on service delivery.
Charging Aspects:
The work may impact charging data collection.

5.2
Mission Critical Push To Talk over LTE (MCPTT) UID_620064
Resources:
S1,S2
	UID
	Name
	Resource
	Rapporteur

	620064
	Mission Critical Push To Talk over LTE
	S1,S2
	NIST

	620164
	Stage 1
	S1
	NIST

	640142
	TR on Stage 2
	S2
	U.S. Department of Commerce

	640042
	Stage 2
	S2
	U.S. Department of Commerce


	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620164
	Stage 1
	10/12/2014
	50%
	SP-140276
	SP#64 completion 09/14=>09/14
	new TS 22.179

	640142
	TR on Stage 2
	10/12/2014
	4%
	SP-140276
	SP#64 updated WID SP-130728=>SP-14027
	New TR 23.779

	640042
	Stage 2
	17/06/2015
	0%
	SP-140276
	-
	New TS 23.179


Supporting Individual Members:
NIST, US Department of Commerce, Home Office, AT&T, T-Mobile USA, Telefónica, Vodafone, Alcatel Lucent, NSN, Ericsson, KPN, BMWi, Blackberry, General Dynamics, Deutsche Telekom, Cisco, Fujitsu, Qualcomm, Motorola Solutions, Harris, Intel, ETRI
LS received from ETSI TCCE S1-141225 and OMA S1-141227 with their PTT requirements (Reply to OMA S1-141590).
Complements Rel-12 FS_ProSe/ProSe and GCSE_LTE. External requirements: FIRSTNET (US), UK Home Office, OMA, TCCA (TETRA and Critical Communications Association)
	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe)
	TR 22.803 Complementing Study

	580059
	Proximity-based Services (ProSe)
	Complementing Feature

Stage 1 in TS 22.115, TS 22.278; 

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Complimentary Feature

Stage 1 in TS 22.468; 


	Source of external requirements (if any)

	Organization
	Document

	FIRSTNET
	Push to Talk over LTE requirements for United States public safety

	UK Home Office
	Push to Talk over LTE requirements for United Kingdom public safety

	TCCA
	Information about the system improvements requirements for the adoption of LTE for mission/business critical communications

	OMA
	Push to talk over Cellular Requirements, Version 1.0 (09 Jun 2006)  OMA-RD-PoC-V1_0-20060609-A;

Push to talk over Cellular Requirements, Version 2.0 (02 Aug 2011)  OMA-RD-PoC-V2_0-20110802-A; and

Push to talk over Cellular 2.1 Requirements (02 Aug 2011)  OMA-RD-PoC-V2_1-20110802-A


Justification

Mission Critical Push To Talk is an essential functionality of public safety communication systems; for example, those systems widely deployed using Land Mobile Radio (LMR) technology such as TETRA, Project 25 (P25), TETRAPOL and GSM-R.

Agreement has been reached by 3GPP that LTE should support effective means for group communication services and proximity services, which are essential to position LTE as the future technology for critical communications users including public safety first responders as well as other users such as utility companies and railways.  
Service requirements for Group Communication System Enablers for LTE (GCSE_LTE, TS 22.468) and Proximity Services (ProSe, TS22.278, TS22.115) were approved in June 2013.  While these service requirements provide essential LTE enablers for communications independent of any particular type of media, specific service/system/EPS/application requirements are needed for development of network and application architectures, security, RAN aspects, and network and application protocols to support Mission Critical Push To Talk over LTE (MCPTT).

Sources of input requirements for MCPTT include:

· The First Responder Network Authority (Firstnet) – the government network operator for the public safety community in the United States.

· The United Kingdom Home Office – the office responsible for the development of the next generation public safety communications system in the UK.

· The work of the National Public Safety Telecommunications Council (NPSTC) – an organization made up of all the major public safety organizations in the United States. 

· The TETRA and Critical Communications Association (TCCA), which is considering LTE for Mission Critical Push to Talk.
· The Association of Public safety Communications Officials (APCO) Global Alliance, which has also endorsed LTE as the technology of choice for public safety communications worldwide. 

· Telecommunications Industry Association (TIA) is considering LTE for critical communications involving LTE mission-critical voice service and interworking with P25 and is creating related requirements for PTT (TIA-4973.201, "Requirements for Mission Critical PTT and Related Supplementary Services").
· Open Mobile Alliance (OMA) has defined Push to talk over Cellular (PoC) specifications with several components that could provide partial support for Mission Critical Push to Talk.
· European Telecommunications Standards Institute (ETSI) TC TETRA and Critical Communications Evolution (TCCE) has opened a work item: DTR/TETRA-01203, User Requirements Specification Mission Critical Broadband Communications Part 2 Critical Communications Application.
Other regional requirements not listed may also be reflected in the work. 

While previous such standards have often been regional, there is a strong desire for the next generation of Mission Critical Push To Talk to be based on a single, widely adopted global standard.
There is no overlap foreseen with OMA work on PoC for Stage 1 requirements.
Objective

The SA1 objective is to specify the Stage 1 requirements for a Push To Talk functionality to support Mission Critical voice communication over LTE that can be used by public safety and commercial uses (e.g., utility companies and railways).

To accomplish this objective SA1 needs to specify the requirements that are relevant to improve the E-UTRAN, EPC and application-layer functionality, including applications supported by UEs and external network elements (e.g. Application Servers) supporting Mission Critical voice for LTE.

Requirements for MCPTT will include the following areas: 

· Push To Talk (PTT) group and PTT individual communications involving the EPS and external networking and application interaction;

· Services, including talker identification, location, and emergency alerting for mission critical voice communication;

· Voice/audio quality;

· Special privilege handling (For console interaction - e.g, override, monitor, exception handling, etc);

· Service availability;

· Floor control, priority and pre-emption;

· Performance, including call establishment times and permission to talk request to permission granted times;

· Use of GCSE_LTE;

· Use of Proximity Services (ProSe);

· Interconnection with voice systems, including cellular and the PSTN, as well as private/land mobile radio;

· Security, including confidentiality of mission-critical voice communications;

· Charging/billing and system management considerations;
· Management of Mission Critical PTT communications;
· Presence service, including interaction with other communication services.
MCPTT should aim at re-using existing, standardized functionality when possible and justified.  
The SA2 objectives are as follows:

1.
As part of the TR phase:
a)
Define the MCPTT architectural requirements (based on the Stage 1 normative requirements) in order to scope/guide the work in SA2 taking into account:

i)
The need for GCSE_LTE and ProSe architecture support of the Stage 1 MCPTT service requirements including the need for possible architectural enhancements to existing Stage 2 specifications (e.g., TS 23.468, TS 23.303); and,
ii)
The need for MCPTT architecture support that reuses existing 3GPP capabilities.
b)
Develop MCPTT solutions based on objective a).
c)
Determine which solution(s) from the TR phase to document in normative specifications.
2.
Specify the selected Stage 2 (architecture) solutions in relevant specifications.
Existing, standardized functionality will be exploited where possible and justified.
Work on normative technical specification(s) in SA2 will be based on approved Stage 1 requirements.
Service Aspects:
Service aspects will be identified

MMI-Aspects:

Not applicable

Charging Aspects:
Will be identified in this work item

Security Aspects:
Security aspects will be identified
5.3
Enhancements to WEBRTC interoperability (eWebRTCi) UID_630014
Resources:
S1,S2
	UID
	Name
	Resource
	Rapporteur

	630014
	Enhancements to WEBRTC interoperability
	S1,S2
	Alcatel-Lucent

	630114
	Stage 1
	S1
	Alcatel-Lucent

	640138
	TR on Stage 2ity
	S2
	China Mobile

	640038
	Stage 2
	S2
	China Mobile


	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	630114
	Stage 1
	17/09/2014
	90%
	SP-140286
	-
	22.228

	640138
	TR on Stage 2
	18/03/2015
	0%
	SP-140286
	SP#64 updated WID SP-140166=>SP-140286
	New TR 23.706

	640038
	Stage 2
	17/06/2015
	0%
	SP-140286
	-
	23.228


Supporting Individual Members:
Alcatel-Lucent, Broadcom, Office of Emergency Communications, Sprint, Huawei, Telecom Italia, AT&T, Orange, T-Mobile USA, China Mobile
	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	580062
	Web Real Time Communication (WebRTC) Access to IMS
	This work item adds enhanced interoperability support for WebRTC.


Justification

An initial set of requirements supporting IMS access via a WebRTC IMS client was established in Rel-12.  SA2 has determined that they are not able to implement the Stage 2 for a subset of the SA1 requirements.  These are carried forward to Rel-13 under the feature defined by this WID.

Several useful functions supporting WebRTC IMS client interoperability with 3GPP systems were not included in the Rel-12 requirements.  Consideration was given only to interoperability between IMS and a WebRTC IMS client. Requirements to provide end-to-end support for specific WebRTC capabilities at the bearer level (e.g., WebRTC IMS client to WebRTC IMS client communication) will reduce the need for protocol conversions between WebRTC and IMS protocols on the data channel.  Requirements are also needed to provide end-to-end security which is currently not available due to the need for interworking between WebRTC and IMS security mechanisms.

Additionally, other new IMS features were introduced in Rel-12 which can now be considered for interoperability in Rel-13.  Requirements for these and other functions may be needed to expand the capabilities accessible via a WebRTC IMS client. Since WebRTC is part of Rel-12, it should be able to interwork with other Rel-12 or earlier features, e.g., Presence, MMTel, Telepresence.
This work item is intended to address any carried forward requirements as well as introduce requirements for additional functionality related to interoperability with WebRTC IMS clients.

Objective:
SA1 objectives:

to specify service requirements to enhance interoperability with WebRTC IMS clients in the following areas: 

1. Requirements and use cases originally included for Rel-12 for which the stage 2/3 work has been deferred to Rel-13.  

a. third-party WebRTC access in the case where the 3rd party allocates IMS identities from a block where the associated subscription corresponds to a class of users supported by the WebRTC environment (e.g., enterprise associates) rather than a single end user.  

b. third-party realization of communication services (e.g., enterprise) either instead or in addition to those provided by the IMS operator.

2. Minimize the need for bearer level protocol conversion when supporting WebRTC media capabilities between  WebRTC IMS clients without the need to convert to/from IMS protocols

3. Support for end to end WebRTC security, subject to regulatory constraints, that avoids conversion between WebRTC and IMS security protocols

4. Address any gaps identified to ensure interworking of Rel-12 or earlier IMS services (e.g., Telepresence, presence) with webRTC.
SA2 objectives:

to enhance the IMS architecture and stage 2 procedures defined as part of IMS_WebRTC as required to support the requirements defined bySA1 as part of the work on eWebRTCi 

The output of this work will not require changes to existing webRTC enabled web browsers.
Service Aspects:

Service aspects will be specified.
MMI-Aspects:

will be defined in later specification stages.  Any potential service impacts will be identified.
Charging Aspects:
Charging mechanisms will be defined in later specification stages. Any potential service impacts will be identified.
Security Aspects:
will be defined in later specification stages. Any potential service impacts will be identified. A study of the feasibility of end to end security aspects may be needed in SA3 and SA3 LI.
5.4
Improvements to CS/PS coordination in UTRAN/GERAN Shared Networks (CSPS_Coord) UID_630016
Resources:
S2
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	630116
	TR on Stage 2
	10/12/2014
	60%
	SP-140168
	SP#64 TR 23.704v100 for Information
	New TR 23.704

	630216
	Stage 2
	10/12/2014
	0%
	SP-140168
	-
	23.216, 23.251, 23.272


Supporting Individual Members:
Ericsson, TeliaSonera, Telenor, Vodafone, Orange

Provide improvements to the solutions for CS/PS coordination in TS 23.251 to ensure that CS/PS coordination can be achieved for all mobility scenarios.
Justification

There is support of Network Sharing in UTRAN/GERAN specifications where radio access and core network can be shared between operators without this being known to the UEs. One challenge in the context of this functionality is to ensure that the registration of a given UE to the CS and PS domain is coordinated, i.e. a subscriber is registered to the same PLMN in both domains.

Initial analysis has shown that there are issues with CS/PS coordination in least in the case of network-controlled mobility into UTRAN/GERAN shared networks i.e. CS/PS coordination failure resulting in UE ending up registered to different operators in the CS and PS domains.

Objective:
to investigate all use cases for CS/PS coordination for non-supporting UEs. This includes also shared networks not having support for supporting UEs i.e. networks not broadcasting multiple PLMN IDs.  The use cases that need to be handled will at least include:

· CS handover to UTRAN/GERAN (DTM/non-DTM for GERAN)

· PS Handover to UTRAN/GERAN

· Redirection

· Cell reselection

· CSFB

· (r)SRVCC, and SRVCC

The objective is to provide improvements to the solutions for CS/PS coordination in TS 23.251 to ensure that CS/PS coordination can be achieved for all mobility scenarios. 

5.5
Enhancements to Proximity-based Services (eProSe) UID_640040
Resources:
S1,S2

	UID
	Name
	Resource
	Hyperlink
	Notes
	TS_TR

	640140
	Stage 1
	S1
	SP-140386
	-
	22.115, 22.278

	640141
	TR on Stage 2
	S2
	SP-140385
	-
	New TR 23.713

	640041
	Stage 2
	S2
	SP-140385
	-
	23.303, TBD


	UID
	Name
	Resource
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640140
	Stage 1
	S1
	17/09/2014
	0%
	SP-140386
	-
	22.115, 22.278


Supporting Individual Members:
Qualcomm, AT&T, Deutsche Telekom, U.S. Department of Commerce, BlackBerry, Alcatel-Lucent, NSN, KPN, T-Mobile USA, Sony, UK Home Office, Fujitsu
Justification

Some Rel-12 ProSe service requirements have not been implemented at Stage 2/3 level. These are taken up in Rel-13 Stage 2/3 and need Stage 1 appropriate service requirements. No new service requirements are introduced.

The work item on Proximity-based Services (ProSe) generated a large number of service requirements for 3GPP TS 22.278 and TS 22.115. These requirements have been taken up by other groups within 3GPP to generate Stage 2 and Stage 3 ProSe specifications.

A number of the ProSe service requirements in 3GPP have not been implemented yet in Rel-12.
Some or all of these service requirements will be taken up in stage 2 activities within Rel-13. For these activities, Stage 1 needs to support the Stage 2 work with appropriate requirements.

This work item is not intended to introduce new service requirements.
Objectives:
to support stage 2/3 development during Rel-13.

To support end-of-release 12 maintenance to review and ensure that Rel-13 TS 22.278 and TS 22.115 contain all agreed ProSe Stage 1 requirements. These service requirements are to be copied from Rel-12 TS 22.278 and TS 22.115 prior to removal of unfulfilled service requirements from Rel-12 as per process for handling WIDs across releases.

The topics likely to be addressed in this process are:

· ProSe E-UTRA Communication between two ProSe-enabled UEs

· Restricted discovery
· Public safety out of coverage discovery
· UE-to-Network & UE-to-UE Relays

· Requesting Discovery Range Class

· Service continuity

· Moving of a user traffic session path
· WLAN QoS consideration

· Some WLAN roaming requirements
· Some third-party application interaction requirements
No new service requirements will be added under this WID.
Service Aspects:
will be specified.
MMI-Aspects:
Any potential service impacts will be identified. MMI aspects will be defined in later specification stages. 
Charging Aspects:
Any potential service impacts will be identified. Requirements for flexible charging models (e.g. volume-based charging) will be developed. Charging mechanisms will be defined in later specification stages. 
Security Aspects:
 will be specified. 
	UID
	Name
	Resource
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640141
	TR on Stage 2
	S2
	13/03/2015
	0%
	SP-140385
	-
	New TR 23.713

	640041
	Stage 2
	S2
	12/06/2015
	0%
	SP-140385
	-
	23.303, TBD


Supporting Individual Members:
Qualcomm, Deutsche Telekom, ZTE, UK Home Office, CATT, US Department of Commerce, AT&T, HTC, General Dynamics, Telefonica, Motorola Mobility, KDDI, ITRI, LG Electronics, Interdigital, Intel, NSN, Nokia, Ericsson, Huawei, Alcatel-Lucent, Sony, NEC, Fujitsu

Justification

ProSe Rel-12 has standardized in TS 23.303 Rel-12 a subset of the stage-1 requirements defined in TS 22.278.  Namely, from stage-2 perspective, support for the following features was standardised in Rel-12: 

· Open ProSe Direct Discovery

· EPC-level Discovery

· EPC-assisted interworking with WLAN direct

· ProSe Direct Communication 1-many

The following features based on existing (Rel-12 defined) stage-1 that were not completed in Rel-12:

· Restricted ProSe Direct Discovery for non-Public Safety use. 

· ProSe Direct Discovery for Public Safety use.

· ProSe UE-Network relays for Public Safety use 

· ProSe UE-UE relays for Public Safety use

· ProSe Direct Communication one-to-one for Public Safety use 

Additional requirements for service continuity and QoS priority/pre-emption of ProSe Direct Communication sessions as defined in TS 22.278 will also need to be considered.

During SA2 meetings, some further improvements to the Open ProSe Direct Discovery procedures were discussed. 

For Public Safety use the UE Location, and Presence in ProSe mode is required.

The identified services provide support for Public Safety and non-Public Safety services that would be of interest to operators and users. For Public Safety use, ProSe Direct Discovery and ProSe Direct Communication scearios are expected to be supported, regardless of whether the UE are served by E-UTRAN.
ProSe normative specifications are also requested to enable economy of scale advantages, i.e. the requirements should ensure that the resulting system can be used for both Public Safety and non-Public Safety services, whenever possible.

Objectives:

1. As part of the TR phase

a. Study architecture enhancements in order to support: 

i.  Restricted ProSe Direct Discovery for non-Public Safety use;

ii. ProSe Direct Discovery for Public Safety use;

iii.  Support for model B ProSe Direct Discovery for all use cases (i.e. open and restricted);

iv. Enhancements to the procedures for Open ProSe Direct Discovery such as management of ProSe Application IDs and metadata at the ProSe Function from application server over PC2 and revocation of ProSe App. Code from the ProSe Function. Any other Enhancements to the procedures for Open ProSe Direct Discovery, if need is identified in the scope of this work item;

v. Status determination and reporting, including location status, Presence status, Group status, and UE Network Coverage status in ProSe for Public Safety use, if it is identified to be exchanged (as part of PC5 information exchanges) in scope of 3GPP standardization for Public Safety use. However, if it is identified that it is preferable that some of this status information is exchanged only as application layer signalling then this will not be in the scope of this WID.

vi. ProSe UE-Network relays for Public Safety use; 
vii. ProSe UE-UE relays for Public Safety use;
viii. ProSe Direct Communication one-to-one for Public Safety use;

ix. Requirements for service continuity and QoS/priority/pre-emption of ProSe Direct Communication sessions as defined in TS 22.278 for the aforementioned communication scenarios.

x. Study architecture enhancements in order to support proximity estimation e.g. how near or how far a discovered UE is from the discovering UE. Based on that additional ProSe discovery range classes could be introduced, if deemed necessary.

2. Specify selected solutions in relevant specifications.

Other stage-1 requirements (defined in Rel-12) that are not captured in the above objectives are considered out of scope of this WID.
5.6
voice over E-UTRAN Paging Policy Differentiation (voE_UTRAN_PPD) UID_640045
Resources:
S1,S2

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640145
	Stage 1
	18/06/2014
	100%
	SP-140394
	SP#64 approved WID & completed
	22.228, 22.278

	640245
	Stage 2
	10/12/2014
	0%
	SP-140394
	-
	23.228, 23.401


Supporting Individual Members:
Alcatel-Lucent, Verizon, Oracle, LG Electronics, Samsung, Telefonica, NSN, Ericsson, Deutsche Telekom, Intel, T-Mobile USA
Justification

Operators can apply different paging policies (e.g., paging area, paging retransmission strategy, paging priority) for services carried over different EPS bearers. But voice over E-UTRAN and the other services (e.g. SMS and other non-voice over E-UTRAN services) share the same paging policy as they are using the same signalling bearer.

Voice over E-UTRAN calls typically require a more aggressive paging profile (e.g., due to user awareness of the call setup time) than other non-voice over E-UTRAN services.  The current constraint of differentiating paging policy based on bearer type results in applying the same aggressive paging policy for all services using the IMS signalling bearer, regardless of whether these services correspond to voice over E-UTRAN or not and thus contributes to an undesirable increase of the paging load for non-voice over E-UTRAN services.  When termination attempts for non-voice over E-UTRAN services occurs at a rate of 2 to 3 times that of termination attempts for voice over E-UTRAN services, a significant savings of radio resources can be achieved by using a less aggressive paging strategy for the non-voice over E-UTRAN services.

Because a more aggressive paging profile is needed for voice over E-UTRAN services but not for other services using the IMS signalling bearer, a distinction should be made between voice over E-UTRAN and non-voice over E-UTRAN traffic.  Providing this distinction will allow the use of a more aggressive voice over E-UTRAN paging profile to page devices for voice over E-UTRAN mobile terminating calls and less aggressive paging profile for non-voice over E-UTRAN applications.  No impacts are expected to the RAN as paging priority mechanisms already exist. 
Objective
SA1 Objective:
 to specify service requirements to allow a more aggressive paging policy for voice over E-UTRAN termination attempts than for non-voice over E-UTRAN termination attempts.

SA2 Objective:


As part of the stage 2 work, the "voice over E-UTRAN" service described in the SA1 objective of this WID is understood to mean the "IMS Voice" service (as described by current 3GPP specifications) when running over E-UTRAN

The SA2 objective is to specify architectural enhancements to allow over E-UTRAN a differentiated paging policy for IMS Voice calls.
The solution shall be developed in a way that it can be extended in the future to UTRAN or other services than Voice over IMS.

The solution shall be developed to avoid differences between S4 and S11 interfaces.  
Service Aspects:
will be specified.
MMI-Aspects:

will be defined in later specification stages.
Charging Aspects:
No Charging impact is expected
Security Aspects:
No Security impact is expected.
5.7
Dedicated Core Networks (DECOR) UID_640046
Resources:
S2

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640146
	TR
	10/12/2014
	10%
	SP-140395
	-
	New TR 23.707

	640246
	Stage 2
	18/03/2015
	0%
	SP-140395
	-
	23.060, 23.401


Supporting Individual Members:
NTT DOCOMO, Vodafone, AT&T, Telecom Italia, Telenor, Huawei, NSN, Cisco, Ericsson, NEC, ZTE, Silver Spring Networks, Hitachi, Intel, Fujitsu, CATT, Alcatel-Lucent, TeliaSonera
Justification

3GPP networks are beginning to support devices and customers with very different characteristics, such as machine type devices, MVNO, data usage, etc. These classes of devices and customers may have different requirements from the core-network in terms of optional feature support, traffic characteristic support, availability, congestion management, ratio of signalling to user plane traffic, etc. As we move forward the classes of devices/customers will continue to increase. One cost effective mechanism for operators to support these different classes of devices and customers is to create separate dedicated core networks consisting of specialized core network elements that are designed and deployed to meet the requirements of these different devices and customers. It is cost-effective as the network availability or redundancy requirements may be easier met with different hardware and software than the existing core network. Also, creating separate core networks enables independent scaling or specific feature provisioning for specific user or traffic types and isolating specific users and traffic from each other. 

Such dedicated core networks need to support both future and previous device releases and it is not always possible to expect devices to provide specific indication of the above requirements in their initial signalling to the network. The overall model is comparable to MOCN network sharing with non-supporting UEs.

Existing specifications for MTC devices, specifically the use of the low priority indication (LAPI), provides a partial solution for dedicated core networks for such types of devices, but (i) is not able to handle UEs that do not provide the LAPI indication, (ii) nor is the reselection of MME/SGSN supported. This WID will try to solve the problem when devices do not provide indication to the network and will not be restricted just to low priority class of devices.

Objective:
to enable the deployment of dedicated core networks where each dedicated core network is dedicated to UEs sharing the same characteristics.  The specific dedicated core network that serves a UE is selected based on subscription information and operator configuration, without requiring the UEs to be modified.

A dedicated core network consists of a set of MMEs, S4-SGSNs, SGWs and PGWs. The objective of the WID includes studying and creating solutions for the following:
· Defining the subscription information and configuration used to determine the selection of the specific dedicated core network that shall serve the UE.

· Enable the initial allocation of serving MMEs or SGSNs from the dedicated network selected for the UE and maintaining the UE’s association with the selected dedicated network during MME/SGSN change.

· Enable the allocation/reallocation of serving SGW and PGW from the dedicated network selected for serving the UE. 

· Whether other network elements, eg. PCRF, also need to included as part of the dedicated network and if additional functionality is needed for selection of such network elements.

· Whether dedicated core network may also consist of Gn/Gp SGSNs and GGSNs is to be determined during the study.

· Handling of possible relocation of UEs from one dedicated network to another.

· Handling of dedicated core networks in roaming scenarios and GWCN/MOCN shared networks.

Interactions with intra and inter-RAT handover, Gs interface, CSFB, and SRVCC will also be considered.

A TR will be created to capture the study phase of the WID. 
Normative changes to specifications will be based on conclusions of the TR.
5.8
IP Flow Mobility support for S2a and S2b Interfaces (NBIFOM) UID_640047
Resources:
S2

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640147
	TR
	13/03/2015
	5%
	SP-140279
	-
	New TR 23.861

	640247
	Stage 2
	17/06/2015
	0%
	SP-140279
	-
	23.402, TBD


Supporting Individual Members:
ZTE, China Mobile, Orange, CATT, China Unicom, KDDI, Verizon , Broadcom Corporation , AT&T, Alcatel Lucent, Alcatel Lucent Shanghai Bell, Intel, Oracle, Samsung, LG Electronics, NEC, DoCoMo, Ericsson, Interdigital, Sharp Corporation, Huawei, Motorola Mobility
Revived the Rel-12 DRAFT TR 23.861 stopped at SP#59 (at 40% completion)
Justification

Dual radio devices (e.g. 3GPP/LTE & WiFi) are becoming commonly available and the set of applications running in the mobile devices is diversifying.  While some applications are very well suited to use as transport 3GPP access systems, some other applications may be also well suited use as transport some other - complementary - access systems (e.g. APP software update via WiFi in parallel to VoIP over LTE).  Also, in some environments (e.g. home, office, and campus) it would be beneficial for operators to offload certain type of traffic from 3GPP radio to WLAN.

Up to Rel-12, mechanisms have been defined for simultaneous connectivity over 3GPP and WLAN for different PDN connections and for NSWO.  

In Rel-10, 3GPP defined the capability for DSMIPv6 capable UEs to allow seamless offload of individual IP flows corresponding to a PDN connection to WLAN by introducing IP flow mobility (IFOM) support to the EPC. The IFOM features allows MNOs to dynamically direct individual IP flows generated by different applications and belonging to the same PDN connection to specific access system via the DSMIP mobility solution. 

Many operators have deployed network-based mobility protocols (e.g. GTP and PMIP). The proposed work item will study and define solutions for IP Flow Mobility using network-based mobility protocols. 

Objective:
to define the IFOM functionality for PMIP and GTP-based S2a and S2b over WLAN. 
The scope of the work is based on the use-cases and service requirements defined in TR 23.861.

It is assumed that

· the UE supports dual radio for 3GPP and WLAN access simultaneously
The following procedures related to seamless offload and flow mobility using network-based protocol, PMIP and GTP based S2a and S2b over WLAN, are to be studied:

· The support of a PDN Connection active over multiple accesses simultaneously

· The association of one or multiple IP flows belonging to a PDN connection to an access system 

· The movement of one or multiple IP flows belonging to a PDN connection between different access systems

· The triggers for IP flow mobility in the UE and the network

· UE-initiated and network-initiated NBIFOM. 

· The impact and the relationship to 3GPP related policies (e.g. PCC, ANDSF, ISRP, ISMP, RAN policy with no ANDSF etc.), if any,  to support NBIFOM
Based on the outcome of study, the intention is to develop the normative specification. 
5.9
Architecture Enhancements for Service capability Exposure (AESE) UID_640048
Resources:
S2,S3
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640148
	TR for Architecture
	18/03/2015
	10%
	SP-140301
	-
	New TR 23.708

	640248
	Stage 2
	17/06/2015
	0%
	SP-140301
	-
	TBD

	640348
	TR on Security
	17/06/2015
	0%
	SP-140301
	TR for AESE, MONTE, GROUPE
	New TR 33.889

	640448
	Security
	16/09/2015
	0%
	SP-140301
	-
	33.187


Supporting Individual Members:
Intel, Samsung, Huawei, InterDigital, LG Electronics, KPN, ZTE, NTT DOCOMO, Silver Springs Network, CATT, HTC, NEC, KDDI, AT&T, Cisco, Acision, Fujitsu, China Mobile, Alcatel-Lucent, Orange

	Corresponding stage 1 work item

	UID
	Title
	TS

	480130
	Stage 1 for System Improvements to Machine Type Communications (SIMTC)
	TS 22.368

	610030
	Stage 1 for Service Exposure and enablement Support (SEES)
	


Justification

The 3GPP system owns operational information on device and services status and also on subscription that may be valuable for 3rd parties to base applications on or to enhance trouble shooting or customer care for 3rd party applications. 

Such 3GPP system internal information or services, denoted as 3GPP service capabilities, are today already offered for external, i.e. Application provider, usage to some extent. This WID intends to define architecture enhancements to expose more service capabilities that are valuable for application providers and thereby contribute to monetize the PLMN’s assets. Application providers could be M2M service providers, 3rd party application providers, or MNO’s internal application platforms.

The Service Capability Exposure includes the identification and definition of the Service Capabilities on the one hand and the exposure of the capabilities on the other hand. Service capability exposure provides authorised and secure access to 3GPP system service capabilities and execution of services. The 3GPP system offers some support functions like mapping between internal and external identities. A range of 3GPP system capabilities is already accessible via OMA-APIs, like SMS or MMS. In order not to fragment the capability exposure, any capabilities exposed under this WID should likely be exposed e.g. via OMA-API(s) and therefore, the actual API is not in the scope of this WID.
Objective:
to define stage 2 architecture enhancements wherein 3GPP system provided service capabilities are exposed to application providers, e.g. via OMA-API(s). 

As part of this work it will be identified how the API and the 3GPP system act together to expose 3GPP service capabilities. 

The definition of APIs is out of scope of this work item.

The work item should reuse existing 3GPP specifications and external specifications as far as possible.  

NOTE:
As part of the work it would be determined whether there is one single capability exposure function for all service capabilities, a variety of capability exposure functions that fit the needs of specific market segments and industries, or one capability exposure function for each service capability.
Once stage 1 normative requirements for SEES are available from SA1 then SA2 will:

1. Define the architectural requirements for new service capabilities and services (based on the Stage 1 normative requirements) that are exposed to application providers;
2. Develop solutions based on objective 1);

3. Determine which solution(s) from the TR phase to document in normative specifications; and 
4. Specify selected solutions in relevant specifications.
Also objective of this work item is to study and provide stage 2 security and privacy related specification for the requirements identified in Stage 1 and Stage 2 specifications for Service Capability Exposure. Further, SA3 shall have responsibility for this feature, as an assessor of the security implications and resulting required changes to technical specifications, if any.
5.10
Monitoring Enhancements (MONTE) UID_640049
Resources:
S2,S3
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640149
	TR
	17/06/2015
	15%
	SP-140302
	-
	New TR 23.789

	640249
	Stage 2
	17/06/2015
	0%
	SP-140302
	-
	23.682, TBD

	640349
	TR on Security
	17/06/2015
	0%
	SP-140302
	TR for AESE, MONTE, GROUPE
	New TR 33.889

	640449
	Security
	16/09/2015
	0%
	SP-140302
	-
	33.187


Supporting Individual Members:
Intel, Samsung, Huawei, InterDigital, LG Electronics, KPN, Alcatel-Lucent, ZTE, NTT DOCOMO, Silver Spring Networks, CATT, HTC, China Mobile, Cisco, Acision, China Unicom, Orange
Linked to Rel-13 Feature Architecture Enhancements for Service Exposure (AESE). Although service requirements (TS 22.368 clause 7.2.8) are motivated by MTC, the solution may apply to normal UEs

Justification

The Monitoring feature is intended for monitoring of MTC Device, UE and user/subscription related events. This comprises of means that allow for activating monitoring of specific events, the event detection and the reporting to authorised users, e.g. for use by applications or logging.  Some examples of monitoring events are - monitoring the association of the Device and UICC, change in the point of attachment, loss of connectivity etc. It is desired that the network is able to detect such events and report them to service capability server or application server for desired and/or pre-defined actions.

This new Work item is being proposed to address support for Monitoring as per service requirement defined in the clause 7.2.8 of TS 22.368.

It should be noted that although the service requirements are motivated by MTC the solution may apply to normal UEs as well.

Objective:
to study and provide stage-2 specification for the following items -

· Monitoring as per the service requirements defined in the clause 7.2.8 of TS 22.368

This work item will define monitoring as value added service (service enabler) for Mobile Network Operators. 
This includes monitoring of events that are related to 3GPP procedures and operations and reporting of events to M2M service provider or 3rd party application providers. Application layer reporting of monitoring events is outside the scope of this WI.

This work should make use of applicable architecture enhancements determined as part of AESE work item. 

Also objective of this work item is to study and provide stage 2 security and privacy related specification for the requirements identified in Stage 1 and Stage 2 specifications for Monitoring feature. Further, SA3 shall have responsibility for this feature, as an assessor of the security implications and resulting required changes to technical specifications, if any.
5.11
Group based Enhancements (GROUPE) UID_640050
Resources:
S2,S3
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640150
	TR
	18/03/2015
	10%
	SP-140305
	-
	New TR 23.769

	640250
	Stage 2
	17/06/2015
	0%
	SP-140305
	-
	23.682, TBD

	640350
	TR on Security
	17/06/2015
	0%
	SP-140305
	TR for AESE, MONTE, GROUPE
	New TR 33.889

	640450
	Security
	16/09/2015
	0%
	SP-140305
	-
	33.187


Supporting Individual Members:
Huawei, Samsung, Intel, InterDigital, LG Electronics, KPN, Alcatel-Lucent, ZTE, NTT DOCOMO, Silver Spring Networks, CATT, HTC, NEC, KDDI, Cisco, China Mobile, Qualcomm, Fujitsu, Acision, China Unicom
Justification

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer.

From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices/subscriptions. This can be, e.g., the ability to trigger a group of devices with one trigger message, the ability to enforce a QoS policy for a group of devices.

Group based policing can be used to enforce a QoS policy for a group of MTC devices/subscriptions. This allows greater flexibility to the MTC application / MTC application owner compared to individual policies for each of the devices/subscriptions, while at the same time ensuring the operator that the particular group of MTC devices/subscriptions does not unduly load the network.

Group based triggering can be used by the Service Capability Server to trigger a group of devices within a particular geographical area, e.g. to wake up the MTC Devices that are members of that MTC Group. 

Requirements for group based MTC are identified in 3GPP TS 22.368, clauses 7.2.14.1 (general group based requirements), 7.2.14.2 (group based policing) and 7.2.14.3 (group based addressing/triggering/messaging). 

It should be noted that although the service requirements are motivated by MTC the solutions may apply to normal UEs as well.

Objective:
to study the concept of groups and to study and specify solutions to:

· Fulfil the general group based requirements (22.368 clause 7.2.14.1)

· Fulfil the group based policing requirements (22.368 clause 7.2.14.2)

· Fulfil the group based addressing requirements (22.368 clause 7.2.14.3)

This work should make use of applicable architecture enhancements determined as part of AESE work item. 

Also objective of this work item is to study and provide stage 2 security and privacy related specification for the requirements identified in Stage 1 and Stage 2 specifications for Group based Enhancements. Further, SA3 shall have responsibility for this feature, as an assessor of the security implications and resulting required changes to technical specifications, if any. 

5.12
Enhanced CS Fallback (eCSFB) UID_640051
Resources:
S2

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640151
	TR
	10/12/2014
	0%
	SP-140285
	-
	New TR 23.772

	640251
	Stage 2
	18/03/2015
	0%
	SP-140285
	-
	23.272


Supporting Individual Members:
China Unicom, Deutsche Telekom, Qualcomm, CATR, Huawei, HiSilicon, ZTE, CATT, Mediatek, III, Broadcom, Telefonica, CeWIT, IIT, ITRI
Linked to Rel-8 WIs Single Radio Voice Call Continuity for 3GPP (SAES-SRVCC) and CS Fallback in EPS (SAES-CSFB)

	Related Study Item or Feature (if any) *

	UID
	Title
	Nature of relationship

	350030
	Single Radio Voice Call Continuity for 3GPP (SAES-SRVCC)
	Rel-8 WI on SRVCC

	390036
	CS Fallback in EPS (SAES-CSFB)
	Rel-8 WI on CSFB


Justification

CS Fallback (CSFB) plays still an important role in deployed LTE networks. Compared to a native call starting in 2G or 3G CS domain, CSFB has longer call setup times. Increased call setup times can be observed in both LTE->UMTS and LTE->GSM CSFB, especially if the already standardized solutions (e.g. RIM) to optimize the call setup times are not possible to deploy, e.g., due to impact on both GERAN and E-UTRAN.
Since some operators expect that CSFB will continue to play an important role for some time to come, there is interest in reducing the CSFB call setup times. 
Objective:
to investigate and describe how the CSFB procedures can be enhanced or improved for shortening CSFB call setup time (e.g., by reusing existing operations, it may be possible to enhance CSFB call setup delay for SRVCC capable devices ).

Any adopted enhancements from this WID shall not affect CSFB for UEs to which the enhancements are not applicable.
Normative work will proceed only based on agreement conclusion during the TR phase.

CSFB enhancements must be designed using existing UE operations. 
5.13
Double Resource Reuse for Multiple Media Sessions (DRuMS) UID_640053
Resources:
S2

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640153
	Stage 2
	13/03/2015
	20%
	SP-140393
	-
	23.203, 23.228


Supporting Individual Members:
Ericsson, ATT, Alcatel-Lucent, KDDI, China Mobile
Justification

Today Call waiting, Call hold with Conferencing will lead to at least double the amount of resources in the system for the users subject to these services than really are necessary. 

For these call cases, the user will only have one active session at a time, while the other session will be inactive; still dedicated resources are allocated for sessions where media is not sent or received. 

Thus, if not considering these services when allocating resources in the network it will lead to unnecessary resources being reserved leading to less session to be served for a given system.

This may become a problem for populated areas and in particular in areas with a large concentration of business users, where an over-dimensioning will then be required. 

EXAMPLE:
If a user starts a voice and video call, resources will be reserved in the system, e.g., one QCI-1 bearer with 23kps and a QCI-2 bearer with 700kps (HD voice and video).  The user puts the call on hold, which means that the gates will be closed, but the resources will still be reserved in the system (to avoid that the call will be lost).  The user places a call to another user.  This will generate a new resource request, where additional resources on top of what is already reserved will be allocated.  So, if this new call is also a voice /video, the allocated resources in the network will be: 46kps for QCI-1 and 1400kps for QCI-2 bearer.  But since one of the calls is on hold, no media will be used for the held call, i.e., at any point in time, only 23kps for voice and 700kps for video will be used.  Hence, it would not been required to reserve the additional resources.

A similar situation occurs at SIP forking, where today, additional resources on originating side are not allocated for each forking leg, but only the maximum resources required for the session. In the case of SIP forking the situation is known to be transient and concerns a single Rx session, while the case of Call waiting and Call hold normally extend over a longer time and the calls are handled with separate Rx sessions. Providing a similar mechanism for calls on hold / conference, still with the functionally independent handling of the calls, would reduce the resources required significant in the network. 
Objective:
to optimize the PS access resources so that two or more parallel sessions for a user can share resources reserved per media type given that only one media stream per media type will be used at one time. 
The optimization shall not affect the service quality for any of the media types. 

6
SA3 Features
	UID
	Name
	Acronym
	Rapporteur

	620062
	Security Assurance Specification for 3GPP network products
	SCAS
	NTT DOCOMO

	640056
	Lawful Interception in the 3GPP Rel-13
	LI13
	PIDS, Alcatel-Lucent


6.1
Security Assurance Specification for 3GPP network products (SCAS) UID_620062
Resources:
S3
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620162
	TR on Pilot development of Security Assurance Specification for MME network product class
	10/12/2014
	30%
	SP-130718
	TR collects input for the new TS 33.116
	New TR 33.806

	620262
	Security Assurance Specification for 3GPP network product classes
	18/03/2015
	0%
	SP-130718
	TS contains results of the first WID objective
	New TS 33.116

	620362
	TR on Security Assurance scheme for 3GPP network products
	10/12/2014
	50%
	SP-130718
	TR contains results of the second WID objective
	New TR 33.916


Supporting Individual Members:
NTT DOCOMO, China Mobile, Alcatel-Lucent, BT, China Unicom, Deutsche Telekom, Ericsson, Huawei, Juniper Networks, NEC, NSN, Orange, Telecom Italia, TeliaSonera, Vodafone
Triggered by Rel-12 TR 33.805 Study on Security Assurance Methodology for 3GPP Network Elements (FS_SECAM).

Justification

While an operator’s core network can be assumed to be physically inaccessible, it may not be as secure as one would like it to be. Such core network may be vulnerable due to its proximity to the Internet, due to the vulnerabilities of all-IP networking, due to its utilization of common-type operating systems (Unix/Linux etc.), due to human errors in network and firewall operations, due to inter-operators trust model, due to an inadequate operator (and vendor) commitment to NDS/IP protection, etc. Mobile networks have become part of society’s critical infrastructure, and that reason alone calls for strong security assurance for mobile network products. 
The present mode of Request for Information/Proposal fulfilment may be inefficient for the following reasons:

Operator’s requirements are usually not identical. As a result, vendors may face difficulties to satisfy all the operators’ different security requirements, in spite of the best of their efforts, while perhaps operators may be dissatisfied with fulfilment level of their requirements. Therefore, in addition to the needs due to being critical society infrastructure, there is a need of determining the most suitable asset-protection security level in a cooperative effort among vendors and operators. 

The work area of 3GPP network security assurance is large and entirely new. It is currently understood that the following possible work tasks are to be included: security assurance specifications including threat and risk assessments and derived relevant test cases (for compliance and basic vulnerability testing), network product development and life cycle management requirements, and accreditation rules for all testers as well as for vendors regarding lifecycle management and organization setups. This appears to be a formidable task, bearing in mind the complexity of the whole 3GPP product portfolio and also when comparing with simpler, more isolated functions that have been subject to security assurance in the past, such as the UICCs. We recognize that there is a risk of challenge-drowning. 

For this reason, we narrow the focus of this particular WID to the development of a Security Assurance Specification (SCAS) for one pilot network product class. This SCAS shall be written essentially as prescribed by the conclusions of the preceded SECAM study, as contained in TR 33.805. The first network product classe(s) to be considered by SA3 shall be the MME network product class.

The GSMA Security Group is a natural partner for this work and would be able to mobilize a new subgroup named Network Equipment Security Assurance Group (NESAG) if necessary. This group would be well suited to study the Vendor network product development and network product lifecycle management process aspects of the TR 33.805 study and to further specify related requirements on SECAM –accreditation for vendors. We propose to leave this task to GSMA SG as this task is complementary to the SCASs development. Moreover GSMA already holds expertise in the matter with the UICC supplier Security Accreditation Scheme.
The accreditation aspects of compliance and vulnerability testers as well as the conflict resolution process would also be dealt with by the GSMA NESAG. As the way to accredit testers is likely to be dependant of the kind of tests proposed by SA3, there will be high dependencies between the progress of SA3 and this aspect.

An exchange of liaison statement between GSMA SG and 3GPP SA3 is under way, which is to establish the cooperation between these two groups regarding SECAM. It should be noted, however, that the two objectives described in section 4 of the WID undisputedly fall within the remit of 3GPP so that the work described by this WID can be performed independently of the exchange with GSMA
Since any security assurance presents a potentially large investment for equipment vendors, SCAS complexity and length of the security evaluation time will be taken into consideration.

Objective:

There are two separate objectives of this WID.

Primary objective is to develop a Security Assurance Specification(s) (SCAS) for the MME network product class, starting from the development of a pilot SCAS in a dry-run. The content and the development of the SCAS shall follow the description of the SECAM scheme from the second objective, based on the prescription concluded in TR 33.805, and Methodology 2. Potential regulatory requirements can be considered. This means that the MME SCAS shall describe:

-
the threats and risks related to the network product

-
high-level requirements needed to cover these threats and risks, 

-
detailed security requirements (including hardening requirements) and the associated test cases

-
Basic Vulnerability Testing activities 

This WID and the corresponding output documents (TS, TR) might be updated to add other network product classes once the SCAS for the MME product class has been finalized.

Details on the procedure to develop SCAS content may be found in the description of the SECAM scheme from the second objective below, based on TR 33.805. The resulting SCAS may consist of one or several documents to allow for a modular approach that would be beneficial for writing the SCASs for other network product classes. Following conclusions from TR 33.805, regarding testing and vulnerability analysis, only security compliance testing and basic vulnerability testing will be considered first.

Second objective of the WID is to describe in a 900 series TR the general SECAM scheme (constituted by amongst others actors, types of tests, type and content of documentation, accreditation …) to provide an overview of the entire scheme and how to use the SCASs. For this, there is no need to go (much) beyond the level of detail of the current TR 33.805. Further details on the SECAM scheme, for example related for example to duration of the accreditation process in days or to the contractual aspect would have to be defined by the chosen accreditation body (e.g. GSMA NESAG group) in a separate document that will complement the 900 series TR.
6.2
Lawful Interception in the 3GPP Rel-13 (LI13) UID_640056
Resources:
S3
	UID
	Name
	Acronym
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640056
	Lawful Interception in the 3GPP Rel-13
	LI13
	09/12/2015
	0%
	SP-140400
	 
	33.106, 33.107, 33.108


Supporting Individual Members:
PIDS, Alcatel-Lucent, 

	Related Study Items

	UID
	Title
	Relationship

	600046
	Study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS)
	Outcome may result in LI feature changes or additions being required

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	

	620070
	Study on Enhanced Calling Information Presentation
	

	620069
	Study on Flexible Mobile Service Steering (FS_FMSS)
	

	610033
	Study on Co—ordinated packet data network gateway change for SIPTO (FS_CSIPTO)
	

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices (FS_eICBD)
	


	Related Feature

	UID
	Title
	Nature of relationship

	610030
	Service Exposure and Enablement Support (SEES)
	Outcome may result in LI feature changes or additions being required

	630015
	Isolated E-UTRAN Operation for Public Safety (IOPS)
	

	630014
	Enhancements to WebRTC interoperability (eWebRTCi)
	

	620064
	Mission Critical Push To Talk over LTE (MCPTT)
	

	620062
	Security Assurance Specification for 3GPP network products (SCAS)
	


Justification

3GPP Rel-13 adds functionality and capabilities to Rel-12.  National LI requirements will apply to a portion of these Rel-13 enhancements and the 3GPP LI service needs to be extended to accommodate these enhancements. LI Considerations are necessary at least for following topics: 

· IMS Media security,

· MTC
· ProSe

· IMS VOIP
· Other IMS Release 13 Enhancements

· Release 13 EPS Enhancements

· Enhanced Location Reporting

· Local IP Access and Selected IP Traffic Offload

· Network Assurance of LI functions
· eWebRTCi

· Enhancing the LI service IMSI triggering capabilities
· Further Enhancements to support GSMA VoLTE & RCS profiles
In addition services from prior releases which have not been addressed by the LI service may be considered 
Rel-13 as needed by service deployments and national requirements. 
Objective:
to enhance the 3GPP LI service to accommodate Rel-13 service enhancements and extensions.

Enhancements to specifications TS 33.106, TS 33.107 and  TS 33.108 will address  LI Service Requirements, LI Architecture, LI functions and the HI2 (Intercepted Related Information) and the HI3 (Content) interfaces to delivery to the Law Enforcement Monitoring Facilities for.
Service Aspects:
The 3GPP LI service will be extended as needed to accommodate Rel-13 service, functionality and capability enhancements to meet National LI requirements.

Security Aspects:
SA3-LI may require normative standardization in SA3 security standards (eg IMS media security) to provide underlying security features to support LI capabilities specified by SA3-LI.
7
SA4 Features
	UID
	Name
	Acronym
	Resource
	Rapporteur

	590044
	End-to-End Multimedia Telephony Service for IMS (MTSI) extensions
	E2EMTSI
	S4,C3,C1,C4
	Ericsson

	640058
	Video enhancements by Region-Of-Interest information signalling
	ROI
	S4
	Intel


7.1
End-to-End Multimedia Telephony Service for IMS extensions (E2EMTSI) UID_590044 (moved from Rel-12)
Resources:
S4,C3,C1,C4

	UID
	Name
	Resource
	Rapporteur

	620068
	TR on Study on improved end-to-end QoS handling for MTSI
	S4
	Ericsson

	590144
	SA4 part
	S4
	Ericsson

	600007
	CT aspects
	C3,C1,C4
	Ericsson


	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620068
	TR on Study on improved end-to-end QoS handling for MTSI
	13/03/2015
	55%
	SP-130670
	SP#64 completion 12/14=>03/15
	new TR 26.924

	590144
	SA4 part
	13/03/2015
	55%
	SP-130670
	SP#64 completion 12/14=>03/15
	26.114


Supporting Individual Members:
Ericsson, ST-Ericsson, Orange, Deutsche Telekom, Telecom Italia
Linked to SA4 Rel-7 Media handling and interaction in MTSI (MTSI-MHI) UID_7040.
Stage 1 in TS 22.173. No impact on service requirements or architecture.
Justification

End-to-end Fixed-Mobile interworking:

According to TS 24.173 (IMS multimedia telephony communication service and supplementary services; stage 3), to ensure interoperability, media codecs and formats are fully specified for RTP-based and MSRP-based transfer in:

-
3GPP TS 26.114 [12] for 3GPP systems;

-
3GPP2 C.S0055-A [21] for 3GPP2 systems; and

-
ETSI TS 181 005 [22] for fixed-broadband accesses.

NOTE:
ETSI TS 181 005 [22] provides general rules for codecs and formats usage within networks using fixed-broadband accesses. These rules are not specific to IMS multimedia telephony communication services.
Multimedia Telephony is a Core IMS service available on both 3GPP and fixed-broadband accesses. However, MTSI-MHI (IMS Multimedia Telephony; Media handling and interaction) TS 26.114 covers 3GPP systems including LTE, 3G and HSPA, GERAN and Generic Access (WLAN). While ETSI TS 181 005 covers speech/audio and video codecs for the fixed broadband access it lacks important aspects like e.g. payload formats, packetization, RCTP rules, adaptation that 3GPP covers. It is unlikely that this ETSI specification evolves and covers more than just codecs in the future. Since many use cases involve end-to-end interworking with IMS fixed access clients, it is proposed to extend TS 26.114 scope to fixed broadband access by specifying the missing functionalities for the relevant codecs in the ETSI specification. This is deemed needed to maximize the chances that tandem-free inter-working can be achieved between 3GPP MTSI clients and clients using fixed-broadband access and also to minimize the risk that fixed-broadband clients use the codecs in a way that gives problems for the inter-working. 

End-to-end QoS handling (introducing an enhanced bandwidth negotiation mechanism for MTSI sessions)

Current end-to-end media QoS handling is based on identification of SDP media type (m=audio/video) and maximum bandwidth (b=). However, there are several bandwidth characteristics in terms of UE bandwidth usage and 3GPP systems bandwidth availability that cannot be expressed with the current bandwidth attribute since it is only a single value, the usage is vaguely defined, mainly applies to the receive direction, and is only an "application specific" maximum value. UEs and intermediate nodes relying on SDP information thus cannot take those characteristics into account in their media handling, unless they are exactly the same for all implementations and thus dependent on a much more thorough and precise specification than today. This is especially important for high bitrate and potentially highly variable bitrate media such as video. Such bandwidth characteristics include, but are not limited to:

· Bearers having Maximum Bitrate (MBR) different from Guaranteed Bitrate (GBR).

· Bearers using GBR, as compared to non-GBR with the same bitrate value.

· Although there are currently no such services defined, it is perceivable that a multimedia communication client has a desire to use bi-directional media of the same type (and thus applicable to the same b-line) but with significantly different media bitrates in the two directions. As an example, consider a mobile sender with limited uplink bandwidth but good downlink bandwidth participating in a rich multimedia conference with both fixed and mobile participants. This is already possible to express in SDP by using separate m-lines for send (a=sendonly) and receive (a=recvonly), but that solution may be undesirable since it has interoperability implications.

· Some end-user services benefit from using media with a dynamically varying bitrate, such as for example high quality video that is inherently variable bitrate, and imposing a strict constant bitrate restriction will impact the perceived media quality negatively. On the other hand, network services may have limited capability to handle varying bitrate, may want to optimize resource usage, or protect the network from too much variation (bandwidth policing). These opposing preferences introduce a need to communicate and agree on the wanted and permissible bandwidth variation between end-users and potentially multiple network services. If the bandwidth variation is not agreed between media sender and network, media may risk to unnecessarily overloading the network and network may risk to unnecessarily and severely impairing media, without either part knowing that those negative implications could in fact have been avoided.

It is proposed to amend SDP bandwidth signalling to cover the wanted aspects, while keeping the existing bandwidth attribute (b=) for backward compatibility. 
During LS exchange with the CT WGs and SA2 to coordinate the work on improved end-to-end QoS handling it was noted that introducing a new enhanced bandwidth negotiation mechanism, e.g. using a new SDP attribute could potentially require changes in several network nodes. Such potential impacts are investigated as part of a study phase.
End-to-end video rate adaptation guidelines and performance requirements

Video communication clients for best effort IP networks in many cases include functionality for dynamic bitrate adaptation. MTSI (TS 26.114) contains a requirement to support RFC 5104 TMMBR/TMMBN messages and suggests they be used for dynamic video rate adaptation, but the specification text is lacking minimum performance requirements and guidelines to implementers on how to achieve a working adaptation scheme that meets reasonable end-to-end requirements and constraints. In order to be technically competitive, it is very likely that MTSI cannot rely only on individual UE implementers to develop and deploy a good adaptation scheme, but will also need to amend the specification with more explicit adaptation aspects. Such adaptation aspects should likely be objectively measurable and could include, but are not limited to:

· A requirement to adapt bitrate based on received TMMBR messages.

· How rapidly a TMMBR receiver must change its sending bitrate after having received a TMMBR.

· A minimum requirement specification on when a media receiver is to send TMMBR messages.

· A minimum requirement specification on how to choose suitable TMMBR values based on available information.

An example of rate adaptation requirement can be found in TS 45.009 for AMR link adaptation

-
When a carrier to interferer ratio 4 dB lower than a defined lower threshold is applied to the antenna connector, the MS shall request a lower mode with a probability exceeding 90%. This shall be measured immediately after a settling-time of 200 ms.

Work on media adaptation is currently ongoing in IETF in the recently established RMCAT (RTP Media Congestion Avoidance Techniques) WG and it is foreseen that 3GPP should liaise with IETF RMCAT WG and that results from the work in IETF will eventually be referenced in MTSI. However, since RMCAT results may not be available until a couple of years from now and since MTSI deployment will occur earlier, at least some minimum requirements will be needed as soon as possible based on the already mandated TMMBR/TMMBN support. Note that the current assumption in the IETF RTCWeb is to use TMMBR/TMMBN.

Objective:
to extend TS 26.114 to cover for end-to-end media improvements. In particular:

End-to-end Fixed-Mobile interworking:

· Extend the scope of TS 26.114 such that it includes end-to-end cases involving both mobile and fixed-broadband access

· Reference ETSI TS 181 005 codecs in TS 26.114 for interworking with fixed-broadband access.

· Review specifications of payload formats, packetization, RTCP rules, adaptation and other aspects in the context of interworking between 3GPP and fixed-broadband access for the relevant codecs of ETSI TS 181 005, and add requirements and recommendations where needed.

· Consider guidelines for end-to-end interworking scenarios requiring transcoding.

This work requires coordination with 3GPP CT WGs and ETSI.

Improve end-to-end QoS handling by: 

Before starting normative work on QoS handling, a Study Phase will take place with the objective of:
· Identifying the high level functional and technical requirements

· Identifying potential solutions, including consideration of new QoS related SDP parameters or attributes

· Identifying any impacts of the potential solutions on network nodes

During the Study Phase, the CT WGs and SA WG2 are consulted to contribute to the Study Phase. The Study Phase output is given in a TR.
The objective of the normative work will be based on the conclusion of the Study Phase and may include:
This work requires coordination with 3GPP CT WGs, 3GPP SA2 and IETF MMUSIC.

Specify more guidelines and consider specifying performance requirements of end-to-end video rate adaptation:

· First based on the already mandated TMMBR/TMMBN

· Then consider results from the more elaborate adaptation work in IETF RMCAT WG

Service Aspects:

The updates of the 3GPP specifications will enable better efficiency, capacity and quality of MTSI service end-to-end in particular when involving video. 
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	600007
	CT aspects
	12/09/2014
	0%
	CP-130397
	Stage 2/3
	-

	600107
	CT3 part
	12/09/2014
	0%
	CP-130397
	-
	29.162, 29.163, 29.213, 29.214

	600207
	CT1 part
	12/09/2014
	0%
	CP-130397
	CP#64 completion 06/14=>09/14
	24.229

	600307
	CT4 part
	12/09/2014
	0%
	CP-130397
	CP#64 completion 06/14=>09/14
	23.333, 23.334, 29.238, 29.332, 29.333, 29.334


7.2
Video enhancements by Region-Of-Interest information signalling (ROI) UID_640058
Resources:
S4
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640058
	Video enhancements by Region-Of-Interest information signalling
	17/06/2015
	0%
	SP-140219
	-
	26.114


Supporting Individual Members:
Intel, 

Standardize the signalling of Region-Of-Interest (ROI) information and associated capability negotiation mechanisms for MTSI in TS 26.114
Justification

With the availability of mobile devices with advanced camera capabilities, new usages in conversational services are possible, such as interactive zooming during a multimedia telephony session. In conversational video services such as MTSI, dynamic adaptation of video is currently enabled in terms of bandwidth, spatial resolution, orientation, etc., but not in terms of enabling the remote user to zoom to a selected area in the video being transmitted, and having the source optimize encoding for this purpose. This limits the achievable video quality during the usage of interactive zoom in video calls. A receiver application may always zoom in to the user’s desired region-of-interest (ROI) and crop out the unwanted parts of the video (e.g., in response to the commands from the user interface), but the sending terminal in this case would still encode and transmit the entirety of the video in the absence of any ROI knowledge. Therefore, signalling of the ROI information from an MTSI receiver to an MTSI sender might enable an MTSI sender to deliver a higher quality stream, by using the negotiated bitrate entirely or preponderantly on the encoding of the ROI part of the video. 

To enable this, signalling in both directions may be needed: from sender to receiver to express capability, and from receiver to sender to express the desired ROI. This work item aims to standardize such ROI signalling and associated capability negotiation mechanisms for MTSI in TS 26.114. 
No impact is expected in service requirements or architecture. 
Objective:
to standardize the signalling of region-of-interest (ROI) information and associated capability negotiation mechanisms for MTSI in TS 26.114. More specifically, standardization goals are:

· Define suitable formats for real-time signalling of ROI information capability from an MTSI sender to an MTSI receiver during multimedia telephony session setup

· Define suitable formats for real-time signalling of ROI information from an MTSI receiver to an MTSI sender during a multimedia telephony session

· Define SDP-based mechanisms for the negotiation of ROI signalling capability across MTSI senders and receivers during both call setup and mid-call

Useful solutions, that are generally applicable and not only to 3GPP, should be offered to the IETF for specification. Therefore in the course of this work TSG SA WG4 should communicate with IETF to get guidance on the preferred direction for dynamically signalling ROI information.

Parallel work in CT is also expected in order to address the potential core network impacts of the ROI signalling.

Service Aspects:
MTSI is impacted.
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SA5 Features
	UID
	Name
	Acronym
	Rapporteur

	630010
	Rel-13 Operations, Administration, Maintenance and Provisioning (OAM&P)
	OAM13
	-

	630110
	Rel-13 Self-Organizing Networks (SON) - OAM aspects
	OAM13-SON
	-

	560132
	Enhanced Network Management (NM) centralized Coverage and Capacity Optimization
	SON-NM-CCO
	Ericsson

	641000
	Rel-13 Charging
	CH13
	-

	640059
	Inter-PLMN PS domain online charging
	iPLMN-PS-OCH
	Alcatel-Lucent


8.1
Enhanced Network Management centralized Coverage and Capacity Optimization UID_560132
Resources:
S5
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	560132
	Enhanced Network Management (NM) centralized Coverage and Capacity Optimization
	11/12/2015
	0%
	SP-140060
	-
	28.627, 28.628, 32.103, 32.422, 32.425, 32.442


Supporting Individual Members:
Ericsson, China Mobile, Qualcomm, Orange, AT&T, NSN, Intel, Deutsche Telekom
SP#63 split of Rel-12 SP-130045 WID (Enhanced NM Centralized Coverage and Capacity Optimization) into a Rel-12 Study (SP-140028) and a Rel-13 Normative WID (SP-140060).
Justification

Rel-12 TR 32.836 has studied how the NM centralized CCO function should be enhanced and has recommended required (potentially new) UE and network-based measurements for an NM centralized CCO function.
Specification 3GPP TS 32.522 defines the architecture for distributed and NM centralized Coverage and Capacity Optimization (CCO) function but it does not specify a solution, or a description of the NM centralized CCO. 
At the same time, an NM centralized CCO function has some enablers defined in the 3GPP standard (e.g., MDT, PM data collection) but it is unclear whether these are sufficient for a complete solution. The MDT data collection function includes some measurements which can be useful for CCO purposes but it is not complete and may require enhancements, e.g., in terms of correlation or anonymization of information.  
These enhancements had been identified in the study Rel-12 TR 32.836 

For an NM centralized CCO solution to work, there need to be standard support in terms of information collection from the network (e.g. measurements).

The current 3GPP specification describes collection methods as part of the MDT functionality in the trace specifications, configuration methods as defined in the NRM specifications, and traditional PM measurements which are defined in the Performance Measurement specifications. Currently there is no description in a single place, which would explain what needs to be supported for a working NM centralized CCO.

Use cases are identified in the Study on Enhanced Network Management (NM) centralized Coverage and Capacity Optimization.
For UE measurements that do not currently exist, co-operation with RAN2 is needed.

There is a need to recommend the required (potentially new) UE and network-based measurements for an NM centralized CCO function. 

For UE measurements that do not currently exist, co-operation with RAN2 might be needed.

An NM centralized CCO function needs to collect different types of information about the actual network conditions with sufficient details in order to execute the optimization in a correct way. Parts of this information are already delivered in some forms over Itf-N, while others are being just specified in the standard (e.g. delivering location information) and yet others may be missing from the standard. Therefore, there is a need to identify the list of measurements and information that shall be made available over Itf-N for the NM centralized CCO function. 
Some of the required information might need to be specified by other 3GPP working groups (e.g. RAN2 on location information). 
The collection mechanism needs to fulfil certain requirements to ensure that an NM centralized SON function, e.g., a CCO function can be effectively built on top of it. Currently there are multiple collection mechanisms defined for collection of different types of data, which can be all relevant input sources for an NM centralized CCO function. 
For example, today, MDT data and RLF data are reported separately by UE and collected in separate trace jobs, although both of them would be useful input for NM centralized CCO function. Independent collection mechanisms make correlation of different types of data difficult or impossible, which degrades the value of collected information for the CCO function. A solution is needed where different pieces of information connected to the occurrence of the same incident can be combined by the CCO function.
Objective:
Based on the result of the study Rel-12 TR 32.836, specify potential new performance indicators, e.g. UE measurements and/or network measurements to be reported over Itf-N to support the NM centralized CCO function.

Performance Measurements for detecting coverage quality problems shall be specified based on identified physical layer measurements defined in TS 36.214.

8.2
Inter-PLMN PS domain online charging UID_640059
Resources:
S5
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640059
	Inter-PLMN PS domain online charging
	09/12/2015
	0%
	SP-140324
	
	Stage 2/3

	640159
	TR
	17/06/2015
	0%
	SP-140324
	-
	New TR 32.843

	640259
	Specification
	09/12/2015
	0%
	SP-140324
	-
	32.251, 32.299


Supporting Individual Members:
Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Allot Communications, Amdocs, China Mobile, Ericsson, NSN, Openet, Orange, Verizon Wireless, Vodafone

Justification

There are different scenarios where "Flow Based Online Charging" needs to be supported using a roaming interface, i.e. with the Gy reference point residing between the Online Charging System (OCS) in HPLMN and the PCEF in VPLMN. 

This is the case in Roaming scenario with Local breakout (LBO) of IP traffic via the visited PLMN, and "Flow Based Online Charging" is required to be applied to this IP Traffic by the HPLMN. This configuration relies on Roaming LBO architecture in TS 23.401 3GPP Evolved Packet Core (EPC) and corresponding TS 23.203 Policy and Charging Control (PCC) architecture.

In Roaming conditions, this 3GPP roaming LBO scheme has been retained by GSMA for VoLTE and for all IMS services as soon as VoLTE is provided and an IMS Roaming Agreement is in place. For VoLTE, the adopted online charging model in roaming relies on IMS level control (i.e. duration based) only (i.e. Gy is not used). For other IMS services such as e.g. video over LTE and RCS, GSMA is considering the application of data/volume online charging control, using the Gy roaming interface. 

Another scenario relates to the Convergent fixed-mobile Operator context: when 3GPP UE is roaming under a fixed broadband access owned by a Convergent fixed-mobile Operator (VPLMN), and online charging for the traffic offloaded over the WLAN access (Non Seamless WLAN Offload, i.e. NSWO) is performed through Gy from OCS in HPLMN. 

The Gy Reference Point supporting "service data flows based online charging" and specified in TS 32.251 and TS 32.299, has not been studied in the particular context of roaming. Especially whether there are some gaps in the current description due to inter-PLMN situation (e.g. whether an OCS proxy is needed, whether some information is missing between HPLMN and VPLMN, whether the full set of features are required to be supported) have not been considered. 

In addition, Application based charging makes use of Gyn Reference Point residing between the Online Charging System (OCS) in HPLMN and the Traffic Detection Function (TDF) in VPLMN. Gyn inter-PLMN situation has not been considered either.  

Objective:
to study and specify Gy Reference Point "service data flows based online charging" for inter-PLMN situations. In particular, the following configurations will be addressed:

· Gy between OCS residing in HPLMN and PCEF located in PGW VPLMN, for Local Breakout Roaming configuration defined by TS 23.401 and TS 23.203;  
· Gy between OCS residing in HPLMN and PCEF located in IP-Edge fixed broadband access owned by a Convergent fixed-mobile VPLMN, for Non Seamless WLAN Offload (NSWO) 3GPP UEs traffic.
The following aspects will be studied: 

· Determine the set of information (e.g. Rating-group, service Id) needed to be available on both sides (HPLMN and VPLMN), and if not already specified as exchanged via other interfaces (e.g. S9), investigate by which means they can be exchanged (e.g. assumed as configured based of inter-Operator agreements);

· Inter-PLMN connection general aspects (e.g. OCS determination, Routing, Filtering, Topology hiding);

· whether inter-operator charging can be fulfilled with current description.
· Whether a "proxy OCS" is needed;

· Whether it would be beneficial to introduce a Dedicated Gy profile as a sub-set of Gy features in order to simplify IOT efforts between Operators. This Dedicated Gy profile is expected to be applicable for any data usage in roaming when the requested service is commonly identified on both sides. RCS services and Video over LTE as defined in GSMA could be used as starting point. Such dedicated Gy profile description would be achieved through call flows with clarification on selected online charging mechanisms.

The first phase of the study will address the objective described above, and when comes to the conclusion, move to normative work and second phase of the study.

This second phase of the study will address the inter-PLMN Gyn Reference Point for the support of Application based charging, and continue the normative work according to corresponding conclusion. 

Security Aspects:
See reply LS S5-140255 received from SA3: "SA3 reviewed the PCC architecture with Gy/Gyn interface between OCS in HPLMN and PCEF/TDF in VPLMN, and confirms Network Domain Security (NDS)/IP Network Layer security specified in TS 33.210 is appropriate for securing interconnection between two Operators (i.e. different security Domains) for Diameter signalling (through use of IPsec Security Gateways (SEG))". 
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LTE Features
	UID
	Name
	Resource
	Rapporteur

	550017
	LTE in the 1670-1675 MHz Band for US
	R4,R2,R3
	LightSquared

	640019
	Enhanced Signalling for Inter-eNB Coordinated Multi-Point (CoMP) for LTE
	R3
	Samsung

	640036
	2GHz FDD LTE in Region 1 (1980-2010MHz and 2170-2200MHz Bands)
	R4
	DISH Network


11.1
LTE in the 1670-1675 MHz Band for US UID_550017
Resources:
R4,R2,R3

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	550117
	Core
	13/03/2015
	15%
	RP-121397
	RP-140797
	RP#64 completion 12/14=>03/15
	25.101, 25.104, 25.113, 25.133, 25.306, 25.307, 25.331, 25.461, 25.466, 34.124, 36.101, 36.104, 36.113, 36.124, 36.133, 36.307, new TR 36.832

	550217
	Perf
	12/06/2015
	5%
	RP-121397
	RP-140797
	RP#64 completion 03/15=>06/15
	25.133, 25.306, 25.307, 25.331, 25.461, 25.466, 34.124, 36.113, 36.124, 36.133, 36.141, 36.307


Supporting Individual Members:
LightSquared, Qualcomm, Alcatel-Lucent, Fujitsu, KT, AT&T Wireless

Justification
Band 24 (L-Band) is standardized in 3GPP LTE to be deployed by LightSquared in North America. LightSquared continues to hold a license from the FCC to deploy ATC in both the upper and lower segments of the Band-24, but will voluntarily hold off deploying in the upper segment until the FCC approves, and NTIA consents with such deployment. Consequently, LightSquared is planning to start its band 24 deployments in lower segment of L-Band initially. 

In addition, LightSquared has acquired additional 5MHz corresponding to 1670-1675MHz. A nationwide license for using 5 MHz contiguous band of 1670-1675 MHz spectrum has been granted. The licensee currently licenses the 1.6 GHz Spectrum pursuant to a license from the FCC granted on April 30, 2003, which expires on October 1, 2013. FCC Rules allow 2000 Watts EIRP from Base Station, and 4 Watts EIRP from Mobile (CFR Title 47 §27.50(f)).

As per 47 CFR §27.53(k), the power of any emission outside the licensee’s frequency band of operation, shall be attenuated below the transmitter power (P) by at least 43 + 10 log (P) dB. Compliance with these provisions is based on the resolution bandwidth of 1 MHz or less, but at least one percent of the emission bandwidth of the fundamental emission of the transmitter, provided the measured energy is integrated over a 1 MHz bandwidth. 
Objectives:
· Define the specific RF requirements for the LTE DL band 1670-1675MHz paired with 5MHz UL from 1646.7 to 1651.7MHz to operate in North America. 

· Add the performance requirements for this band combination in the relevant specifications.

· RAN5 testing aspects will be considered
11.2
Enhanced Signalling for Inter-eNB Coordinated Multi-Point (CoMP) for LTE UID_640019
Resources:
R3

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	640119
	Core
	05/12/2014
	0%
	RP-141032
	-
	-
	36.300, 36.423


Supporting Individual Members:
Samsung, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, AT&T, China Telecom, China Unicom, CHTTL, CMCC, Deutsche Telekom, ETRI, KDDI, KT, LG Electronics, LG Uplus, NEC, New Postcom, NTT DOCOMO, Orange, Potevio, SK Telecom, Telefonica, Telecom Italia, T-Mobile USA, Verizon, ZTE
Triggered by TR 36.874 Study on Coordinated Multi-Point (CoMP) operation for LTE with Non-Ideal Backhaul (UID_600015)

Justification

The following signalling for support of inter-eNB CoMP was agreed to be included in Rel-12 and RAN3 is developing detailed specifications. 

· One or more CoMP hypotheses, each comprising a hypothetical resource allocation associated with a cell ID, where the cell identified by the cell ID is not necessarily controlled by the receiving eNB
· A benefit metric associated with one or more CoMP hypothesis/es, quantifying the benefit that a cell of the sender node expects in its scheduling when the associated CoMP hypothesis/es is assumed
· RSRP measurement reports of one or more UEs

Need for additional signalling was discussed.
Objectives:
to specify the following signalling for enhanced support of inter-eNB CoMP taking into account limitations of existing X2 interface.

· Signaling of one or more sets of CSI information (RI, CQI) of a set of UEs 

· Signaling period

· Same as CoMP hypothesis for periodic exchange 
· Mechanism to provide CSI reports upon request from an eNB should be made available.

· Per CSI process per subband per UE per cell (1 subband = 6 RBs)

· Enhanced RNTP signalling between eNBs 
· Information granularity of the Enhanced RNTP is extended to the frequency/time domain
· Signaling periodicity: Event triggered (the same as the current RNTP)

· Exchanged with the corresponding subframe index with common understanding of the subframe index among cells
· Pattern assumed to be repeated after specified periodicity

· Information in the Enhanced RNTP is (optionally multi-level) transmit power threshold for only the sender eNB
· Necessary granularity of transmit power threshold and levels: same set as the current RNTP 

· Possible enhancement on existing Status report, which can be signaled between eNBs to exchange the usage status of the indicated frequency/time resources

11.3
2GHz FDD LTE in Region 1 (1980-2010MHz and 2170-2200MHz Bands) UID_640036
Resources:
R4
	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	640136
	Core
	12/06/2015
	0%
	RP-141009
	-
	-
	36.101, 36.104, 36.133, 36.141, 36.307, 
generic TR 36.853  (3 Band CA with 1UL), 
New TR 36.862 (Technical Report for 2 GHz Band in Region 1)

	640236
	Perf
	12/06/2015
	0%
	RP-141009
	-
	-
	36.101, 36.104, 36.133, 36.141, 36.307,  36.862


Supporting Individual Members:
DISH Network, Solaris Mobile, Qualcomm, NII, LG Electronics
Triggered by TR 37.846 Study on 2GHz FDD for UTRA and LTE in Region 1 (1980-2010MHz and 2170-2200MHz Bands) FS_UTRA_LTE_1980_2170_REG1
	Parent Feature (or Study Item)

	UID
	Title
	TS

	580049
	Study on 2GHz FDD for UTRA and LTE in Region 1 (1980-2010 MHz and 2170-2200 MHz Bands)
	TR 37.846


Justification

Within the European Union (EU), the frequency band 1980-2010 MHz and 2170-2200 MHz can be used for terrestrial mobile networks operated.  A Study Item on “2 GHz FDD for UTRA and LTE in Region 1 (1980-2010 MHz and 2170-2200 MHz Bands)” was approved at the Barcelona RAN Meeting in December 2012 [1].  
The purpose of the study item on FDD in the band 1980-2010 MHz and 2170-2200 MHz is to facilitate the efficient use of this band for LTE technologies in applicable countries in Region 1.  This contribution proposed a new WI standardizing the band for LTE in Region 1, building upon the study item findings.
The purpose of the proposed work item is to facilitate the efficient use of the band for LTE technology in Region 1. This work item proposes the following:

· Initially until RAN #65, two candidate band plan options will be considered in the work item:

· 30x30 MHz (1980-2010 MHz uplink and 2170-2200 MHz downlink)

· 90x90 MHz (1920-2010 MHz uplink and 2110-2200 MHz downlink)

· RAN4 will work towards selecting one of the candidate band plan options by RAN4 #72.  In the absence of RAN4 consensus after RAN4 #72, RAN will decide on a band plan in RAN #65

· The work item will progress with the selected band plan per defined scope below after RAN #65

The scope of the WI will include:

· Standardization of new FDD E-UTRA band in the 2 GHz MSS band in Region 1

· Implement coexistence requirements with adjacent bands applicable in Region 1
· Address regulatory issues applicable to deploying the proposed band in applicable countries in Region 1 in the 3GPP specifications.

· Specify the UE RF requirements for the new band based on optimized UE duplexer assumptions

· Update the related E-UTRA technical specifications to include support for the new band 
This work item addresses only the case of a terrestrial LTE network operating in the frequency band 1980 - 2010 MHz / 2170 - 2200 MHz.
Objectives Core:
· Standardization of new FDD E-UTRA band in the 2 GHz MSS band in Region 1

· Specify band numbering and RF characteristics of the new band 

· Address potential BS an UE coexistence issues 
· Specify the UE RF requirements for the new band based on optimized UE duplexer assumptions

· Update the related E-UTRA technical specifications to include support for the new band 

· Identify RAN5 testing requirements

Objectives Performance:

· Specify demodulation performance requirements for the proposed band in the relevant technical specifications

· Specify RRM performance requirements for the proposed band in the relevant technical specifications
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Rel-13 LTE Carrier Aggregation
Resources:
R4

A dedicated document is available at http://www.3gpp.org/ftp/Information/WORK_PLAN/Description_Releases/ 
as 3GPP_Carrier Aggregation for LTE_YYYYMMDD.zip

	UID
	Name
	Rapporteur

	621000
	Rel-13 LTE Carrier Aggregation
	-

	630033
	LTE Advanced inter-band Carrier Aggregation of Band 7 and Band 22
	Orange, Ericsson

	630034
	LTE Advanced inter-band Carrier Aggregation of Band 5 and Band 13
	Intel

	630035
	Additional bandwidth combination set for LTE Advanced inter-band Carrier Aggregation of Band 4 and Band 12
	T-Mobile USA

	630037
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 4, Band 4, and Band 12
	T-Mobile USA

	630038
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 2, Band 4, and Band 4
	T-Mobile USA

	630039
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 2, Band 2 and Band 5
	Intel

	630040
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 4, Band 4 and Band 5
	Intel

	630041
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 2, Band 5 and Band 13
	Intel

	630042
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 4, Band 5 and Band 13
	Intel

	630043
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 1, Band 3 and Band 26
	China Telecom

	630044
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 1, Band 18 and Band 28
	KDDI

	640022
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) for Band 2, Band 2 and Band 12
	U.S. Cellular

	640023
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 4, Band 7 and Band 12
	Rogers Wireless

	640024
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 4, Band 4 and Band 7
	Rogers Wireless

	640025
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 3, Band 3 and Band 8
	CHTTL

	640026
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 39, Band 41 and Band 41
	China Mobile

	640032
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 41, Band 42 and Band 42
	Huawei

	640033
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 1, Band 41 and Band 41
	KDDI

	640034
	LTE Advanced 3 Band Carrier Aggregation (3DL/1UL) of Band 26, Band 41 and Band 41
	KDDI
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SA1 Studies
	UID
	Name
	Acronym
	Rapporteur
	TR

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	NTT DOCOMO
	22.806

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	FS_IOPS
	General Dynamics
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	KPN
	22.807

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	Giesecke & Devrient
	22.802

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	Intel
	22.828

	620069
	Study on Flexible Mobile Service Steering
	FS_FMSS
	China Mobile
	22.808

	620070
	Study on Enhanced Calling Information Presentation
	FS_ECIP
	China Mobile
	22.810

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	FS_MBSP
	Qualcomm
	22.815

	630017
	Study on RAN Sharing Enhancements on GERAN and UTRAN
	FS_GUSH
	Telefónica
	22.852 updates

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	FS_UC_SPOOF
	Sprint
	22.898

	640060
	Study on User Location Reporting Support enhancements
	FS_eULRS
	China Unicom
	22.899

	640061
	Study on Control of Applications when Third party Servers encounter difficulties
	FS_CATS
	KDDI
	22.818


15.1
Study on Application specific Congestion control for Data Communication (FS_ACDC) UID_570034
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	570034
	Study on Application specific Congestion control for Data Communication
	17/09/2014
	90%
	SP-130415
	SP#64 completion 06/14=>09/14. TR 22.806v200 for Approval
	22.806


Supporting Individual Members:
NTT DOCOMO, NTC, NTT, Panasonic, NSN, KDDI, NEC, Qualcomm, Movik Networks, BlackBerry, Alcatel Lucent

ACDC is applicable to UTRAN and E-UTRAN. Possible overlap with RAN2 TR 36.848 Study on smart congestion mitigation in E-UTRAN (prioritising MMTEL voice over other traffic during congestion)

Justification

In the recent UE trendes, UEs which user can easily download applications from web site are rapidly increasing in the world and a wide variety of applications are constantly created and installed on the UEs. Specific applicationscan (intentionally or unintentionally) cause congestion over RAN/CN while network is congested. While network is congested, it is not preferred to allow these applications to access to network in order to protect the network resources. Several SDOs such as GSMA, 3GPP and OMA identified key issues related to network inefficiencies (e.g. ) caused by such UEs and by the variety of applications. Also there are application that can cause problem, e.g. the ones that disclose privacy information without user consent, and apps that encourage illegal activities that are not allowed by the local regulations. It is preferred to provide a mechanism such that the network can disallow those problematic applications accessing the network.

On the other hand, for example in Japan, after the severe earthquake on March 11th, 2011, the packet based communication applications to confirm the safety of their relatives are recognized as the important applications (ex. Disaster message board service, Disaster voice messaging service) when disaster occurs. Therefore, Japanese government strongly expects Japanese operators to provide the connectivity at least for such services even when the network is congested, while other services are barred to free up the resources for important services.

In the past, 3GPP studied a variety of access control mechanisms (ACB/SSAC/ACB for CSFB/EAB) to avoid RAN/CN congestion due to massive mobile origination requests from UEs. While RAN is congested, ACB and EAB restrict mobile origination requests for all services, SSAC restricts for MMTEL voice/video and ACB for CSFB restricts MO for CSFB. SSAC and ACB for CSFB can separately restricts mobile origination requests for voice services from other packet services. In UPCON, network provides U-plane congestion control mechanism while radio access network is congested.
But there is no mechanism on UE  to allow/restrict particular applications defined by operator. 

[Reference]:

Disaster message board: People, who are in disaster area, can store messages on the Web server. The relatives and friends can confirm their safety to check the messages. Japanese operators provide the Web server for Disaster message board when disasters occur.

Disaster Voice message service: People, who are in disaster area, can record voice message on the UE and the UE sends the messages to the server when it can get access to the network, then the message is delivered to the relatives and friends. Japanese operators will provide Disaster voice message service when disasters occur.

Objective:
· Identify the use cases and potential requirements to allow/restrict the communication initiation of particular applications defined by operator;

· Gap analysis with existing access control mechanisms to enable network to instruct the UE to allow/restrict paticular applications defined by operator
· Consider backwards compatibility with existing access control mechanisms
Service Aspects:

ACDC is applied for UTRAN and E-UTRAN.
15.2
Study on Isolated E-UTRAN Operation for Public Safety (FS_IOPS) UID_600046
Resources:
S1
	UID
	Name
	Hyperlink
	Notes
	TS_TR

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	SP-130596
	SP#64 completed. TR 22.897v200 for Approval.
	22.897


Supporting Individual Members:
General Dynamics, Harris Corporation, Institute for Information Industry (III), ITRI, Telecom Italia, Thales

Linked to Rel-12 TR 22.803 Study on Proximity-based Services (FS_ProSe) and Features: Proximity-based Services (ProSe) & Group Communication System Enablers for LTE (GCSE_LTE).

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	530044
	Study on Proximity-based Services (FS_ProSe) TR 22.803
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety

	560020
	Group Communication System Enablers for LTE (GCSE_LTE)
	Specifies system enablers for the 3GPP system to support group communication for Public Safety

	580059
	Proximity-based Services (ProSe)
	Specifies system enablers for the 3GPP system to support proximity discovery and communication for Public Safety


Justification

Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.

In many critical incident related scenarios, the benefit of ensuring the ability to communicate between Public Safety officers on the ground will be of the utmost importance, even though they may be moving in and out of LTE network coverage or following the loss of backhaul communications.

To provide voice, video, and data communication service for Public Safety officers who are out of LTE network coverage, the Public Safety authorities may deploy a mobile command post equipped with an eNB or set of eNBs to facilitate communications for nearby Public Safety UEs beyond what is provided by Proximity Services in UE-to-UE direct communication mode. The eNB within a mobile command post could be either a single autonomous eNB without a backhaul link to the core network or a set of eNBs without backhaul links but linked to each other.

Alternatively, where an unexpected incident interrupts the backhaul and/or the link(s) between the eNBs it is also important to ensure the ability of Public Safety officers to communicate. If such a situation arises the eNBs are expected to provide isolated operation with rapid dynamic reconfiguration of the system in support of mission critical operations.

In both of the above scenarios it is vital to support recoverable mission critical network operations regardless of the existence of the backhaul link. When the backhaul link to the core network is unavailable, Public Safety eNB(s) could either operate autonomously or coordinate with other nearby eNB(s) to provide locally routed communications for nearby Public Safety UEs within a region. For example, it is undesirable for a UE in a mission critical situation to have to re-establish communications following the loss/recovery of backhaul link(s) especially when the backhaul link(s) are intermittently available; handling the dynamics of this loss and resumption is important. Furthermore, ProSe and GCSE_LTE have defined requirements for public safety discovery and communications (including group communications) in the cases of no network coverage and of full (E-UTRAN and EPC) network coverage. The need for discovery and group communications have to be considered in the case that eNB(s) with no EPC connectivity is(are) supporting LTE network coverage for a collection of UEs deployed to a public safety incident.

The benefits of exploiting locally routed communications for Public Safety UEs include:

1. The communications range achievable between Public Safety UEs may be enhanced compared with direct communications using Proximity Services.

2. Public Safety eNB(s) permanently or temporarily without backhaul can act as a radio resource manager for ProSe communications between Public Safety UEs to reduce interference and increase system capacity.

3. E-UTRAN could offer additional benefits by extending the network architecture, e.g.:

i. With LIPA like features

ii. For an eNB that has temporarily lost its backhaul, re-routing of the backhaul traffic to an eNB that still has a backhaul.

Objective:
to study use cases and identify potential requirements for isolated E-UTRAN operation in support of mission critical network operations. Initial scenarios (but not excluding scenarios arrived at during the study) would include:

1. an eNB either permanently or temporarily without connection to the backhaul;

2. a set of eNBs either permanently or temporarily without connection to the backhaul but with connection(s) to each other;

3. a set of eNBs temporarily without connection to the backhaul and without connection to each other.

This study shall aim at avoiding UE impact by reusing existing UE requirements whenever possible. Should existing UE requirements not be sufficient or applicable, new UE requirements may be considered.

The security of the network shall not be compromised by the introduction of the functionality described above.

This study should aim at minimising impact on requirements for ProSe and GCSE_LTE.

This study should aim at re-using existing standardised functionality as much as possible.

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.
15.3
Study on enhancements for Infrastructure based data Communication Between Devices (FS_eICBD) UID_610031
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	17/09/2014
	70%
	SP-130418
	SP#64 TR 22.807v100 for Information
	22.807


Supporting Individual Members:
KPN, LG Electronics, Interdigital, Intel, III
Justification
More and more devices are becoming connected. Market research suggests that in 2020 the total number of connected devices will grow from 9 Billion today to 24 Billion, with half of these incorporating mobile technology [www.gsma.com/connectedliving/]. These connected devices can be M2M devices such as smart meters, but increasingly all kinds of consumer electronic devices (e.g. photo cameras, navigation devices, e-books, hifi equipment, TVs) are connected. It is of interest to the cellular industry to increase the portion of consumer electronic devices that are connected via mobile networks.

Where Machine-to-Machine (M2M) communication is generally client server based, many consumer electronic devices also communicate with other consumer electronic devices. For example a photo camera can communicate with a printer, or a media server can communicate with hi-fi equipment. There is clearly the need to support communications between connected devices, i.e. without the need for intermediate network servers.

Examples of a non-3GPP technology that support communication between consumer electronic devices are Digital Living Network Alliance (DLNA) http://www.dlna.org/ and Universal Plug and Play (UPnP) www.upnp.org. DLNA and UPnP enable the discovery of other devices of interest, after which IP level data communication is made possible between the devices. DLNA and UPnP however only work within the confines of a single WLAN/LAN. How DLNA and UPnP could be supported over a cellular network infrastructure is not clear.

Within 3GPP, Proximity-based Services (ProSe) provide discovery of devices and communication between devices in proximity. For certain use cases, discovery and communication should work the same, irrespective of where the two devices are located. It should be possible to support communication between devices, e.g. two game consoles, even when they are in different countries. In that case, the communication is handled via the 3GPP infrastructure.

Many of the use cases of direct communication via the 3GPP infrastructure would likely involve small cell deployments (e.g. Local IP Access (LIPA)) or would benefit from data offloading (e.g. Selected IP Traffic Offload (SIPTO)). The interaction of infrastructure based communication between devices with local IP access and offloading should be investigated.

Exchange of data between consumer devices can also be supported with cloud based Over-the-Top (OTT) applications. But these OTT applications are generally not interoperable. The idea of this study item is to investigate the possibility of a generic communication capability that can generate a new revenue source for mobile network operators.
Objective:
to study potential:
· enhancements to support secure discovery of UEs of interest 

· enhancements to support secure optimized end-to-end data communication between UEs via the 3GPP infrastructure

· enhancements derived from user requirements for identification in communication between UEs

· interactions of data communication between devices with LIPA and SIPTO

UEs may represent functions/capabilities provided by non-3GPP devices in order to support interworking. However, discovery of, or end-to-end data communication with, non-3GPP devices themselves is out of scope.

Potential enhancements will be studied through the definition of use cases. From these use cases, potential requirements are identified. For potential requirements identified, if any, it will be determined what is the best way to approach normative specification.

Service Aspects: 
From a service point of view, the ultimate goal is that discovery and communication should be supported irrespective of proximity or location.
MMI-Aspects:

The study may identify requirements on how devices that are discovered are presented to the user.
Charging Aspects:
Charging may need to be provided for the discovery functionality. Charging requirements for the communication between devices will be investigated.
Security Aspects:
Privacy and security implications of the discovery functionality will be investigated. Security implications of setting up data communications from one device to another device will be investigated.

15.4
Study on need for Multiple Access Point Names (FS_MAPN) UID_610032
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	610032
	Study on need for Multiple Access Point Names
	10/12/2014
	58%
	SP-130416
	SP#64 completion 09/14=>12/14
	22.802


Supporting Individual Members:
Giesecke & Devrient, Gemalto, Morpho, Orange, KPN, Deutsche Telekom, Telefonica, AT&T, Telecom Italia, Ericsson
Triggered by S1-133134 LS on GSMA Connected Living Programme Request for APN Storage in the SIM
Justification
The GSMA Connected Living Programme sent an LS to 3GPP SA1 (S1-133134) about a potential issue during the delivery chain of UEs for Machine-To-Machine applications. The mobile equipment is often a very generic module whereas the Machine-To-Machine application(s) is usually very specific and can require the use of a specific APN to have data connectivity. The correct APN to be used depends on the specific USIM within the UE that identifies the MNO. The correct APN also depends on the particular application because different applications may require different APNs and also may require an appropriate mechanism to identify which APN for which application. The correct APN may also depend on other factors (such as roaming).

The study will identify what connectivity use-cases that are needed to be fulfilled and study if APN or other means are required. GSMA Connected Living Programme assumed the connectivity use-cases are solved by use and management of multiple APNs. The study will also analyse the impacts in scenarios where the service provider decides to change the MNO.

Objective:
· to provide details about the use cases where there is a need of control of APNs;

· to identify potential new requirements to fulfil the use cases;

· to identify potential solutions to fulfil the use cases.

The study is focussed on Machine-To-Machine UEs but can take into account a more generic set of UEs.

MMI-Aspects:
Some requirements could include the need to display and/or edit the parameters (and potential new additional information) of  multiple APNs stored in the UE.
15.5
Study on Co-ordinated packet data network gateway change for SIPTO (FS_CSIPTO) UID_610033
Resources:
S1
	UID
	Name
	Hyperlink
	Notes
	TS_TR

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	SP-130417
	SP#64 completed. TR 22.828v200 for Approval
	22.828


Supporting Individual Members:
Intel, SONY Mobile, InterDigital, KPN, NEC, Broadcom, ITRI, Nokia, Mediatek, China Telecom, Acer, Samsung, China Mobile
Linked to Features: Rel-10 Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO) UID_450035 & Rel-12 LIPA Mobility and SIPTO at the Local Network (LIMONET) UID_500028
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	450035
	Rel-10 Feature:

Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO)
	Defines the basic Selective IP Traffic Offload (SIPTO) feature a.k.a. "SIPTO above RAN".

	500028
	Rel-12 Feature:

LIPA Mobility and SIPTO at the Local Network
	Extends the basic SIPTO feature to address traffic offload when using Home (e)NodeBs and small cells.


Justification
Small cells (such as Home eNB) are gaining momentum in the marketplace. SIPTO is a key feature to enable local breakout of traffic from a small cell.

The Selective IP Traffic Offload (SIPTO) feature defined in 3GPP Rel-10 specifications allows the operator to streamline an established PDN connection by re-assigning a new P-GW that is geographically closer to the current UE location. P-GW relocation implies a change in IP address, which means that performing SIPTO may disrupt any ongoing services. This is acknowledged in a NOTE in TS 23.401 ("If either of the above procedures for GW relocation are initiated while the UE has active applications, it may cause disruption of services that are affected if the IP address changes.").

A recently agreed CR (23.401 CR2584 in S2-132879) attempted to correct this issue by basically recommending that the SIPTO operation should not be performed for UEs in Connected mode ("It shall be possible to configure the MME to deactivate a PDN connection, for P-GW relocation due to SIPTO above RAN, only when UE is in ECM-IDLE mode or during a Tracking Area Update procedure without established RAB(s)."). While this CR is certainly an improvement compared to the previous situation of blindly performed SIPTO, it still does not address the real issue – namely – smooth P-GW relocation for UEs with long-lived and real-time IP flows (e.g. long conference call, large file transfers, etc.).

With the introduction of SIPTO at the Local Network (SIPTO@LN) feature, the P-GW (alias Local Gateway) is moved even further towards the network edge and in the extreme case can even be collocated with the eNodeB. While this leads to an extremely "flat" architecture, in the sense that IP traffic can be broken out as close to the network edge as possible, the frequency of service disruptions due to SIPTO is likely to increase because of the much smaller "coverage" of the Local Gateway.

Service disruption due to IP address change does not have the same effect on short-lived and long-lived/real-time flows:

· for short-lived flows (e.g. web browsing) the user may not notice anything, or in the worst-case may have to briefly interact with the user interface (e.g. by clicking again on the web page link following a "network connection lost" error);

· it is for long-lived and real time flows that the effect can be detrimental (e.g. the user, ejected from the conference, has to re-dial the bridge number, enter password, etc.; similar applies to VPN traffic).

The UE is in the best position to identify the presence of any long-lived and real-time flows and is therefore in the best position to advise the network whether SIPTO can be performed without much disruption or any disruption at all. Moreover, for supporting applications the UE may also be able to pro-actively move the long-lived and real-time flows on a new IP address (i.e. on a new PDN connection) before the previous IP address (i.e. old PDN connection) is removed. The MMTel set of applications shall be studied in this regard as well as the possibilities for other types of applications. An example of such application is the IMS that allows the change of media transport addresses for an ongoing session using the IMS Service Continuity mechanisms defined in TS 23.237.

Based on end-user preferences and to benefit from the UE knowledge of established IP flow type, the network could consider the end-user expectation regarding local P-GW change in case of SIPTO use. 

Objective:
to study use cases and identify potential requirements for network consideration of 
a) end-user experience and preferences and 

b) UE’s knowledge of ongoing IP flow types 

regarding the change of the local P-GW in use for SIPTO. 
The security of the network shall not be compromized by the introduction of such feature.

This feature should aim at minimizing impact on existing system entities.

This feature should aim at re-using existing standardized functionality as much as possible.

Service Aspects:
. will be studied.
MMI-Aspects:
will be studied
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.
15.6
Study on Flexible Mobile Service Steering (FS_FMSS) UID_620069
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620069
	Study on Flexible Mobile Service Steering
	17/09/2014
	70%
	SP-130597
	SP#64 TR 22.808v100 for Information
	22.808


Supporting Individual Members:
China Mobile, Huawei, China Unicom, ZTE, CATT, NSN, Chunghwa Telecom Laboratories (CHTTL)
Study supporting traffic classification and service chain selection capabilities per operator’s policy in order to realize efficient and flexible mobile service steering in the Gi-LAN network.
Justification
The operator deployed mobile service valued added network (e.g., Gi LAN network) to improve the user’s QoE, reduce the bandwidth pressure and provide valued added service. Two kinds of  service chain model are deployed in Gi LAN network: 

· Static serial model: The service enablers are statically connected with each other, and traffic goes through all the enablers deployed on the chain. The APN is usually used to differentiate each service chain.

· Hairpin model: All service enablers connect with a centralized traffic routing controller, and the traffic goes back to the centralized controller to decide the next hop after the previous enabler processing. 

However, both service chain models have some drawbacks, such as rigidity and complexity, for example:

For the static serial model:

· Not all service enablers are needed in all cases, and transfer delay is added;

· All the enablers on the chain have to be planned to the maximum traffic processing capability, even though the enabler may only be needed for part of the traffic;

· High OPEX, it is difficult to adjust the service chain if the service enabler is reused in multiple service chains, e.g. a large number of configuration jobs would be involved when the sharing enabler is changed.

For the hairpin model:

· High CAPX, all traffic always goes through the centralized controller to determine the next hop, which would consume mass of the complexity functionalities, e.g. DPI capability.

In order to overcome the drawbacks listed above, some new mechanisms are proposed. The "Service Function Chain (SFC)" BOF has been developed in IETF. In contrast to the traditional IP routing mechanism, the service function chain defined in the IETF brings a new "On demand" routing mechanism, which could be used for realizing the efficient and flexible routing mechanism. Additionally, the Open Network Foundation (ONF) provides a programmable service routing mechanism using the OpenFlow protocol. 

The IETF and ONF defined routing mechanisms could be used by mobile operators as the service routing mechanism in the Gi-LAN network. However it is not clear how the mobile network can leverage either of these newly defined service routing mechanisms for Gi LAN traffic steering. 
3GPP therefore needs to investigate 3GPP specific scenarios, requirements and network function enhancements of the relevant entities defined in 3GPP in order to guide some of the IETF and ONF work and interwork with the related service routing mechanisms that are discussed in IETF or ONF.
It is proposed that 3GPP focuses on the traffic classification and service chain selection mechanism, while the exactly service routing mechanism could be done in IETF/ONF. 
Objective:
to study use cases and propose potential requirements for supporting traffic classification and service chain selection capabilities per operator’s policy (e.g., based on user’s profile, application type, RAN type, RAN status and flow direction) in order to realize efficient and flexible mobile service steering in the Gi-LAN network. 
MMI-Aspects:

CN MMI-aspects will be covered. ME MMI-aspects are out of scope.
Charging Aspects:
impacts on the charging/accounting mechanism brought by service chaining will be included.
Security Aspects:
Security aspects will be covered by SA3.
15.7
Study on Enhanced Calling Information Presentation (FS_ECIP) UID_620070
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620070
	Study on Enhanced Calling Information Presentation
	17/09/2014
	70%
	SP-130598
	SP#64 completion 06/14=>09/14. TR 22.810v100 for Information
	22.810


Supporting Individual Members:
China Mobile, Huawei, Orange, Ericsson, CHTTL, ZTE
Study enhancements to calling information presentation. Linked to Multimedia Telephony Service for IMS (UID_7038), Customized Alerting Tone (CAT) UID_370028, Customized Ringing Signal (CRS) UID_380067
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	7038
	Multimedia Telephony Service for IMS
	TS 22.173, Stage 1
Supplementary services are defined, including OIP(Originating Identification Presentation) / TIP (Terminating Identification Presentation)/ etc.

	370028
	Stage 1 for Customized Alerting Tone (CAT)
	TS 22.182, Stage 1
Customized Alerting Tones is played to the calling party.

	380067
	Customized Ringing Signal (CRS)
	TS 22.183, Stage 1

Customized Ringing Signal is played to the called party.


Justification
Supplementary services (supplementing telecommunication services) have been available for a long time. Services such as CLIP (Calling Line Identification Presentation), CNAP (Calling Name Presentation) and OIP (Originating Identification Presentation) are simple calling information presentation services for CS and IMS network, as they provide the calling party’s number/name to the called party, which is useful especially when subscribers are receiving calls from strangers.

However, with the take off of smart phones, a number of "calling information presentation" OTTs have been introduced. They can realize the exchange of personal information (including name/portrait/signature/etc.) between the calling party and the called party when a call happens, these kind of OTTs are more and more popular now, which demonstrate that there are more/additional requirements from users on supplementary services: first they want more information to be shared in a call, second they want the calling information presentation to be supported in both directions.

CAT (Customized Alerting Tone) and CRS (Customized Ringing Signal) are introduced to provide multimedia experience during the establishment of a call for the calling party and the called party. But there are still limitations: as for CAT, picture is not included in content type; as for both services, since the media can be customized by the subscriber, users should be notified whether the usage of official name/number/logo is authentic, especially regarding to enterprise customers. 
There is a need to improve and enhance the calling information presentation, so that the value of network can be maximized.

Objective:
to study use cases and propose potential requirements for enhancing the calling information presentation. This will include:

· Type of contents shared in calling information presentation, e.g. number/ name/ portrait/ signature/ etc;

· Use cases for both calling party and called party;
· Interaction with MMTel services/ CAT service/ CRS service;
· Interoperability with other network.
Charging Aspects:
Charging aspects will need to be identified..
Security Aspects:
related to authenticity of personal information and its impact on the service provider to be considered.
15.8
Study on Multimedia Broadcast Supplement for PWS (FS_MBSP) UID_620071
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	17/09/2014
	59%
	SP-130599
	
	22.815


Supporting Individual Members:
Qualcomm, one2many, KPN, T-Mobile USA, SPRINT, AT&T, LG Electronics
Study the case where a public safety agency needs to distribute on a large scale timely multimedia public safety information to the public. Linked to Rel-9 Feature PWS.
	Unique ID
	Title
	Nature of relationship

	380057
	Rel-9 Feature

Public Warning System (PWS)
	PWS covers existing textual warning systems


Justification
The work on Public Warning Systems (PWS) within the 3GPP has focused on delivering text-based warnings of limited content to the public at a large scale. This functionality is essential in providing a basic warning system with the elements as set out in clause 4.3 of TS 22.268 on PWS.

It is noted in PWS that content which might trigger an increase in network load should be avoided as the network likely to be under stress, and capacity diminished depending upon the nature of the emergency.

Experience with the current PWS has led some public safety alerting agencies to have difficulties of trying to include all the essential public safety information needed to inform the public into the current PWS limited text message size. Some of this essential public safety information includes maps with public safety mark-up, images of missing persons, live news video broadcasts, public safety information video broadcasts, evacuation information, latest safety briefings, weather warnings, emergency shelter locations and assembly points etc.

The purpose of this study is to evaluate delivering more extensive multimedia public warning content than is currently supported in PWS and investigating both the broadcasting of more extensive multimedia public warning content for a PWS and the mechanisms by which users would be able to receive and view this multimedia content.

Objective:
to study scenarios and use cases where a public safety agency in executing its mission, needs to distribute on a large scale timely public safety information to the public where this public safety information significantly exceeds the current PWS basic message capacity. Also to propose potential requirements for handling this dissemination via broadcast including the management of the public safety multimedia broadcast and the access to this broadcast public safety information by the users. This study will consider this public safety multimedia broadcast capability as an enhancement or extension to the current PWS, and not consider it as a replacement of the current PWS.
· scenarios and use cases to provide public safety multi-media information in PWS which exceeds current PWS message capacity

· UE awareness of, and ability to receive, this multi-media public safety information via PWS

· handling of UEs in limited service mode;

· considering priority of public safety multimedia information
NOTE 1:
the use of the term ‘broadcast’ is an application terminology referring to the delivery of content to many users. 
It does not signify the use of any specific transmission mechanism.

NOTE 2:
this study shall not define potential requirements for specific PWS based systems (i.e. ETWS, CMAS, EU-ALERT, and Korean Public Alert System).

MMI-Aspects:
The study will identify whether there is any information that needs to be provided to the user.
Charging Aspects:
Study of mechanisms for the provision of accounting/usage information will be included.
Security Aspects:
To be addressed with SA3.

15.9
Study on RAN Sharing Enhancements on GERAN and UTRAN (FS_GUSH) UID_630017
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	630017
	Study on RAN Sharing Enhancements on GERAN and UTRAN
	17/09/2014
	80%
	SP-140073
	
	22.852 updates


Supporting Individual Members:
Telefónica, Vodafone, Orange, Intel, China Unicom, Interdigital Communications, Qualcomm, KPN
Update on GERAN and UTRAN of Rel-12 TR 22.852 Study on RAN Sharing Enhancements (FS_RSE).
	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	600045
	RAN Sharing Enhancements 
	This is the agreed Work Item to produce normative requirements to enhance RAN sharing on E-UTRAN UTRAN and will be used to derive appropriate work areas for GERAN/UTRAN Sharing.


Justification
Stage 1 normative requirements for enhancements to RAN sharing on E-UTRAN have already been agreed for Rel-13. Many operators, however, already share RAN resources on GERAN and UTRAN and it would be beneficial in terms of efficiency and costs therefore to provide similar enhancements for sharing using those RATs also. It is proposed to include these also in Rel-13.

Also, for GERAN especially, it is likely that some operators will come to a point where there will be a single (2G GSM) network to support legacy traffic from all the operators in a particular country/region. Therefore it will be important to ensure that GERAN based networks can be effectively shared with the aim of reducing costs. 
Objective:
to study possible requirements for the enhanced sharing of RAN resources in a secure way on GERAN and UTRAN. It will base these on the requirements already produced for RAN sharing enhancements on E-UTRAN for Rel-13 that will be extended to GERAN and UTRAN where appropriate. 

The scope of the work will be to update the study in TR22.852 to consider how the different RATs will work together in a secure sharing environment. 

Service Aspects:
Impact on service experience of individual subscribers should be kept at a minimum.

Charging Aspects:
These will include generation and retrieval of usage and accounting information.
Security Aspects:
RAN Sharing Enhancements shall not negatively affect security or privacy of sharing networks or subscribers.
15.10
Study on RAN Sharing Enhancements on GERAN and UTRAN (FS_UC_SPOOF) UID_630018
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	10/12/2014
	15%
	SP-140074
	-
	22.898


Supporting Individual Members:
Sprint, Bell Canada, Softbank Mobile, AT&T, Alcatel-Lucent

Linked to SA3 Rel-11 TR 33.838 Protection against Unsolicited Communications in IMS (PUCI) and Rel-12 ongoing study TR 33.831 Study on Security on spoofed call detection and prevention - Stage 2 (FS_SPOOF) Caller identity verification.
Abstract:
This study aims to examine the use cases and identify potential requirements for handling voice calls where caller information is identified as being unauthenticated or the caller is not authorized to use the supplied caller information. This study aims also to identify potential interactions with existing voice supplementary services.
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	410029
	Protection against Unsolicited Communications in IMS (PUCI)
	TR 33.838

(Unsolicited Communications)

	550026
	Rel-12 SA3 ongoing study:

Study on Security on spoofed call detection and prevention (Stage 2) (FS_SPOOF)
	DRAFT TR 33.831

(Caller identity verification)


Justification
Spoofing or malicious modification of caller information such as Calling Line Identification and Caller Name (Caller ID) has become a significant problem in many countries. The complaints regarding these calls range from nuisance calls, violations of various phone solicitation rules (such as the US Federal Trade Commission’s Telemarketing Sales Rules) to being used as a platform for significant fraud, identity theft and social engineering. Various malicious uses of caller information spoofing include these categories: swatting, vishing, and TDOS.

There are several SDOs dealing with identifying caller information spoofing including IETF’s stir, 3GPP’s SA3 and ATIS’s CSEC. However the focus of these is to only define methods to verify that the caller information is authentic and the caller is authorized to use the supplied caller information. What can be done with the calls where the caller information is determined to be unauthorized or unauthentic is not addressed in these activities.

There is a need to consider defining a new service for handling calls identified by caller information that is either not authenticated or not authorized to be used by the caller. Likewise there is a need to identify which existing 3GPP supplemental services would interact with handling spoofed calls.
Objective:
to examine the use cases and identify potential requirements for handling voice calls where caller information is identified as being unauthenticated or the caller is not authorized to use the supplied caller information. This study aims also to identify potential interactions with existing voice supplementary services.

As part of this study the following service aspects of dealing with spoofed calls should be considered:

· Reporting of spoofed voice calls to the user (e.g. an identifiable ringtone when a spoofed call is detected);
· Support for further operator or law enforcement handling of reported spoofed voice calls (e.g. to aid in fraud and law enforcement investigations);
· User and network specified treatment of spoofed voice calls and differences between CS and MTSI voice service capabilities (e.g. recording the caller information in a "spam folder" in voicemail);

· User reporting of spoofed voice calls when network based detection does not detect a spoofed voice call. (e.g. for handling false negative network detection)

15.11
Study on User Location Reporting Support enhancements (FS_eULRS) UID_640060
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640060
	Study on User Location Reporting Support enhancements
	17/06/2015
	0%
	SP-140402
	-
	22.899


Supporting Individual Members:
China Unicom, CHTTL, CATR, ZTE, Telefonica, KDDI, CATT
Linked to Rel-12 SA2 TR 23.843 Study on Core Network Overload solutions (FS_CNO) and Rel-13 Feature Service Exposure and Enablement Support (SEES)
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	490036
	Study on Core Network Overload solutions (FS_CNO)
	SA2 TR 23.843 analyzes the overload caused by User Location Information (ULI) reporting and provides solutions targeting improved efficiency of ULI reporting.

	610030
	Service Exposure and Enablement Support (SEES)
	This Feature proposes the use case related with the User Location Information (ULI).


Justification
User Location Information (ULI) is the important service in current mobile telecommunication services, e.g. emergency situation, charging, lawful interception or commercial push service, etc. However, some network may choose not to deploy the LCS function, so  if the core network wants to know the location information for certain UE, it has to initiate the location reporting procedure to request the RAN to report where is the UE currently located. The current location reporting procedure has the following limitations:

In LTE: 

· it only reports the users’ location change when they are in the ECM-CONNECTED state;

· in the location change reporting, it considers the ECGI/TAI and/or CSG information changes.

In UTRAN: 

· it only reports the users’ location change when they are in the PMM-CONNECTED state;

· the location reporting granularity is based on the service area, which is too coarse.

In general, it has the following drawbacks which may have to be enhanced:

· the location reporting granularity for UTRAN can be as fine as LTE at the cell level. Although the cell sizes for different RATs and areas may not be the same, the cell level is still a more suitable granularity for easy definition and achievement under current situation;

· the location reporting function  can’t be controlled flexibly by the network, such as the location reporting time;

· tailored location reporting needs to be further analysed. The network may only want to know the users with certain common characteristics not all the users in the area.

As a result, there is a need to improve and enhance the existing user location reporting capability, so that it can realize the flexible location reporting policy and does not cause much signalling load to the network. 

The study will identify what use cases that are needed to be fulfilled. Besides, it will also analyse the impacts in scenarios to the network.

Objective:
to provide details about the possible scenarios and use cases where there is a need of enhanced user location reporting. This study also aims to identify potential new requirements to fulfil the use cases and the potential interactions with existing location reporting procedures.
The service requirements will include the following aspects:

· Enhancement to location reporting granularity for UTRAN
· Support for flexible and controllable location reporting policy(e.g. restrict location reporting to chosen times during the day);
· Consideration on tailored location reporting (e.g. to report the number of users with certain common characteristics in the area).
Service Aspects:

will need to be identified.
Security Aspects:
Location information needs to be provided in a secure and reliable manner.

15.12
Study on Control of Applications when Third party Servers encounter difficulties (FS_CATS) UID_640061
Resources:
S1
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640061
	Study on Control of Applications when Third party Servers encounter difficulties
	10/12/2014
	0%
	SP-140246
	-
	22.818


Supporting Individual Members:
KDDI, TeliaSonera, China Unicom, NTT DOCOMO, KPN, MediaTek
Linked to Rel-13 Feature Service Exposure & Enablement Support (SEES) and Rel-13 TR 22.806 Study on Application specific Congestion control for Data Communication (FS_ACDC)
	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	610030
	Service Exposure & Enablement Support (SEES)
	SEES aims to provide a means for third party services and the 3GPP network to make each other aware of various capabilities and situations.

	570034
	Study on Application specific Congestion control for Data Communication (FS_ACDC)
	FS_ACDC aims to provide requirements for the control of applications such that a small number of very specific applications provisioned in categories are provided access to network resources in disaster situations or other abnormal circumstances. FS_CATS may leverage some techniques that will be required in implementing ACDC


Justification
With the spread of applications on UEs (also known as "smart phones"), coupled with the rapidly growing number of UEs designed for usage with little or no human involvement (machine type communications), the potential for issues to occur in the overall "system" involving these applications and the third party entities they interact with increases. When these third party systems experience difficulties, they may be able to manage their problems without undue impact on operator networks, but there will be times when they are not able to do so.

When a third party server becomes congested or fails, the communication by the applications on the UEs that make use of that server need to be controlled so that excessive use of 3GPP network resources is avoided while not affecting other applications and their associated servers that are functioning normally. A third party server may be dedicated to a particular UE application or it may support multiple UE applications.

The 3GPP network needs to be able to detect or receive an indication from a third party server of its congestion status or failure status and selectively control applications that make use of a third party server that has encountered difficulties. HTTP and other third party(possibly proprietary) protocols may have status codes but these may not be sufficient as they may not provide a suitable indication to the application at the UE of the nature of the issue and therefore could result in frequent retries even when these will fail, thus burdening the network with connection attempts that will fail. Third Party server failure modes can be envisaged where the server is not able to provide any status indication.
Objective:
to identify potential requirements that will enable the 3GPP network to detect or receive an indication from a third party server of its congestion status or failure status and selectively control individual applications on UEs when the 3GPP network becomes aware that a third party server has run into difficulties.
Notes: 

· The study will consider whether existing capabilities satisfy the use cases. Potential additional requirements will be formulated if enhancements to existing capabilities or new capabilities are needed. 

· When sending the TR to SA for information, it is planned to also send the TR to SA2 for information and feedback before moving to any normative work.

Service Aspects:
None are anticipated. The overall level of service is expected to be better due to avoiding application behaviour that results in high volumes of service requests (network loading) that are likely to fail.
MMI-Aspects:
None are anticipated.
Charging Aspects:
SA5 will be consulted
Security Aspects:
SA3 will be consulted
16
SA2 Studies
	UID
	Name
	Acronym
	Rapporteur
	TR

	520035
	Study on Usage Monitoring Enhancements for Service, Application and Subscriber Group
	FS_UMONC_sas
	China Telecom
	23.858


16.1
Study on Usage Monitoring Enhancements for Service, Application and Subscriber Group (FS_UMONC_sas) UID_520035
Resources:
S2

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	520035
	Study on Usage Monitoring Enhancements for Service, Application and Subscriber Group
	10/12/2014
	0%
	SP-140403
	SP#64 revived.
	23.858


Supporting Individual Members:
China Telecom, ZTE, Orange, KDDI, Allot Communications, Huawei, China Unicom, CATT, Oracle, Ericsson
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	520035
	FS_UMONC
	This study is based on the conclusions from FS_UMONC.


SP#64 revived. Updated WID SP-120554=>SP-140403. 
Added to the Title "for Service, Application and Subscriber Group", Changed Acronym: FS_UMONC=>FS_UMONC_sas. Changed Justification/objectives/Rapporteut ZTE=>China Unciom. 
SP#58 SA2 stopped (at 70% completion)
Justification
Usage monitoring control has been introduced into PCC since Rel-9 which provides the operator the capability to enforce dynamic policy decisions based on total network usage in real-time. It was enhanced under SAPP Work Item in Rel-11 to support usage monitoring for applications that are detected by the TDF.  FS_UMONC studies the issues for the usage monitoring enhancement, but following issues which are defined 3GPP TR 23.858 have not been concluded:

· Service/Application Monitored in more than one monitoring group

· Exclude Usage of a Service/Application from IP-CAN session/TDF session Usage

· Usage Monitoring for Subscriber Group

Objective:
to conclude the above three issues according to the following descending prioritized building blocks:

1st priority Building Block 1:

1. Service/Application Monitored in more than one monitoring group

2. Exclude Usage of a Service/Application from IP-CAN session/TDF session Usage

2nd priority Building Block 2:

3. Usage Monitoring for Subscriber Group

And for the 3rd key issue above, MTC group monitoring will be excluded from the scope of this study.
Service Aspects:
No services should be impacted. 
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SA3 Studies
	UID
	Name
	Acronym
	Rapporteur
	TR

	640055
	Study on Lawful Interception Service Evolution
	FS_LISE
	Alcatel-Lucent
	33.826


17.1
Study on Lawful Interception Service Evolution (FS_LISE) UID_640055
Resources:
S3

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640055
	Study on Lawful Interception Service Evolution
	09/12/2015
	0%
	SP-140303
	-
	33.826


Supporting Individual Members:
Alcatel-Lucent, Sprint, Bell Canada, BfV, PIDS, BT Group, Ministère de l'Economie, du Redressement Productif et du Numérique, OTD

Linked to LI13 which defines existing LI service requirements in TS 33.106 as well as existing HI1, HI2 & HI3 reference points.
Justification:

The current LI service defined in 3GPP was developed in alignment with the legacy CS domain, where originally few network elements (MSC, GMSC, HLR, End office switches, etc) in a centralized, monolithic architecture were deployed by relatively monolithic and integrated PLMN operators.   As new network capabilities were added this LI alignment with the characteristics of the CS domain remained.  

As the 3GPP network architecture and deployed networks move into a more distributed and decentralized architecture from GPRS and UMTS through LTE and IMS, there are significant increasing technical challenges facing extension of the CS legacy architecture based 3GPP LI service as required by LEAs for the new services when faced with the  expanding numbers of dynamic intercept access points, multiple service specific delivery platforms, and correlation complexities being deployed by more complex business arrangements between service and network providers

With the prospect of further decentralization and distribution of the network and services and providers in the form of new access network arrangements, cloud based infrastructure, migrating mobility management to the network edge (LIPA/SIPTO, ProSe), there is a need to consider an aligned, evolved LI service architecture based on the same principles motivating the latest generation of 3GPP technology – EPS.

Coinciding with these trends in the 3GPP architecture, the LI service handover interfaces (H1, H2 & H3) use of the mature ASN.1 data definition technology has not kept up with the latest developments and principles of software development.  Likewise there is limited availability of ASN.1 development tools and IDEs compared to what is available for alternative approaches.  There is a need to re-examine the technologies used to define the handover interfaces, both in terms of ensuring a robust development environment is available as well as considering the requirements of the handover interfaces. 

Objective:
to look at LI service requirements and identify the important aspects that a new, parallel evolved LI service will need to address based on the emerging trends of 3GPP networks and services including:

· Distributed and de-centralized

· Dynamic

· Scalable

· Handles diverse operator and service provider business relationships

· Handles dynamic access network and service platform use

· Aligned with the service and architecture principles of the latest generation (EPS) of the underlying 3GPP architecture

· Utilize technologies with robust tools and development environments to define the handover interfaces

Service Aspects:
The study will consider the LI service requirements identified in TS 33.106 that apply to the latest generation (EPS) and potentially additional requirements to guide the study. Particular focus will be given to those requirements which present challenges for the current CS based LI service architecture. This includes but not limited to:

· Service separation and extensibility

· Service abstraction

· Content reporting
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SA5 Studies
	UID
	Name
	Rapporteur
	TR

	560435
	Study on Compliance of 3GPP SA5 specifications to the NGMN NGCOR
	Huawei
	32.837

	610045
	Study on Enhancements of OAM aspects of Distributed Mobility Load Balancing (MLB) SON function
	Cisco
	32.860

	620059
	Study on Application and Partitioning of Itf-N
	China Mobile
	32.861 

	620060
	Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks
	Deutsche Telekom
	32.849

	640054
	Study on Network Management of Virtualized Networks
	China Mobile, Huawei
	32.842


19.1
Study on Compliance of 3GPP SA5 specifications to the NGMN NGCOR UID_560435
Resources:
S5

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	560435
	Study on Compliance of 3GPP SA5 specifications to the NGMN NGCOR
	16/09/2015
	30%
	SP-140349
	SP#64 updated WID SP-120350=>SP-140349. Completion 06/14=>09/15. TR 32.837 moved out of Rel-12 BB as a stand-alone Rel-13 Study. Completion 50%=>30% (added NGCOR phase II in the scope)
	32.837


Supporting Individual Members:
Huawei, NSN, Orange, Deutsche Telekom, China Mobile, Alcatel-Lucent, TeliaSonera, Ericsson, ZTE, Telecom Italia, P.I. Works
Justification 

It is required to ensure that the operators’ requirements expressed in NGMN NGCOR are taken into account into SA5 specifications. 

For this purpose, it is needed to provide a detailed compliance statement of SA5 specifications against NGMN NGCOR.

The results of the detailed gap analysis performed by SA5 are recorded in 3GPP TR 32.837. 
The successive versions of the TR 32.837 will track the work already done and the work remaining to be done. 

The identification of the work to do will lead to the creation of new WIs and CRs as needed.

Objectives:


· Record the detailed gap analysis already performed by 3GPP SA5;
· Identify for each requirement the work already done by 3GPP SA5 ;
· Discuss and agree on the work remaining to be done by 3GPP SA5, and produce new WIs or CRs as needed;
· Identify the requirements - if any- which cannot be satisfied e.g. out of scope of 3GPP SA5 specifications.
· Provide a final compliance statement of 3GPP SA5 specifications against NGMN NGCOR Requirements.

The scope of the compliance statement is based on NGMN NGCOR phase I and phase II (V1.4) which include:

· Generic Next Generation Converged Operational Requirements (GEN)

· High level requirements for Converged Operations (CON)

· Requirements for NGCOR Modelling and Tooling (MT)

· Requirements for Fault Management Interface (FM)
· Requirements for Configuration Management (CM)
· Requirements for Performance Management (PM)
· Requirements for Resource and Service Inventory Management (INVM)
19.2
Study on Enhancements of OAM aspects of Distributed Mobility Load Balancing SON function UID_610045 (moved from Rel-12)
Resources:
S5
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	610045
	Study on Enhancements of OAM aspects of Distributed Mobility Load Balancing (MLB) SON function
	10/12/2014
	20%
	SP-130430
	SP#64 completion 06/14=>12/14
	32.860


Supporting Individual Members:
Cisco, Vodafone, Intel, Telecom Italia, TeliaSonera

Justification

It shall be studied if the D-SON MLB function as currently standardized in 3GPP can be improved in terms of operational efficiency. In case potential areas of improvement are identified possible solutions shall be proposed.

Examples of areas to be studied are if there are any issues resulting e.g. from deployment irregularities, such as irregularities in sites location, in cell size (especially for HetNet), in inter-eNB physical neighbour relations, presence of equipment produced by different vendors etc.

Objectives: 

· Identify whether D-SON MLB as currently standardized in 3GPP can be improved

· In case potential areas of improvement are identified propose possible solutions
The solution (if required) is realized by enhancement to existing SA5 NRMs and/or Interface IRP, and/or performance measurements specifications.

19.3
Study on Application and Partitioning of Itf-N UID_620059
Resources:
S5

	UID
	Name
	Finish
	Compl
	Hyperlink
	rapporteur
	TR

	620059
	Study on Application and Partitioning of Itf-N
	10/12/2014
	10%
	SP-130681
	China Mobile
	32.861 


Supporting Individual Members:
China Mobile, Alcatel-Lucent, Ericsson, Huawei, Intel, NSN, Orange, Telecom Italia, TeliaSonera, ZTE

Justification
3GPP has defined a set of specifications (TS 32-series) of Interface N (Itf-N). These specifications describe the requirements and solutions for various network management domains or services (e.g. Alarm IRP, PM IRP, BasicCM IRP, KernelCM IRP, BulkCM IRP, Notification IRP, CS IRP, FileTransfer IRP and EP IRP).

The large number of IRPs reflects the large number of diverse network management domains, services and solutions which are required to satisfy all operators’ needs taken as a whole. However, not all operators require all network management domains services and solutions defined by the IRPs. In a given context one operator may require a subset of these IRPs for its Itf-N interface (for management of its network), while another operator may require a full set.
Objective:

1. Examine IRP requirements in current specifications and identify one or more subsets of these requirements, based on inputs from operators. The necessary requirements should be selected from existing IRPs’ Requirements.

2. Study grouping of IRP functionality to recommend which functionality is needed in a network management context to satisfy every given subset of requirements. For every such group (e.g. "Ensemble" as defined in NGMN "Recommendation for IRP Ensembles") provide justification why it is important for MNOs, Telecom Equipment Manufacturers and 3rd-party tool vendors.
3. Examine the business consequences of proposals arising from the study.
NRM IRPs are out of scope of this study item.
19.4
Study on Charging aspects on Roaming E2E scenarios with VoLTE IMS and interconnecting networks UID_620060 (moved from Rel-12)
Resources:
S5
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620060
	Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks
	10/12/2014
	30%
	SP-130609
	SP#64 moved to Rel-13. Completion 06/14=>12/14
	32.849


Supporting Individual Members:
Deutsche Telekom, Ericsson, Orange, China Mobile, Vodafone

Linked to CT3/CT1 draft TR 29.949 Study on Technical Aspects on Roaming End-to-end scenarios with VoLTE IMS and other networks (FS_REVOLTE_IMS) UID_610010
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	610010
	Study on Technical Aspects on Roaming End-to-end scenarios with VoLTE IMS and other networks (FS_REVOLTE_IMS)
	CT3/CT1 draft TR 29.949

Information on use cases which apply in roaming situation. 

This CT3 study is seen as a valuable source of information for this SA5 study


Justification

With the Rel-11 SA2-led WID RAVEL (Roaming Architecture for Voice over IMS with Local Breakout) roaming with loopback was introduced in 3GPP IMS. This includes a description of the Charging Data Records (CDRs) which are generated in the most important IMS (VoLTE)-roaming use cases. 
3GPP has specified roaming for VoLTE IMS systems within different specifications for Architecture, Signalling and also charging aspects.

This is of special importance, since the mobile roaming concepts require interconnection capabilities supported by interconnection networks beyond those required for e.g. VoIP interconnection between wire-line networks.
This is different from the introduction of GSM roaming, where the roaming concepts did not make use of any capabilities in interconnection networks which were not already defined and deployed for wire-line interconnection.

Objective: 
To document missing CDR elements and information with regard to the roaming architecture for Voice over IMS with Local Breakout (RAVEL). 
The Study shall be related to normative specification work for the SA5 charging TS 32.260, TS 32.298 and TS 32.299.
In case gaps are identified which require changes of specifications, the needed CRs will be submitted for agreement to the responsible 3GPP Working Group.
A subsequent NEW normative work item for such changes shall be created when a new capability is to be added.
In case of an identified gap or error in a related EXISTING normative work item, work item that introduced the related feature, will be addressed. 
19.5
Study on Network Management of Virtualized Networks UID_640054
Resources:
S5
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640054
	Study on Network Management of Virtualized Networks
	17/06/2015
	0%
	SP-140398
	-
	32.842


Supporting Individual Members:
China Mobile, , Huawei, Alcatel-Lucent, Allot Communications, AT&T, CATR, CATT, China Telecom, China Unicom, Cisco, Deutsche Telekom, Ericsson, Fujitsu, Hewlett-Packard, Intel, KDDI, NEC, NSN, NTT DOCOMO, PIWorks, Qualcomm, Telecom Italia, TeliaSonera, T-Mobile, Vodafone, ZTE

Linked to ETSI Network Functions Virtualisation (NFV) ISG. 
Objective 1: Scenario, use cases & concepts for network management of Virtualized Networks. 
Objective 2: Recommend potential solutions supporting management of Virtualized Networks.
Justification
Traditionally, telecommunication equipment is provided as physical equipment with software and hardware bound together. As the virtualization technologies have made great progress in the IT industry, the CT industry realizes that these virtualization technologies will allow network function software to be moved to generic high volume servers. 

In January 2013, ETSI has created the Network Functions Virtualisation (NFV) ISG. In October 2013, ETSI NFV ISG published a first package of Group Specifications including Use Cases, Requirements, Architectural Framework and Terminology. ETSI NFV ISG MANO (Management and Orchestration) Working Group is currently working on a gap analysis towards 3GPP SA5 specifications. As concluded in TSG SA#63, it is now time to study the management aspects of NFV in 3GPP.

Network Functions Virtualisation is intending to bring the following advantages to operators:

-
Flexibility: Enabling services to be delivered via software on industry-standard server hardware makes the deployment and redeployment of network functions more flexible, and allows network functions to be scaled in and out dynamically.
-
Time-to-Market: Reducing the time for deployment of new services would improve the time-to-market, thus allowing operators to better support changing business requirements.
-
OPEX saving: The decoupling of hardware and software allows the reduction of space, power and cooling requirements and hardware diversity, and makes the roll out, management and maintenance of network functions more efficient.
-
CAPEX saving: The decoupling of the network function software from purpose-built hardware allows the reuse of common industry-standard server hardware for new services, and to eliminate wasteful over-provisioning.
Studying the network management of Virtualized Networks will help understanding if the ETSI NFV ISG architectural framework impacts the existing 3GPP Management reference model, and if the existing OA&M related interfaces are impacted.

Solutions for the network management of Virtualized Networks need to consider the reuse and if needed the extension of the existing 3GPP Management reference model. In order to protect the services to the public and the operators' existing investments, it is the intent of the management of Virtualized Networks to be compatible as much as possible with the existing network management defined in 3GPP and to ensure a smooth migration to virtualized network functions.
Objective:

For Objective Set 1:

-
Study the use cases and concepts for the network management of Virtualized Networks, which are applicable to 3GPP SA5, taking into account the relevant use cases from ETSI NFV ISG.

-
Analyse and classify the network management scenarios when all instances of 3GPP-defined network elements in a subsystem/domain are virtualized according to the ETSI NFV ISG architectural framework (i.e. in fully virtualized networks).
-
Identify the requirements for potential solutions for the network management of Virtualized Networks when all instances of 3GPP-defined network elements in a subsystem/domain are virtualized according to the ETSI NFV ISG architectural framework (i.e. in fully virtualized networks).
-
Analyse and classify the network management scenarios when some instances of 3GPP-defined network elements in a subsystem/domain are virtualized according to the ETSI NFV ISG architectural framework (i.e. in mixed networks).
-
Identify the requirements for potential solutions for the network management of Virtualized Networks when some instances of 3GPP-defined network elements in a subsystem/domain are virtualized according to the ETSI NFV ISG architectural framework (i.e. in mixed networks). Study whether or not a single management system for mixed networks is required.
For Objective Set 2, given the requirements identified in Objective Set 1:

-
Identify the potential impacts on the existing 3GPP Management reference model.

-
Analyse the existing 3GPP Management reference model, interfaces, protocols and procedures to determine what can be re-used, adapted or extended, and whether new IRPs are needed for network management of Virtualized Networks, in order to fulfil the requirements identified in Objective Set 1.
-
Propose enhancements or extensions to the 3GPP Management reference model, if an impact is foreseen.
-
If needed, solution(s) for a single management system for mixed networks should be studied.

-
Provide recommendations for the standardization of the network management of fully virtualized networks and mixed networks, based on the result of the analyses and the potentially identified impacts, enhancements or extensions.

SA5 will take in account the outcome of the gap analysis performed by ETSI NFV ISG MANO in this study, as well as the ETSI NFV ISG Group Specifications when available, and cooperate with ETSI NFV ISG as necessary.

This study will not unilaterally propose solutions which diverge from the architectural framework described in ETSI NFV ISG Group Specifications.
If this study proposes changes or additions that impact ETSI NFV ISG Group Specifications, SA5 should indicate the need to ETSI NFV ISG.
SA5 may take a prioritization approach in this study (i.e. address the use cases and their impacts on interfaces in the order of importance).
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21
GERAN Studies
	UID
	Name
	Acronym
	Resource
	Rapporteur
	TR

	590034
	Study on Downlink MIMO
	FS_DOMIMO
	G1,G2
	NSN
	45.8xy

	620012
	Study on Power saving for Machine-Type Communications (MTC) devices
	FS_uPoD
	G2,G1
	China Mobile
	43.869

	620013
	Study on UpLink MultiUser Multiple-Input Multiple-Output (UL MU-MIMO)
	FS_UL_MU_MIMO
	G1,G2
	Huawei
	45.876

	640001
	Study on Cellular system support for ultra Low Complexity and low throughput Internet of Things
	FS_IoT_LC
	G1,G2
	Vodafone
	45.8xy


21.1
Study on Downlink MIMO UID_590034 (moved from Rel-12)
Resources:
G1,G2

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	590034
	Study on Downlink MIMO
	20/02/2015
	45%
	GP-130288
	-
	GP#62 completion 08/14=>02/15. Moved to Rel-13. GP#57 approved WID
	45.8xy


Supporting Individual Members:
NSN, Nokia, Com-Research, Telecom Italia

Justification

The rapid globalisation of the smart phone market is putting pressure on legacy EDGE networks to improve throughput and spectrum efficiency. 

To meet the demands on throughput and spectrum efficiency, MIMO for downlink provides an interesting prospect because it neither puts too high requirements on LTE enabled smart devices nor on legacy EDGE networks. All LTE enabled smart devices come with two receive antennas, which is a valuable radio asset that should be fully utilised. Similarly, legacy EDGE networks are often configured with two transmit antennas to support air combining or transmit diversity.

Performance evaluation submitted to GERAN#54 in GP-120762, to GERAN#55 in GP-121019 and GP-121030 and to GERAN#56 in GP-121248 shows potential of this technique to support significantly higher data peak throughput compared to EGPRS and EGPRS2-A and as well as improving the spectral efficiency.   

Objective:
to investigate the feasibility of single user MIMO in the downlink for PS data services including EGPRS and EGPRS2-A.  For MIMO support, two operational modes are foreseen: 

a) spatial multiplexing mode based on dual stream 2x2 MIMO and 

b) single stream diversity mode based on either MSRD or Tx diversity in combination with MSRD. 

In general, the SI shall aim to re-use as much as possible existing functionality in GERAN and existing spatial channel models and principles used for UTRAN and E-UTRAN.  Following aspects are meant to be covered by the study: 

1. Multiplexing with legacy MS: To support multiplexing of a MIMO capable MS with a legacy MS, temporary fall-back to a single stream shall be assumed.

2. Training sequence usage: The study shall take training sequences introduced for VAMOS as working assumption. Proposals for re-optimised training sequence sets based on common assumptions will be considered if the new sets can replace the VAMOS training sequence pairs with better performance including mixed voice and data interference scenario.

3. RLC/MAC and core network protocols: Both RLC/MAC and core network protocols shall be based on DLDC mode where possible. 

4. Link and Mode Adaptation: Channel quality reporting by MS to support mode adaptation shall be investigated. Adaptation between following modes should be investigated: 

a. Single stream diversity mode based on either MSRD or Tx diversity in combination with MSRD

b. Dual stream in spatial multiplexing mode (2x2 MIMO)

5. Terminal impacts: The support of spatial multiplexing mode and diversity mode reception of EGPRS and/or EGPRS2-A for multi-mode MS architectures shall be investigated.

6. Network configurations: The study shall investigate different BTS HW configurations that are able to support MIMO in a typical network provided with legacy HW.

7. Performance requirements: The performance of MIMO shall be evaluated over the SINR range relevant in GERAN networks.

8. Compatibility to legacy services / equipment: 

a. Avoid any negative impact to speech and data performance while the priority is given to avoiding negative impact to legacy speech service. 

b. Avoid any hardware impact due to the introduction of MIMO to the base station and mobile station, assuming the mobile station already supports diversity antenna reception.

9. Channel modelling: The Spatial Channel Model developed by 3GPP TSG RAN (see TR 25.814 and TS36.101) shall be used with appropriate modifications e.g. to adjust it to the radio channels considered in 3GPP TSG GERAN to support the study.

10. Any technique that requires changes to MCS design for GSM/EDGE shall not be part of the study. 
21.2
Study on Power saving for MTC devices UID_620012 (moved from Rel-12)
Resources:
G2,G1

	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	620012
	Study on Power saving for Machine-Type Communications (MTC) devices
	20/02/2015
	15%
	GP-131136
	GP#60 approved WID
	43.869


Supporting Individual Members:
China Mobile, Ericsson, Huawei, Nokia, ZTE, MediaTek, Alcatel-Lucent, NSN

Linked to Rel-12 Feature MTCe, Stage 2 BB3: UE Power Consumptions Optimizations (UEPCOP)
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	560322
	BB3: UE Power Consumptions Optimizations (UEPCOP)
	

	561622
	TR on Stage 2 BB3: UE Power Consumptions Optimizations (UEPCOP)
	

	562322
	Stage 2 for BB3: UE Power Consumptions Optimizations (UEPCOP)
	


Justification

Power consumption is in general important for mobile user equipment, but is of special importance for MTC devices. The importance is increasing along with a growing population of MTC devices. The importance of studying power saving mechanisms for MTC devices is illustrated in the following scenarios:

· For MTC devices that run on battery, power saving mechanisms can extend the battery lifetime and reduce the cost of changing or charging batteries for a large amount of devices. In addition, for those MTC devices with irreplaceable batteries, longer battery lifetime means longer devices lifecycle and thus a reduction in the cost of devices replacement.

· For MTC devices with external power supply, power saving mechanisms will mean lower power consumption and thus improved for energy efficiency.

One important use case is MTC devices that only have mobile originating traffic, e.g. metering, fleet management, product flow management etc. Another important uses case is stationary or low mobility devices e.g. electricity metering devices, relics protection devices, anti-invasion system devices etc. For these use cases power saving mechanisms are essential.
Objectives:

· Identify MTC use cases and traffic models where MTC devices would benefit from power savings
· Investigate possible techniques to reduce the power consumption of MTC devices

· Evaluate the possible gains in terms of energy savings
· Evaluate the possible impacts of power saving techniques on device performance

· Avoid any negative impact on legacy voice and data services

· Avoid any hardware impact on infrastructure equipment.

· Avoid any hardware impact on BTS and MTC devices
21.3
Study on UpLink MultiUser MIMO UID_620013 (moved from Rel-12)
Resources:
G1,G2
	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TR

	620013
	Study on UpLink MultiUser Multiple-Input Multiple-Output (UL MU-MIMO)
	20/02/2015
	15%
	GP-131131
	GP#62 completion 11/14=>02/15. GP#60 approved WID.
	45.876


Supporting Individual Members:
Huawei, Vodafone, China Mobile, MediaTek, ZTE, Telecom Italia

Triggered by increase in UL connections to be served by PS domain in GSM networks (scenarios: GSM frequencies refarming to other RATs, emergence of MTC services over mobile radio networks)
Justification

In the near future a remarkable increase is expected in the number of uplink connections required to be served by the packet switched (PS) domain in GSM networks. Example scenarios foreseen include refarming of GSM frequencies to other radio access technologies, and the emergence of MTC services over mobile radio networks.

For packet data channels shared by a number of connections with small amounts of data/signalling waiting to be transmitted, UL MU-MIMO may be considered to meet the above demand provided that there is no negative impact to legacy services, or  that any limitations in operation on both the uplink and the downlink are introduced.

It is anticipated that if more than 16 parallel connections are established on one PDCH, the capacity of the corresponding PTCCH will be exceeded and remarkable losses could be observed as a consequence due to the need to update the TA using signalling radio blocks delivered on the PACCH and consequently reducing capacity and throughput on the PDTCH. In this case UL MU-MIMO has therefore to avoid the above mentioned remarkable losses.
Objective:

· Derive a traffic model for the types, formats, packet inter-arrival time and packet sizes of the information expected to be transmitted by connections with small amounts of data/signalling. 

· Evaluate the system level performance of UL MU-MIMO with network configurations including refarming scenarios.
· Evaluate link level performance using SINR ranges relevant in GERAN networks.

· Model aspects like uplink scheduling, control signalling overhead (for example when PTCCH capacity is exceeded and PACCH has to be used for TA update), link quality control and power control.
· Investigate the compatibility with legacy mobile stations, e.g. whether or not a mobile station supporting UL MU-MIMO can be multiplexed with a legacy mobile station.
· Identify solutions in terms of enhancements of uplink scheduling efficiency of UL MU-MIMO.
· Identify solutions in terms of enhancements of the TA update procedure, which are able to avoid all the above mentioned losses whenever the PTCCH capacity is exceeded and PACCH has to be used for TA update when UL MU-MIMO is in use, without introducing any impact to any legacy service on both the uplink and the downlink.
· Avoid any drawback, negative impact, limitation for any legacy service on both the uplink and the downlink.
· Avoid any hardware impact to the base station.
· Minimize any hardware impact to the mobile station whilst impact on battery life should be avoided.
21.4
Study on Cellular system support for ultra Low Complexity and low throughput Internet of Things UID_640001
Resources:
G1,G2
	UID
	Name
	Finish
	Compl
	Hyperlink
	Notes
	TS_TR

	640001
	Study on Cellular system support for ultra Low Complexity and low throughput Internet of Things
	28/08/2015
	0%
	GP-140421
	GP#62 approved WID
	45.8xy


Supporting Individual Members:
Vodafone, China Mobile, MediaTek, ZTE, Telecom Italia

Triggered by increase in UL connections to be served by PS domain in GSM networks (scenarios: GSM frequencies refarming to other RATs, emergence of MTC services over mobile radio networks)
Justification

Machine to Machine (M2M) communication represents a significant growth opportunity for the 3GPP ecosystem. To support the so called ‘Internet of Things’, 3GPP operators have to address usage scenarios with devices that are power efficient (with battery life of several years), can be reached in challenging coverage conditions e.g. indoor and basements and, more importantly, are cheap enough so that they can be deployed on a mass scale and even be disposable. 

It is no surprise that the M2M business of 3GPP operators currently rely on the use of legacy GPRS (i.e. non-EGPRS) devices that provide the most cost effective devices. However, there are competing technologies for supporting M2M communication that claim to provide devices at a much lower cost than GSM with better coverage and power efficiency than the cheapest GSM devices. 

In order to optimise the support of ‘Internet of Things’ in 3GPP cellular networks to compete with non-3GPP technologies  in the lower data rate end of the M2M market, it is necessary to study both the possibility of evolving the current GERAN system and the design of a new access system with regard to the following aspects:

· Improved  indoor coverage

A number of applications require deployment of Machine Type Communication (MTC) devices indoor, e.g. in an apartment basement, or on indoor equipment that may be close to the ground floor etc. This effectively means that indoor coverage should be readily available and reliable.
· Support for massive number of low throughput devices 

It is expected that the number of devices used for MTC will increase exponentially but the packet data size will remain small. Moreover, the support of MTC traffic should be possible either in existing GSM deployments or using small chunk(s) of licensed spectrum which may be available to operators by (re)using GSM carriers or using small parts of licensed spectrum coming from wideband systems like LTE (typically a substantially reduced number of 200 kHz RF channels compared to legacy GSM). A system that can support a large number of devices, each generating a small amount of data is required.
· Delay sensitivity 

Some devices may have relaxed delay characteristics (e.g. the reporting of a meter reading some time within the next 24 hours) and this may be taken into account when evaluating system capacity and design. 

In contrast, other devices (e.g. burglar alarms) have reasonably strict delay requirements and may be placed at the limit of coverage: for these it is suggested that a delay requirement of 4 seconds is appropriate for the uplink (measured from the ‘trigger event’ to the packet being ready for transmission from the base station towards the network).
· Ultra low cost 
M2M applications require devices that are very cheap (so that they can be deployed on a mass scale or in a disposable manner). The study should take into consideration that MTC devices have very limited throughput requirement and may not need to support circuit switched services to develop techniques that can significantly reduce cost.
· Low power consumption

Many M2M applications require devices to have up to ten years’ battery life. The study should determine whether the existing R12 Power Save Mode is sufficient, and if not, identify techniques to significantly cut down the power usage of MTC devices e.g. by optimising signalling exchanges in the system, in order to realise battery life of up to ten years.

· Network architecture

In Release ’99, 3GPP worked to enhance the security of the system and these enhancements were incorporated into the Iu mode architecture used for UTRAN. In Release 8, 3GPP provided further enhancements to security to support the S1 mode architecture used for E-UTRAN. When considering an access system for the Internet of Things that might need to remain in operation for another 20 years, it will be useful to consider whether a system based on Release ’97 Gb mode can be reused unmodified; or, needs evolution; or, whether the S1 mode architecture can be reused. However, it should be noted that the S1 interface is connection oriented and (based on SA WG 2’s Release 12 "Small Data and Device Triggering Enhancements" (SDDTE) work) might not be best optimised for small data transfers. In addition E-UTRAN is optimised for network controlled handover and optimised for use with the X2 inter-site interface. Hence the study should identify a Core Network architecture, security framework and Radio Access Network-Core Network interface (e.g. S1 or Gb), and associated protocol stacks for M2M which are suitable for the M2M market in the 2017 and onwards timeframe. 
Objective:

The main objective of the study is to evaluate how to support low throughput and low complexity Machine Type Communications.  

Different solutions can be investigated, e.g. a non-legacy based design, and/or a backward compatible evolution of GSM/EDGE. 

The aim is to satisfy or exceed the following capabilities:

· Provide a data rate of at least 160 bps (see Note) (on both the uplink and downlink) at the (equivalent of) the SAP to the SNDCP layer with the aim of achieving an extended coverage of 20 dB compared to legacy GPRS (Non EGPRS). It is noted that solutions with lesser coverage extension may need to be studied. Both interference limited and noise limited scenarios are to be considered.
NOTE:
While an MTC application may well optimise the encoding of its data, the data is likely to be contained in an IPv6 packet using UDP and potentially another protocol layer which is then protected by some form of IPSec. As a result, the minimum SDU size at the top of the SNDCP layer (assuming Gb mode) is likely to be 80 octets. When coupled with a 4 second latency objective for ‘alarms’, this gives a requirement for 160 bps at the SNDCP Service Access Point. Any SNDCP, LLC, RLC and channel coding may increase the required radio interface data rate. 

· Scale to support a massive number of MTC Mobile Stations. It is suggested to use the traffic model from Annex A of TR36.888 v12.0.0"Study on provision of low-cost Machine Type Communications (MTC) User Equipments (UEs) based on LTE" with the modification to use 40 low throughput devices (rather than 3 smart meters) per home (see Note). In addition the overall aspects of attempting to securely transfer very small quantities of information (at least 20 octets) need to be addressed.
NOTE:
Based on an approximation of an average of 2 people per home and 20 IoT devices per person.
· Reduce power consumption of MTC Mobile Stations compared with legacy GPRS (non EGPRS) so that they can have up to ten years battery life with battery capacity of 5 Watt-hours, even in locations with adverse coverage conditions where up to 20 dB extension might be needed. One traffic model for battery life estimation should be based on the "regular reporting", "no mobility" scenario from Annex A.1 of TR 36.888 v12.0.0, but using a "120 minute Uplink Interval" (see Note).
NOTE:
A longer Uplink Interval than those in TR36.888 is used because IoT devices may well report much less frequently than the smart meters discussed in TR 36.888. However, even greater Uplink Intervals are not used because that would limit mobile terminating response times when the Release 12 Power Saving Mode is used.
NOTE:
This power consumption evaluation is not intended to overlap with TSG GERAN’s uPoD SID. Instead, for backwards compatible concepts, this part of this SID, should focus on the implications of coverage extension.
· Maximise the reduction in complexity of the Mobile Termination (see Note) compared to that of a legacy GPRS (non EGPRS) MT.

NOTE:
Mobile Termination (MT) is defined in TS 24.002 and TR 21.905
· Avoid negative impacts to legacy GSM/WCDMA/LTE system(s) deployed in the same frequency band and adhere to the regulatory requirements applying to the spectrum bands in which the system operates.
· Minimise impacts to the GPRS/EDGE base station hardware.

· Identify Core Network Architecture, security framework and Radio Access Network-Core Network interface (e.g. S1 or Gb), and associated protocol stacks, suitable for the M2M market in the 2017 and onwards timeframe. Restrict use to a simple QoS model (e.g. equivalent to the R’97 peak bit rate and precedence, or, R’8 AMBR and QCIs 6, 8, 9 but with a relaxed packet delay budget); single PDP context per MS; etc.). Potential enhancements within the responsibility of other groups may be identified.

For both options:

· There is no requirement for inter-RAT mobility.

· Intra-RAT mobility is assumed to be based on cell reselection.
Security Aspects:
Outputs of the study may need to be reviewed by SA3.
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LTE Studies
	UID
	Name
	Resource
	Rapporteur
	TR

	600020
	Study on Positioning enhancements for E-UTRA
	R4,R1
	Huawei
	LTE 36.855

	640016
	Study on Advanced Wireless Services (AWS) - Extension band for LTE
	R4
	Qualcomm
	LTE 36.8xy


22.1
Study on Positioning enhancements for E-UTRA UID_600020 (moved from Rel-12)
Resources:
R4,R1

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	600020
	Study on Positioning enhancements for E-UTRA
	05/12/2014
	85%
	RP-130680
	RP-140639
	RP#64 completion 06/14=>12/14. Moved to Rel-13
	LTE 36.855


Supporting Individual Members:
Huawei, HiSilicon, Verizon, China Mobile, Alcatel-Lucent, Intel, LGE, China Telecom, CATT, CATR, Potevio, TD- Tech, China Unicom, New Postcom, Spirent, Rohde-Schwarz, Coolpad
Justification
Positioning mechanisms were specified in 3GPP as a key feature for E-UTRA networks since Rel-9, e.g. OTDOA, E-CID etc. They are not only used in helping meet regulatory requirements, but also utilized with increasing importance to enable all kinds of location based applications. 

The proliferation of heterogeneous network deployments brings some challenges also in the area of efficient terminal positioning and calls for the study of enhanced mechanisms and positioning performance requirements.

The addition of multiple nodes in heterogeneous networks can improve the position accuracy remarkably if the specificities of such deployments are taken into account in the positioning mechanisms. Some examples include the support of several transmission points with identical cell IDs and improved support for positioning in carrier aggregation.  

Furthermore, the accuracy of current positioning mechanisms and in particular OTDOA and E-CID based on UE Rx-Tx time difference measurement is only defined for limited scenarios: 
· Limited channel bandwidth for the cells to be measured (reference and neighbour cells)

· Tests defined assuming single Tx antenna. Practical network might have Tx diversity on antenna port 6 which is used for RSTD measurements

It is desirable to study the possibility of enhanced accuracy for other practical deployment scenarios.
Objectives:
to study accuracy enhancements for current positioning mechanisms such as OTDOA and E-CID based on UE Rx-Tx time difference measurement in heterogeneous deployment scenarios under different system bandwidths
The feasibility of improving the existing UE positioning performance requirements of OTDOA and E-CID based on UE Rx-Tx time difference measurement shall be studied for the following cases:
· Larger available bandwidths (e.g. 15 and 20MHz for OTDOA and 10, 15, and 20 MHz for E-CID based on UE Rx-Tx time difference measurement).

· Smaller available bandwidths (e.g. 1.4 and 3 MHz for OTDOA and E-CID based on UE Rx-Tx time difference measurement)
· Possible use of downlink Tx diversity for the positioning reference signals (PRS), e.g., schemes transparent to UE, and its impact on the both UE and system performance and/or complexity.  Use of non-transparent schemes can be discussed.

· Deployment of RRHs with identical cell IDs for OTDOA and E-CID based on UE Rx-Tx time difference measurement.

· Carrier aggregation scenarios (including scenarios with multiple TAs for E-CID based on UE Rx-Tx time difference measurement)
The study includes the definition of the above mentioned scenarios in an initial phase.
22.2
Study on Advanced Wireless Services (AWS) - Extension band for LTE UID_640016
Resources:
R4
	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	640016
	Study on Advanced Wireless Services (AWS) - Extension band for LTE
	05/12/2014
	0%
	RP-141037
	-
	-
	LTE 36.8xy


Supporting Individual Members:
Qualcomm, Verizon, US Cellular, AT&T, Alcatel-Lucent, LG Electronics, Motorola Mobility, Samsung, SouthernLINC Wireless , Intel, T-Mobile USA, NSN, Nokia, DISH Network , Broadcom, Ericsson, NII
Justification
To meet market demands, this SID presents a proposal to study the band plan for the AWS-Extension.  

The study will evaluate options for a new FDD E-UTRA band that extends the spectrum ranges of the Advanced Wireless Services 1 (AWS-1) blocks to possibly include one or more of the three AWS-3 blocks, and one AWS-4 block  i.e., to take account of two AWS-3 spectrum blocks (1695-1710MHz and 1755-1780 MHz) for uplink/mobile operations and a AWS-3 spectrum block (2155-2180MHz) for downlink/base station operation, and the AWS-4 downlink band (2180-2200 MHz). 

The motivations of this proposal are to promote an extended AWS operation band that will bring following benefits:

· Support interoperability across most AWS-1/-3/-4 bands (1695-1780 MHz and 2110-2200 MHz) unless there is a technical impediment,

· Facilitate mobile broadband services with wider contiguous spectra,

· Ensure common standard requirements across AWS-1/-3/-4 spectra unless there is a technical impediment,

· Minimize fragmentation of E-UTRA bands

FCC has established rules for paired FDD operations of 1755–1780 MHz band with the 2155–2180 MHz band, and FCC also set up the rule for unpaired uplink operation of 1695-1710MHz band in Report and Order [1] for the license AWS-3 band.  

The frequency ranges of AWS-3 band are as follows (see Figure 1 below):

· Unpaired Uplink:

1695-1710MHz

· Paired:  Uplink: 1755-1780MHz and Downlink :2155-2180MHz

Objectives:
to evaluate various candidate band plans for technical feasibility, impediments, interoperability and efficient spectrum utilization. The following options are to be studied with the same priority.

1. 70+70 (1710 - 1780 MHz / 2110 - 2180 MHz, fixed duplex)

2. 70+90 (1710 - 1780 MHz / 2110 - 2200 MHz, variable duplex)

3. 85+90 (1695 - 1780 MHz / 2110 - 2200 MHz, variable duplex)

Other options are not precluded. Coordination with Region 2 should be considered.
At the conclusion of this study a single band plan will be selected considering technical impediments.
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UTRA, LTE Studies
	UID
	Name
	Resource
	Rapporteur
	TR

	620045
	Study on Multi-RAT joint coordination
	R3
	China Mobile
	UTRA, LTE 37.870

	640017
	Study on MIMO OTA antenna test function for LTE
	R5
	Agilent
	UTRA, LTE 37.9xy

	640018
	Study on Indoor Positioning Enhancements for UTRA and LTE
	R1,R4
	NextNav
	UTRA, LTE 37.8xy


23.1
Study on Multi-RAT joint coordination UID_620045
Resources:
R3

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	TS_TR

	620045
	Study on Multi-RAT joint coordination
	05/12/2014
	5%
	RP-132086
	RP-140148
	UTRA, LTE 37.870


Supporting Individual Members:
China Mobile, Huawei, HiSilicon, ITRI, ZTE, NEC, TELUS, HTC, Acer, CHTTL, CATT, Coolpad, LightSquared, Ericsson, Potevio, China Unicom, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Telefonica, China Telecom, USCC, NSN, Qualcomm, Intel.
Identify general scenarios and requirements for Multi-RAT (LTE/UMTS/GSM/CDMA/WLAN) coordination and study candidate solutions. Motivation doc RP-131168
Justification
The coexistence of Multiple RATs introduces many operational coordination problems for network operators. The co-existence of various RATs (i.e. LTE/UMTS/GSM/CDMA/WLAN) is an obvious reality and it will remain relevant in the future. This raises important issues for operators in terms of coordination across the RATs to achieve better user experience (QoE), efficient resource usage, higher network capacity and easier maintenance, especially in a multi-vendor environment. 
For an operator with multi-RAT networks, frequent updated information from all RATs (radio resource management, mobility and traffic load) is required in order to enable efficient coordination by the network. It will be beneficial to consider a general Multi-RATs coordination from RAN perspective to meet the following requirements:

· Service aware UE steering between different RATs to provide consistent user experience and user satisfaction, e.g. by connecting to Multi-RATs (e.g. WiFi and LTE).

· Traffic steering between WAN and WLAN (e.g. LTE and WiFi)
· Multi RAT joint radio resource coordination for an operator, especially between LTE and GSM, to provide an operator a smooth transition from GSM to LTE, while still keeping basic GSM coverage for e.g. voice or GSM M2M services. Similar migration and spectrum sharing scenarios may also exist for UMTS/CDMA and LTE

· Reducing core network impact caused by addition of a new RAT due to inter-RAT communication
The aim of this study is to explore means for enhancing multi-RAT operations in a holistic framework to improve inter-RAT coordination, in order to: 

· Improve the radio resource usage efficiency and the spectral efficiency by joint radio resource coordination;
· Guarantee the QoE across RATs; 
· Improve the network capacity by steering traffic/UEs to the appropriate RAT.

Objective:
to identify the general scenarios and requirements for Multi-RAT coordination; and based on the output, candidate solutions could be studied. Thus, the following objectives should be part of this study item:
· Identify the potential scenarios and use cases where Multi-RAT coordination would be useful; including LTE, UMTS, GSM, CDMA and WLAN.
· Identify and evaluate potential benefits and functionalities for joint operation among different RATs, including:

· Steering of UEs among different RATs, taking into account service type, user experience, processing capacity, backhaul constraints and/or traffic load, and consequent mobility enhancement;

· Efficient multi RAT joint radio resource coordination to improve load balancing and for an operator to enable, e.g. spectrum re-farming.

· Investigate the potential enhancements of RAN interfaces and procedures to support the joint operation among different RATs as described above, taking into account the following:

· Reuse existing RAN interfaces and procedures as much as possible;

· No impact on UE operation and air interfaces.

· Possibility to support different architectures/implementations. 

The output of this SI should be aligned with the existing specifications of other SI/WIs.

23.2
Study on MIMO OTA antenna test function for LTE UID_640017
Resources:
R5

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	640017
	Study on MIMO OTA antenna test function for LTE
	05/12/2014
	0%
	RP-140985
	-
	-
	UTRA, LTE 37.9xy


Supporting Individual Members:
Agilent, ATR, CATT, China Telecom, GTS (Tri-L), Huawei, Intel, Motorola Mobility, Potevio (CPIT), Qualcomm, SGS Taiwan, Sporton, Verizon Wireless, ZTE
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	550116
	Verification of radiated multi-antenna reception performance of UEs in LTE/UMTS
	This WI produced TR 37.977 which approved the radiated two-stage MIMO OTA test method. This test method now requires the definition of an antenna test function which was out of the scope of the previous WI.


Justification
RAN4 has completed the work item "Verification of radiated multi-antenna reception performance of UEs in LTE/UMTS" (UID 550116) by defining four testing methodologies (specified below), describing DUT testing conditions, listing the associated channel models, and validating these methodologies in a round-robin measurement campaign with three reference antenna devices:

· Anechoic Chamber Multi-Probe
· Reverberation Chamber
· Reverberation Chamber + Channel Emulator
· Two-stage method (radiated)
All of this work has been captured in TR 37.977. For the two-stage method the following was noted in TR 37.977 subclause 12.3.1.4:

It shall be noted that use of the two-stage method for conformance test depends on the specification of a UE antenna measurement function which is not part of this work item. [The reference here is to the now closed Rel-12 work item UID 550116]
An outline of the test function is given in TR 37.977 subclause 6.3.1.3 but the formal specification of the test function was outside the scope of the previous work item. Including the required antenna test function specification as part of the next main RAN4 MIMO OTA WI (the follow on WI to UID 550116) was considered but the preference of some companies was to carry out this very specific work separately which is now described below.

Objective:
to develop the functional description of a UE antenna test function based on the UE measurements introduced in TR 37.977 subclause 6.3.1.3. Furthermore, the study should investigate the need for any new UE measurements that may be required beyond the baseline UE measurements listed below. The outcome of this study is intended to be used in a later work item by RAN WG4 that would possibly specify performance requirements (for test purposes only) and as part of the overall measurement uncertainty for the two-stage MIMO OTA test method.
The longer-term intention assuming MIMO OTA conformance tests will be introduced as part of a future RAN5 work item will be to specify the complete antenna test function in TS 36.509. Until that time and to enable progress of other work, the details of the test function will be specified in a new TR.
The set of baseline UE measurements are Reference Symbol Antenna Power (RSAP) and Reference Symbol Antenna Relative Phase (RSARP). Unlike the physical layer UE measurements defined for the purposes of network operation, these antenna test function measurements have a very narrow scope:

· Use and access strictly limited to UE conformance testing purposes (no RAN use)

· Support is optional and will define applicability of any two-stage test cases

· Applicability for certain device types such as those with active antennas may need to be restricted
· Enabled through presence of a test USIM

· No impact on existing physical layer UE measurement reporting capabilities – these antenna test function measurements will not be accessible during normal network operation

· Intended operating conditions, non-faded with high SINR

· Investigate need for and possibly specify new UE measurement requirements for test purposes only

· The solution should take into account the impact of carrier aggregation

There are no RAN performance requirements for the antenna test function so section 4.2 is left blank. However, it is expected as part of a future RAN4 work item that upper performance limits for the new measurements for test purposes are likely required to be specified.

Should requirements for the new measurements be deemed necessary, these would be specified by RAN4 as part of a future RAN4 work item. It is expected that the existing UE requirements for RSRP (+/- 6 dB absolute, +/- 4 dB relative) will be sufficient for the RSAP measurement as an upper bound which will be substantially improved in the test method due to the validation/calibration step. For the phase component, RSARP, there is no similar UE measurement and so an upper bound UE requirement must be set as part of a future RAN work item.  As these requirements impact the measurement uncertainty of the Two-Stage methodology, the target accuracy of the methodology must be in line with the other MIMO OTA methodologies.
23.3
Study on Indoor Positioning Enhancements for UTRA and LTE UID_640018
Resources:
R1,R4

	UID
	Name
	Finish
	Compl
	Hyperlink
	SR
	Notes
	TS_TR

	640018
	Study on Indoor Positioning Enhancements for UTRA and LTE
	17/09/2015
	0%
	RP-141003
	-
	-
	UTRA, LTE 37.8xy


Supporting Individual Members:
NextNav, 
Study techniques for indoor positioning (RAT-dependent, e.g. OTDOA, UTDOA, E-CID, RFPM, and RAT-independent systems, e.g. A-GNSS, Terrestrial Beacon Systems).  Study potential 3GPP positioning enh. in indoor/other challenging envir. (e.g. urban canyons) 

Justification

Positioning mechanisms were specified in 3GPP as a key feature for UTRA and E-UTRA networks since Release-99 and Rel-9, respectively; e.g., A-GNSS, OTDOA, E-CID, UTDOA. 

On-going enhancements to the US FCC Enhanced 911 capability are focusing on in-building positioning. [1]
It is therefore beneficial for the 3GPP ecosystem to explore this area, studying the potential introduction of new capabilities in 3GPP to support indoor positioning within E-UTRA and UTRA.

 [1] http://www.fcc.gov/document/proposes-new-indoor-requirements-and-revisions-existing-e911-rules

Objective:
to study techniques for indoor positioning (RAT-dependent, such as e.g. OTDOA, UTDOA, E-CID, RFPM, etc and RAT-independent systems, e.g. A-GNSS, Terrestrial Beacon Systems, etc).  The goals are to study potential 3GPP positioning enhancements in indoor and other challenging environments (e.g. urban canyons) and are to:

· Define a 3D system model, including indoor channel model, to study indoor positioning [RAN1]

· Develop baseline simulation scenarios and evaluate the corresponding baseline performance of the existing positioning techniques (e.g. A-GNSS, E-CID, OTDOA, UTDOA, or hybrids thereof) for indoor environments to establish a baseline performance [RAN1]

· For the performance evaluations consider specifically: location accuracy (including latitude, longitude and altitude), yield, and time to fix.

· Evaluate physical layer design options, enhanced measurements, and/or any additional impacts or enhancements, as applicable per technology, for RAT-dependent and RAT-independent positioning systems, including suitable frequencies and signals [RAN1]

· For performance evaluations consider specifically: location accuracy (including latitude, longitude and altitude), yield, and time to fix.

· Identification of specification impacts.

· Study coexistence issue if applicable for any identified positioning scheme [RAN4] 

· For identified positioning solutions, study the corresponding potential impacts or enhancements to the higher layers to support indoor positioning. [RAN2, RAN3]
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Rel-13 Features and Studies
	UID
	Name
	Acronym
	Resource
	Rapporteur

	
	Release 13 Features
	-
	-
	-

	611000
	Stage 1 - ONLY Features
	-
	SP
	-

	600045
	RAN Sharing Enhancements
	RSE
	S1
	NEC

	610030
	Service Exposure and Enablement Support
	SEES
	S1
	KPN

	620063
	Service Requirements Maintenance for Machine-Type Communications (MTC)
	SRMMTC
	S1
	KPN

	630015
	Isolated E-UTRAN Operation for Public Safety
	IOPS
	S1
	General Dynamics

	640042
	Service Requirements Maintenance for Group Communication System Enablers for LTE
	SRM_GCSE_LTE
	S1
	NSN

	640044
	Co-ordinated packet data network gateway (P-GW) change for SIPTO
	CSIPTO
	S1
	Intel

	640052
	Application specific Congestion control for Data Communication
	ACDC
	S1
	NTT DOCOMO

	620999
	SA1/SA2 Features
	-
	-
	-

	570029
	User Plane Congestion management
	UPCON
	S1,S2
	KDDI

	620064
	Mission Critical Push To Talk over LTE
	MCPTT
	S1,S2
	NIST

	630014
	Enhancements to WEBRTC interoperability
	eWebRTCi
	S1,S2
	Alcatel-Lucent

	630016
	Improvements to CS/PS coordination in UTRAN/GERAN Shared Networks
	CSPS_Coord
	S2
	Ericsson

	640040
	Enhancements to Proximity-based Services
	eProSe
	S1,S2
	Qualcomm

	640045
	voice over E-UTRAN Paging Policy Differentiation
	voE_UTRAN_PPD
	S1,S2
	Alcatel-Lucent

	640046
	Dedicated Core Networks
	DECOR
	S2
	NTT DOCOMO

	640047
	IP Flow Mobility support for S2a and S2b Interfaces
	NBIFOM
	S2
	ZTE

	640048
	Architecture Enhancements for Service capability Exposure
	AESE
	S2,S3
	Intel

	640049
	Monitoring Enhancements
	MONTE
	S2,S3
	Intel

	640050
	Group based Enhancements
	GROUPE
	S2,S3
	Huawei

	640051
	Enhanced CS Fallback (CSFB)
	eCSFB
	S2
	China Unicom

	640053
	Double Resource Reuse for Multiple Media Sessions
	DRuMS
	S2
	Ericsson

	620062
	Security Assurance Specification for 3GPP network products
	SCAS
	S3
	NTT DOCOMO

	640056
	Lawful Interception in the 3GPP Rel-13
	LI13
	S3
	PIDS, Alcatel-Lucent

	590044
	End-to-End Multimedia Telephony Service for IMS (MTSI) extensions
	E2EMTSI
	S4,C3,C1,C4
	Ericsson

	640058
	Video enhancements by Region-Of-Interest information signalling
	ROI
	S4
	Intel

	630010
	Rel-13 Operations, Administration, Maintenance and Provisioning (OAM&P)
	OAM13
	S5
	-

	641000
	Rel-13 Charging
	CH13
	S5
	-

	610034
	(Small) Technical Enhancements and Improvements for Rel-13
	TEI13
	-
	-


	UID
	Name
	Resource
	Rapporteur

	
	Release 13 RAN-led Features
	-
	-

	550017
	LTE in the 1670-1675 MHz Band for US
	R4,R2,R3
	LightSquared

	640019
	Enhanced Signalling for Inter-eNB Coordinated Multi-Point (CoMP) for LTE
	R3
	Samsung

	640036
	2GHz FDD LTE in Region 1 (1980-2010MHz and 2170-2200MHz Bands)
	R4
	DISH Network

	621000
	Rel-13 LTE Carrier Aggregation
	R4
	-


	UID
	Name
	Acronym
	Resource
	Rapporteur
	TR

	0
	Release 13 Studies
	
	
	-
	-

	570034
	Study on Application specific Congestion control for Data Communication
	FS_ACDC
	S1
	NTT DOCOMO
	22.806

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	FS_IOPS
	S1
	General Dynamics
	22.897

	610031
	Study on enhancements for Infrastructure based data Communication Between Devices
	FS_eICBD
	S1
	KPN
	22.807

	610032
	Study on need for Multiple Access Point Names
	FS_MAPN
	S1
	Giesecke & Devrient
	22.802

	610033
	Study on Co-ordinated packet data network gateway (P-GW) change for SIPTO
	FS_CSIPTO
	S1
	Intel
	22.828

	620069
	Study on Flexible Mobile Service Steering
	FS_FMSS
	S1
	China Mobile
	22.808

	620070
	Study on Enhanced Calling Information Presentation
	FS_ECIP
	S1
	China Mobile
	22.810

	620071
	Study on Multimedia Broadcast Supplement for Public Warning System (PWS)
	FS_MBSP
	S1
	Qualcomm
	22.815

	630017
	Study on RAN Sharing Enhancements on GERAN and UTRAN
	FS_GUSH
	S1
	Telefónica
	22.852

	630018
	Study on service aspects for dealing with User Control over spoofed calls
	FS_UC_SPOOF
	S1
	Sprint
	22.898

	640060
	Study on User Location Reporting Support enhancements
	FS_eULRS
	S1
	China Unicom
	22.899

	640061
	Study on Control of Applications when Third party Servers encounter difficulties
	FS_CATS
	S1
	KDDI
	22.818

	520035
	Study on Usage Monitoring Enhancements for Service, Application and Subscriber Group
	FS_UMONC_sas
	S2
	China Telecom
	23.858

	520135
	SA2 part of Study on Usage Monitoring Control PCC Enhancement
	-
	S2
	China Telecom
	23.858

	640055
	Study on Lawful Interception Service Evolution
	FS_LISE
	S3
	Alcatel-Lucent
	33.826

	560435
	Study on Compliance of 3GPP SA5 specifications to the NGMN NGCOR
	-
	S5
	Huawei
	32.837

	610045
	Study on Enhancements of OAM aspects of Distributed Mobility Load Balancing (MLB) SON function
	-
	S5
	Cisco
	32.860

	620059
	Study on Application and Partitioning of Itf-N
	-
	S5
	China Mobile
	32.861 

	620060
	Study on Charging aspects on Roaming End-to-end scenarios with VoLTE IMS and interconnecting networks
	-
	S5
	Deutsche Telekom
	32.849

	640054
	Study on Network Management of Virtualized Networks
	-
	S5
	China Mobile, Huawei
	32.842

	590034
	Study on Downlink MIMO
	FS_DOMIMO
	G1,G2
	NSN
	45.8xy

	620012
	Study on Power saving for Machine-Type Communications (MTC) devices
	FS_uPoD
	G2,G1
	China Mobile
	43.869

	620013
	Study on UpLink MultiUser Multiple-Input Multiple-Output (UL MU-MIMO)
	FS_UL_MU_MIMO
	G1,G2
	Huawei
	45.876

	640001
	Study on Cellular system support for ultra Low Complexity and low throughput Internet of Things
	FS_IoT_LC
	G1,G2
	Vodafone
	45.8xy


	UID
	Name
	Resource
	Rapporteur
	TR

	0
	Release 13 RAN Studies
	
	-
	-

	620045
	Study on Multi-RAT joint coordination
	R3
	China Mobile
	UTRA, LTE 37.870

	640016
	Study on Advanced Wireless Services (AWS) - Extension band for LTE
	R4
	Qualcomm
	LTE 36.8xy

	640017
	Study on MIMO OTA antenna test function for LTE
	R5
	Agilent
	UTRA, LTE 37.9xy

	640018
	Study on Indoor Positioning Enhancements for UTRA and LTE
	R1,R4
	NextNav
	UTRA, LTE 37.8xy

	600020
	Study on Positioning enhancements for E-UTRA
	R4,R1
	Huawei
	LTE 36.855


Annex A:
Change history

	Change history

	Date
	Subject/Comment
	Ver.

	2013-03
	Post-TSG#59 updates 

Rel-12 Stage 1 frozen
Rel-13 started
1st draft despatched to TSGs/MCC for input / comment
	0.0.1

	2013-06
	Post-TSG#60 updates
	0.0.2

	2013-09
	Post-TSG#61 updates
	0.0.3

	2013-12
	Post-TSG#62 updates
Rel-12 Stage 2 frozen
Rel-13 tentative milestones set (Stage 1 freezing Sep 2014)
	0.0.4

	2014-03
	Post-TSG#63 updates
	0.0.5

	2014-06
	Post-TSG#64 updates
	0.0.6
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