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Foreword

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items e.g. ongoing, completed, etc.
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to/from another Release
Stopped WI
The present document has been produced by the ETSI MCC department headed by Adrian Scrase. 
The overall document was coordinated by Adrian Zoicas (MCC Work Plan Coordinator), who wishes to thank all the contributors for their dedication and quality of inputs.
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1
Scope

The present document contains a high-level description of the 3GPP Release 12 Features. 
Its latest version is available at: http://www.3gpp.org/ftp/Information/WORK_PLAN/Description_Releases/
3G Release 12 - See version 12 of TR 21.101
GSM/EDGE, Phase 2+ Release 12 - See Version 12 of TR 41.101
Freeze Dates
	Release
	TS/TR version)
	Functional freeze date, indicative only (see note)

	Rel-12
	12.x.y
	Stage 1 freeze September 2011 

	
	
	Stage 2 freeze March 2012 

	
	
	Stage 3 freeze September 2012 (protocols stable three months later) 

	Note:
After "freezing", a Release can have no further additional functions added. However, detailed protocol specifications (stage 3) may not yet be complete. In addition, test specs may lag by some considerable time. 
A "frozen" Technical Specification is one which can have no further category B or C (new or modified functionality) Change Requests, other than to align earlier stages with later stages; thus all TSs pertaining to a Release may not necessarily be frozen at the time the Release itself is functionally frozen. Indeed since Release 7, the trend has been to freeze each of the three stages independently.


2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 21.101: "Technical Specifications and Technical Reports for a UTRAN-based 3GPP system". Version 12.x.y

[3]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system". Version 12.x.y

2.1
Specifications

Global information on the Specifications (also called “specs”) can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (WID) / Study Item Description (SID) is a form which initial version provides the target to be reached before starting the work. Potential subsequent versions precise the target and foreseen completion dates according the actual work progress. WIDs / SIDs are stored in:

http://www.3gpp.org/ftp/Information/WI_sheets/
The 3GPP Work Plan is a living document, periodically updated, containing the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The 3GPP Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests (CRs) that are usually agreed by consensus in the WG responsible for the specification, and then formally approved by the relevant TSG.

The CR database contains information on CRs including a Work Item code, a CR number that is unique for a certain specification (different CR versions are possible, but only one can ever be approved), the status of each CR, references to the source Individual 3GPP Member(s) and relevant WG/TSG temporary documents numbers and meetings.

This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specs/CR.htm
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply.
EPC

EPS
Evolved Packet System

E-UTRAN

IMS
IP Multimedia Subsystem 

LTE

SAES
System Architecture Evolution Specification
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SA1 Features
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	500031
	Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers
	MOSAP
	S1,S2
	Cisco

	530042
	IMS-based Telepresence
	IMS_TELEP
	S1
	Orange

	530043
	Service and Media Reachability for Users over Restrictive Firewalls
	SMURFs
	S1
	Vodafone

	550024
	Advanced IP Interconnection of Services (IPXS) for national interconnect
	IPXSNAT
	S1
	KPN

	550025
	Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	SSO_Int
	S1
	InterDigital


4.1
Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers (MOSAP)  UID_500031 (Moved from Rel-11)
Resources:
S1,S2
	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	500031
	Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers
	S1,S2
	07/12/2012
	28%
	SP-110350
	Cisco
	SP#55 moved to Rel-12. Linked to Rel-10 Feature UID_500006 PEST
	-

	500131
	Stage 1
	S1
	21/09/2011
	100%
	SP-110350
	Cisco
	SP#53 completed
	22.278

	520025
	TR on Stage 2
	S2
	07/12/2012
	20%
	SP-110350
	Intel
	SP#55 moved to Rel-12
	new TR 23.862

	520026
	Stage 2
	S2
	07/12/2012
	0%
	SP-110350
	Intel
	SP#55 moved to Rel-12
	TBD


Supporting Companies:
Verizon Wireless, Cisco, Alcatel-Lucent, Nokia Siemens Networks, Motorola Mobility, Nokia, Samsung, Juniper, Intel
Linked to Rel-10 Feature UID_500006 PEST
Justification

Mobile operators have to deal with increasing flexibility of services delivery on different devices. The services could be hosted by the mobile operator in their data centers or could be hosted by 3rd party data application providers that could be outside of the mobile operator domain. Current practices involve individual operators negotiating agreements with data application providers resulting in proprietary additional functionalities and non-3GPP interfaces. With the advent of new models of services delivery like cloud computing and Application Stores, it is important that the mobile operator minimises upgrades to the network and to minimise backend integration for various charging models. 

Sample services/capabilities that mobile operators can provide to data application providers are customised billing/charging, promotional services, group addressing capabilities, identity services, statistics, etc. Mobile operators have to deal with increasing flexibility of data services delivery on different devices. The data services could be hosted by the mobile operators in their data centers within 3GPP domain or could be hosted by 3rd party data application providers that could be outside of the mobile operator domain. Current practices involve individual mobile operators negotiating agreements with data application providers resulting in proprietary additional functionalities in 3GPP networks which results in  non-standard 3GPP interfaces. With the advent of new models of services delivery like cloud computing and Application Stores, it is important that the mobile operator minimises upgrades to the network  and associated backend integration. Also the mobile operator has the opportunity to explore various charging models in this interworking scenario with data service providers. 

Sample services/capabilities that mobile operators can provide to data application providers are customised billing/charging, promotional services, group addressing capabilities, identity services, statistics, etc.

This work item proposes to enable the mobile operator to use enhanced functionalities and interfaces to meet the needs of the rapidly changing industry models. The work item is expected to develop requirements and architectural frameworks for authentication, authorization, policy, charging, mobility and session continuity aspects for various interworking scenarios.  

The existing schemes for authentication/authorization and charging need to be studied and updated/enhanced, when deemed necessary, by liaising with other 3GPP Working Groups/SDOs/fora in charge of them.

Objective

Stage-1 Objectives: 

The objectives of this work item in SA1 are to develop requirements for Evolved Packet Core relative to authentication, authorization, charging aspects for various interworking scenarios between mobile operators using the EPS and data application providers.

The following are sample scenarios that will be considered in developing requirements:

· Mobile operator may provide authentication for 3rd party data applications

· Mobile operator will authorize and establish the use of resources on 3GPP accesses

· Mobile operator will provide policy interactions explicitly at the signalling level or via implicit mechanisms in EPC

· Mobile operator will provide charging mechanisms to support various interworking agreements

Stage 2 Objectives:

· The objectives of this work item in SA2 are to develop architectural specifications, when deemed necessary, for the above Stage-1 requirements. A TR will be developed as part of this Work Item. Existing architectural frameworks and solutions (e.g. IMS based, native EPC based, GSMA OneAPI based, etc.) that support different relationships between mobile operators and data application providers will be  investigated and evaluated. Any needed enhancements/updates to 3GPP functions and 3GPP interfaces will be identified and specified.
If required, liaison with other SDOs will be done to avoid duplication of work

On-going work for authentication and other aspects in other 3GPP work items are not to be duplicated.

Service Aspects:

EPC requirements will be developed in SA1.

Charging Aspects:
will be considered

Security Aspects:
will be considered.

4.2
IMS-based Telepresence (IMS_TELEP)  UID_530042
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	530042
	IMS-based Telepresence
	20/06/2012
	80%
	SP-110588
	Orange
	-
	-

	530142
	Stage 1
	20/06/2012
	80%
	SP-110588
	Orange
	-
	22.228


Supporting Companies:
Orange, Telecom Italia, China Mobile, Ericsson, Gemalto, Huawei
Justification

The Telepresence Conference allows the participants to envoy a strong sense of realism and presence between all participants in remote conference rooms (called Telepresence rooms).

The Telepresence systems are composed of a number of cameras and screens are typically arranged to provide panoramic views of the rooms, with each camera capturing images from one region of the room where it is located. Additional cameras may focus on meeting documents or track the current speaker. 
IMS-based Telepresence will enable an immersive experience by offering an interactive audio-visual communication experience between remote locations.

Today, the IMS Multimedia Service requirement (TS 22.228) identifies requiements of to enable support of multimedia sessions and conferences as IMS applications. However, it lacks a number of additional requirements enabling support of a specific type of multimedia conference known as a Telepresence conference. 

IMS-Based Telepresence specification will ensure interoperability between Telepresence Systems.

Objective: 
to specify the use cases and requirements for IMS-Based Telepresence Conference as extensions of existing IMS multi-media conference services and as applicable for different kinds of devices (mobile, fixed, etc)

10
Expected Output and Time scale
	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	TS 22.228
	
	IMS Multimedia Service requirement
	SA #56
	


4.3
Service and Media Reachability for Users over Restrictive Firewalls (SMURFs)  UID_530043
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	530043
	Service and Media Reachability for Users over Restrictive Firewalls
	20/06/2012
	20%
	SP-110653
	Vodafone
	-
	-

	530143
	Stage 1
	20/06/2012
	20%
	SP-110653
	Vodafone
	SP#54 completion 12/11=>06/12
	22.278


Supporting Companies:
Acme Packet, China Mobile, Huawei, Intel, Juniper Networks, Research in Motion, Telecom Italia, Vodafone, ZTE
Justification

Today, mobile operators provide both IMS and non-IMS services that may be accessed via different access technologies and not exclusively by cellular access technologies. This presents a new challenge in that some access networks not affiliated with the mobile operator may have implemented firewalls that block access to some operator services.
The IMS service requirements (TS 22.228) have been extended to cover new requirements for IMS firewall traversal in SA3 and this work is to be done according to these requirements.  

The industry has historically adopted proprietary approaches to traverse such firewalls. One example approach is to tunnel application traffic over TLS/TCP on HTTPS’ well-known port number, emulating HTTPS web traffic.  Such solutions have worked reasonably well, but a standard for such secure access is needed to enable multiple UE and access gateway vendors to be used. 

3GPP have some mechanisms already to handle NAT and FW traversal for IMS based on tunnelling techniques. There is however a need to review the existing mechanisms to assess whether these are suitable or if other mechanism are needed.

Objective: 
· To specify the requirements that can facilitate UE access to the PLMN IP-based services over restrictive firewalls that only allow internet traffic using HTTP (with and without security) in non-3GPP access networks. 

· The scope excludes:

· the use of the solution for H(e)NB connectivity to the mobile operator's network

· NAT traversal

Security Aspects:
Security implications of traversing firewalls need to be balanced against the need for service access in a wide range of access network environments.
10
Expected Output and Time scale

	Affected existing specifications 

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.278
	
	End User Service Reachability via Non-3GPP Access Technologies
	SA#54 (December 2011)
	


4.4
Advanced IP Interconnection of Services (IPXS) for national interconnect (IPXSNAT)  UID_550024
Resources:
S1
	UID
	Name
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	550024
	Advanced IP Interconnection of Services (IPXS) for national interconnect
	SP-120109
	KPN
	SP#55 Stage 1 completed. Linked to Rel-11 Feature Advanced IP Interconnection of Services (IPXS) UID_470051. Source of external requirements: ETSI TISPAN LS_in on Guidelines for National IP Interconnection (S1-120223)
	-

	550124
	Stage 1
	SP-120109
	KPN
	SP#55 completed
	22.228 CR#0161


Supporting Companies:
KPN, Alcatel-Lucent, Huawei, AT&T, NTT
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	470052
	Advanced IP Interconnection of Services
	Preceding Rel-11 work item


	Source of external requirements (if any)

	Organization
	Document
	Remarks

	ETSI TISPAN
	ETSI TISPAN LS on National Interconnect
	ETSI TISPAN provided input to 3GPP on national interconnect specifications. However, in order to take this input into account in 3GPP protocol specifications, corresponding 3GPP service requirements are needed.


Justification

IP is being introduced in both fixed and mobile networks as a more cost-effective alternative to circuit switched technology in the legacy PSTN/PLMN, as well as the underpinning transport for delivering IMS based multi-media services.

In order to ensure carrier grade end to end performance, appropriate interconnect solutions are required to support communications between users connected to different networks. There are currently a number of initiatives underway outside 3GPP addressing IP Interconnection of services scenarios and commercial models to achieve this; for example, the GSM Association has developed the IPX (IP Packet Exchange).  Also, ETSI has recently defined requirements and use case scenarios for IP Interconnection of services. These initiatives require the use of appropriate technical solutions and corresponding technical standards, some of which are already available and others which will require development in 3GPP.

In Release-11, a number of specification updates have been done to cover the majority of IPXS requirements. However, in a LS from ETSI TISPAN a number of technical issues related to National Interconnect were mentioned that would need further 3GPP protocol specifications. In their answer LSs, CT groups have indicated they would like to see corresponding 3GPP service requirements before adding the protocol specifications that ETSI TISPAN has suggested.
Objective Stage 1: to provide additional service requirements related to IPXS for National Interconnect. 
Specifically to address the possibility to select a specific peering point into the network to interconnect to.

4.5
Integration of Single Sign-On (SSO) frameworks with 3GPP networks (SSO_Int)  UID_550025
Resources:
S1
	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	550025
	Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	12/09/2012
	0%
	SP-120184
	InterDigital
	Triggered by Rel-12 TR 22.895. Linked to SA3 TR 33.8xy (Study on Security aspects of SSO_Int), TR 33.914 (SSO application security for common IMS based on SIP Digest), TR 33.924 (i/w of GBA and OpenID), TR 33.980 (i/w of GBA and Liberty Alliance)
	-

	550125
	Stage 1
	12/09/2012
	0%
	SP-120184
	InterDigital
	-
	22.101


Supporting Companies:
Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Deutsche Telekom, Intel, InterDigital, Morpho, NEC
Justification

This Work Item aims to provide service requirements for interworking of the operator-centric identity management with the user-centric Web services provided outside of an operator’s domain. Specifically, it addresses integration of SSO and the 3GPP services, which is essential for operators to leverage their assets and their customers’ trust, while introducing new identity services. Such integration will allow operators to become SSO providers by re-using the existing authentication mechanisms in which an end-user’s device effectively authenticates the end user. 

For the operator to become the preferred SSO Identity Provider might require integration of the operator core with existing application service / content providers to allow the usage of credentials on the UE for SSO services. The 3GPP operator may leverage its trust framework and its reliable and robust secure credential handling infrastructure to provide SSO service based on operator-controlled credentials. Such SSO integration has to work with varied operator authentication configurations.

Objective:
 to provide a comprehensive set of service requirements for the integration of SSO frameworks with 3GPP network by building upon the work done in the related feasibility study FS_SSO_Int (published in TR 22.895) as well as previously published related technical reports identified in subclause 2.2. This Work Item covers the following:

· Service requirements for integration of Identity Management and SSO frameworks, e.g. OpenID; 
· Service requirements for Operators to enable users to access 3rd party  services using Operator controlled user credentials;
· Service requirements associated with ensuring that the intended user is making use of the associated SSO capability (including the case when the UE has been stolen or lost).
Security Aspects:
will be considered.
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Expected Output and Time scale

	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	TS 22.101
	
	Service aspects; Service principles
	SA#57 (Sep 2012)
	Addition of new main-level clause to capture service requirements for integration of Single Sign-On (SSO) frameworks with 3GPP networks


5
SA2 Features
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	500028
	LIPA Mobility and SIPTO at the Local Network
	LIMONET
	S2,C4,C1
	Huawei

	510049
	Operator Policies for IP Interface Selection
	OPIIS
	S2
	LG Electronics

	520029
	Short Message Service (SMS) submit and delivery without MSISDN in IMS
	SMSMI
	S2
	Nokia Siemens Networks


5.1
LIPA Mobility and SIPTO at the Local Network (LIMONET)  UID_500028
Resources:
S2,C4,C1

	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	500028
	LIPA Mobility and SIPTO at the Local Network
	LIMONET
	S2,C4,C1
	Huawei

	500128
	TR on Stage 2
	LIMONET
	S2
	Huawei

	500228
	Stage 2
	LIMONET
	S2
	Huawei

	530015
	Core Network aspects (Stage 3)
	LIMONET-SIPTO
	C4,C1
	Huawei

	530016
	Core Network aspects (Stage 3)
	LIMONET-LIPA
	C1,C4
	Huawei


	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	500128
	TR on Stage 2
	S2
	07/12/2012
	45%
	SP-100705
	SP#54 moved to Rel-12
	new TR 23.859

	500228
	Stage 2
	S2
	07/12/2012
	0%
	SP-100705
	SP#54 moved to Rel-12
	23.060, 23.401


Supporting Companies:
Huawei, Hisilicon, AT&T , TeliaSonera, Verizon Wireless, LG Electronics, Panasonic, Cisco, Juniper, ZTE, NEC, China Mobile, Alcatel-Lucent, Samsung, GENBAND, Nokia, ip.access, Nokia Siemens Networks, Fujitsu, Motorola, Ericsson, ST-Ericsson, Qualcomm, CATT

	Related Study Item or Feature (if any)

	UID
	Title
	Nature of relationship

	490030
	SIPTO Service Continuity of IP Data Session (SIPTO_SC)
	Requirements for SIPTO mobility

	450035
	Local IP Access and Selected IP Traffic Offload (LIPA_SIPTO)
	Implements remaining initial Rel-10 requirements

	460026
	Support BroadBand Forum (BBF) Accesses Interworking (BBAI)
	SIPTO at the local network support for Fixed network interworking


Justification

During Rel-10, the architecture has been updated to support Local IP Access (LIPA) and Selected IP Traffic Offload (SIPTO) in the macro network. However, not all requirements from stage 1 were implemented due to lack of time. Notably, the solution suffers from the following limitations:

-
LIPA only supports a local gateway (L-GW) collocated with the Home (e)NodeB (i.e. no stand-alone L-GW support), which prevents mobility within the local network;

-
no support for traffic offload for H(e)NB subsystem at the local network (traffic offload in Rel-10 is only supported at or above the Radio Access Network).

Moreover, additional requirements for SIPTO mobility are being developed as part of SIPTO_SC Rel-11 WI.

There is an interest to enhance the architecture developed as part of Rel-10 LIPA_SIPTO Work Item to support the remaining unimplemented requirements originally developed as part of Rel-10 and now part of the current version of the specifications, as well as the new requirements developed as part of the SIPTO_SC Work Item.

Objective:

to specify the architectural aspects based on the requirements from 22.220 and 22.101 for LIPA and SIPTO at the local network.

This includes the support of mobility for LIPA between the H(e)NBs located in the local network using a stand-alone L-GW separate from the H(e)NB to which the UE is attached.

Additionally, this includes functionality to support traffic offload requirements at the local network including mobility.

While the QoS management and interworking with BBF for the scenario above is out of scope of this Work Item and considered in the BBAI Work Item, the architecture developed by this Work Item will allow policy and QoS inter-working needs of BBAI to be fulfilled.

Service Aspects:

No service should be impacted as a result of this work.

Charging Aspects:
to be considered for the functionalities listed in the Objectives

Security Aspects

· Lawful Interception architecture is to be considered for the SIPTO functionalities listed in the Objectives

· Security aspects are also to be considered for the functionalities listed in the Objectives

	UID
	Name
	Acronym
	Resource
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	530015
	Core Network aspects of SIPTO at the Local Network (Stage 3)
	LIMONET-SIPTO
	C4,C1
	06/12/2013
	0%
	CP-110801
	CP#54 updated WID CP-110724=>CP-110801 moved to Rel-12 (completion 09/12=>12/13)
	Stage 3

	530115
	CT4 part
	LIMONET-SIPTO
	C4
	06/12/2013
	0%
	CP-110801
	-
	29.002, 29.060, 29.272, 29.274, 29.275, 29.281, 29.282, 29.303, 29.305

	530215
	CT1 part
	LIMONET-SIPTO
	C1
	06/12/2013
	0%
	CP-110801
	-
	24.008, 24.301


Justification

During Rel-10, the architecture has been updated to support selected IP traffic offload (SIPTO) in the macro network. However, not all requirements from stage 1 were implemented due to lack of time. Notably, the solution suffers from the following limitations:

-
No support for traffic offload for H(e)NB subsystem at the local network (traffic offload in Rel-10 is only supported at or above the Radio Access Network).
-
Additional requirements for SIPTO mobility are being developed as part of the SIPTO_SC Work Item ID 490030 (stage 1 requirements on SIPTO Service Continuity of IP Data Session). SIPTO_SC is part of the LIMONET WI which covers the stage 3 aspects of the work on SIPTO.

Stage 2 has enhanced the architecture developed as part of Rel-10 LIPA_SIPTO Work Item and approved LIMONET Work Item to support the remaining unimplemented requirements.

The stage 3 specifications are needed to implement the stage 2 requirement in the TS 23.060 and TS 23.401.
This building block will cover the stage3 LIMONET-SIPTO part of the stage 2 feature LIMONET (SP-100705).

10
Expected Output and Time scale

	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	29.274
	
	GTPv2-C enhancement for SIPTO support
	CT#62 Dec 2013
	CT4 responsibility

	29.060
	
	GTPv1-C enhancement for SIPTO support
	CT#62 Dec 2013
	CT4 responsibility

	29.303
	
	DNS Procedure enhancement for SIPTO support
	CT#62 Dec 2013
	CT4 responsibility (possibly affected)

	29.281
	
	GTPv1-U enhancement for SIPTO support
	CT#62 Dec 2013
	CT4 responsibility (possibly affected)

	29.272
	
	Subscription data extension
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.002
	
	Subscription data extension for MAP
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.305
	
	Subscription data extension for interworking function
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.275
	
	PMIP enhancement for SIPTO support
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.282
	
	Mobile IPv6 enhancement for SIPTO support
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	24.301
	
	SIPTO supported for HeNB Subsystem
	CT#62 Dec 2013
	CT1 responsibility. Possible updates of the handling of the PDN connections of the UE.

	24.008
	
	SIPTO supported for HNB Subsystem
	CT#62 Dec 2013
	CT1 responsibility. Possible updates of the handling of the PDN connections of the UE.


	UID
	Name
	Acronym
	Resource
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	530016
	Core Network aspects of LIPA Mobility (Stage 3)
	LIMONET-LIPA
	C1,C4
	06/12/2013
	0%
	CP-110820
	-
	Stage 3

	530116
	CT1 part
	LIMONET-LIPA
	C1
	06/12/2013
	0%
	CP-110820
	-
	24.008, 24.301

	530216
	CT4 part
	LIMONET-LIPA
	C4
	06/12/2013
	0%
	CP-110820
	-
	29.060, 29.274, 29.281, 29.303, 29.002, 29.272, 29.275, 29.282, 29.305


Justification

During Rel-10, the architecture has been updated to support local IP access (LIPA) in the H(e)NB subsystem. However, not all requirements from stage 1 were implemented due to lack of time. Notably, the solution suffers from the following limitations:

-
LIPA only supports a local gateway (L-GW) collocated with the Home (e)NodeB (i.e. no stand-alone L-GW support), which prevents mobility within the local network.

Stage 2 has enhanced the architecture developed as part of Rel-10 LIPA_SIPTO Work Item and approved LIMONET Work Item to support the remaining unimplemented requirements.

The stage 3 specifications are needed to implement the stage 2 requirements in the TS 23.060 and TS 23.401.
This building block will cover the stage3 LIMONET-LIPA part of the stage2 feature LIMONET.

Objective:

to specify the support of mobility for LIPA between the H(e)NBs located in the local network using a stand-alone L-GW separate from the H(e)NB to which the UE is attached.
Expected impacts are on the NAS protocol, GTP-C protocols. The stage 3 specification work will start once stable normative stage 2 is available. The list of affected protocols will be updated as normative stage 2 is available.

10
Expected Output and Time scale

	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	29.274
	
	GTPv2-C enhancement for LIPA mobility support
	CT#62 Dec 2013
	CT4 responsibility

	29.060
	
	GTPv1-C enhancement for LIPA mobility support
	CT#62 Dec 2013
	CT4 responsibility

	29.303
	
	DNS Procedure enhancement for LIPA mobility support
	CT#62 Dec 2013
	CT4 responsibility (possibly affected)

	29.281
	
	GTPv1-U enhancement for LIPA mobility support
	CT#62 Dec 2013
	CT4 responsibility (possibly affected)

	29.272
	
	Subscription data extension
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.002
	
	Subscription data extension for MAP
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.305
	
	Subscription data extension for interworking function
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.275
	
	PMIP enhancement for LIPA mobility support
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	29.282
	
	Mobile Ipv6 enhancement for LIPA mobility support
	CT#62 Dec 2013
	CT4 responsibility(possibly affected)

	24.008
	
	Mobility supported for LIPA
	CT#62 Dec 2013
	CT1 responsibility. Define the SGSN and MS behavior when the MS in IDLE mode with LIPA PDN connection moves away from the Home NodeB (possible affected)

	24.301
	
	Mobility supported for LIPA
	CT#62 Dec 2013
	CT1 responsibility. Define the MME and UE behavior when the UE in IDLE mode with LIPA PDN connection moves away from the Home eNodeB (possible affected)


5.2
Operator Policies for IP Interface Selection (OPIIS)  UID_510049 (Moved from Rel-11)
Resources:
S2

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	510049
	Operator Policies for IP Interface Selection
	07/12/2012
	23%
	SP-110222
	LG Electronics
	SP#55 moved to Rel-12. Linked to Rel-10 IFOM IP Flow Mobility and seamless WLAN offload (non-seamless WLAN offload aspects) & Rel-11 LIMONET UID_500028 (support traffic offload at local network)
	Stage 2

	510149
	TR on Stage 2
	07/12/2012
	45%
	SP-110222
	LG Electronics
	SP#55 moved to Rel-12
	New TR 23.853

	510249
	Stage 2
	07/12/2012
	0%
	SP-110222
	LG Electronics
	SP#55 moved to Rel-12
	23.060, 23.401, 23.402


Supporting Companies:
LG Electronics, Qualcomm, Verizon Wireless, Deutsche Telekom, Orange, AT&T, Juniper Networks, KDDI, Telecom Italia, Ericsson, ST-Ericsson, Nokia, Nokia Siemens Networks

	Related Study Item or Feature (if any) 

	UID
	Title
	Nature of relationship

	510048
	Data Identification in Access Network Discovery and Selection Function (DIDA)
	ANDSF enhancements

	500028
	LIPA Mobility and SIPTO at the Local Network (LIMONET)
	Policies for selected IP traffic offload per IP flow under any APN or per IP flow under a specific APN 

	450041
	IP Flow Mobility and seamless WLAN offload (IFOM)
	Non-seamless WLAN offload aspects.


Justification

In Rel-10, the EPS architecture was enhanced with system support for non-seamless WLAN offload. This feature allows the operator to dynamically or statically configure the UE with inter-system routing policies that assist a dual-radio UE in selecting IP interface with per-flow granularity. Specifically, the inter-system routing policies allow the UE to identify traffic flows that can be offloaded non-seamlessly via the local address assigned on the WLAN interface.

In Rel-11, the SA1 WG defined a new requirement for Selected IP Traffic Offload (SIPTO) via the Home (e)NodeB subsystem to define SIPTO policies per APN, per IP flow class under any APN, or per IP flow class under a specific APN. This requirement is very similar to the requirement for non-seamless WLAN offload in that in both cases the UE needs to perform routing decisions for uplink packets (i.e. select the IP interface on which to forward the packet) and supply the source IP address accordingly.

Selection across multiple IP interfaces is actually a generic problem of “multi-homed” terminals and applies to both physical interfaces (e.g. cellular vs WLAN) and logical interfaces (e.g. selection among multiple PDN connections).

Any 3GPP compliant UE supporting multiple PDN connections has been confronted with the problem of selecting the proper interface for routing of IP flows since Rel-99 and has been dealing with it in implementation-specific manner. 

With EPS the usage of simultaneous PDN connections will become common and the UE will have several options for routing of certain traffic flows. For instance, Internet-bound traffic flows could be routed via multiple available interfaces.

While Rel-10 inter-system routing policies allow operators to influence UEs to select between 3GPP access or non-seamless WLAN offload, there are currently no standards provisions allowing operators to influence UEs to select a specific interface among the available interfaces for routing of IP flows.

This work item proposes to enhance operator policies for IP interface selection to route specific IP flows. If necessary, the operator policies for IP interface selection will include instantiation of a new IP interface in the UE (e.g. PDN connection establishment).

Objective:
to specify:

· operator policies for selecting an IP interface,  for routing of IP flows among a choice of available interfaces in both 3GPP and non-3GPP accesses;

· system architecture for distribution of these policies to the UE (it is expected that the work on architecture aspects will be based on the ANDSF framework).

To determine whether the operator policies for APN selection should be defined as extension of the existing inter-system routing policies for seamless and non-seamless WLAN offload defined in Rel-10, or as a new set of policies. In either case it will be determined how the new policies interact with the existing ANDSF policies.

The outcome of this work shall not obsolete the current methods used in UEs that e.g. bind applications to specific PDN connections (i.e. APNs), and shall not prevent current methods from overriding the operator policies defined in this work item. The solution defined in this work item shall also address scenarios where multiple PDN connections carry traffic with overlapping private IPv4 addresses.

No service should be impacted as a result of this work.

Charging is to be considered for the functionalities listed in the Objective section of the WID.

Security aspects are also to be considered for the functionalities listed in the Objective section of the WID.

5.3
SMS submit and delivery without MSISDN in IMS (SMSMI)  UID_520029 (Moved from Rel-11)
Resources:
S2

	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	520029
	Short Message Service (SMS) submit and delivery without MSISDN in IMS
	07/12/2012
	34%
	SP-110470
	SP#55 moved to Rel-12. Linked to Rel-7 SMSIP (Support of SMS over generic 3GPP IP access) UID_32081 & Rel-11 SIMTC (System Improvements to Machine-Type Communications) UID_480030
	Stage 2

	520129
	TR on Stage 2
	07/12/2012
	68%
	SP-110470
	SP#55 moved to Rel-12. SP#54 TR 23.863v100 for Information
	new TR 23.863

	520229
	Stage 2
	07/12/2012
	0%
	SP-110470
	SP#55 moved to Rel-12
	23.204


Supporting Companies:
Nokia Siemens Networks, Verizon Wireless, Samsung, Ericsson, ST-Ericsson, Alcatel-Lucent, Cisco, KDDI, Acision, LG Electronics, China Telecom, Fujitsu, Huawei 

Linked to Rel-7 SMSIP (Support of SMS over generic 3GPP IP access) UID_32081 & 
Rel-11 SIMTC (System Improvements to Machine-Type Communications) UID_480030
	Related Study Item or Feature

	UID
	Title
	Nature of relationship

	32081
	Support of SMS over generic 3GPP IP access 
	Enhanced the existing SMS over IP access feature to support MSISDN-less SMS submit/delivery within IMS

	480030
	System Improvements to Machine-Type Communications
	MTC client with PS only subscription without MSISDN shall be able to utilize this feature (i.e. to allow SMS without MSISDN within IMS) 


Justification

Since Release 7, SMS delivery over IMS has been possible with TS 23.204 “Support of Short Message Service (SMS) over generic 3GPP Internet Protocol (IP) access”. The fundamental principle used when developing that work is to reuse the legacy CS SMS infrastructure in order to preserve the possibility to deliver SMS to both CS domain and IMS as the user may be roaming between both domains. In addition maintain the existing SMS infrastructure that an operator has in place e.g. SC, GMSC-SMS IWMSC. This is achieved by mandating MSISDN as part of the SMS delivery addressing, even for SMS delivery toward IMS.

In Release 11, MTC allows the client to have PS only subscription without MSISDN. Such clients may also be IMS clients. Allowing Messages delivery to these clients in IMS without MSISDN is an important requirement for these devices. 

Therefore, there is a need to improve the SMS submit/delivery mechanism within IMS to allow MSISDN-less delivery toward the IMS registered clients. 

Objective: 
to specify architecture enhancement toward SMS submit/delivery mechanism in IMS to allow IMS registered clients to:

· Receive and send SMS without requiring an MSISDN associated as part of their IMS subscription record in HSS and

· any possible enhancements towards the related storing and forwarding mechanism if the client is out of reach.

There are three potential aspects for these IMS clients without MSISDN that need to be investigated:

1) Server – IMS client communication via SMS (e.g., for M2M). 

2) IMS client to IMS client communication via SMS for Person to person communications. 
Both clients do not have MSISDN.

3) SMS Interworking between IMS client without MSISDN and traditional client (e.g., CS) with MSISDN. 

Normative specification work (if needed or feasible) for each of these areas can be started independently. 

All these aspects shall not impact the SMS service defined in TS 23.040 and shall coexist with SMS services that make use of MSISDN.

Charging Aspects:
existing charging procedures for SMS associated with MSISDN are not affected. Charging for SMS not associated with an MSISDN will need to be based on an identity other than MSISDN.

6
SA3 Features
6.1
Security aspects of Public Warning System (PWS_Sec)  UID_510054 (Moved from Rel-11)
Resources:
S3,S1,S2,C1,R2

	UID
	Name
	Resource
	WI_rapporteur

	510054
	Security aspects of Public Warning System
	-
	Ericsson

	510154
	Stage 1
	S1
	Ericsson

	510254
	Deleted - Stage 2
	S2
	Ericsson

	510354
	SA3 part 
	S3
	Ericsson

	510454
	CT1 part
	C1
	Ericsson

	510554
	Deleted - RAN2 part
	R2
	Ericsson


	UID
	Name
	Finish
	Comp
	Hyperlink
	Notes
	TSs_and_TRs

	510054
	Security aspects of Public Warning System
	20/06/2012
	60%
	SP-110223
	SA3 review of PWS security requirements in 22.268 (as per LS S1-102385) and current ETWS security solution (C1 23.041, S2 23.401, R2 36.331) concluded need for further joint S1,S2,S3,C1,R2 work adding HeNB Security extensions to EHNBF UID_450053
	-

	510154
	Stage 1
	21/09/2011
	100%
	SP-110223
	Completed in Rel-9 under PWS. Add HeNB Security extensions to Extended H(e)NB Features (EHNBF) UID_450053
	22.268

	510254
	Deleted - Stage 2
	21/09/2011
	100%
	SP-110223
	SP#53 work stopped as already done in previous releases
	23.401

	510354
	SA3 part 
	20/06/2012
	50%
	SP-110223
	SP#54 completion 12/11=>06/12
	33.102, 33.401, 43.020, FFS a New TS 33.xxx PWS security architecture)

	510454
	CT1 part
	02/03/2012
	10%
	SP-110223
	-
	23.041 Technical realization of Cell Broadcast Service (CBS)

	510554
	Deleted - RAN2 part
	16/09/2011
	100%
	SP-110223
	RP#53 work stopped as no WI in RAN
	36.331 E-UTRA Radio Resource Control (RRC) Protocol specification


Supporting Companies:
Deutsche Telekom, Ericsson, HiSilicon, Huawei, Rogers Wireless, TeliaSonera, Vodafone, ZTE

Justification 

TS 22.268 contains security requirements for PWS and the ETWS, CMAS and EU-Alert subsystems. These requirements state that warning messages shall be authenticated. However, the current 3GPP specifications only contain a partial solution to address these requirements. Whilst a digital signature can be appended to ETWS primary notifications, the algorithms to be used and the related key management scheme are not specified. Lack of standardisation on the digital signature algorithm could prevent the implementation of solutions, and at best could lead to fragmentation of solutions as each nation or region could decide to use a different algorithm. Lack of standardisation could also result in inconsistent terminal behaviour which could cause some terminals to alert the user to emergency warning messages that are not protected with a digital signature despite the wishes of the local operator and local regulator.

Objectives:

· To review, and update as required, the security requirements for PWS. This should include review of security requirements relating to handling of roaming users.

· To profile digital signature algorithms and/or develop other security solutions for protecting emergency warning messages.

· To define key management schemes to support the protection of emergency warning messages.

· To ensure that the security solution sufficiently blocks spoof warnings, whilst avoiding that genuine warnings are rejected due to non-malicious errors in the system.

· To review all aspects of the PWS specifications to identify and close any security gaps.

Service Aspects:

Security is a fundamental requirement that needs to be addressed when providing emergency warning services over broadcast channels in mobile networks. 

MMI-Aspects:

A positive or negative result when performing security checks on emergency warning messages may have an impact on the terminal MMI.

10
Expected Output and Time scale

	New specifications

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	33.xxx
	PWS security architecture
	SA3
	
	SA3#52
(Jun 11)
	SA#53
(Sep 11)
	It is for further study whether a new 33 series TS is needed or whether the solution can be integrated into existing TSs.


	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.268
	
	Update of PWS security requirements
	SA#52 (Jun 11)
	

	33.102
	
	PWS security architecture
	SA#53 (Sep 11)
	

	33.401
	
	PWS security architecture
	SA#53 (Sep 11)
	

	43.020
	
	PWS security architecture
	SA#53 (Sep 11)
	

	23.401
	
	Extension of PWS security architecture
	SA#53 (Sep 11)
	

	23.041
	
	Extension of PWS security architecture
	CT#54 (Dec 11)
	

	36.331
	
	Extension of PWS security architecture
	RAN#54 (Dec 11)
	


7
SA4 Features
7.1
Codec for Enhanced Voice Services (EVS_codec)  UID_470030
Resources:
S4,S1
	UID
	Name
	Acronym
	Resource
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	470030
	Codec for Enhanced Voice Services
	EVS_codec
	S4,S1
	11/12/2013
	45%
	SP-100202
	Huawei
	SP#47 Stage 1 completed. Triggered by UID_370045 Study on enhanced voice service requirements for EPS (TR 22.813)
	-

	470031
	Stage 1
	EVS_codec
	S1
	25/03/2010
	100%
	SP-100202
	Huawei
	SP#47 completed. Covered by general requirements in 22.101, 22.001
	22.173

	470032
	Stage 2/3
	EVS_codec
	S4
	11/12/2013
	45%
	SP-100202
	Huawei
	SP#55 completion 09/13=>12/13
	26.xyz, 26.xyz, 26.9yz


Supporting Companies:
Qualcomm, Ericsson, Huawei, Orange, Telecom Italia, Nokia, VoiceAge, Sony Ericsson Mobile, Deutsche Telekom, Motorola, ST-Ericsson, LG Electronics, Samsung, Panasonic, ETRI.

Develop EVS codec for EPS based on TR 22.813 recommendations. Triggered by UID_370045 Study on enhanced voice service requirements for EPS (TR 22.813)
Justification 

With the advent of increasingly compact yet powerful mobile devices and the proliferation of high-speed wireless access to telecommunications networks around the globe, users of mobile devices expect and demand growing sophistication in the communication services being offered. Multi-modal interfaces supporting rich multimedia services for content and conversation are commonplace on the desktop, with demand for smart mobile devices with similar functionality steadily growing. 

The identification of this potential was the background for 3GPP to launch a study investigating and defining the use cases and requirements for an Enhanced Voice Service in the Evolved Packet System leading to TR 22.813. The TR defines a new set of high-level technical recommendations and recommended requirements for a new codec for the Enhanced Voice Service and concludes that substantially enhanced voice services will become possible with a codec meeting them. The TR recommends starting an EVS codec development work item with the target to meet the requirements and recommendations set in it. 

Objective:
to develop a codec suitable for the Enhanced Voice Service in the EPS. The following objectives should be achieved with the new codec:

· Enhanced quality and coding efficiency for narrowband (NB) and wideband (WB) speech services, leading to improved user experience and system efficiency. This should also be achieved in interoperation with pre-Rel-10 systems and services employing WB voice. 

· Enhanced quality by the introduction of super-wideband (SWB) speech, leading to improved user experience. 

· Enhanced quality for mixed content and music in conversational applications (for example, in-call music), leading to improved user experience for cases when selection of dedicated 3GPP audio codecs is not possible.

· Robustness to packet loss and delay jitter, leading to optimized behaviour in IP application environments like MTSI within the EPS.

· Backward interoperability to the 3GPP AMR-WB codec by having some WB EVS modes supporting the AMR-WB codec format used throughout 3GPP conversational speech telephony service (including CS). The AMR-WB interoperable operation modes of the EVS codec may be either identical to those in the AMR-WB codec or different but bitstream interoperable with them.

These objectives shall be achieved while meeting all design constraints and performance requirements set forth in TR 22.813. It is further desirable that the codec fulfils needs for enhanced voice services in other 3GPP systems, such as CS. 

The developments under this work item should lead to a set of new specifications defining among others textual description of the coding algorithm and the VAD/DTX/CNG scheme. Following 3GPP practice, fixed-point and floating-point C code and associated test vectors should also be part of this set of specifications. The included AMR-WB interoperable coding format may become an alternative implementation for AMR-WB operation, provided that the enhancements are consistently significant. Jitter buffer management and packet loss concealment should be specified as part of the set of EVS specifications.

The EVS Service Requirements will be defined by SA1 into TS 22.173  "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1"  using the EVS Service Requirements identified in TR 22.813.

Potential architectural impacts through the introduction of the EVS codec into 3GPP systems will be addressed by involving and liaising with the responsible 3GPP working groups such as SA2.  

NOTE:
It is envisioned that subsequent work outside this work item will address suitable acoustic requirements, considering the extended audio bandwidth beyond wideband that currently standardized test equipment does not support.
8
SA5 Features
9
CT Features
10
UTRA, LTE Features
11
LTE Features
12
UTRA Features
13
GERAN Features

14
SA1 Studies
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	460025
	Deleted - Study on UICC/USIM enhancements
	FS_U2e
	S1
	Giesecke & Devrient

	470020
	Study on Alternatives to E.164 for Machine-Type Communications
	FS_AMTC
	S1
	T-Mobile USA

	480032
	Study on enhancements for Machine-Type Communications (MTC)
	FS_MTCe
	S1
	Huawei

	490035
	Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int
	S1
	InterDigital

	500035
	Study on Continuity of Data Sessions to Local Networks
	FS_CSN
	S1
	NEC

	500036
	Study on non-MTC Mobile Data Applications Impacts
	FS_MODAI
	S1
	Huawei, China Mobile

	530044
	Study on Proximity-based Services
	FS_ProSe
	S1
	Qualcomm

	540027
	Study on User Plane Congestion management
	FS_UPCON
	S1
	KDDI

	540028
	Study on RAN Sharing Enhancements
	FS_RSE
	S1
	NEC

	410043
	Study on Multi Access PDN connectivity and IP flow Mobility
	FS_MAPIM
	S2,S1
	Qualcomm, ZTE

	490034
	Study on IMS based Peer-to-Peer Content Distribution Services (Stage 2)
	FS_IMS_P2P_CDS
	S2,S1
	China Mobile

	490036
	Study on Core Network Overload solutions
	FS_CNO
	S2
	Huawei

	500037
	Study on System Enhancements for Energy Efficiency
	FS_SEEE
	S2
	Huawei

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	FS_SaMOG
	S2
	ZTE

	520035
	Study on Usage Monitoring Control enhancement
	FS_UMONC
	S2,S1,S5
	ZTE, Huawei

	500034
	Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int_Sec
	S3
	Ericsson

	530047
	Study on IMS Firewall Traversal
	FS_iFire
	S3
	Acme Packet

	550026
	Study on Security on spoofed call detection and prevention (Stage 2)
	FS_SPOOF
	S3
	China Mobile


14.x
Study on UICC/USIM enhancements  UID_460025 (Stopped)
Resources:
S1

	UID
	Name
	Acronym
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	460025
	Deleted - Study on UICC/USIM enhancements
	FS_U2e
	SP-090903
	Giesecke & Devrient
	SP#55 work stopped. Triggered by GSMA Smart SIM and 3GNBK projects, and to evolve from traditional USAT to multimedia USIM toolkit support, particularly to Smart Card Web Server
	22.817


Supporting Companies:
Giesecke & Devrient, Sagem Orga, Gemalto, Oberthur Technologies, Sun Microsystems, Telecom Italia, Deutsche Telekom, China Mobile.

Triggered by GSMA Smart SIM and 3GNBK projects, and to evolve from traditional USAT to multimedia USIM toolkit support, particularly to Smart Card Web Server
Justification

UICC and mobile handset technology has evolved over time by providing a wide range of new services and technical capabilities. The UICC platform has evolved, and still is. 

The UICC platform evolutions include higher memory capacity (e.g. up to Giga bytes), new communication interfaces (e.g. USB high speed interface), new capabilities (e.g. SCWS, IP-connectivity, Secure Channel…) and advanced security features (such as the Confidential Applications for trusted 3rd parties). A detailed description of these new features including business case analysis and a comprehensive list of use cases can be found in the GSMA Smart SIM project deliverables.

Mobile handset platform evolutions include new form factors (e.g. radio modems, wireless broadband 3G Notebooks) and correlated new features. A detailed description of these new features including business case analysis and a comprehensive list of use cases will be provided by the GSMA 3GNBK project upcoming deliverables. 

Despite these technological enhancements and service evolutions, USIM capabilities are still restricted to the original features such as end-user network authentication, basic customer information storage capabilities (phonebook, SMS and some network settings) and the support of USAT (to provide a simple toolkit for portable applications).

The intent of this study item is to identify use cases and requirements  enabling Mobile Network Operators to distribute new services based on the USIM, to improve the customer experience and ease  the portability and customisation of operator-owned and customer-owned settings from one device to another (such as APN and other 3G Notebook settings, graphical user interface, MNO brand, Connection Manager settings,…), and help in reducing operation costs and radio resources usage.

Objective:
to identify use cases and requirements:
· for new USIM-based services taking into account the GSMA Smart SIM deliverables http://www.gsmworld.com/newsroom/document-library/technical_documents.htm
· for the USIM used inside terminals with specialised functionalities (e.g. radio modems, 3G Notebook terminals) taking into account the GSMA 3GNBK deliverables 
http://www.gsmworld.com/newsroom/document-library/technical_documents.htm
· to drive the evolution from the traditional USAT to a multimedia USIM toolkit support, with a particular aim to the Smart Card Web Server
Service Aspects:

related to the use of advanced UICC/USIM devices and terminals, with a particular aim to 3rd party applications and the role of the TSM (Trusted Service Manager) as indicated by the GSMA. 

MMI-Aspects:

related to the use of advanced UICC/USIM devices and terminals.
Security Aspects:
related to the use of advanced UICC/USIM devices and terminals (e.g. 3rd party applications, Confidential Applications…)
14.1
Study on Alternatives to E.164 for Machine-Type Communications  UID_470020
Resources:
S1

	UID
	Name
	Acronym
	Hyperlink
	WI_rapporteur
	Notes
	TR

	470020
	Study on Alternatives to E.164 for Machine-Type Communications
	FS_AMTC
	SP-100198
	T-Mobile USA
	SP#55 completed. Determine an alternative to E.164 for identifying individual devices and route messages between those devices
	22.988


Supporting Companies:
T-Mobile USA, InterDigital, Telefónica, Telecom Italia, Orange, Nokia Siemens Networks, KPN, China Mobile, Samsung, Ericsson, Intel, Sierra Wireless, Fujitsu, Huawei.

Determine an alternative to E.164 for identifying individual devices and route messages between those devices.
Justification

M2M demand is forecast to grow from 50M connections to over 200M by 2013. A large number of these services are today deployed over circuit-switched GSM architectures and require E.164 MSISDNs although such services do not require "dialable" numbers, and generally do not communicate with each other by human interaction.

Without technical alternative to using public numbering resources as addresses, and considering the current forecasts and pending applications for numbers made to numbering plan administration agencies, there is a significant risk that some national numbering/dialling plans will run out of numbers in the near future, which would impact not only these M2M services but also the GSM/UMTS service providers in general.

Objective: Determine alternative to identify individual devices and route messages between those devices, including:

· Effectively identify addressing method to be used for end point devices

· Effectively route messaging between those devices

· Support multiple methods for delivering messages, as defined by TS 22.368

· Support land-based and wireless connectivity

· Make use of IP-based network architectures

· Addressing/identifiers must support mobility and roaming

· support on high speed packet-switched networks when available and on circuit-switched networks

· Consider if there are security issues associated with any alternatives

14.2
Study on enhancements for Machine-Type Communications  UID_480032
Resources:
S1

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	480032
	Study on enhancements for Machine-Type Communications (MTC)
	FS_MTCe
	12/12/2012
	45%
	SP-100448
	Huawei
	SP#55 completion 06/12=>12/12. Study Network improvements for MTC Device to MTC Device communications via one or more PLMNs (direct-mode communication between devices is out of scope), etc. Align also with ETSI TC M2M work.
	22.888


Supporting Companies:
KPN, Ericsson, ST-Ericsson, Sierra Wireless, Samsung, Verizon Wireless, Nokia Siemens Networks, Panasonic, Huawei, Intel, China Mobile, Interdigital, NEC, ZTE, Telecom Italia, Motorola, TeliaSonera, ITRI, Sagem Orga, Alcatel-Lucent.

Study Network improvements for MTC Device to MTC Device communications via one or more PLMNs (direct-mode communication between devices is out of scope), etc. Align also with ETSI TC M2M work.
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	410031
	Network Improvements for MTC – Stage 1
	Rel-10 NIMTC forms the basis for enhancements studied here

	480030
	System Improvement for MTC
	Rel-11 SIMTC includes refinements to requirements in Rel-10 TS 22.368


Justification

Rel-10 Stage 1 on Network Improvements for Machine Type Communications (NIMTC) specified a number of requirements to make the network more suitable for Machine Type Communications. Additional aspects need to be studied before proceeding with their potential inclusion in the normative work.

During the Rel-10 work it was decided to leave out MTC Device to MTC Device communications from Rel-10. 
MTC Device to MTC Device communications is expected to become of major importance, especially with consumer devices communicating directly to each other. Therefore, this study looks at network improvements requirements of MTC Device to MTC Device scenarios. A particular aspect of MTC Device to MTC Device scenarios is the identification and functionality needed to set up a connection towards a MTC Device. The IMS domain may provide a solution for this required functionality. In this case the impacts and requirements of MTC on IMS need to be studied.

Additionally MTC Devices often act as a gateway for a capillary network of other MTC Devices or non-3GPP devices. These gateway MTC Devices may have specific requirements on the mobile network, which have not yet been taken into account in the Rel-10 NIMTC work. Study is needed to determine to what extent improvements are needed and can be specified by 3GPP for MTC Devices that act as a gateway for 'capillary networks' of other devices. Also alignment with what is specified by ETSI TC M2M on this aspect is needed.

Further optimisations may be possible for (groups of) MTC Devices that are co-located. An example of this could be a car with a number of different MTC Devices that always move along together. Optimisations for these kinds of scenarios have been suggested, but have not yet been taken into account in the Rel-10 NIMTC. Study is needed to determine to what extent network improvements can be specified for co-located MTC Devices.

Because of the different characteristics of Machine-Type Communications, the optimal network for MTC may not be the same as the optimal network for human to human communications. Optimisations of network selections and steering of roaming may be needed. Study is needed to determine to what extent improvements are needed on network selection and steering of roaming for MTC.

Many MTC applications use some kind of location tracking. E.g. the existing LCS framework could be used to provide location information for these kinds of MTC applications. Study is needed to determine to what extent improvements are needed for MTC location tracking.

MTC brings a new concept of a MTC User and MTC Server. So far little attention has been given to service requirements on the communication between the network and the MTC User/MTC Server. Also alignment with what is specified by ETSI TC M2M on that aspect is needed. Study is needed on what kind of service requirements are needed and can be specified by 3GPP.

Objective:
to study additional requirements, use cases and functionality beyond Rel-10 NIMTC on the following:

· network improvements for MTC Device to MTC Device communications via one or more PLMNs. 
Note: direct-mode communication between devices is out of scope.

· possible improvements for MTC Devices that act as a gateway for 'capillary networks' of other devices. 
Note: capillary networks themselves are out of scope of 3GPP.

· network improvements for groups of MTC Devices that are co-located with other MTC Devices

· improvements on network selection mechanisms and steering of roaming for MTC devices

· possible enhancements to IMS to support MTC

· possible improvements for location tracking of MTC Devices

· service requirements on communications between PLMN and the MTC User/MTC Server 
(e.g. how the MTC User can set event to be monitored with MTC Monitoring); 

· possible service requirements to optimize MTC Devices

· possible New MTC Features to further improve the network for MTC

Work ongoing in external standard organization shall be considered (e.g. ETSI M2M, CCSA TC 10).

Service Aspects:
MTC is seen as a form of data communication which involves one or more entities that do not necessarily need human interaction. A service optimised for Machine-Type Communications is likely to differ from a service optimised for human-to-human communications.

MMI-Aspects:
None expected.

Charging Aspects:
Improvements to the CDR generation in IMS for MTC may be addressed

Security Aspects:
Some security aspects and optimisations may be addressed.

14.3
Study on Integration of Single Sign-On frameworks with 3GPP networks  UID_490035
Resources:
S1

	UID
	Name
	Acronym
	Hyperlink
	WI_rapporteur
	Notes
	TR

	490035
	Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int
	SP-100640
	InterDigital
	SP#55 completed
	22.895


Supporting Companies:
Alcatel-Lucent , Alcatel-Lucent Shanghai Bell, AT&T, Cisco, Intel, InterDigital, ITRI, KDDI, Rogers, Telecom Italia, Verizon Wireless, ZTE, China Mobile, NEC.

Linked to SA3 Study on Single Sign On (SSO) Application Security for IMS - based on SIP Digest (UID_480048), SA3 TR 33.924 Extended Identity Management (GBA-IdM) and SA3 TR 33.980 Liberty Alliance and 3GPP Security Interworking (LibSec).
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	FS_SSO_APS 
	Study on Single Sign On (SSO) Application Security for IMS - based on SIP Digest
	FS_SSO_APS analysis and use cases could be selectively (re)considered in this study, as well use cases and requirements identified by SA1 could be provided as input to support the SA3 study

	GBA-IdM
	Extended Identity Management TR 33.924: “Identity management and 3GPP security interworking; Identity management and Generic Authentication Architecture (GAA) interworking”
	TR 33.924 requirements and use cases could be selectively (re)considered in this study

	LIBSEC
	TR 33.980: "Interworking of Liberty Alliance Identity Federation Framework (ID-FF), Identity Web Service Framework (ID-WSF) and the Generic Authentication Architecture (GAA)".
	TR 33.980 requirements and use cases could be selectively (re)considered in this study-


Justification 

This Study Item aims to investigate interworking of the operator-centric identity management with the user-centric Web services provided outside of an operator’s domain. Specifically, it addresses integration of SSO and the 3GPP services, which is essential for operators to leverage their assets and their customers’ trust, while introducing new identity services. Such integration will allow operators to become SSO providers by re-using the existing authentication mechanisms in which an end-user’s device effectively authenticates the end user. 
For the operator to become the preferred SSO Identity Provider, might require integration of the operator core with existing application service / content providers to allow the usage of credentials on the UE, for SSO services. The 3GPP operator may leverage its trust framework and its reliable and robust secure credential handling infra-structure to provide SSO service based on operator-controlled credentials. Such SSO integration has to work  for various operator authentication configurations.

Objective: to investigates a comprehensive set of use cases and service requirements for the integration of SSO frameworks with 3GPP network for various operator authentication configurations. This Study covers:

· Service and deployment scenarios for 3GPP operators adopting an integrated approach to SSO, including WEB, person to person and M2M service scenarios

· Comprehensive set of use cases of integration of different Identity and SSO frameworks (e.g. OpenID) for various operator authentication configurations

· Use cases and potential service requirements for Operators sharing controlled user credentials with 3rd party service providers

· Use cases and potential service requirements associated with ensuring that the intended user is making use of the associated SSO capability (including the case when  the UE has been stolen or lost)

Service Aspects:

intends to study services requirements for operator centric SSO interworking with current state of the art identity management systems (e.g. OpenID).

Charging Aspects:
Since the mobile operator will become a SSO provider, requirements for charging aspects have to be studied.

MMI aspects:
MMI potential impacts will be to be evaluated.

Security Aspects:
Since the mobile operator will become a SSO provider, service requirements for security aspects have to be studied.

14.4
Study on Continuity of Data Sessions to Local Networks  UID_500035
Resources:
S1

	UID
	Name
	Acronym
	Hyperlink
	WI_rapporteur
	Notes
	TR

	500035
	Study on Continuity of Data Sessions to Local Networks
	FS_CSN
	SP-100885
	NEC
	SP#54 completed. Linked to SA1 Rel-11 Feature UID_490030 SIPTO Service Continuity of IP Data Session (SIPTO_SC)
	22.896


Supporting Companies:
NEC, AT&T, NTT DoCoMo, InterDigital, Intel, Tatara Systems, Telefonica, China Mobile, Alcatel-Lucent, Samsung, LG Electronics
Linked to SA1 Rel-11 Feature UID_490030 SIPTO Service Continuity of IP Data Session (SIPTO_SC)
Justification

Basic functionality for Local IP Access (LIPA) has been specified in Rel-10.

LIPA signifies the capability of a UE to obtain access to a local residential/enterprise IP network (subsequently called a local network) that is connected to one or more H(e)NBs.

The current study item investigates extending LIPA functionality to allow access to the local network when a UE is under coverage of the macro network and provide related mobility support. 

LIPA allows a UE to work with devices in the local network – e.g. printers, video cameras, or a local web-server. If the local network offers services that enable exchange of digital content (e.g. UPnP) LIPA allows the UE to discover supporting devices and to be discovered. 

Examples for services that become available by LIPA are: 

· The pictures stored in a UE’s digital camera may be uploaded to a local networked storage device or printed out at a local printer.

· A portable audio player in the UE may fetch new content from a media centre available on the local network.

· A UE may receive video streams from local surveillance cameras in the home.

· A local web-server in a company’s intranet may be accessed by the UE.

· Support of VPN. 

LIPA does not require the local network to be connected to the Internet but achieves IP connectivity with the UE through one or more H(e)NBs of the mobile operator.

In Release 10  3GPP has only specified the support of LIPA when the UE accesses the local network via H(e)NB. 

On the other hand an operator may, e.g. as a chargeable user service, wish to provide access to the local network also to a UE that is under coverage of the macro network. Access to the local network when a UE is under coverage of the macro network should be enabled in Rel-11.

In Rel-10 it had been required for a UE to be able to maintain IP connectivity to the local network when moving between H(e)NBs within the same local network. 

However, access to the local network may be lost as a UE moves out of H(e)NB coverage into the macro network, even if other services (e.g. telephony, data services, SIPTO) survive a handover to the macro network and are continued. This may result in an unsatisfactory user experience. 

The current study item will allow continuation of data sessions to the local network when the UE moves between H(e)NB and the macro network.

Therefore, in Rel-11, the 3GPP system requires additional functionality to allow

· A UE to access the local network from the macro network

· A UE to maintain continuity of data sessions to the local network when moving between a H(e)NB and the macro network

Objective:
to propose requirements and study feasibility for the following scenarios:

Provide a capability to the mobile operator to allow or restrict

· Access to an enterprise/residential IP network when a UE is under coverage of the macro network, assuming that the IP address of the local IP network (e.g. residential/enterprise gateway) is available to the UE.

· Continuity of data session(s) to an enterprise/residential IP network when a UE moves between a H(e)NB in an enterprise/residential environment and the macro network.

The support of Continuity of Data Sessions to Local Networks should be an operator option that may or may not be provided by individual PLMNs.

Service Aspects

The user should be able to decline access to the local network from the macro network. The user should also be able to decline continuity of data sessions to local networks when moving between H(e)NB and the macro network (e.g. in the case when data sessions to local networks is charged differently if accessed from macro coverage or via the H(e)NB).

A difference in QoS may be noticeable by the user when the local network is accessed from the macro network or via the H(e)NB.

Charging Aspects of data sessions to local networks will be addressed. 

Security Aspects will be addressed.

14.5
Study on non-MTC Mobile Data Applications Impacts (FS_MODAI)  UID_500036
Resources:
S1

	UID
	Name
	Acronym
	Hyperlink
	WI_rapporteur
	Notes
	TR

	500036
	Study on non-MTC Mobile Data Applications Impacts
	FS_MODAI
	SP-100889
	Huawei, China Mobile
	SP#54 completed. Linked to UID_490036 SA2 Rel-11 TR 23.843 Study on Core Network Overload solutions (FS_CNO)
	22.801


Supporting Companies:
Huawei, China Mobile, AT&T, Deutsche Telekom, China Unicom, China Telecom, CATT, CATR, Intel, Samsung
Linked to UID_490036 SA2 Rel-11 TR 23.843 Study on Core Network Overload solutions (FS_CNO)
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	490036
	Rel-11 SA2 TR 23.843 Study on Core Network Overload solutions
	CNO study focus is on CN control plan overload issue with solutions at the network, whereas this study is intended to look at the issue from the applications viewpoint.


Justification

Some mobile data applications might result in adverse impact to the mobile network, e.g. due to frequent idle-active mode changing, frequent start or stop of services, small data transmission, frequent live update. Hence, the network (both RAN and CN) is under signalling and data traffic flood. 

The mobile network must have the ability to accommodate for heavy usage of applications while improving quality of experience for the user and promoting growth of the mobile broadband services. An investigation on the service scenario/use case of different mobile data applications and their impact to the current system is needed. Solutions towards identified problems must be studied and evaluated. Enhancements in the system to accommodate for such applications may be needed based on the study. 

Objective:
to make the network better suited for mobile data applications, consider the following SA1 objectives:

· Identify and study services scenarios / use cases for mobile data applications and identify their operational characteristics / requirements in terms of e.g. frequency of start/stop of services, holding time, transferred data volume

· Identify potential problems / network inefficiency caused by different mobile data applications, and specify the necessary enhancements from service aspects

Commonalities with system improvement for MTC need to be considered.
14.6
Study on Proximity-based Services (FS_ProSe)  UID_530044
Resources:
S1

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	530044
	Study on Proximity-based Services
	FS_ProSe
	12/09/2012
	40%
	SP-110638
	Qualcomm
	-
	22.803


Supporting Companies:
Alcatel Lucent, AT&T, China Telecom, China Unicom, CHTTL, Cox, Deutsche Telekom, Ericsson, Fujitsu, Intel, LG Electronics, Lightsquared, Motorola Solutions, NEC, NIST, Nokia, Nokia Siemens Networks, NTT DoCoMo, Qualcomm, Renesas Mobile, Sierra Wireless, SK Telecom, ST Ericsson, SoftBank, Telecom Italia, US Cellular, ZTE

Justification

Proximity-based applications and services represent a recent and enormous socio-technological trend. The principle of these applications is to discover instances of the applications running in devices that are within proximity of each other, and ultimately also exchange application-related data. In parallel, there is interest in proximity-based discovery and communications in the public safety community.

Current 3GPP specification are only partially suited for such needs, since all such traffic and signalling would have to be routed in the network, thus impacting their performance and adding un-necessary load in the network. These current limitations are also an obstacle to the creation of even more advanced proximity-based applications.

In this context, 3GPP technology, has the opportunity to become the platform of choice to enable proximity-based discovery and communication between devices, and promote a vast array of future and more advanced proximity-based applications.

Objective: 
to study use cases and identify potential requirements for an operator network controlled discovery and communications between devices that are in proximity, under continuous network control, and are under a 3GPP network coverage, for:

1) Commercial/social use

2) Network offloading

3) Public Safety

4) Integration of current infrastructure services, to assure the consistency of the user experience including reachability and mobility aspects
Additionally, the study item will study use cases and identify potential requirements for

5) Public Safety, in case of absence of EUTRAN coverage (subject to regional regulation and operator policy, and limited to specific public-safety designated frequency bands and terminals)

Use cases and service requirements will be studied including network operator control, authentication, authorization, accounting and regulatory aspects.
The study does not apply to GERAN or UTRAN.

10
Expected Output and Time scale

	New specifications 

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#

	TR 22.8xx
	Feasibility Study on Proximity-based Services
	SA1
	
	SA#56
	SA#57


14.7
Study on User Plane Congestion management (FS_UPCON)  UID_540027
Resources:
S1

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	540027
	Study on User Plane Congestion management
	FS_UPCON
	20/06/2012
	55%
	SP-110819
	KDDI
	Linked to SAPP (Service Awareness and Privacy Policies) UID_500032, FS_UMONC (Study on Usage Monitoring Control Enhancement) UID_520035, QoS_SSL (QoS Control Based on Subscriber Spending Limits) UID_490031
	22.805


Supporting Companies:
Alcatel-Lucent, Allot Communications, AT&T, Cisco, Celtro, China Mobile, China Telecom, China Unicom, Hitachi, Huawei, InterDigital Communications, ITRI, Juniper Networks, KDDI, Motorola Mobility, Movik Networks, NEC, NSN, NTC, NTT DOCOMO, Orange, Panasonic, Radisys, Research In Motion, Samsung, SoftBank Mobile, Vodafone, ZTE
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	500032
	SAPP (Service Awareness and Privacy Policies)
	The TDF detects the start and end of service traffic, and includes related policy control signalling. UPCON may need to be applied to manage congestion while service traffic is being sent.

	520035
	FS_UMONC (Usage Monitoring Control Enhancement)
	UMONC is a new study to look at additional requirements for refining control of network usage by service or application. UPCON scenarios include managing traffic by application.

	490031
	QoS_SSL (QoS Control Based on Subscriber Spending Limits)
	QoS_SSL is about monitoring a subscriber’s usage in relation to a spending limit and action to be taken when the limit is reached. Subscriber spending limits may be by user or by application. UPCON scenarios include both user-based and application-based traffic management.


Justification

Mobile operators are seeing significant increases in user data traffic. For some operators, user data traffic has more than doubled annually for several years. Although the data capacity of networks has increased significantly, the observed increase in user traffic continues to outpace the growth in capacity. This is resulting in increased network congestion and in degraded user service experience. Reasons for this growth in traffic are the rapidly increasing use of “smart phones” and the proliferation of data applications that they support and the use of USB modem dongles for laptops to provide mobile (or at least nomadic) Internet access using 3GPP networks. As the penetration of these terminals increases worldwide, this trend of rapidly increasing data traffic is expected to continue and accelerate.

Objective:
to study scenarios and use cases where high usage levels lead to user plane traffic congestion in the RAN, and to propose requirements for handling user plane traffic when RAN congestion occurs. The aim is to make efficient use of available resources to increase the potential number of active users while maintaining the user experience.
Scenarios that will be considered include:

· Handling of user-based traffic when RAN congestion occurs
· Handling of application-based traffic when RAN congestion occurs

· Handling of content-based traffic when RAN congestion occurs

Service Aspects:

will not impact specific services but is anticipated to have positive impact on service delivery.

Charging Aspects:
may impact charging data collection, e.g., for the purpose of collecting statistics.

14.8
Study on RAN Sharing Enhancements (FS_RSE)  UID_540028
Resources:
S1

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	540028
	Study on RAN Sharing Enhancements
	FS_RSE
	12/09/2012
	5%
	SP-110820
	NEC
	SP#55 completion 06/12=>09/12
	22.852


Supporting Companies:
NEC, Sprint, Qualcomm, Telefonica Europe, LightSquared, Clearwire

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	31018
	Network Sharing
	This Rel-6 work item provided the functionality for basic scenarios of network (RAN) sharing among operators. The current study item extends this work to cover more complex scenarios that arise due to recent needs for more dynamic co-operation among operators.


Justification

The massive growth in mobile broadband traffic has sent shockwaves through the telecoms industry. Operators are struggling to find cost-effective ways to meet this demand. The solutions are well known: indoor coverage, small cells, LTE, IP Ethernet backhaul; and more spectrum, both re-farmed and new. However, all these solutions create additional CAPEX.
A majority of the upfront costs are related to establishing coverage. Approximately 70% of the CAPEX involves acquiring the sites, access equipment, civil works (i.e. construction of the site, installation of the equipment) and laying cables for electricity and backhaul.

Infrastructure sharing, in particular enhanced RAN sharing, offers substantial OPEX and CAPEX savings. It will not simply be a method of reducing costs – it will usher in a new paradigm in network roll-out strategy. Basically three situations can be envisaged in which enhanced RAN sharing are highly beneficial:

· A Greenfield deployment – two operators jointly agree to build out a new technology (typically 4G). At the outset, the new shared network infrastructure and operations can be based on capacity and coverage requirements of both operators. The operator can fund built-on 50:50 or according to their expected needs.

· Buy-in – when one of the sharing operators has already built (4G for example) and looking for another operator to share this network. In this case, the second operator would either pay a capacity usage fee or up-front fee to acquire in the network.

· Consolidation Situation:  when either 2G, 3G or 4G networks, which have already built out by each of the sharing operators, needs to be consolidated into one joint network. This type of network sharing usually holds significant cost advantages, but it also presents substantial design challenges.
In addition to Capex and Opex savings, there are also indirect efficiency gains such as a denser network would give better indoor coverage which leads to higher cell capacities.
Objective:
to study scenarios of multiple operators sharing radio network resources and to create potential requirements that complement existing system capabilities for sharing common RAN resources. Coordination with SA5 on this topic is envisaged.

Service Aspects:

Impact on service experience of individual subscribers should be kept at a minimum.

Security Aspects:
RAN Sharing Enhancements shall not negatively affect security or privacy of sharing networks or subscribers. For the case of multiple operators sharing radio network resources the study needs take care of requirements and scenarios for:

· maintaining end-to-end security for each operator

· providing and allowing appropriate levels of visibility of the shared radio network resources to the sharing network operators according to each operator’s role in the sharing arrangement.

Involvement of SA3 for evaluation of potential scenarios is envisaged.

15
SA2 Studies
	UID
	Name
	Acronym
	Resource
	WI_rapporteur

	410043
	Study on Multi Access PDN connectivity and IP flow Mobility
	FS_MAPIM
	S2,S1
	Qualcomm, ZTE

	490034
	Study on IMS based Peer-to-Peer Content Distribution Services (Stage 2)
	FS_IMS_P2P_CDS
	S2,S1
	China Mobile

	490036
	Study on Core Network Overload solutions
	FS_CNO
	S2
	Huawei

	500037
	Study on System Enhancements for Energy Efficiency
	FS_SEEE
	S2
	Huawei

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	FS_SaMOG
	S2
	ZTE

	520035
	Study on Usage Monitoring Control enhancement
	FS_UMONC
	S2,S1,S5
	ZTE, Huawei


15.1
Study on Multi Access PDN connectivity and IP flow Mobility (FS_MAPIM)  UID_410043
Resources:
S2,S1
	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	410043
	Study on Multi Access PDN connectivity and IP flow Mobility
	S2,S1
	07/12/2012
	76%
	SP-110452
	Qualcomm, ZTE
	SP#54 moved to Rel-12. SP#43 TR 23.861v100 for Information. Spin-off UID_430035 MAPCON and UID_450041 IFOM
	23.861

	410143
	SA1 part
	S1
	21/09/2011
	100%
	SP-110452
	Qualcomm, ZTE
	SP#53 completed
	23.861

	410243
	SA2 part
	S2
	07/12/2012
	76%
	SP-110452
	Qualcomm, ZTE
	SP#54 moved to Rel-12
	23.861


Supporting Companies:
China Mobile, ZTE, China Telecom, Interdigital, MediaTek, Huawei, CATT, China Unicom, NTT DoCoMo, NEC, NTC, KDDI, Hitachi, Orange, Panasonic, Qualcomm CDMA Technologies, Telecom Italia, TeliaSonera, Sharp, Alcatel-Lucent, AT&T, Intel

Release 8 EPS introduced a multi access 3GPP system where different heterogeneous access systems (e.g. 3GPP, 3GPP2, WiFi, WIMAX, Fixed broadband access, etc) are connected to a common EPC. In the EPS the subscriber can connect to the same PDN via any of the available access systems, however it is not possible to connect to the same PDN simultaneously via different accesses. The same limitations apply to Rel-8 I-WLAN mobility. 

Dual radio devices (e.g. 3GPP/LTE -WiFi) are becoming commonly available and the set of applications running in the mobile devices is diversifying.  While some applications are very well suited to run over 3GPP access systems some other applications may be also well suited to run over some other - complementary - access systems (e.g. ftp transfer via WiFi in parallel to VoIP over LTE).  Also, in some environments (e.g. home, office, campus) it would be beneficial to be able to derive added value from the basic capability of dual-radio devices, i.e. their ability to be connected to 2 different access systems simultaneously. 

In Rel-8 EPS there are no means in 3GPP to dynamically direct individual IP flows generated by different applications and belonging to the same PDN connection to specific access system. This capability can be achieved by introducing IP flow mobility to the EPC & IWLAN mobility. IP flow mobility allows dynamic allocation of different IP flows to different access systems so that the user experience can be enhanced while the connectivity cost for the operator can be optimized.

Additionally, there are only partial means in Rel-8 EPC to support connectivity to multiple PDNs over different access systems. In fact, a UE can connect to one PDN over a 3GPP access system and a second PDN over a different access system, however handovers between the access systems in such scenario are not described in Rel-8. 

Objective:
to study the means to enhance the EPC and I-WLAN Mobility systems to support:
· accessing a PDN simultaneously via a 3GPP and a non 3GPP access system

· operator policies for guiding and configuring the UE IP flow routing via different access systems
· dynamic movement of PDN IP flows between access systems 

· 3GPP-Non3GPP handovers when UE is connected to different PDNs via different accesses (EPC only)

It is assumed that: 

· the UE is a dual radio 3GPP - Non-3GPP UE

· the UE PDN IP addresses do not change due to the mobility events
· procedures apply independently of whether IMS or Non-IMS applications are used

· there is minimal impacts to the 3GPP access system 

At least the following procedures are studied:

Single PDN case:

· Connecting to a single PDN GW/HA via multiple access systems 

· The association of one or multiple IP flows to an access system 

· The movement of one or multiple IP flows between different access systems

· The necessary PCC signalling and interactions to provide QoS and PCC rules associated with IP flows (not applicable to I-WLAN mobility)

· The authorization by the operator for the UE to perform IP flow mobility 

Multi PDNs case:

· 3GPP - Non 3GPP handovers when the UE is connected to different PDNs via different access systems

The following building blocks will be included:

· Building Block I: Seamless offload and flow mobility for DSMIPv6 based S2c;

· Building Block II: Seamless offload and flow mobility for PMIP and/or GTP based S2a and S2b.
Building Block II includes the study of the following procedures in single PDN case:
· the association of one or multiple IP flows to an access system 
· the movement of one or multiple IP flows between different access systems

NOTE-1: Support of IP flow mobility for DSMIPv6 S2c in BB1 has been completed and is defined in TS 23.261

NOTE-2: The study of the GTP-based S2a support for trusted non-3GPP access with seamless offload and flow mobility is deferred until the SaMOG study is completed

NOTE-3: The system capabilities which are  developed from the Building Block II will be functionally equivalent with the Building Block I. 

Service Aspects:

In the case of IP flows related to IMS services, interaction with IMS mobility mechanisms and corresponding policies need to be taken into account and coexistence need to be ensured.
Charging Aspects:
Handled by the updates to the PCC signalling

Security Aspects:
Additional security impact that might be identified will be investigated.

	New specifications

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.861
	Multi Access PDN connectivity and IP flow mobility
	SA2
	SA1
	SA#43
	SA#57 Sep 2012
	BB I

	
	
	
	
	SA#56 Jun 2012
	
	BB II


15.2
Study on IMS based Peer-to-Peer Content Distribution Services (FS_IMS_P2P_CDS) UID_490034 (moved from Rel-11)
Resources:
S2,S1

	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	490034
	Study on IMS based Peer-to-Peer Content Distribution Services (Stage 2)
	S2,S1
	20/06/2012
	80%
	SP-100567
	China Mobile
	SP#55 moved to Rel-12. Triggered by TR 22.906 SA1 Study on IMS based Peer-to-Peer Content Distribution Services UID_450047
	23.844

	490134
	SA1 part
	S1
	21/09/2011
	100%
	SP-100567
	China Mobile
	SP#53 completed
	23.844

	490234
	SA2 part
	S2
	20/06/2012
	65%
	SP-100567
	China Mobile
	SP#55 moved to Rel-12
	23.844


Supporting Companies:
China Mobile, Nokia Siemens Network, Huawei, ZTE, CATT, Panasonic, Motorola

Triggered by TR 22.906 SA1 Study on IMS based Peer-to-Peer Content Distribution Services UID_450047.

3
Justification

A  study in SA1 (TR 22.906) has identified the use cases of Content on Demand, Live Streaming, and File Downloading Service over IMS for large numbers of online users. The related service requirements, charging requirements and security requirements of IMS based Peer-to-Peer Content Distribution Services are identified there. Also, considerations on UE types, 3GPP access networks and non-3GPP access networks have been discussed. A LS from SA1 (S1-101247) informs SA2 that the study on “IMS based Peer-to-Peer Content Distribution Services” has been 100% completed and invites SA2 to start studying this topic. 

While Peer-to-Peer has originally been designed to deliver services across non-managed networks, peer-to-peer services can benefit from IMS-based networks to optimize resources and consequently improve QoS, in particular for real-time services such as video. Besides, IMS functions, such as registration, authentication, user data management, and charging, can add value to the P2P CDS.

Thus, it is meaningful to start a study to create and evaluate alternative solutions in order to fulfil the use cases and requirements as defined by SA1. This also means that the assessment on alternatives and the final conclusion of this study should not only take TR 22.906 into consideration but also comply with the related normative work in SA1.  
Objective

This study does not intend to modify GPRS or EPC for P2P mechanism, but focus on the enhancement of IMS to support Peer-to-Peer Content Distribution Services in respect of GPRS, EPC and other underlying access network technologies. The objectives are to study IMS based Peer-to-Peer Content Distribution Services on the architectural level with the following aspects: 

· Creating solutions in order to fulfil the use cases and requirements as defined by SA1 while avoiding duplicate work in other SDOs, such as IETF [e.g. PPSP, P2PSIP, ALTO, and DECADE], and re-using their work. The solutions should: 

· Apply the same IMS user management/registration procedure as other IMS services;

· Be able to provide the UE with the appropriate AS to obtain the addresses of other Peers, from which the UE can retrieve the requested content; 

· Re-use ISC interface for service triggering; 

· Be able to select qualified User Peers among available UEs according to the policies preconfigured in the network: 

· Elaborate alternative solutions, which support the following network access technologies: 

· Mobile access only (e.g. UTRAN, E-UTRAN, I-WLAN); 

· Fixed access only (e.g. xDSL, LAN); 

· Fixed and mobile convergence scenarios. 

· Evaluate possible impacts and improvements on network when IMS based Peer-to-Peer Content Distribution Services are deployed, such as the interactions that are needed to adapt the peer-to-peer overlay properties to the configuration and the resources of the network.

· Identify QoS, mobility, charging and security related requirements in the case of Peer-to-Peer Content Distribution Services on IMS. 

The assessment on alternative solutions and the final conclusion of this study should not only take TR 22.906 into consideration but also comply with the related normative work in SA1. 

5
Service Aspects

Since the feasible improvements should be as common as possible for different Peer-to-Peer Content Distribution Service applications, such as Live/Vod Streaming and Downloading, this study should use a general Peer-to-Peer Content Distribution Service paradigm, which should not be restricted to a specific Peer-to-Peer Content Distribution Service application. 
6
MMI-Aspects

Since UE may offer capabilities (e.g. computing capability, storage) to other counterparts and necessary P2P related info to servers on the network side, there may be impacts in MMI-Aspects.
7
Charging Aspects

Since UE may take part in offering services to other counterparts in a P2P mode, impacts on the charging architecture will be considered if a promoting charging policy is an option for operators. 

8
Security Aspects

Security related issues will be studied in 3GPP SA3 according to service requirements.  

15.3
Study on Core Network Overload solutions (FS_CNO) UID_490036  (moved from Rel-11)
Resources:
S2

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	490036
	Study on Core Network Overload solutions
	FS_CNO
	07/12/2012
	60%
	SP-110496
	Huawei
	SP#55 moved to Rel-12. Linked to CT4 TR 23.857 Study on EPC Nodes Restoration (UID_490014). Support from CT4 and RAN WGs is anticipated.
	23.843


Supporting Companies:
Huawei, AT&T, Vodafone, Deutsche Telekom, Alcatel-Lucent, Ericsson, ST-Ericsson, Verizon Wireless, ZTE, China Mobile, Hewlett-Packard, Orange, T-Mobile USA, Qualcomm, Fujitsu, Telefonica

Linked to CT4 UID_490014 Study on EPC Nodes Restoration. Support from CT4 and RAN WGs is anticipated.
Justification

A joint meeting with CT4 during  SA2#79 in Kyoto and contribution S2-103561 (AT&T) outlined a specific incident in the network resulting in a “HLR Overload” (i.e. the HLR receiving 600% of engineered capacity). The specific cause of this incident was (in one case) a restart of a Radio Network Controller (RNC) that removed the control channel. 
This forced all the mobiles in a large area to reregister.  Once this surge of traffic started, the HLR was not able to complete the registration before some of the newer handsets timed out the registration and restarted the entire registration process on all networks (2G and 3G, Voice and Data) to which they were already attached.  This created even more traffic.   Once the delay at the HLR exceeded this handset timeout value, all of this class of newer handsets were unable to complete registration regardless of location.   This “positive feedback” situation spiralled until manual actions were taken to drastically reduce the queue (e.g. by shutting down links).  This action broke the cycle by eliminating the delay at the expense of discarding a large number of messages, and the network recovered.

Increases in signalling speed and the concentration of subscribers into fewer HLR nodes creates a more complicated environment, and one in which situations can change quickly.  Since more subscribers are supported per HLR, more subscribers are also impacted.  The HLR is a not unique network element in this regard.  Similar scenarios might occur as well to other “core” network elements as the behaviour of the UE becomes increasing complex.  This aspect though needs further investigation. 

This situation raises several issues, and generates several questions worthy of study:

· Could the radio network’s response to a failure be changed to avoid a huge spike in demand of core network resources?

· Should the HLR (and other network nodes) have a way to notify the rest of the network that it is in overload?   

· What actions could be taken by the MSC/VLR/SGSN/MME/SMS-GW, etc. to reduce the load to the HLR?

· Additionally, 

· Is there any synergy with the MTC work item (especially in regard to overload control) and this subject, or with the study about node restoration in EPS?

This should cover all deployed networks, including LTE.

Objective 

· to identify and document scenarios that may result in overload for core network entities and that are not yet covered by other work items, like the event outlined above, denial of service attacks, misbehaving/non-compliant mobiles,...

· to analyse the criticality of the scenarios and determine whether it is required to take actions for the identified scenarios

· study ways to mitigate and eliminate overload scenarios that are identified to be critical. 

Already specified overload control means as well as tools available against the overload scenarios should be examined and preferred, if they are adequate or improved if possible. General overload handling solutions that work regardless of the cause may be preferred. All currently deployed networks should be covered in the study, including LTE.  The information provided about the HSS/HLR overload will serve as a starting basis for the study. 

The study will focus initially on providing a solution that does not require UE modifications. The study should address the following:

· Solutions and evaluation of network signalling overload for SS7 and MAP.

· Solutions and evaluation of network signalling overload control for Diameter base protocol, and Diameter applications on S6a, S6d.

· Evaluation of overload aspects of core network solutions to optimize periodic LAU/TAU/RAU signalling, NAS reject and retransmission.

· Avoiding core network overload due to RAN node failure.

· Impact of node deployment for 2G, 3G and 4G (e.g. SGSN, MME as combined node). 
Other issues including overload control for non-3GPP access network attach to EPC core, mobile data applications are deferred to a later phase.

Service Aspects:

No services should be impacted. 

Security Aspects:
Any potential security aspects are to be determined.

15.4
Study on System Enhancements for Energy Efficiency (FS_SEEE)  UID_500037  (moved from Rel-11)
Resources:
S2

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	500037
	Study on System Enhancements for Energy Efficiency
	FS_SEEE
	07/12/2012
	15%
	SP-100888
	Huawei
	SP#55 moved to Rel-12
	23.866


Supporting Companies:
Huawei, China Mobile, Deutsche Telecom, NTT DoCoMo, Telecom Italia , TeliaSonera , Hisilicon, NEC, KPN, Ericsson, ST-Ericsson

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	430044 (FS_OAM-ESM)
	Study on Telecommunication Management; Energy Savings Management (ESM)
	Studied energy saving requirements and solutions for several use cases (Completed 03/2010).

	460016 (FS_Energy_UMTS)
	Study on Solutions for energy saving within UTRA Node B
	Identifies potential solutions to enable energy saving within UMTS Node-Bs, and does a light initial evaluation of the proposed solutions.

	470015 (FS_Energy_LTE)
	Study on Network Energy Saving for E-UTRAN
	Studies Inter-RAT and inter-eNB energy saving mechanisms from RAN perspective (in addition to what was already specified in Rel-9).

	470037 OAM-ES
	OAM aspects of Energy Saving in Radio Networks
	Defines Energy Savings Management OAM requirements and solutions

	480015 (FS_UE-CN_ES)
	Study on impacts on UE-Core Network signalling from Energy Saving
	Studies potential impact on UE-Core Network procedures from RAN energy saving means, like frequent switch on/off of cells. And looks for ways to mitigate impacts.


Justification

During Rel-8 to Rel-10 the LTE/SAE system has been specified and the functionality of its features has matured. There is certain interest to consider enhancements for the System architecture related to energy efficiency. The interest in such enhancements may increase with the deployment and with the capacity extension of the EPS. Energy saving may also be interesting because of increasing energy costs and fostered by more global efforts on decreasing the CO2 footprint. The mobile industry is also required to contribute to reach international or national targets. 

For some 3GPP areas, in RAN, CT and SA5, activities have already started. RAN study solutions for intra and inter RAT energy saving from RAN perspective. And CT1 study whether and how RAN solutions would impact terminals. SA5 works on a Rel-10 work Item to address the Energy Saving Management architectures and management solutions.

A study about energy saving should also be done from PS and CS core network and from IMS perspective complementing the already ongoing work of the other 3GPP groups. The study should consider from architectural point of view deployment aspects and potential system enhancements that relate to energy efficiency. Specifically functionality supporting pools of CN nodes or functions enabling multiple CN nodes (e.g. S-GWs) to serve the same or overlapping areas may be considered, e.g. to offload nodes enabling switching off nodes.

Objective:
to investigate deployment aspects that relate to energy efficiency, including potential system enhancements that support energy efficient deployments. System enhancements may be anticipated in the area of functions that have major influence on deployment like functions that support pools of CN nodes or functions that enable multiple CN nodes to serve the same or overlapping areas. The initial focus is on PS domain. This study should avoid any overlap with the work by RAN/CT/SA5 by taking into account the work that has been and is going on in these WGs. Proposals have to be well justified to be considered in the study.

Services Aspects:
should not be impacted by results of this work

Charging Aspects:
to be considered when affected by improvement proposals.

Security Aspects:
to be considered when affected by improvement proposals.

15.5
Study on S2a Mobility based On GTP and WLAN access to EPC (FS_SaMOG)  UID_510061  (moved from Rel-11)
Resources:
S2

	UID
	Name
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	20/06/2012
	80%
	SP-110221
	ZTE
	SP#55 moved to Rel-12 (completed for no UE Impact aspects). Study covers generic non-3GPP access (e.g. WLAN, WIMAX, CDMA/HRPD). Spin-off Feature SaMOG_WLAN. Linked to Rel-8 Support for non-3GPP accesses, Rel-10 SMOG, Rel-11 BBAI
	23.852


Supporting Companies:
ZTE, China Mobile, China Telecom, Alcatel-Lucent, Ericsson, BT, Telefonica, Research In Motion

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	350027
	SAE for support for non-3GPP accesses (SAES-SA-FP_n3GPP)
	WI under which non 3GPP accesses (including WLAN) support in EPS was defined, and S2a is one of the interfaces defined for this purpose.

	480037
	SMOG: S2b Mobility based on GTP
	This Feature relies on the results of the “SMOG” Work Item that specified the S2b based on GTP and mobility between S5/S8 based on GTP and S2b based on GTP. Similar impacts to the 3GPP AAA Server and PDN GW may exist for GTP based S2a and S2b.

	4600026
	BBAI : Support for BBF Accesses Interworking
	The Building Block III of the BBAI WI is to study “a potential architecture for the case of network based mobility when the BBF access is considered as trusted.”


Justification

As EPS is starting to deploy, it would be beneficial to also allow a GTP option to enable S2a network-based mobility as this could simplify the architecture and operations of 3GPP EPS network supporting 3GPP and Non-3GPP accesses by using a single mobility protocol.

EPS deployments with GTP based S2a may also bring the benefit of not requiring Gxa, e.g. to pass access network related location information to the PCRF.

It would be useful for the operators to have a solution for providing access to the EPC through a WLAN with minimum terminal impacts.  Using S2a is one candidate solution. No usage of WLAN access to EPC over S2a is currently documented in 3GPP specifications whereas deciding whether a non 3GPP access network is to be considered as trusted should not be mandated by the technology of this non 3GPP access. 
It is recognized that some WLAN access accompanied with  security mechanism (e.g., WPA2/AES) can be considered as trusted non-3GPP access.
Objective:
to study:

1. The addition of an S2a based on GTP option. In particular this SID will develop the necessary stage 2 message flows to support S2a based on GTP and mobility between GTP-S5/S8 and GTP-S2a.

2. Allowing WLAN access to EPC through S2a.

Terminal impact and changes to non 3GPP protocols will be used to evaluate the various solutions. Solutions requiring modifications to non 3GPP link-layers will not be considered. The impact on the support of various scenarios (e.g. simultaneous access to local network resources/services and access to EPC services in cases of residential WLAN, public hotspots and enterprise WLAN versus access to either one; UE and user involvement in obtaining access to such services) will be used to evaluate the various solutions.

The study will consider 2 cases: 

· Case 1, where there is UE impact

· Case 2, where there is no UE impact.

It is expected that the result of this Study Item may be re-used by 3GPP-BBF interworking activities (BBAI).
Service Aspects:

beyond those already provided when PMIPv6-based S2a is used, are not foreseen to be impacted

Charging Aspects:
any necessary enhancements to be considered by SA5

Security Aspects:
any necessary security analysis to be undertaken by SA3
15.6
Study on Usage Monitoring Control enhancement (FS_UMONC) UID_520035
Resources:
S2,S1,S5
	UID
	Name
	Resource
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	TR

	520035
	Study on Usage Monitoring Control enhancement
	-
	07/12/2012
	26%
	SP-110434
	ZTE, Huawei
	-

	520335
	SA1 part
	S1
	07/12/2012
	59%
	SP-110434
	ZTE
	23.858

	520135
	SA2 part
	S2
	07/12/2012
	1%
	SP-110434
	ZTE
	23.858

	520235
	SA5 part
	S5
	07/12/2012
	15%
	SP-110434
	Huawei
	32.858


Supporting Companies:
China Telecom, China Unicom, KDDI, BT, Telecom Italia, ZTE, Allot Communications, Tekelec, Bridgewater, GENBAND, Hitachi, Huawei, Openet, Vodafone, NTT DoCoMo
A) Usage monitoring control has been introduced into PCC since Rel-9 which provides the operator the capability to enforce dynamic policy decisions based on total network usage in real-time. It was enhanced under SAPP Work Item in rel-11 to support usage monitoring for services that are detected by the TDF.  It need to be studied if the following requirements can be fulfilled within the existing PCC framework or extensions are needed:

1) How one service/application can be included in more than one monitoring group.

2) How a service data flow/application can be disabled from the existing usage monitoring group of services/group of applications. 

3) How to exclude the usage of a particular service data flow/application from the accumulated usage for the IP-CAN session/TDF session.

4) Operators may have different usage allowance for the same service data flow/application or IP-CAN/TDF session in the different condition, e.g. leisure and busy hour, roaming and non-roaming. It is useful to optimize the procedure to reduce concurrent signalling caused by allowance change due to such condition, e.g. by keeping the accumulated usage value when the usage threshold is changed, but report it only when the next report (e.g. session termination, report on demand from PCRF etc.) is done i.e. to avoid many simultaneous reports .

B) Furthermore it is needed to study following capability :

5) How to apply usage control for a subscriber group  e.g. the members of a family or a company, or a group of devices belonging to a subscriber, that share the same usage allowance threshold. 

Objective:
to investigate if enhancements to the existing PCC architecture are needed. 

A) For those that are needed,  specify the enhancements to the policy control architecture to lift the possible restrictions of the usage monitoring control as mentioned in the justification part

Specifically, potential enhancements may include:

·  Derive possible requirements and architecture enhancement for monitoring of one service/application for multiple purposes (can be included in more than one monitoring group).

· Derive possible requirements for and study how a service data flow/application can be disabled from the existing usage monitoring group of services/group of applications. 

· Study the need for and derive possible requirements for excluding the usage of a particular service data flow/application from the accumulated usage for the IP-CAN session/TDF session.

· How to optimize the procedure to reduce IP-CAN session/TDF session signalling in general , e.g. by keeping the accumulated usage value when the usage threshold is changed, but report it only when the next report (e.g. session termination, report on demand from PCRF etc.) is done .

B) Furthermore this study item will investigate various solutions on:

· Derive possible requirements and architecture enhancement for  usage control for a subscriber group e.g. the members of a family or a company subscriber, or a group of devices belonging to a subscriber that share the same usage allowance threshold. 

SA5 to study the feasibility to enhance OCS to support the Study Item B as described above. Toinvestigate:

· 
- Usage monitoring control enhancement over OCS and their potential impacts on Sy.

· 
- Group subscriber account management in OCS.

Service Aspects:

will not impact specific services but is likely to have some impact on aspects of service delivery.

Charging Aspects:
will have some impacts 
16
SA3 Studies
	UID
	Name
	Acronym
	WI_rapporteur
	TR

	500034
	Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int_Sec
	Ericsson
	33.8xy

	530047
	Study on IMS Firewall Traversal
	FS_iFire
	Acme Packet
	33.8xy

	550026
	Study on Security on spoofed call detection and prevention (Stage 2)
	FS_SPOOF
	China Mobile
	33.8xy


16.1
Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks  UID_500034
Resources:
S3

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	500034
	Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int_Sec
	12/12/2012
	25%
	SP-100734
	Ericsson
	-
	33.8xy


Supporting Companies:
Ericsson, ST-Ericsson, Nokia Corporation , Nokia Siemens Networks, Rogers Wireless, T-Mobile, TeliaSonera, AT&T, Alcatel-Lucent, InterDigital, NEC

	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	FS_SSO_Int
	Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	The use cases and service requirements identified in FS_SSO_Int should be used as basis to support the SA3 study.

	FS_SSO_APS 


	Study on Single Sign On (SSO) Application Security for IMS - based on SIP Digest
	FS_SSO_APS analysis and solutions would be considered in this study as FS_SSO_APS is expected to cover also aspects of interworking between SSO frameworks and applications using SIP Digest based security.

	GBA-IdM
	Extended Identity Management

3GPP TR 33.924: “Identity management and 3GPP security interworking;

Identity management and Generic Authentication Architecture (GAA) interworking”
	Solutions and aspects in TR 33.924 would be considered in this study as TR 33.924 provides an interworking mechanism with 3GPP network and a SSO framework, namely GBA-OpenID interworking.

	LIBSEC
	3GPP TR 33.980: "Interworking of Liberty Alliance Identity Federation Framework (ID-FF), Identity Web Service Framework (ID-WSF) and the Generic Authentication Architecture (GAA)".
	Solutions and aspects in TR 33.980 would be considered in this study as TR 33.980 provides an interworking mechanism with 3GPP network and a SSO framework, namely GBA-Liberty/SAML interworking.


Justification 

This study is based on SA1 TR 22.895 Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks. This Study investigates the security aspects of SA1 study on interworking of the operator-centric identity management with the user-centric Web services provided outside of an operator’s domain. Specifically, it addresses integration of SSO frameworks and the 3GPP authentication services, which is essential for operators to leverage their assets and their customers’ trust, while introducing new identity services. Such integration will allow operators to become SSO identity providers by re-using the existing authentication mechanisms in which an end-user’s device effectively authenticates the end user. 

For the operator to become the preferred SSO Identity Provider might require integration of the operator core with existing application service / content providers to allow the usage of credentials on the UE, for SSO services. 
The 3GPP operator may leverage its trust framework and its reliable and robust secure credential handling infra-structure to provide SSO service based on operator-controlled credentials. Such SSO integration has to work for various operator authentication configurations.

Objective:
to investigate security aspects of use cases and service requirements identified by SA1 TR 22.895 for various operator authentication configurations:

· Service and deployment scenarios for 3GPP operators adopting an integrated approach to SSO, including WEB, person to person and MTC service scenarios

· Comprehensive set of use cases of integration of different Identity and SSO frameworks (e.g. OpenID) for various operator authentication configurations (e.g. configurations using GBA or not using GBA)

· Use cases and potential service requirements for Operators sharing controlled user credentials with 3rd party service providers

· Use cases and potential service requirements associated with ensuring that the intended user is making use of the associated SSO capability (including the case when  the UE has been stolen or lost)

In particular, this study evaluates existing interworking solutions, cf. section 2.1, between SSO frameworks and 3GPP authentication mechanisms against the findings of the SA1 study and develops new solutions as appropriate. 

The service aspects are studied in the related SA1 study.

There may be MMI aspects with the objective above for  “ensuring that the intended user is making use of the associated SSO capability (including the case when  the UE has been stolen or lost)”.

The charging aspects are studied in the related SA1 study

16.2
Study on IMS Firewall Traversal (FS_iFire) UID_500034
Resources:
S3

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	530047
	Study on IMS Firewall Traversal
	FS_iFire
	12/12/2012
	25%
	SP-110654
	Acme Packet
	-
	33.8xy


Supporting Companies:
Acme Packet, China Mobile, Ericsson, Huawei, Juniper Networks, Vodafone, ZTE, Research in Motion, Intel

Justification
The IMS service requirements (TS 22.228) have been extended to cover new requirements for IMS firewall traversal and this study item is to study what the issues to be resolved are to meet these requirements and potential mechanisms if existing mechanisms do not meet these requirements.  The industry has historically adopted proprietary approaches to traverse such firewalls. One example approach is to tunnel application traffic over TLS/TCP on HTTPS’ well-known port number, emulating HTTPS web traffic.  

3GPP have some mechanisms already to handle NAT and FW traversal for IMS based on tunnelling techniques. There is however a need to review the existing mechanisms to assess whether these are suitable or if other mechanism are needed.

Objective:

· To review and study the requirements and scenarios for traversal of IMS services over IMS-unaware firewalls. 

· To study mechanisms (based on both secure and non-secure tunnels), which can be used for traversal of IMS services over IMS-unaware firewalls.  

Service Aspects:

to address service requirements introduced in SA1 for traversal of IMS services over IMS-unaware firewalls. 

Security Aspects:
Security implications of traversing firewalls need to be balanced against the need for service access in a wide range of access network environments. Issues with meeting requirements for lawful interception need to be considered.
16.3
Study on Security on spoofed call detection and prevention (Stage 2) (FS_SPOOF) UID_550026
Resources:
S3

	UID
	Name
	Acronym
	Finish
	Comp
	Hyperlink
	WI_rapporteur
	Notes
	TR

	550026
	Study on Security on spoofed call detection and prevention (Stage 2)
	FS_SPOOF
	14/06/2013
	5%
	SP-120030
	China Mobile
	Linked to Rel-11 SPUCI TR 33.838
	33.8xy


Supporting Companies:
China Mobile, Deutsche Telekom, TeliaSonera, CATR, China Unicom, Huawei, CATT, NEC, Rogers Wireless, Orange, BT, Acme Packet
	Related Work Item(s) (if any]

	UID
	Title
	Nature of relationship

	480039
	Specification of Protection against Unsolicited Communication for IMS (SPUCI) TR 33.838 
	Untrusted networks


Justification
There are a variety of methods and technologies that can be used to make spoofed calls. The most common ways can be through leased voice line/PRI or using VoIP technology. Spoofed call is unfortunately an existing method in telecom fraud. It tricks the called party into thinking the call was coming from a different, sometimes authoritative organization than the caller’s. In some regions, commonly spoofed IDs are those from authoritative organizations, emergency IDs, bank IDs and police IDs. In other regions, threats typically include e.g. voicemail spoofing (privacy threats) and premium services spoofing (commercial threats). Spoofed calls may indeed be terminated in a 3GPP mobile network – an increasing probability and threat. There are several impacts by the spoofing calls.  For example, the existence of spoofed calls lowers the trust level of telecom services, in that people may trust all networks less and less. It enhances the fraud effect greatly by tricking people, it causes great loss to the users, and threatens to create bad reputation to also mobile networks and its services. 

· Spoofing call is possible in local, long distance and international calls with low cost, although the cost and effort to implement it varies with network, and with country

· It is hard to detect spoofing calls in current mobile network; It is almost  impossible to detect spoofing calls from gateways, especially the spoofed call ID is subscribers of different networks

In order to detect the spoofing call and find measures to deal with this heavy problem of spoofed call, the best common methods and possible practices for this kind of problem need to be described. 
Objective:
to come up with recommendations on means to identify spoofed calls in CS domain where the call could have originated from outside the CS domain. This study item has the following objectives: 

· Outline valid threat scenarios for spoofing calls coming to 2G and 3G CS domains. 
· Analyze and evaluate if any tools in 3GPP can be used to counteract this problem.

· Study and identify possible required technology mechanism to detect the spoofed calls in the first step and also study prevention as second step if detection is achievable. 
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	Comments

	TR 33.8xx
	Security study on spoofing call detection and prevention
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	UID
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	WI_rapporteur
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	Release 12 Features
	
	
	-
	

	530042
	IMS-based Telepresence
	IMS_TELEP
	S1
	Orange
	-

	530043
	Service and Media Reachability for Users over Restrictive Firewalls
	SMURFs
	S1
	Vodafone
	-

	550024
	Advanced IP Interconnection of Services (IPXS) for national interconnect
	IPXSNAT
	S1
	KPN
	-

	550025
	Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	SSO_Int
	S1
	InterDigital
	-

	470030
	Codec for Enhanced Voice Services
	EVS_codec
	S4,S1
	Huawei
	-

	500028
	LIPA Mobility and SIPTO at the Local Network
	LIMONET
	S2,C4,C1
	Huawei
	-

	500031
	Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers
	MOSAP
	S1,S2
	Cisco
	-

	510049
	Operator Policies for IP Interface Selection
	OPIIS
	S2
	LG Electronics
	Stage 2

	520029
	Short Message Service (SMS) submit and delivery without MSISDN in IMS
	SMSMI
	S2
	Nokia Siemens Networks
	Stage 2

	510054
	Security aspects of Public Warning System
	PWS_Sec
	S3,S1,S2,C1,R2
	ST-Ericsson
	-


	UID
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	WI_rapporteur
	TR
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	Release 12 Studies
	
	
	
	

	470020
	Study on Alternatives to E.164 for Machine-Type Communications
	FS_AMTC
	S1
	T-Mobile USA
	22.988

	480032
	Study on enhancements for Machine-Type Communications (MTC)
	FS_MTCe
	S1
	Huawei
	22.888

	490035
	Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int
	S1
	InterDigital
	22.895

	500035
	Study on Continuity of Data Sessions to Local Networks
	FS_CSN
	S1
	NEC
	22.896

	500036
	Study on non-MTC Mobile Data Applications Impacts
	FS_MODAI
	S1
	Huawei, China Mobile
	22.801

	530044
	Study on Proximity-based Services
	FS_ProSe
	S1
	Qualcomm
	22.803

	540027
	Study on User Plane Congestion management
	FS_UPCON
	S1
	KDDI
	22.805

	540028
	Study on RAN Sharing Enhancements
	FS_RSE
	S1
	NEC
	22.852

	410043
	Study on Multi Access PDN connectivity and IP flow Mobility
	FS_MAPIM
	S2,S1
	Qualcomm, ZTE
	23.861

	490034
	Study on IMS based Peer-to-Peer Content Distribution Services (Stage 2)
	FS_IMS_P2P_CDS
	S2,S1
	China Mobile
	23.844

	490036
	Study on Core Network Overload solutions
	FS_CNO
	S2
	Huawei
	23.843

	500037
	Study on System Enhancements for Energy Efficiency
	FS_SEEE
	S2
	Huawei
	23.866

	510061
	Study on S2a Mobility based On GTP and WLAN access to EPC
	FS_SaMOG
	S2
	ZTE
	23.852

	520035
	Study on Usage Monitoring Control enhancement
	FS_UMONC
	S2,S1,S5
	ZTE, Huawei
	-

	500034
	Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int_Sec
	S3
	Ericsson
	33.8xy

	530047
	Study on IMS Firewall Traversal
	FS_iFire
	S3
	Acme Packet
	33.8xy

	550026
	Study on Security on spoofed call detection and prevention (Stage 2)
	FS_SPOOF
	S3
	China Mobile
	33.8xy
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	UID
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	WI_rapporteur
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	TR

	0
	Release 12 Studies
	
	
	
	
	
	

	460025
	Deleted - Study on UICC/USIM enhancements
	FS_U2e
	S1
	SP-090903
	Giesecke & Devrient
	SP#55 work stopped. Triggered by GSMA Smart SIM and 3GNBK projects, and to evolve from traditional USAT to multimedia USIM toolkit support, particularly to Smart Card Web Server
	22.817
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	Change history

	Date
	Subject/Comment
	Ver.

	2011-09
	1st draft despatched to TSGs/MCC for input / comment
	0.0.1

	2012-01
	Post-TSG#54 Dec 2011 updates
	0.0.2

	2012-03
	Post-TSG#55 updates. Stage 1 target freezing has been set to Mar 2013
	0.0.3

	
	
	


TSG#55 completed Rel-12 Studies

	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	470020
	Study on Alternatives to E.164 for Machine-Type Communications
	FS_AMTC
	S1
	SP-100198
	T-Mobile USA
	SP#55 completed. Determine an alternative to E.164 for identifying individual devices and route messages between those devices
	22.988

	490035
	Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	FS_SSO_Int
	S1
	SP-100640
	InterDigital
	SP#55 completed. Linked to SA3 Study on Single Sign On (SSO) Application Security for IMS - based on SIP Digest (UID_480048), SA3 TR 33.924 Extended Identity Management (GBA-IdM) and SA3 TR 33.980 (LibSec)
	22.895

	460025
	Deleted - Study on UICC/USIM enhancements
	FS_U2e
	S1
	SP-090903
	Giesecke & Devrient
	SP#55 work stopped. Triggered by GSMA Smart SIM and 3GNBK projects, and to evolve from traditional USAT to multimedia USIM toolkit support, particularly to Smart Card Web Server
	22.817


TSG#55 completed Release 12 Features

	UID
	Name
	Acronym
	Resource
	Hyperlink
	WI_rapporteur
	Notes
	TSs_and_TRs

	550000
	Advanced IP Interconnection of Services (IPXS) for national interconnect
	IPXSNAT
	S1
	SP-120109
	KPN
	SP#55 Stage 1 completed. Linked to Rel-11 Feature Advanced IP Interconnection of Services (IPXS) UID_470051. Source of external requirements: ETSI TISPAN LS_in on Guidelines for National IP Interconnection (S1-120223)
	-

	550000
	Stage 1 for Advanced IP Interconnection of Services (IPXS) for national interconnect
	IPXSNAT
	S1
	S1-120302
	KPN
	SP#55 completed
	22.228 CR#0161


New Release 12 Studies

	UID
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	Acronym
	Resource
	Finish
	Comp
	Hyperlink
	Rapporteur
	Notes
	TSs_and_TRs

	550026
	Study on Security on spoofed call detection and prevention (Stage 2)
	FS_SPOOF
	S3
	14/06/2013
	5%
	SP-120030
	China Mobile
	Linked to Rel-11 SPUCI TR 33.838
	33.8xy


New Release 12 Features

	UID
	Name
	Acronym
	Resource
	Finish
	Comp
	Hyperlink
	Rapporteur
	Notes
	TSs_and_TRs

	550024
	Advanced IP Interconnection of Services (IPXS) for national interconnect
	IPXSNAT
	S1
	07/03/2012
	100%
	SP-120109
	KPN
	SP#55 Stage 1 completed. Linked to Rel-11 Feature Advanced IP Interconnection of Services (IPXS) UID_470051. Source of external requirements: ETSI TISPAN LS_in on Guidelines for National IP Interconnection (S1-120223)
	-

	550124
	Stage 1
	IPXSNAT
	S1
	07/03/2012
	100%
	S1-120302
	KPN
	SP#55 completed
	22.228 CR#0161

	550025
	Integration of Single Sign-On (SSO) frameworks with 3GPP networks
	SSO_Int
	S1
	12/09/2012
	0%
	SP-120184
	InterDigital
	Triggered by Rel-12 TR 22.895. Linked to SA3 TR 33.8xy (Study on Security aspects of SSO_Int), TR 33.914 (SSO application security for common IMS based on SIP Digest), TR 33.924 (i/w of GBA and OpenID), TR 33.980 (i/w of GBA and Liberty Alliance)
	-

	550125
	Stage 1
	SSO_Int
	S1
	12/09/2012
	0%
	SP-120184
	InterDigital
	-
	22.101
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