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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

With the recent introduction of a service based management architecture for management of mobile networks [2], a service provider or network operator can manage 5G networks including network slicing, using management services. The next level of management is to manage the communication services provided by the network. This document studies the use of a service based management architecture for management of communication services.

1
Scope

The present document specifies potential use cases, requirements and solutions (from the perspective of services based management architecture) for the management of communication services. The document provides conclusions and recommendations on the next steps in the standardization.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 28.533: "Management and orchestration; Architecture framework".

[3]
3GPP TS 28.530 "Management and orchestration; Concepts, use cases and requirements".

[4]
3GPP TS 22.261 "Service requirements for next generation new services and markets".
[5]
3GPP TR 28.801 "Study on management and orchestration of network slicing for next generation network",
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>

CSMF

Communication Service Management Function

4
Concepts and background

4.1
Types of communication services

Communication services offered by Communication Service Providers (CSPs) to Communication Service Customers (CSCs) are of various categories. Communication services can be classified from different dimension views according to the purpose of classification.

To investigate different business models or different roles involved from business models perspective, using types of service consumers as the service classification criteria, communication services can be classified as business to consumer (B2C) services, business to business (B2B) services, business to household (B2H) services and business to business to everything (B2B2X) services, see clause 4.1.2 of TS 28.530 [3]. Two business models as "Network Slice as a Service (NSaaS)" and "Network Slices as NOP internals" are documented in clause 4.1.6 and 4.1.7 of TS 28.530 [3].
To investigate communication services from performance requirements perspective, which is another dimension, communication services can be classified as eMBB, URLLC and MIoT, see clause 4.1.4 of TS 28.530 [3]. 

- EMBB service type aims at supporting performance requirements of high data rates and high traffic densities, see Table 7.1-1 "Performance requirements for high data rate and traffic density scenarios" of TS 22.261 [4].

- URLLC service type aims at supporting performance requirements of low-latency and high-reliability, see Table 7.2.2-1 "Performance requirements for low-latency and high-reliability services" of TS 22.261 [4].

- MIoT service type aims at supporting performance requirements of large number and high density of IoT devices, see clause 4 of TS 22.261 [4].
Communication Service (CS) is that which is offered by a communication service provider to its customers to fulfil their requested communication service requirements. The types of communication service customers include B2B, B2C, B2H and B2B2X, see clause 4.1.2 of TS 28.530 [3].
Editor’s Note: Communication Service instance is FFS.

4.2
Management aspects of communication services
4.2.1
General

Management of communication services includes the following aspects:

- Lifecycle of communication service;
- Performance assurance of communication services.
4.2.2
Lifecycle of communication service

Editor's Note: The lifecycle of communication service is FFS.

4.2.3
Performance assurance of communication services

Performance assurance of communication services includes the following aspects:

-
Performance monitoring of communication services;
-
Performance analytics of communication services;
-
Performance guarantee of communication services.
These aspects are responsible for restoring the communication service performance for customers to a level specified in the SLA or other service KQI descriptions as soon as possible.

Editor's Note: The details of these aspects of performance assurance of communication services is FFS.
4.3
SLA assurance
4.3.1
Description

From management aspect, it would beneficial to take into account of the SLA during the planning and provision phase. NOP may also optimize the network to guarantee the SLA when needed. 
The NOP needs to take into account of their customers’ requirements in planning, provision and optimization phases of the network, which may include:
- Receive the service request from the customer.
- Identify which SLA that management system could guarantee with the network management capabilities.

- Identify what other information except the management data may be needed to support management decision.

4.3.2
Management cooperation with 5GC and NG-RAN 
Coordination may be needed between the management, 5GC and NG-RAN domains as shown in the figure 4.3.2.1. The management domain provides the SLA assurance from the management perspective. Core and RAN contribute to the fulfilment of network slice SLA from the control plane and user plane perspective.
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Figure 4.3.2.1 Cooperation between management, 5GC and NG-RAN domains following Hybrid-SON

4.4
Description of communication service management 
4.4.1
Customer, service and resource views

A communication service can be described from the perspective of a customer that orders and consumes the communication service (CSC) and from the perspective of a service provider (CSP) that offers and provides the communication service. 

A communication service can be realized by the instantiation of a communication service, based on communication service description(s) with the information applicable to the communication service instance. The communication service information is mapped to resource information to realize the communication service.     

4.4.2
Communication service management function

The CSMF is described in [5] and involves provisioning and management of communication service instances. Part of his role is to request the necessary resources to realize the communication service instances. The request for the resources includes service specific instance information to be used by the resource management to realize the communication service instance. 
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Figure 4.4.2.1: Customer aspects as well as, service and resource aspects regarding CSMF

The CSMF is split into two parts where one of them is related to customer aspects and the other is related to the service and resource aspects.

Editor’s Note: This clause describes a high-level concept. Further details on the concept are to be included during the study. 

5
Potential use cases and requirements

5.1
MDA-Assisted network provisioning contributing to SLA assurance
5.1.1
Description

The 5G network can support different services with various QoS parameters. The QoS parameters are maintained by the system during the lifetime of the network.

Utilizing MDAF to provide big data analytics in order to help the management system functions to derive suitable network topology (e.g. VNF chains, network configurations etc.) to guarantee the service assurance given by the vertical customers from the network provisioning aspect. After the network is setup with the suitable configurations, the control plane and user plane could do further adjustment (e.g. with UE session control etc.) to improve the individual user experiences.
In this case, management system needs to identify which service requirements that are related to the network management system for the purpose of network or network slice deployment, and which type of information that could be provided to MDAF for the analytics.

Editor's Note:
which type of information that could be provided to MDAF needs the coordination with SA2 and RAN3.
5.1.2
Potential requirements

REQ-CSM_MDA-CON-01 The communication services management system shall have the capability providing the communication service requirements related to network to the management data analytics service provider.
REQ-CSM_MDA-CON-02 The management data analytics service provider shall have the capability getting the network management data from network management service provider.

REQ-CSM_MDA-CON-03 The management data analytics service provider shall have the capability allowing its authorized consumer to request recommendation for the purpose of network provisioning.

5.2
SLA monitoring for network slicing
5.2.1
Description

After the network slice provisioning, the CSP and /or CSC may need to monitor the SLA status of the NSI to make sure whether its service requirements are achieved. In the service based management architecture, subscribe-notify and request-response style interactions between the communication services management function and network slice management function can be utilized. Network slice management function reports the SLA related network slice level KPIs and end user traffic level QoS/QoE parameters. The reporting can be periodic, or event based. Communication services management function may also invoke the SLA monitoring related APIs provided by the network slice management function. Network slice management function collects network slice domain specific operating data from the constituent network slice subnet management functions. Aggregating, analysing and processing the data into E2E network slice level operating parameters and presents them to the communication services management function. 

Editor’s Note: Adding the ref to the clause 4.8 of TS 28.530 in above paragraph is FFS.

5.2.2
Potential requirements

REQ-CSM_SLA-CON-01 The 3GPP management system shall have the capability monitoring the performance metrics related to the SLA.
5.3
Communication service instances realized in a single network slice instance

5.3.1
Description

A CSP offers a portfolio of communication services to the market (CSC). 

The CSP receives a request from a customer to realize a communication service instance. 
- The CSP checks the communication service catalogue to find communication services with the communication service description which matches the request.
- The CSP check the network slice inventory to find a network slice instances which matches the request.

- The network slice instance to be used will be checked whether there is sufficient capacity available to support the new communication service instance. If there is enough capacity available, the communication service instance will be assigned to the network slice instance.

The communication service instance has been realized.

5.3.2
Potential requirements
REQ-CSM_LCM-CON-01 The 3GPP management system shall provide a management service, which offers the capability to receive and process a request to use a communication service instance.

REQ-CSM_LCM-CON-02 The 3GPP management system shall provide management service, which offers the capability to ensure that the list of realized communication service instances are up to date. 

REQ-CSM_LCM-CON-03The 3GPP management system shall provide a management service, which offers the capability to find a communication service description based on a request.

REQ-CSM_LCM-CON-04 The 3GPP management system shall provide a management service, which offers the capability to assign a communication service instance to an existing network slice instance.
5.4
Remove a communication service instance from a network slice instance
5.4.1
Description

A Communication Service Provider (CSP) is informed by a CSC that a realized communication service instance will cease to exist.

The CSP checks the communication service inventory to find the network slice instance that is used to realize the communication service instance. The communication service instance is unassigned from the network slice instance and the network slice instance is modified or terminated to reflect the changed requirements.

The communication service instance has been removed.

5.4.2
Potential requirements

REQ-CSM_LCM-CON-05 The 3GPP management system shall have the capability to remove an existing instance of communication service according to the request from a CSC to remove a communication service instance.
REQ-CSM_LCM_CON-06 The 3GPP management system shall have the capability to request the network slice management function to modify or terminate the existing NSI which supports the CSI to be removed.

6
Potential solutions

7
Conclusions and recommendations
Annex A:
Key topics for communication services management
The key topics for communication services management to be studied in the present document are as follows:
Topic 0. Definition of communication services

Study the definition of communication services, may need to refer to SA1 specification.
Topic 1. Communication services management concepts

Study the concepts of communication services management including communication service types, life cycle management of communication services etc.
Topic 2. Performance assurance of communication services
Study aspects of performance assurance of communication services, e.g. performance monitoring, performance analytics and performance guarantee of communication services.
Topic 3. Enhanced network slice template (NST)
Study aspects of NST, e.g. new possible parameters and the mapping between GSMA GST and SA5 NST.
Topic 4. Provisioning of a communication service instance
Study aspects of provisioning of a communication service instance.
Topic 5. Relation of tenant management, communication services management and network management, including network slicing management

Study the relation of tenant management, communication services management and network management, including network slicing management.

Editor's Note: More key topics may be added later. Whether to keep the key topics list in TR or not needs to be decided later at the end of the TR work.
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