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[bookmark: _Toc40078167]Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
NOTE 1:	The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
NOTE 2:	The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
NOTE 3:	The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
NOTE 4:	The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
NOTE 5:	The constructions "is" and "is not" do not indicate requirements.
[bookmark: _Toc40078168]Introduction
The present document describes closed loop assurance solution enabling a service provider or an operator to continuously deliver the requested level of communication service quality to the customer and is part of a TS-family covering the 3rd Generation Partnership Project Technical Specification Group Services and System Aspects Management and orchestration of networks, as identified below:
TS 28.535: Management Services for Communication Service Assurance; Requirements
TS 28.536: Management Services for Communication Service Assurance; Stage 2 and stage 3
The solution described builds upon the management services specifications as identified below:
TS 28.530: Management and orchestration; Concepts, use cases and requirements
TS 28.533: Management and orchestration; Architecture framework.
TS 28.532: Management and orchestration; Management services.
TS 28.540: Management and orchestration; 5G Network Resource Model (NRM); Stage 1
TS 28.541: Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3
TS 28.531: Management and orchestration; Provisioning.
TS 28.545: Management and orchestration; Fault Supervision (FS)
TS 28.550: Management and orchestration; Performance assurance
TS 28.552: Management and orchestration; 5G performance measurements
TS 28.554: Management and orchestration; 5G End to end Key Performance Indicators (KPI).

[bookmark: _Toc40078169]
1	Scope
The present document describes the management services for communication service assurance and specifies stage 2 and stage 3 for closed loop communication service assurance solution that adjusts and optimizes the services provided by NG-RAN and 5GC.
[bookmark: _Toc40078170]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	ETSI GS ZSM 002 V1.1.1 (2019-08): “Zero-touch network and Service Management (ZSM); Reference Architecture”
[3]	3GPP TS 28.550: "Management and orchestration; Performance assurance”
[4]	3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS) "
[5]	3GPP TS 28.622: "Telecommunication management; Generic Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)"
[6]	3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3"
[7]	3GPP TS 28.532: "Management and orchestration; Management services"
[8]	3GPP TS 32.302: "Telecommunication management; Configuration Management (CM); Notification Integration Reference Point (IRP); Information Service (IS)


[bookmark: _Toc40078171]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc40078172]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc40078173]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc40078174]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ACRONYM>	<Explanation>
[bookmark: historyclause]


[bookmark: _Toc40078175]4 	Communication service assurance service
[bookmark: _Toc40078176]4.1	Stage 2
Editor’s Note: the substructure is for FFS.
[bookmark: _Toc40078177]4.1.1	Overview of interfaces
Communication service assurance relies on a set of management services that together provide the CSP with the capability to assure the communication service as per agreement with a CSC (e.g. enterprise). The overall solution and information flows between management services and control steps [2] are shown in Figure 4.1.1.1.

Figure 4.1.1.1 Overview of information flows
In Figure 4.1.1.1 the entity representing the communication service is the CSI and the assurance of the communication service is provided by the loop between the different management services provided by the management system. The input to the loop is the data provided by the CSI which is monitored by the control step Monitor and output of the loop is a possible action from the control step Execute, when for example the service experience degrades, to adjust the CSI. The data associated with the CSI is monitored by the management services for data collection and threshold monitoring, the management service provides information to the assurance root cause analysis management service and based on that information the assurance root cause analysis takes place followed by propose mitigation. The mitigation proposal is executed to bring the CSI assurance within the boundaries of the metrics (SLS goals) that are controlled by the loop. 
The management services available between the control step for Monitoring and Analyse and Decide are based on file transfer described in 28.550 [3], data streaming described in 28.550 [3] and notifications described in 28.545 [4].
Editor’s Note: further details including the relationship between the figure and Trace and MDT are FFS

[bookmark: _Toc40078178][bookmark: _Toc350959945]4.1.2	Model 
[bookmark: _Toc40078179]4.1.2.1 	Imported and associated information entities
[bookmark: _Toc40078180]4.1.2.1.1 	Imported information entities and local labels
	Label reference
	Local label 

	TS 28.622 [5], IOC, Top
	Top

	TS 28.622 [5], IOC, SubNetwork
	SubNetwork

	TS 28.622 [6], ProxyClass, ManagedEntity
	ManagedEntity

	TS 28.541 [6], dataType, ServiceProfile 
	ServiceProfile

	TS 28.541 [6], dataType, SliceProfile
	SliceProfile

	
	



[bookmark: _Toc40078181]4.1.2.2	Class diagram
[bookmark: _Toc19888043][bookmark: _Toc27404924][bookmark: _Toc40078182]4.1.2.2.1	Relationships



Figure 4.1.2.2.1.1: Assurance management NRM fragment 
[bookmark: _Toc40078183]4.1.2.2.2	Inheritance

Figure 4.1.2.2.2.1: Assurance management inheritance relationships
[bookmark: _Toc350959946][bookmark: _Toc40078184]4.1.2.3	Class definitions
[bookmark: _Toc40078185][bookmark: _Toc350959947]4.1.2.3.1	AssuranceControlLoop
[bookmark: _Toc40078186]4.1.2.3.1.1	Definition
This IOC represents the capabilities of a control loop, these include:
- to automatically adjust a ManagedEntity (for example a network slice) to meet the objective described in AssuranceControlLoopGoal 
- to report the effectiveness of an AssuranceControlLoop 
- state management of an AssuranceControlLoop
[bookmark: _Toc40078187]4.1.2.3.1.2	Attributes
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


[bookmark: _Toc19888049][bookmark: _Toc27404930]Editor’s Note: attribute constraints are FFS
[bookmark: _Toc40078188]4.1.2.3.1.3	Constraints
Editor’s Note: attribute constraints are FFS
[bookmark: _Toc40078189]4.1.2.3.1.4	Notifications
The common notifications defined in clause 4.1.2.5 are valid for this IOC, without exceptions or additions.
[bookmark: _Toc40078190]4.1.2.3.2	AssuranceControlLoopGoal <<ProxyClass>>
[bookmark: _Toc40078191]4.1.2.3.2.1	Definition
This IOC represents the <<dataType>> ServiceProfile and <<dataType>> SliceProfile, defined in network slice NRM in [6].
[bookmark: _Toc40078192]4.1.2.3.2.2	Attributes
The attributes are defined in network slice NRM in [6]. 
[bookmark: _Toc40078193]4.1.2.3.2.3	Attribute constraints
The attribute constraints are defined in network slice NRM in [6]. 
[bookmark: _Toc40078194]4.1.2.3.2.3	Notifications
The notifications of IOCs using the <<dataType>> ServiceProfile or <<dataType>> SliceProfile are defined in network slice NRM in [6].
[bookmark: _Toc40078195]4.1.2.4	Attribute definitions
[bookmark: _Toc19888228][bookmark: _Toc27405115][bookmark: _Toc35878305][bookmark: _Toc36220121][bookmark: _Toc36474219][bookmark: _Toc36542491][bookmark: _Toc36543312][bookmark: _Toc36567550][bookmark: _Toc40078196]4.1.2.4.1	Attribute properties
The following table defines the properties of attributes that are specified in the present document.
	Attribute Name
	Documentation and Allowed Values
	Properties

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	Attribute related to role
	
	

	
	
	



Editor’s Note: attribute definitions are FFS
[bookmark: _Toc40078197]4.1.2.4.2	Constraints
Editor’s Note: attribute constraints are FFS
[bookmark: _Toc19888565][bookmark: _Toc27405543][bookmark: _Toc35878733][bookmark: _Toc36220549][bookmark: _Toc36474647][bookmark: _Toc36542919][bookmark: _Toc36543740][bookmark: _Toc36567978][bookmark: _Toc40078198]4.1.2.5	Common notifications
[bookmark: _Toc40078199]4.1.2.5.1 	Alarm notifications
This clause presents a list of notifications, defined in TS 28.532 [7], that an MnS consumer may receive. The notification header attribute objectClass/objectInstance, defined in TS 32.302 [8], shall capture the DN of an instance of a class defined in the present document.
[bookmark: _Toc40078200]4.1.2.5.2	Configuration notifications
This clause presents a list of notifications, defined in TS 28.532 [7], that an MnS consumer may receive. The notification header attribute objectClass/objectInstance, defined in TS 32.302 [8], shall capture the DN of an instance of a class defined in the present document.


[bookmark: _Toc40078201]4.2	Stage 3
Editor’s Note: the substructure is for FFS.


[bookmark: _Toc34238427][bookmark: _Toc40078202]Annex A (informative):
Control loop deployed in different layers
[bookmark: _Toc40078203]A.1 Introduction
[bookmark: OLE_LINK37]This example gives a high-level view of control loops deployed in different layers, which consists of control loop in communication service layer, control loop in network slice layer, control loop in network slice subnet layer and control loop in NF layer, as described as Figure A.1-1, where the analytic could be leverage MDAS, and different control loops can provide input (interact with) to other control loops (in the same layer or different layers) and obtain the output from other control loops (in the same layer or different layers). 


Figure A.1-1 Control loop in different layers
[bookmark: _Toc40078204]A.2 Control loop in communication service layer
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]SLA/SLS requirements provided from CSC are translated into serviceProfile, which represents the requirements for communication service assurance to the CSP. Coordination between control loop in communication service layer and control loop in network slice layer is needed to calculate the communication service resource requirements and to assure the communication service SLA/SLS requirements. 
When the communication service is active, network slice performance is monitored and analysed for the communication service according to end user service experiences. 
If service degradation occurs or it is predicted, the 3GPP management system could take actions, i.e. the allocated resources are scaled up or the SLS is adjusted based on pre-agreement/interaction between CSP and CSC.
[bookmark: _Toc40078205]A.3 Control loop in network slice layer
[bookmark: OLE_LINK2]After the network slice provisioning, the network slice performance (e.g. KPI, QoE) are monitored and reported. When network slice performance is not met, the 3GPP management system identifies the root cause and may reconfigure the resources according to analytical report from MDAS producer. The network slice resources are also modified accordantly in case the network slice performance requirement needs to be changed based on communication service requirement adjustment.
[bookmark: _Toc40078206]A.4 Control loop in network slice subnet layer
The 3GPP management system could have the capability of service observation (e.g., the supervision to the NSSI) based on MDAS. Based on such observation, management actions on the NSSI might be performed if NSSI performance requirements fulfillment indicates a problem. Another possible scenario is that, when the NSSI performance requirement is changed because of the network slice modification management action, the NSSI resources might be also reconfigured. 
[bookmark: _Toc40078207]A.5 Control loop in NF layer
Editor’s note: the control loop in NF layer is FFS.
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