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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The aim of this Technical Report is to study and specify how to collect data and how to feedback data analytics to the network functions.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System".

[3]
3GPP TS 23.502: "Procedures for the 5G System".
[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
3
Definitions and Abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

DN
Data Network

NWDAF
Network Data Analytics Function

OAM
Operation, Administration, and Maintenance

OTT
Over The Top

URSP
UE Route Selection Policy
4
Architecture Assumptions
4.1
General
The following architectural assumptions are applicable for all potential solutions:
1
The NWDAF (Network Data Analytics Function) as defined in TS 23.503 [4] is used for data collection and data analytics in centralized manner. An NWDAF may be used for analytics for one or more Network Slice.

2
For instances where certain analytics can be performed by a 5GS NF independently, a NWDAF instance specific to that analytic maybe collocated with the 5GS NF. The data utilized by the 5GS NF as input to analytics in this case should also be made available to allow for the centralized NWDAF deployment option.

3
5GS Network Functions decide how to use the data analytics provided by NWDAF to improve the network performance.

4
NWDAF utilizes the existing service based interfaces to communicate with other 5GC Network Functions.

5
A 5GC NF may expose the result of the data analytics to any consumer NF utilizing a service based interface.

6
The interactions between NF(s) and the NWDAF take place in the local PLMN (the reporting NF and the NWDAF belong to the same PLMN).

4.2
General Framework
The Figure 4.2-1 shows general framework for 5G network automation in Release 16, depicting that the NWDAF should be able to collect data from the operator OAM, AFs and 5GC network functions.
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Figure 4.2-1: general framework for 5G network automation
The NWDAF can exchange information with OAM. For the collection of OAM data, the NWDAF shall reuse existing mechanisms and interfaces defined by SA5. For OAM information exchange beyond existing mechanisms and interfaces defined by SA5, close co-operation with SA5 is needed.
Depending on network deployments and on AF(s), the AF may exchange information with the NWDAF via the NEF, or use the service based interfaces to access the NWDAF directly.
NWDAF accesses network data from data repositories.
For 5GC NFs, the NWDAF utilizes the service based interfaces to communicate to get network data.
Based on the aforementioned data collection, the NWDAF performs data analysis and provides the analytical result to the AF, the 5GC NFs and the OAM.
The output of the analytics provided to the AF and NFs by the NWDAF and vice versa will be defined depending on the selected solutions for the key issues.
5
Use Cases and Key Issues
5.1
Use Cases
5.1.0
Introduction and guidelines
The NWDAF may serve use cases belonging to one or several domains, e.g. QoS, traffic steering, dimensioning, security.

The input data of the NWDAF may come from multiple sources, and the resulting actions undertaken by the consuming NF or AF may concern several domains (e.g. Mobility management, Session Management, QoS management, Application layer, Security management, NF life cycle management).

Use case descriptions should include the following aspects:

1.
General characteristics (domain: performance, QoS, resilience, security; time scale);
2.
Nature of input data (e.g. logs, KPI, events);
3.
Types of NF consuming the NWDAF output data, how data is conveyed and nature of consumed analytics;
4.
Output data;
5.
Possible examples of actions undertaken by the consuming NF or AF, resulting from these analytics;
6.
Benefits, e.g. revenue, resource saving, QoE, service assurance, reputation.
5.1.1
Use Case 1: <how to get information from AF>

5.1.1.1
Description

Operators have already been able to collect some network information, e.g. through OAM to obtain the network data. However, the operators lack information from the service applications, especially for the 3rd party service applications. As a result, it is difficult for the operators to measure the actual service experience for the users and also don't know how to optimize the service.

Different service applications usually have different service requirement and probably could change their service frequently since the OTT behavior may often change based on its own requirement. Thus it is needed to

-
define a framework for data retrieval from AF(s).
-
define common data that could be retrieved across multiple applications.

NOTE:
The Study cannot define all data that may be retrieved from an application as such data may be application dependant.
Also some parameters, e.g. communication pattern and background traffic policy have already been defined in TS 23.501 [2] / TS 23.502 [3], which could be useful for the NWDAF architecture.

The use case is required to study how and what information the NWDAF obtains from the service applications.

In case of an AF belonging to a 3rd party would provide data to support NWDAF analytics, the AF may provide data to the NWDAF via the NEF. This use case requires to study potential signalling load impacts on the NEF
5.1.2
Use Case 2: <NWDA-Assisted QoS Provisioning>

5.1.2.1
Description

Currently, the 5G network can provide a QoS framework to support different QoS requirements of different traffic types and the QoS parameters are maintained by the system during the lifetime of the PDU sessions.

It is not clear how the network derives QoS profiles especially for non-standardized values and therefore it may be beneficial to leverage NWDA to perform/provide the big data analytics in order to help the CP functions to derive suitable QoS profiles.
The use case describes scenarios in which the NWDAF provides analytics that are used to improve the network resource utilization and user QoS experience, which includes:

-
How/what types of network information that could be provided by NWDAF to the network to improve the network resource utilization and user QoS experience.

NOTE:
This use case is not meant to support traffic congestion control i.e. the expected reaction time is assumed to be in order of magnitude of minutes

5.1.3
Use Case 3: <NWDA-Assisted Traffic Handling>

5.1.3.1
Description

Currently the SMF can select UPF for individual PDU Sessions based on multiple factors including the current load information of UPFs, UPF connection information, and UE request. However, the SMF may not have full statistics of network traffic.
This use case describes the information that may be provided by the network and the 5G-RAN and applications in DNs and analyzed by NWDAF in order to assist the UPF selection. In addition the NWDAF may assist for the definition of URSP(s).
5.1.4
Use Case 4 : <Using NWDA output to customize mobility management>
5.1.4.1
Description

As investigated by SA WG1 and SA WG2, diverse service scenarios in 5G will introduce different requirements on mobility support, which requires on demand mobility management in 5G network, i.e. the 5G network should apply customized mobility management for UEs with different mobility and/or different usage patterns.

In 5G phase 1, SA WG2 has introduced mobility pattern to differentiate UE mobility behaviours, and discussed how to use the mobility pattern, but did not define the exact content of the UE mobility pattern and how to obtain the UE mobility pattern. This use case considers that the NWDAF can provide UE mobility related analytical report based on analysis on historical UE location, UE mobility behaviours and so on. Then, it will be feasible for the 5GC to use the NWDA analytical results on a UE to customize the mobility management applied to the UE.

With the help of analytical results from the NWDAF, the 5GC can customize or optimize mobility management for each UE, including:
-
Optimizing registration area allocation to reduce mobility registration update;

-
Paging handling optimization;

-
Adjusting mobility restriction area to accurately determine restriction area;

-
NAS signalling connection management optimization to improve system efficiency and promise user experience;

-
Adjusting periodic registration timer value to signalling saving;

-
Handover optimization;

-
Overload avoidance.

Therefore, within this use case, following issues are required to be investigated:

-
What necessary information should be provided to the NWDAF to support the analysis related to the per UE mobility management?

-
What analytical results can be provided by the NWDA for per UE mobility management optimization?

-
Which network function(s) can directly interact with the NWDA to retrieve/receive the analytical results?

-
Beside mobility pattern, what other information can be used by the 5GC to customize mobility management for related UEs?

-
How to customize mobility management by using the UE mobility pattern and other information - Including:

-
Whether and how registration area allocation will be optimized;

-
Whether and how paging handling will be optimized;

-
Whether and how mobility restriction area will be adjusted;

 -
Whether and how NAS signalling connection management will be optimized;

-
Whether and how periodic registration timer value will be adjusted;

-
Whether and how handover decision will be optimized;

-
Whether and how overload avoidance will be performed.

5.1.5
Use Case 5: <NWDA-assisted Determination of Policy>

5.1.5.1
Description

Currently, the PCF can provide one or more policies for background data transfer based on requests from the 3rd party, before UE establishes the PDU session. Then, the PCF adopts the policies stored in the UDR. However, the network condition in the particular location may change after the UE establishes PDU session. Then, there are certain scenarios that the policy becomes unsuitable. Therefore, it is required that the PCF considers the latest network condition and the policy shall be updated based on some condition.

It is beneficial to leverage NWDAF to perform the big data analysis in order to create and to update a suitable policy. However, it is not clear how the network creates or updates the policy and notifies it of the 3rd party.
This use case considers the following scenarios in which the NWDAF provides the analysed information (e.g. traffic volume, congestion level, load status information in the specific network area), and which includes:

-
How/what types of information that could be provided by NWDAF in order that the PCF creates the policy?
-
How/what types of information that could be provided by NWDAF in order that the PCF updates the policy?
-
How the updated policy is exposed to the 3rd party, if it is necessary?
-
How information is made available to NWDAF for the data analysis?
5.1.6
Use Case 6: <NWDAF-Assisted QoS Adjustment>

5.1.6.1
Description

3rd Party/Vertical provides an initial SLA(s) for the given services and 5GS maps the initial SLA(s) to the 5GS QoS parameters to guarantee service performance:
-
For some services with stringent requirement e.g. from Vertical, the initial SLA(s) could be over-demanding with high network cost though the service performance is quite good.

-
For some services e.g. from 3rd Party, no initial SLA is provided at all and the 5GS just uses default QoS flow, which is undemanding with rather low network cost but results in bad service performance.

Deriving an optimum QoS profile is a typical multi-objective optimization and involves MCDM (Multiple Criteria Decision Making), which means one single best QoS parameter combination may not exist with respect to all the objectives and instead there exists a set of QoS parameter combination(s), which are superior to the rest when considering all the objectives but inferior to the other in one or more objectives.

Therefore for either over-demanding or undemanding cases, based on the non-real time data information from 5GS and Application Server, NWDAF should provide data analytic to 5GS e.g. PCF prior to or during PDU session establishment, helping 5GS derive a set of QoS parameters combination(s) per service (which is different from the one derived from the initial SLA) and determine which combination(s) are in use per NF situation per time per UE location.

5.1.7
Use Case 7: NWDAF assisting 5G edge computing

5.1.7.1
Description

Based on current 5G edge computing design, edge computing traffic routing is only influenced by Application Function based on relatively static configuration and field experience (AF influence has been defined in clause 5.6.7 of TS 23.501 [2] and clause 4.3.6 of TS 23.502 [3]), while AF doesn't have the dynamic performance information of whole network, as such, it's hard for PCF and SMF to make more accurate traffic routing decision by just taking AF's input into consideration. But NWDAF should have additional network information (e.g. load information based on time and spatial information, which service is subject to edge computing in some location, UE's mobility information) to assist the decision of PCF and SMF to route the traffic subject to edge computing.

To better satisfy this use case, SA WG2 needs to look into:
-
which information the NWDAF should have access to;

-
which information the NWDAF can provide to PCF/SMF to assist them making more accurate decision on whether and how to route traffic subject to edge computing with applying appropriate PCC rule(s).

5.1.8
Use Case 8: Performance improvement and supervision of mIoT terminals

5.1.8.1
Description
The 5G mIoT feature is supposed to be popular in diverse usage scenarios and vertical industries. In some vertical industries, for a specific group, the service behaviours, data traffic (frequency, size) and moving areas probably have obvious regularity.

The business models for 5G mIoT are diversified, and the behaviours of mIoT terminals may vary a lot for different use cases, so requirements for quality of service and power saving are different.

The massive number of IoT terminals (such as street lamp, bicycle sharing etc.) may be misused or hijacked, which may result in security issue and may need special mechanisms for monitoring and supervision.

Therefore, for the operators, it is beneficial to be able to analyze the data produced by these IoT services to meet the requirements, e.g. to prevent the network congestion because of group activity, and manage or optimize the service parameters for better performance. An example is the detection of botnets.
5.1.9
Use Case 9: <NWDAF-assisted load balancing/re-balancing of network functions>

5.1.9.1
Description

In Rel.15, the specification for load balancing/re-balancing of AMF was defined in clauses 5.19.3 and 5.19.4 TS 23.501 [2]. Currently, the operator, the NRF, or the AMF can judge the timing when the load balancing/re-balancing are executed for the AMF. In Rel.16, the specification for load balancing/re-balancing may be studied for the other network function as described in TR 23.724 [X] (FS_eSBA). This use case targets a various types of network functions.
NWDAF can be leveraged to create the analysis based on the data information collected from the different network functions per network slices and/or per types of services, and provide analytics about the timing to execute the load balancing/ re-balancing per network slices and/or per types of services. It is beneficial to leverage the NWDAF to perform the big data analysis in order that the operator or the network function judges the timing to execute load balancing and re-balancing per network slices and/or per types of services. The big data analysis may estimate the suitable timing. Then, the operator can prevent the congestion beforehand and utilize their facility in an effective manner.

This use case considers the following scenarios in which the NWDAF provides the analysed information, and which includes:
-
What kind of information is made available to the NWDAF for the data analysis.
NOTE 1:
Any implementation specific parameter (e.g. resource of CPU and memory) is out of scope.
-
Which kind of information should the NWDAF output to the other network function as the data analysis.
NOTE 2:
Interaction with OAM including for NF LCM (life cycle management) will require interactions with SA WG5.
5.1.10
Use Case 10: NWDA-assisted determination of areas with oscillation of network conditions
5.1.10.1
Description

Operators already use mechanisms for collection of information that enable CP and OAM to detect situations affecting the QoS of provided services. These current mechanisms are designed in a compartmentalized way i.e. focusing on per NF information data collection (e.g. TS 32.426 [Y] defines measurements related to EPC entities - such as MME, etc. - which are aggregated values such as mean number of dedicated EPS bearers in active mode). In 5G, different services, such as URLLC (as defined in TS 22.261 [Z]) and V2X (as recently defined in the SA WG1 FS_V2XIMP and 5GAA NESQO), may require a network wide analysis to verify/improve NF deployment and configuration (e.g. wrt. the selection of the UPF). Operators will also be able to improve how to handle the effects of network slice dynamicity in E2E QoS assurance per slice and/or per type of service (i.e. performance requirements for groups of UEs associated with a type of service, e.g. V2X).

This use case investigates how NWDAF can be leveraged to collect information from the different sources NF(s), and Application Function, and provide analytics about segments/areas of the network where the provided QoS could be improved. By correlating and analyzing information coming from NF(s) with information coming from the AF (like MOS), NWDAF can provide statistical information that enables operators to change network deployment and configuration to improve E2E QoS.

Examples of potential improvements that could be triggered by analytics/prediction are:

a)
The Application function offline report the service data (like MoS) to NWDAF, allowing NWDAF to have a snapshot of service experience for specific UEs;

b)
The NWDAF correlates the service data with the information provided by the 5GS NF(s) to find out why the service experience is good or bad;
c)
With the data analytics provided by NWDAF, the 5GS NF is able to improve service experience (e.g. in areas with dense traffic, for instance, the best compromise (cost / service delay) for UPF location could be determined);

d)
In addition, the network could inform the application Function when UE is getting close to a potentially overloaded area, so that application Function can know that there is a higher chance of oscillation on network conditions.
5.1.11
Use Case 11: Prevention of various security attacks

5.1.11.1
Description

Known issues belonging to the security domain that may take benefit of NWDAF services include:

1)
Fraudulent access to services: potentially Fraudulent access may be detected by a disruption of traffic compared to known habits of the user. Services can be data, voice or other.

For these use cases, the aspects summarized in the following table need to be investigated.

Table 5.1.11.1-1

	Use case criteria
	Description

	Use characteristics
	Security, not real-time

	Potential provider NFs or AF
	example :UPF, SMF, charging systems, AF (e.g. service chain on N6)

	Input data
	Statistics about traffic towards a service or destination address (e.g. IP address range).

	Potential consumer NFs or AF
	example :PCF, OSS, AF

	Output data
	Alerts, list of risky UE or destinations

	Differentiation criteria
	Traffic patterns: correlations between same UE and same target (voice call, data request towards same host), abnormal number of requests towards same target; abnormal number of request from usually less active UE.

	Possible resulting actions by the consuming NF/AF
	Security alerts, traffic blocking, temporary user blocking

	Benefits
	Avoid loss of revenue, service assurance, reputation


NOTE 1:
Security alerts are intended to be sent to a supervision system that is seen as an AF from the 5GS.

NOTE 2:
SA WG3 will be involved as needed in the development of solutions addressing this use case.
5.1.12
Use Case 12: < NWDA-Assisted predictable network performance >

5.1.12.1
Description

During autonomous driving, it would be helpful for advancing vehicles case to get predictable network performance (e.g. latency, reliability) of upcoming NG-RAN, i.e. eV2X application server can decide whether keeping autonomous driving mode in the upcoming NG-RAN based on the predicted network performance. Network performance of upcoming NG-RAN analyzed/predicted by NWDAF may consider the factors, e.g. speed and direction or upcoming location of the vehicle, network performance related information (load information based on time and spatial information).
In order to assist the decision of eV2X application server bases on predictable network performance from NWDA output, this use case considers the following issues:

-
What analytical result is required to be provided by the NWDA to V2X application server?

-
What input information is required for NWDAF to derive the analytical result and how to get this input information?

NOTE:
Prediction period may be also studied, e.g. based on the requirement of service.
5.2
Key Issues

5.2.1
Key Issue 1: Analytic Information Exposure to 5GS NF
5.2.1.1
Description

A 5GS NF may request or subscribe from NWDAF for providing analytic information to facilitate the NF for decision making. The analytic information may be requested and/or provided prior to or after UE registration or a PDU session establishment.

The 5GS NF may indicate in the request the expected output from the NWDAF. Based on the input from the 5GS NF, the NWDAF needs to provide the analytic information to the NF.
In this key issue, the following mechanisms need to be studied:
-
How a 5GS NF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset);

-
How the NWDAF provides/updates the analytic information to the 5GS NF.
5.2.2.1
Requirements

The NWDAF services shall permit to specify which relevant analytic information subsets are requested or notified.
5.2.2
Key Issue 2: Analytic Information Exposure to AF
5.2.2.1
Description

AF may request or subscribe to the NWDAF for providing analytic information to facilitate AF to derive requirements to the network.
The analytic information may be provided prior to or during an AF session.

AF may indicate in the request the expected output. Based on the AF input, the NWDAF needs to provide the analytic information to the AF.

The AF may be an operator owned AF or an 3rd party AF.

In this key issue, the following mechanisms need to be studied:

-
How an AF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset);

-
How the NWDAF provides/updates the analytic information to the AF.

5.2.2.2
Requirements

The NWDAF services shall permit to specify which relevant analytic information subsets are requested or notified.
5.2.3
Key Issue 3: Interactions with 5GS NFs/AFs for Data Collection

5.2.3.1
Description

Use cases listed have a common requirement that NWDAF collects the data information present in the 5G system from other 5G NFs and AF(s) for analytic purposes.
NWDAF may access data of different data types, e.g. data related to a UE, a PDU session, an NF and a slice instance.

Such data can be described according to various aspects:

1.
Granularity: individual events, KPIs, list of events;
2.
Temporality: periodical, on demand by NWDAF, triggered by specific criteria, with validity period;
3.
Format: data files (e.g. event logs), SBI requests;
4.
Individuality: aggregated data (several UE) vs single scoped data (single UE) with possible anonymization.
In order to permit interoperability between NFs and NWDAF, it is necessary to define a framework for the provision of data to the NWDAF by 5GC NFs and/or AFs, and the associated basic information set.

In addition, some of the information to be collected may be vendor / operator / deployment specific and so the data collection framework should be flexible enough to carry previously undefined / non-standard data (e.g. syslogs, call logs, vendor specific KPIs).
In this key issue, the following issues need to be studied:
-
Framework for data collection

-
Which/how 5GC NFs/AF can provide the data information to NWDAF?
-
Scoping and filtering: should the NWDAF be able to request (or subscribe) for the collection of analytics subsets in order to avoid uploading high volumes of unnecessary data, for instance on-demand analytics requested by the NWDAF to an NF, on the basis of an API allowing structured query (e.g. list of SBI events of type S during timeframe T, for instance related to certain KPIs for a subset of UEs on a specific DNN during last hour)?

-
Authentication and authorisation: how does the 5G system enforce authentication and authorization of the NWDAF for a certain data access, if required?
5.2.3.2
Requirements

The NWDAF shall be able to collect data from the 5GS NFs and AFs.

A flexible framework for data collection (interfaces, basic information model and extension rules) should be defined.

The NWDAF should be able to refine the scope of collected information, on a per request basis.

The 5GC should enforce authentication and authorization of the NWDAF for a certain data access.

5.2.4
Key Issue 4: Interactions with OAM for Data Collection
5.2.4.1
Description

Use cases listed have a common requirement that NWDAF can use for analytic purposes some data that is available in OAM system.
The following topics should be addressed by SA2 in collaboration with SA5.

-
Framework for making OAM data available to NWDAF;
-
How the data can be provided from OAM to NWDAF?

-
Several metrics and KPIs are already defined for OAM (TS 28.XXX series). Could such metrics be reused for NWDAF as set of basic data from each NF?

-
Could NWDAF use the already existing services provided by the OAM?

5.2.4.2
Requirements

The NWDAF shall be able to have access to data from the OAM.

A flexible framework for making OAM data available to NWDAF (interfaces, basic information model and extension rules) should be defined.

The NWDAF should be able to refine the scope of required information as needed.

The 5GC should be able to enforce authentication and authorization of the NWDAF for a certain data access.
5.2.5
Key Issue 5: NWDAF-Assisted QoS Profile Provisioning
5.2.5.1
Description
A NF may request or subscribe from NWDAF for providing analytic information in order for the NF to define the appropriated non standardized 5QI characteristic and accordingly it is needed to identify what information is needed by the NWDAF from NF or AF as input for data analytics.
In this key issue, the following mechanisms need to be studied:
-
What/How a NF requests or subscribes to the NWDAF for providing analytic information to define the appropriated non standardized 5QI characteristic.

- What information is provided to the NWDAF for data analytics (i.e. what information from the relevant NF(s) and/or OAM and/or other AF(s) is provided to the NWDAF);

NOTE:
This key issue is to discuss and list the potential and necessary information for the support of this key issue. Data collection framework and how NWDAF collects the data is to be addressed by Key Issue X: Data Collection Framework.
5.2.5.2
Requirements

The NWDAF shall be able to provide analytic information helping a client NF to define the appropriate non standardized 5QI characteristic based on e.g.the requirement of the 5GS NF or AF.
5.2.6
Key Issue 6: NWDAF assisting traffic routing
5.2.6.1
Description
To satisfy the identified use case #3 and #7, following issues need to be studied:
-
which information the NWDAF should have access to for analytics purpose in assisting of traffic routing;

-
which information the NWDAF can provide to PCF/SMF to assist them making more accurate decision on how to select DNAI for traffic routing with applying appropriate PCC rule(s).

5.2.7
Key Issue 7: NWDAF assisting Future Background Data Transfer
5.2.7.1
Description

To satisfy the identified use case #5, where NWDAF provide analytics information for Future Background Data Transfer, the following issues need to be studied:

-
What types of analytics information for Future Background Data Transfer could be provided by NWDAF for the PCF to determine the policy of future background data transfer;
-
What information does NWDAF need as input to determine such analytics information.
5.2.7.1
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
5.2.8
Key Issue 8: performance improvement and supervision of mIoT terminals

5.2.8.1
Description

As introduced in use case 8, the 5G mIoT feature is supposed to be popular in diverse usage scenarios and vertical industries. In some vertical industries, for a specific group, the service behaviors, data traffic (frequency, size) and moving areas probably have obvious regularity. The business models for 5G mIoT are diversified, and the behaviors of mIoT terminals may vary a lot for different use cases, thus requirements for quality of service and power saving are different. The IOT terminals with massive number of users may be misused or hijacked, which may result in security issue and may need special mechanisms for monitoring and supervision.
In order to support performance improvement and supervision of mIoT terminals based on NWDA output, the following issues are required to be investigated:
-
What necessary input is required for the NWDAF- considering both operator owned and third party mIoT terminals;

-
What analytical results can be provided by the NWDAF for performance improvement and supervision of mIoT terminals-

5.2.9
Key Issue 9: Customizing mobility management based on NWDAF output

5.2.3.1
Description
Editor's note:
Describe the key issue (i.e. problem statement), including technical constraints and interpretations.
As introduced in the investigated use case 4, diverse service scenarios in 5G will introduce different requirements on mobility support, which requires on demand mobility management in 5G network, i.e. the 5G network should apply customized mobility management for UEs with different mobility and/or different usage patterns.

In this key issue, it is supposed that the NWDAF can provide UE mobility related analytical report based on analysis on historical UE location, UE mobility behaviours and so on. Then, it will be feasible for the 5GC to use the NWDA analytical results on a UE to customize the mobility management applied to the UE.

In order to support customizing mobility management based on NWDA output, following issues are required to be investigated:

-
What analytical results can be provided by the NWDA for per UE mobility management optimization and what information is provided to the NWDAF (i.e. what information from the relevant 5GS NF(s) and/or OAM and/or the other AF(s) is provided to the NWDAF)?
NOTE:
This key issue is to discuss and list the potential information for the support of providing mobility related analytical report while data collection framework and how NWDAF collects the data is to be addressed by Key Issue X: Data Collection Framework.
-
Which network function(s) can directly interact with the NWDA to retrieve/receive the analytical results?

-
How to customize mobility management by NWDAF based outputs. Examples of potential areas of investigation are:
-
Whether and how registration area allocation will be optimized;

-
Whether and how paging handling will be optimized;

-
Whether and how mobility restriction area will be adjusted;

-
Whether and how NAS signalling connection management will be optimized;

-
Whether and how periodic registration timer value will be adjusted;

-
Whether and how handover decision will be optimized;

-
Whether and how overload avoidance will be performed;
-
What type of analytical data will be used to change the RFSP index in the AMF, and how.

5.2.3.1
Requirements

Editor's note:
This clause provides the requirements the solutions to this key issue need to address.
6
Solutions
6.1
Solution Network Data Analytics Feedback
6.1.1
Description

Editor's note:
Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow, etc.

6.1.1.1
Network data analytics Subscribe/Unsubscribe

This procedure is used by any NF service consumer) to subscribe/unsubscribe at NWDAF to be notified on analytic information, using existing Nnwdaf services defined in TS 23.502 [3].
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Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe

1.
The NF service consumer subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation.

2.
If NF service consumer subscribes to analytic information, the NWDAF notifies the NF service consumer with the analytic information by invoking Nnwdaf_EventsSubscription_Notify service operation.

6.1.1.2
Network data analytics Request

This procedure is used by the NF service consumer (e.g. UDM/UDR, AMF, SMF, PCF) to request and get from NWDAF analytic information.
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Figure 6.1.1.2-1: Network data analytics Request

1.
The NF service consumer requests analytic information by invoking Nnwdaf_AnalyticsInfo_Request service operation.

2.
The NWDAF responds with analytic information to the NF service consumer.
6.1.2
Impacts on Existing Nodes and Functionality
Editor's note:
Capture impacts on existing 3GPP nodes and functional elements.

6.1.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level.
7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.
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