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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
The present document provides a study to identify where updates may be needed to TR 22.953 [3] and TS 22.153 [2] to account for current and anticipated MPS User needs for priority data, video and text messaging communication capabilities.
1
Scope

The present document studies voice, data transport, video and messaging use cases and identifies potential requirements for Multimedia Priority Service (MPS).  It identifies where updates are needed to TR 22.953[3] and TS 22.153 [2] to account for current and anticipated MPS User needs for priority voice, data, video and text messaging communication capabilities.
The present document provides use cases and the associated potential new stage 1 requirements beyond those documented in TR 22.953 [3].  Example use cases include:

· MPS for Voice:  MPS for conversational voice and voice teleconferencing invoked from a subscribed UE, and MPS for voice teleconferencing invoked from a voice server by the host.
· MPS for Data Transport Service (DTS):  MPS DTS communications invoked from a subscribed UE, a subscribed IoT device, and from an enterprise network.

· MPS for Video: MPS for conversational video, streaming video, and video teleconferencing invoked from a subscribed UE and MPS for video teleconferencing invoked from a video server by the host.

· MPS for Text Messaging: MPS for text messaging (e.g., based on IMS/SIP messaging) invoked from a subscribed UE and from a subscribed IoT device.

The present document also considers evolution aspects for MPS support in 5G.  This includes:

· Support of MPS communications in a 5G multiple accesses and core network environment,

· Support of MPS in a mixed LTE and 5G NR environment, and

· Security considerations.

Note:  Both MPS users and Mission Critical users can use common mechanisms defined in MCData and MCVideo for group-based communication with priority.  However, both MPS and Mission Critical users have some unique requirements to also use an operator’s individual subscription-based commercial services (voice, video, data) with priority.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.153: "Multimedia priority service".
[3]
3GPP TR 22.953: "Multimedia Priority Service feasibility study".
[4]
3GPP TS 22.340: "IP Multimedia Subsystem (IMS) messaging; Stage 1".
[5]
3GPP TS 22.261: "Service requirements for next generation new services and markets".
3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

DTS
Data Transport Service

MPS
Multimedia Priority Service

NS/EP
National Security / Emergency Preparedness

OTT
Over-The-ToP

VPN
Virtual Private Network

4
Overview
4.1
Service Descriptions from User Perspective
4.1.1
MPS for Voice
The primary purpose of MPS for Voice is to provide the Service User with priority voice communication sessions in periods of severe network congestion during which normal commercial voice service is degraded.  MPS for Voice provides priority for conversational voice and voice teleconferencing sessions.  

In most scenarios during a National Security / Emergency Preparedness (NS/EP) condition, it is expected that MPS for Voice is activated in response to service degradation or when the Service User is aware of network congestion.  In limited situations, e.g., when in an area with network congestion, it is possible to proactively invoke MPS for Voice.  In all cases, basic connectivity is required in advance of priority service invocation, and special consideration needs to be provided to permit service invocation messages to be delivered during times of congestion.
4.1.2
MPS for Data Transport Service (DTS)
The primary purpose of the DTS is to provide the Service User with priority for applications using the default bearer in periods of severe network congestion during which normal commercial data service is degraded.  It includes access to an enterprise network (e.g., Government Agency private enterprise network).

In most scenarios during NS/EP condition, it is expected that the DTS is activated in response to service degradation due to network congestion.  In limited situations, e.g., when driving into an area with network congestion, it is possible to proactively invoke the DTS.  In all cases, basic connectivity is required in advance of priority service invocation, and special consideration needs to be provided to permit service invocation messages to be delivered during times of congestion.

For Enterprise access, a Virtual Private Network (VPN) connection is generally established via the originating access network, core network, and the terminating access network to the Enterprise.  In this case, the DTS is the means to achieve improved throughput/performance in times of severe network congestion.
4.1.3
MPS for Video
 The primary purpose of MPS for Video is to provide the Service User with priority video communication sessions in periods of severe network congestion during which normal commercial video service is degraded.  MPS for Video provides priority for conversational video, streaming video, and video teleconferencing sessions.  

Priority for Over-The-ToP (OTT) video obtained via the use of the DTS is not part of MPS for Video.  

In most scenarios during an NS/EP condition, it is expected that MPS for Video is activated in response to service degradation or when the Service User is aware of network congestion.  In limited situations, e.g., when in an area with network congestion, it is possible to proactively invoke MPS for Video.  In all cases, basic connectivity is required in advance of priority service invocation, and special consideration needs to be provided to permit service invocation messages to be delivered during times of congestion.
4.1.4
MPS for Text Messaging
The primary purpose of MPS Text Messaging is to provide the Service User with priority for delivery of text messages in periods of severe network congestion during which normal commercial texting service is degraded. 

MPS for Text Messaging supports priority for a text message from an MPS user to a destination which may or may not be subscribed to MPS.  It may also support priority for a sequence of messages encompassing an interactive exchange (e.g., messaging session).

It is assumed that MPS Text Messaging is based on the commercial text service offerings provided by Service Providers.  This includes the different variants of commercial text services (e.g., single text, text message session between two users, group text and chat).  It is also assumed that MPS for Text Messaging would be supported based on IMS Messaging as specified in TS 22.340 [4]. Priority for store and forward functionality in the service is outside the scope of the service.  The objective is to get priority when using a commercial text messaging service offering provided by operators.  

It is assumed that MPS Text Messaging will only be available to specific operator-provided applications.  

Priority for OTT Text Messaging obtained via the use of the DTS is not part of MPS Text Messaging.  

In most scenarios during an NS/EP condition, it is expected that the MPS Text Messaging is activated in response to service degradation or when the Service User is aware of network congestion.  In all cases, basic connectivity is required in advance of priority service invocation.
5
MPS for Voice Use Cases

5.1
MPS Voice during International Roaming

5.1.1
Description
In this use case, a UE is configured for MPS with a visited PLMN outside the home country as specified in TS 22.261 [5] clause 6.22.2.2.
A MPS Service User is roaming in a visited PLMN outside the home country.  The UE is configured for MPS with the MPS capable visited PLMN outside the home country based on prearranged roaming agreements between the home and visited MPS Service Providers.  The Service User turns on the UE for normal international roaming services.  As part of the normal attach and registration process, the visited PLMN verifies with the home PLMN that the UE is subscribed for international MPS.
The MPS Service User initiates a normal voice call using the MPS subscribed UE.  While network connectivity continues, the call cannot be completed or becomes unacceptable (e.g., due to network congestion).  The MPS Service User invokes MPS for the voice call.  The MPS invocation is done by the Service User inclusion of an MPS-unique identifier in the MPS capable visited PLMN as part of the request to establish a voice call.  Alternatively, the MPS Service User is aware that normal service is degraded (e.g., because of a disaster or emergency event) and immediately invokes MPS for Voice.  

The international visited MPS PLMN authenticates and authorises the MPS subscriber use of MPS.  

Once the MPS for Voice request is verified and authorized, priority treatment is provided for the media flows.

5.1.2
Pre-conditions

The following are pre-conditions for this use case:

· The MPS Service User is roaming in a visited PLMN outside the home country,

· The UE subscription in the home PLMN is configured for MPS with the visited PLMN outside the home country as specified in TS 22.261 [5] clause 6.22.2.2,

· The visited PLMN supports MPS,

· Necessary roaming agreements for international MPS are in place between the home and visited MPS Service Providers,

· The MPS capable visited PLMN is discovered and selected as part of the normal attach and registration process, based on roaming agreements between the visited PLMN outside the home country and the home PLMN,

· The home PLMN has configured the UE to discover and select a network supporting MPS when internationally roaming (e.g., the UE is configured to select a specific MPS capable visited PLMN when roaming in a country that may have multiple PLMNs where some are MPS capable and some are not MPS capable),

· The visited PLMN verifies with the home PLMN that the UE is subscribed for international MPS as part of the normal attach and registration process,

· The UE has basic network connectivity (i.e., connectivity to the visited MPS Service Provider PLMN), and

· The method for invocation of MPS for Voice is pre-determined (e.g., use of an unique service identifier for international MPS).

5.1.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User powers-on its UE in the visited PLMN outside the home country.

2. The visited PLMN verifies with the home PLMN that the UE is subscribed for international MPS as part of the normal attach / registration process.

3. The MPS Service User attempts to make a normal call using normal international roaming voice service.

4. The call is not successful or is not acceptable due to congestion.

5. The Service User invokes MPS for Voice by including a unique service identifier for international MPS as part of the request to establish a voice call.

6. The UE exchanges subscriber and authentication information with the visited MPS Service Provider PLMN. 

7. The MPS Service User is authenticated and authorized for MPS.

8. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

9. The Service User ends call.
5.1.4
Post-conditions

Upon end of the MPS Voice call, the UE returns to normal conditions (i.e., use of normal voice service).
5.1.5
Potential Impacts or Interactions with Existing Services/Features
The impacts and interactions described in clause 6.1.5 apply to this use case.  In addition, consideration needs to be given to the arrangements between partners for normal roaming services.  This use case assumes that the selected visited PLNM for normal roaming services is also the provider of MPS.
5.1.6
Potential Requirements

1. The MPS capable 3GPP system shall support means for a MPS Service User to initiate a MPS Voice call during international roaming using a UE with a subscription configured for MPS with the MPS capable visited PLMN outside the home country.  

2. The 3GPP system shall support a unique service identifier for international MPS.

3. The MPS capable 3GPP system shall support a means for the MPS capable visited PLMN to verify with the MPS capable home PLMN that a UE is authorized for international MPS.
4. The MPS capable 3GPP system shall support a means for the MPS capable visited PLMN outside the home country to authorize a MPS Voice call.

5. The MPS capable 3GPP system shall support a means for MPS Voice activation when normal service is congested at the request of the roaming MPS Service User.  

6. When MPS Voice is activated by an MPS Service User, the MPS capable 3GPP system of the visited MPS Service Provider PLMN shall provide priority treatment to the affected media flows.
6
MPS for DTS Use Cases
6.1
Basic DTS Invoked from an MPS Subscribed UE
6.1.1
Description
Using an MPS Subscribed UE, a Service User initiates a normal data communication session (e.g., for access to stored data and/or hosted applications), in support of their mission.  While network connectivity continues, the data communication becomes unacceptable (e.g., slow or interrupted download).  The MPS Service User invokes MPS for DTS to obtain priority for the data communication session.  Invocation of MPS is done using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or MPS specialized application on an MPS subscribed UE.  Alternatively, the MPS Service User is aware that normal data service is degraded (e.g., because of a disaster or emergency event) and immediately invokes MPS for DTS to initiate a priority data communication session.  

The MPS Service Provider authenticates and authorises the MPS subscriber use of MPS.  To simplify this process, a custom MPS application may automate this process.

Once the MPS session is established, priority treatment is provided for the media flows or a subset of the media flows.  The MPS Service User is able to support different communication applications (e.g., data, streaming video, email, messages) over the MPS for DTS session.

When the need for priority communications ends, the MPS Service User explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  

6.1.2
Pre-conditions

The following are pre-conditions for this use case:

· The UE has a subscription for MPS,

· The UE has basic network connectivity (i.e., connectivity to the MPS Service Provider network), and

· The method for DTS invocation is pre-determined (e.g., use of a predetermined address (i.e., URL) in a web browser for the MPS Service Provider network or use of a specialized MPS application).

6.1.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User attempts to establish a data communication using normal data service.

2. Normal data service is not established due to data service congestion.

3. The Service User invokes MPS for DTS by either (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE.

4. The UE exchanges subscriber and authentication information with the MPS Service Provider PLMN. 

5. The MPS Service User is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

7. The Service User indicates end of the DTS session using a predetermined method (e.g., (a) closing the web browser session, (b) explicit interactions, or (c) user interaction with a specialized MPS application in the UE).

6.1.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service).

6.1.5
Potential Impacts or Interactions with Existing Services/Features

Activation of the DTS when the media is congested needs to be considered.  Specifically, there is a need to be able to use a separate method for DTS activation (including any authentication/authorization) when the normal data service is congested.  

When the DTS service is activated, special QoS is provided to the bearer, which needs to:

· Prioritize the allocation of PLMN resources for the MPS session;

· Prioritize packet transport and routing; and

· Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  

6.1.6
Potential Requirements

1. The MPS capable 3GPP system shall support DTS, a generic packet priority transport service that applies independently of the specific data application being used, using an UE with an MPS subscription.  

2. The MPS capable 3GPP system shall support means for a MPS Service User to initiate a DTS session by either (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE.

3. The MPS capable 3GPP system shall support means for a MPS Service User to end a DTS session.

4. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session.

5. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the MPS Service User.  

6. When DTS is activated by an MPS Service User, the MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows.

7. If DTS is not explicitly revoked by the MPS Service User, the MPS capable 3GPP system shall automatically revoke the DTS upon UE detachment/deregistration (e.g., power down).  

6.2
DTS Invocation from a MPS subscribed UE for VPN Access to an Enterprise Network

6.2.1
Description

The MPS Service User needs to connect to an MPS capable Enterprise Network (e.g., a private corporate network) to access information critical to the mission (e.g., to download data and/or access enterprise applications such as email, text/chat/presence, voice and video).  Using normal data service, the MPS Service User attempts to establish a Virtual Private Network (VPN) connection to its MPS capable Enterprise Network but fails (e.g., because normal data service is degraded as a result of a disaster or emergency event).  The MPS Service User then retries the connection, but first invokes the DTS to have a higher probability of establishment.  

As an alternative, initial access to the MPS capable Enterprise Network may succeed but future conditions (e.g., degradation of data service) may render the connectivity ineffective.  In which case, the MPS Service User invokes DTS.  The MPS Service User may invoke the DTS without first releasing the VPN.  It is not necessary to re-establish the VPN after activating the DTS.

The MPS Service Provider PLMN authenticates and authorizes the MPS subscriber’s MPS use. Invocation of the DTS is done either using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or using a user-selectable option provided as part of the VPN client in the UE with an MPS subscription.  

Once the DTS session is established, the MPS Service User is able to use its normal process to establish the VPN connection to its MPS capable Enterprise Network.

When the need for priority communications ends, the MPS Service User explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  
NOTE:  The difference between this use case and the basic DTS use case is that this case adds priority in the network segment between the 3GPP system and the Enterprise Network.  

6.2.2
Pre-conditions

The following are pre-conditions for this use case:

· The UE has a subscription for MPS,

· The Enterprise Network is MPS capable,
· The UE has basic network connectivity (i.e., connectivity to the MPS Service Provider PLMN),

· The UEs and Enterprise Network are connected via the same MPS Service Provider PLMN, and
· The method for DTS invocation is pre-determined using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or using a user-selectable option provided as part of the VPN client in the UE.  

6.2.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User attempts to establish a VPN connection to its MPS capable Enterprise Network using normal data service.

2. The VPN connection to the MPS capable Enterprise Network is not established due to normal data service congestion.

3. The MPS Service User invokes DTS using a web browser (e.g., using a web browser to enter a predetermined address (e.g., URL)) or using a user-selectable option provided as part of the VPN client in the UE.

4. The UE exchanges subscriber and authentication information with the MPS Service Provider PLMN. 

5. The MPS Service User is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN interacts with the MPS capable Enterprise Network to establish the DTS.

7. The MPS Service Provider provides priority treatment to the affected media flows end-to-end between the UE and the MPS capable Enterprise Network.

8. The Service User indicates end of the DTS session using a predetermined method (e.g., (a) closing the web browser session (b) explicit interactions, or (c) a user-selectable option provided as part of the VPN client in the UE.

6.2.4
Post-conditions

Upon end of a DTS session, the UE returns to normal conditions (i.e., use of normal data service).

6.2.5
Potential Impacts or Interactions with Existing Services/Features

Activation of the DTS when the media is congested needs to be considered.  Specifically, there is a need to be able to use a separate method for activation (including any authentication/authorization) when the data service is congested.  

When the DTS service is activated, special QoS is provided to the bearer, which needs to:

· Prioritize the allocation of PLMN resources for the MPS session;

· Prioritize packet transport and routing; and

· Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  

6.2.6
Potential Requirements

1. The MPS capable 3GPP system shall support end-to-end DTS connection between an MPS subscribed UE and a MPS capable Enterprise Network.  

2. The MPS capable 3GPP system shall support means for a MPS Service User to activate a DTS session to a MPS capable Enterprise Network by (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a user-selectable option provided as part of the VPN client in the UE.  

3. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session.

4. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the MPS Service User. 

5. The MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the UE and MPS capable Enterprise Network when DTS to the MPS capable Enterprise Network is activated.  

6. The MPS capable 3GPP system shall support means for a MPS Service User to end a DTS session to an MPS capable Enterprise Network.

7. If DTS is not explicitly revoked by the MPS Service User, the MPS capable 3GPP system shall automatically revoke the DTS upon UE detachment/deregistration (e.g., power down).

6.3
MPS Capable Enterprise Network Activation of DTS for MPS Subscribed UEs

6.3.1
Description

This use case involves an MPS capable Enterprise Network (e.g., Government Agency) having a subscription arrangement with a MPS Service Provider PLMN identifying the Enterprise Network as an entity that can activate DTS for MPS subscribed UEs.  

The MPS capable Enterprise Network (e.g., Government Agency) needs to upgrade a data session with priority when there is network congestion (e.g., because normal data service is degraded as a result of a disaster or emergency event).  The MPS capable Enterprise Network requests the MPS Service Provider PLMN to invoke DTS for a data session associated with a UE.  

This use case also includes the case where an MPS capable Enterprise Network (e.g., Government Agency) needs to upgrade a group of data sessions (e.g., all users in an over-the-top (OTT) web meeting).  The MPS capable Enterprise Network requests the MPS Service Provider PLMN to invoke DTS for a group of data sessions.

DTS invocation done by the MPS capable Enterprise Network involves prearrangement and configuration (i.e., subscription arrangement identifying the Enterprise Network authorization for DTS) with the MPS Service Provider PLMN.

NOTE: The key differences between this use case and the other DTS use cases is that the DTS Invocation is from an MPS capable Enterprise Network instead of from a UE.  

Once DTS is established for a data session or group of data sessions, the MPS capable Enterprise Network is able to support its normal data communication services over the DTS connection (e.g., OTT web meeting).

When the need for DTS ends, the Enterprise Network explicitly revokes the DTS.  

The MPS Service Provider PLMN should automatically revoke the DTS when the connections under control of the DTS are released (e.g., when the Enterprise Network closes all the connections but fails to explicitly release the DTS).

6.3.2
Pre-conditions

The following are pre-conditions for this use case:

· The UEs accessing the MPS capable Enterprise Network have subscription for MPS,

· The Enterprise Network is MPS capable,

· The UEs and Enterprise Network are connected via the same MPS Service Provider PLMN, and
· The method for DTS invocation/revocation is pre-determined.  

6.3.3
Service Flows

The following describes the sequence of events:

1. The MPS capable Enterprise Network requests DTS from the MPS Service Provider PLMN for one or more UEs.  

2. The MPS capable Enterprise Network invocation of DTS is verified for authorization by the MPS Service Provider PLMN.

3. The MPS Service Provider PLMN establishes DTS between the Enterprise Network and affected UEs.

4. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

5. MPS capable Enterprise Network ends DTS session (or group of DTS sessions) using a predetermine method.

6.3.4
Post-conditions

Upon end of the DTS session, the Enterprise Network and UEs return to normal conditions (i.e., use of normal data service).

6.3.5
Potential Impacts or Interactions with Existing Services/Features

Enterprise Network methods for invocation/revocation of DTS, associated subscription and credential assignments (i.e., subscription arrangement identifying the Enterprise Network authorization for DTS) are capabilities that need to be considered.

When the DTS service is activated, special QoS is provided to the bearer, which needs to:

· Prioritize the allocation of PLMN resources for MPS session;

· Prioritize packet transport and routing; and

· Communicate priority to non-3GPP-specified nodes, e.g., IP routers.  

6.3.6
Potential Requirements

1. The MPS capable 3GPP system shall support MPS capable Enterprise Network activation of DTS to MPS Subscribed UEs on demand. 

2. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a specific MPS Subscribed UE.  

3. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a group of MPS Subscribed UEs.  

4. The MPS capable 3GPP system shall support security capabilities for the MPS Service Provider PLMN to verify a MPS capable Enterprise Network’s authorization for DTS.

5. The MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the MPS capable Enterprise Network and terminating end points (e.g., UEs) when DTS is activated by an authorized MPS capable Enterprise Network.  

6. The MPS capable 3GPP system shall support means for an authorized Enterprise Network end a DTS session or group of DTS sessions.

7. The MPS capable 3GPP system shall automatically end the DTS when the connections under control of the DTS session are released (e.g., when the MPS capable Enterprise closes all the connections but fails to explicitly release the DTS).
6.4
DTS Invoked during International Roaming
6.4.1
Description

A MPS Service User is roaming in a visited PLMN outside the home country.  The UE is configured for MPS with the MPS capable visited PLMN outside the home country based on prearranged roaming agreements between the home and visited MPS Service Providers.  The Service User turns on the UE for normal international roaming services.  As part of the normal attach and registration process, via interactions with the home PLMN, the visited PLMN verifies that the UE’s subscription entitles it to invoke international MPS.  It may provide an indication to the UE that this verification has occurred.

The MPS Service User initiates a normal data communication session (e.g., for access to stored data and/or hosted applications) using an MPS subscribed UE.  While network connectivity continues, the data communication becomes unacceptable (e.g., slow or interrupted download).  The MPS Service User invokes MPS for DTS to obtain priority for the data communication session.  Invocation of MPS is done using a web browser (e.g., use of a predetermined address (i.e., URL) in a web browser) or MPS specialized application on an MPS subscribed UE.  Alternatively, the MPS Service User is aware that normal data service is degraded (e.g., because of a disaster or emergency event) and immediately invokes MPS for DTS to initiate a priority data communication session.  

The international visited MPS Service Provider authenticates and authorises the MPS subscriber use of MPS, making use of subscription information obtained from the home PLMN at the time of registration.  To simplify this process, a custom MPS application may automate this process.

Once the MPS session is established, priority treatment is provided for the media flows or a subset of the media flows.  The MPS Service User is able to support different communication applications (e.g., data, streaming video, email, messages) over the MPS for DTS session.

When the need for priority communications ends, the MPS Service User explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down. 
6.4.2
Pre-conditions

The following are pre-conditions for this use case:

· The MPS Service User is roaming in a visited PLMN outside the home country,

· The UE subscription is configured for MPS with the visited PLMN outside the home country,

· The visited PLMN supports MPS,

· Necessary roaming agreements for international MPS are in place between the home and visited MPS Service Providers.  

· The MPS capable visited PLMN is discovered and selected as part of the normal attach and registration process, based on roaming agreements between the visited PLMN outside the home country and the home PLMN,

· The home PLMN has configured the UE to discover and select a network supporting MPS when internationally roaming (e.g., the UE is configured to select a specific MPS capable visited PLMN when roaming in a country that may have multiple PLMNs where some are MPS capable and some are not MPS capable),

· The visited PLMN verifies with the home PLMN that the UE is subscribed for international MPS as part of the normal attach and registration process,

· The UE has basic network connectivity (i.e., connectivity to the visited MPS Service Provider PLMN), and

· The method for DTS invocation by the user is pre-determined (e.g., use of a predetermined address (i.e., URL) in a web browser for the visited MPS Service Provider network or use of a specialized MPS application).

6.4.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User powers-on its UE in the visited PLMN outside the home country.

2. The visited PLMN verifies with the home PLMN that the UE is subscribed for international MPS as part of the normal attach / registration process.

3. The MPS Service User attempts to establish a data communication using normal international roaming data service.

4. Normal data service is not established due to data service congestion.

5. The Service User invokes MPS for DTS by either (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE.

6. The UE exchanges subscriber and authentication information with the visited MPS Service Provider PLMN. 

7. The MPS Service User is authenticated and authorized for MPS.

8. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

9. The Service User indicates end of the DTS session using a predetermined method (e.g., (a) closing the web browser session, (b) explicit interactions, or (c) user interaction with a specialized MPS application in the UE).

6.4.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service).
6.4.5
Potential Impacts or Interactions with Existing Services/Features

The impacts and interactions described in clause 6.1.5 apply to this use case.  In addition, consideration needs to be given to the arrangements between partners for normal roaming services.  This use case assumes that the selected visited PLNM for normal roaming services is also the provider of MPS.

6.4.6
Potential Requirements
1. The MPS capable 3GPP system shall support means for a MPS Service User to initiate a DTS session during international roaming using a UE configured for MPS with the MPS capable visited PLMN outside the home country.  

2. The MPS capable 3GPP system shall support means for a MPS Service User to initiate a DTS session when roaming in the UE configured visited PLMN outside the home country by either (a) using a web browser to enter a predetermined address (e.g., URL) or (b) using a specialized MPS application on the UE.

3. The MPS capable 3GPP system shall support means for a MPS Service User to end a DTS session with the MPS capable visited PLMN outside the home country.

4. The MPS capable 3GPP system shall support means for the MPS capable visited PLMN to verify with the MPS capable home PLMN that a UE is authorized for international MPS.
5. The MPS capable 3GPP system shall support means for the MPS capable visited PLMN outside the home country to authorize a DTS session.

6. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the roaming MPS Service User.  

7. When DTS is activated by an MPS Service User, the MPS capable 3GPP system of the visited MPS Service Provider PLMN shall provide priority treatment to the affected media flows.

8. MPS priority treatment shall continue following handover within the MPS capable Registered PLMN/Equivalent PLMN (RPLMN/EPLMN).

9. If DTS is not explicitly revoked by the roaming MPS Service User, the MPS capable 3GPP system of the visited MPS Service Provider PLMN shall automatically revoke the DTS upon UE detachment/deregistration (e.g., power down).  

10. During a short interruption in network connectivity, e.g., due to a radio link failure caused by poor error performance during times of radio link congestion, in anticipation of restoration of connectivity, the MPS capable 3GPP system shall retain DTS as activated for an implementation dependent time.

6.5
DTS Invoked from a Public UE

6.5.1
Description

A MPS Service User suffers loss of network connectivity due to UE failure during a mission.  This may be as simple as UE battery exhaust or could be physical damage to the UE with an MPS subscription.  The Service User borrows a public UE that does not have a subscription for MPS.  An attempt is made to initiate a data communication session (e.g., download some data and/or images using the available browser).  Recognizing that normal data service is degraded, the MPS Service User invokes MPS for DTS to obtain priority for the data communication session.    
Invocation via a Public UE is done using a browser (e.g., use of a predetermined address (i.e., URL) in a web browser).  The MPS Service Provider authenticates and authorises the MPS subscriber use of MPS.  As part of the authentication and authorization process, the Service User provides MPS credentials (e.g., a PIN or security token) specifically assigned for the purpose of obtaining MPS from a public UE (i.e., a UE that does not have an MPS subscription).
Once the MPS session is established, priority treatment is provided for the media flows or a subset of the media flows.  The MPS Service User is able to support different communication applications (e.g., data, streaming video, email, messages) over the MPS for DTS session.

When the need for priority communications ends, the MPS Service User explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  

NOTE:  The difference between this use case and the basic DTS use case is that in this case, MPS is invoked from a UE that does not have an MPS subscription.  However, the Service User has a MPS subscription with the Service Provider that is not associated with a UE (i.e., subscription to an MPS feature that allows the Service User to invoke a priority service from any device including from a fixed network access). 
6.5.2
Pre-conditions
The following are pre-conditions for this use case:

· The UE does not have subscription for MPS,

· The user has a subscription with the MPS Service Provider to permit service invocation from any UE,

· The UE has basic network connectivity (i.e., connectivity to the MPS Service Provider network), 

· The method for DTS invocation from a UE that does not have a MPS subscription is pre-determined (e.g., use of a predetermined address (i.e., URL) in a web browser for the MPS Service Provider network), and

· The method for authenticating and authorizing the MPS Service User (e.g., using a PIN or security token) is predetermined. As part of the authentication and authorization process, the Service User provides MPS credentials (e.g., a PIN or security token) specifically assigned for the purpose of obtaining MPS from a public UE (i.e., a UE that does not have an MPS subscription).
6.5.3
Service Flows

The following describes the sequence of events:

1. The MPS Service User attempts to establish a data communication using normal data service using a public UE that does not have an MPS subscription.
2. Normal data service is not established due to data service congestion.

3. The Service User invokes MPS for DTS by pre-determined method (e.g., use of a predetermined address (i.e., URL) in a web browser for the MPS Service Provider network).

4. The UE exchanges subscriber and authentication information with the MPS Service Provider PLMN assigned for the purpose of obtaining MPS from a public UE (e.g., the MPS Service User uses credentials such as a PIN or security token specifically assigned for the purpose of obtaining MPS from a public UE). 
5. The MPS Service User is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN provides priority treatment to the affected media flows.
7. The Service User indicates end of the DTS session using a predetermined method (e.g., (a) closing the web browser session, (b) explicit interactions).

6.5.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service). Any MPS related identity information temporally associated with the public UE is removed upon end of the MPS session.   
6.5.5
Potential Impacts or Interactions with Existing Services/Features

See clause 6.1.5.
6.5.6
Potential Requirements

1. The MPS 3GPP system shall support an MPS subscription that is not associated with a particular UE to allow a Service User to invoke MPS from a UE that does not have an MPS subscription.

2. The MPS capable 3GPP system shall support means for a MPS Service User to initiate a DTS session from a UE that does not have an MPS subscription using a predetermined method.

3. The MPS capable 3GPP system shall support means for a MPS Service User to end a DTS session from a UE that does not have an MPS subscription.

4. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session initiated from a UE that does not have an MPS subscription.

5. The MPS capable 3GPP system shall support a means for DTS activation from a UE that does not have an MPS subscription when data service is congested at the request of the MPS Service User.  
6. When DTS is activated by an MPS Service User using a UE that does not have an MPS subscription, the MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows.
7. MPS priority treatment shall continue following handover within the RPLMN/EPLMN.

8. If DTS is not explicitly revoked by the MPS Service User, the MPS capable 3GPP system shall automatically revoke the DTS upon UE detachment/deregistration (e.g., power down).  
9. During a short interruption in network connectivity, e.g., due to a radio link failure caused by poor error performance during times of radio link congestion, in anticipation of restoration of connectivity, the 3GPP system shall retain DTS as activated for an implementation dependent time.

6.6
DTS Invoked from a IoT Device

6.6.1
Description

An IoT device (e.g., industrial control monitor) with a subscription for MPS needs to send data to a remote server (e.g., Government Agency server) when normal data service is degraded.  The IoT device invokes MPS for DTS to obtain priority for the data communication session.

An MPS specialized application on the MPS subscribed IoT device is responsible for determining whether or not to invoke MPS for DTS in support of the data communication needs.  The MPS specialized application allows invocation/revocation of the DTS through machine interactions that may not directly involve a human Service User.
The MPS Service Provider authenticates and authorises the IoT device use of MPS.  
Once the MPS session is established, priority treatment is provided for the media flows or a subset of the media flows.  The IoT device is able to support different communication applications (e.g., data and messages) over the MPS for DTS session.

When the need for priority communications ends, the IoT device (i.e., the MPS specialized application on the IoT device) explicitly revokes MPS.  MPS is automatically revoked upon UE detachment/deregistration, e.g., power down.  
6.6.2
Pre-conditions

The following are pre-conditions for this use case:

· The IoT device has a subscription for MPS.

· The IoT device has a MPS specialized application that allows invocation/revocation of the DTS through machine interactions that may not directly involve a human Service User.  

· The IoT device has basic network connectivity (i.e., connectivity to the MPS Service Provider network), and

· The method for DTS invocation by the specialized application is pre-determined (e.g., use of a predetermined address for the MPS Service Provider network).
6.6.3
Service Flows

The following describes the sequence of events:

1. The IoT device attempts to send data to a remote server in the network using normal data service.

2. Normal data service is not able to access the remote server, due to data service congestion.

3. The MPS specialized application on the IoT device, in response to the perceived congestion, invokes MPS for DTS.

4. The IoT device exchanges subscription and authentication information with the MPS Service Provider PLMN. 

5. The IoT device is authenticated and authorized for MPS.

6. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

7. The IoT device indicates end of the DTS session using a predetermined method.
6.6.4
Post-conditions

Upon end of the DTS session, the IoT device returns to normal conditions (i.e., use of normal data service).
6.6.5
Potential Impacts or Interactions with Existing Services/Features

See clause 6.1.5.
6.6.6
Potential Requirements

1. The MPS capable 3GPP system shall support means for an IoT device to initiate a DTS session using a specialized MPS application on the IoT device.

2. The MPS capable 3GPP system shall support means for a IoT device to end a DTS session.

3. The MPS capable 3GPP system shall support means to authenticate and authorize a DTS session from an IoT device.

4. The MPS capable 3GPP system shall support a means for DTS activation when data service is congested at the request of the IoT device, i.e., the signaling to support service activation is expected to be handled with priority by the 3GPP network.  

5. When DTS is activated by an IoT device, the MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows.

6. MPS priority treatment shall continue following handover within the RPLMN/EPLMN.

7. If DTS is not explicitly revoked by the IoT device, the MPS capable 3GPP system shall automatically revoke the DTS upon IoT device detachment/deregistration (e.g., power down).  

8. During a short interruption in network connectivity, e.g., due to a radio link failure caused by poor error performance during times of radio link congestion, in anticipation of restoration of connectivity, the 3GPP system shall retain DTS as activated for an implementation dependent time.

6.7
MPS Capable Enterprise Network Activation of DTS for MPS Subscribed IoT Devices

6.7.1
Description

This use case involves an MPS capable Enterprise Network (e.g., Government Agency) having a subscription arrangement with a MPS Service Provider identifying the Enterprise Network as an entity that can activate DTS for MPS subscribed IoT devices whose subscriptions permit MPS invocation via a specific Enterprise customer.  

The MPS capable Enterprise Network (e.g., Government Agency) needs to upgrade a data session with priority when there is network congestion (e.g., because normal data service is degraded as a result of a disaster or emergency event).  For example, an IoT application server (e.g., Government IoT management or application server) in the MPS capable Enterprise Network needs to send data or pull data from a remote IoT device when normal data service is degraded.  The MPS capable Enterprise Network requests the MPS Service Provider PLMN to invoke DTS for a data session associated with the IoT device.  

This use case also includes the case where an MPS capable Enterprise Network (e.g., Government Agency) needs to upgrade a group of data sessions (e.g., an OTT IoT application for a group of IoT devices).  The MPS capable Enterprise Network requests the MPS Service Provider to invoke DTS for a group of data sessions.

DTS invocation done by the MPS capable Enterprise Network involves prearrangement and configuration (i.e., subscription arrangement identifying the Enterprise Network authorization for remote activation of DTS in IoT devices) within the MPS Service Provider PLMN.  For example, a MPS specialized application hosted in the MPS capable Enterprise Network (e.g., IoT application server) may be responsible for determining whether or not to invoke MPS for DTS.  The MPS specialized application allows invocation/revocation of the DTS through machine interactions that may not directly involve a human Service User.
NOTE: The key differences between this use case and the other IoT use case in subclause 6.6 is that the DTS invocation is from an MPS capable Enterprise Network instead of from the IoT device.  

Once DTS is established for a data session or group of data sessions, the MPS capable Enterprise Network is able to support its normal data communication services over the DTS connection (e.g., OTT IoT application).

When the need for DTS ends, the Enterprise Network explicitly revokes the DTS.  

The MPS Service Provider PLMN should automatically revoke the DTS when the connections under control of the DTS are released (e.g., when the Enterprise Network closes all the connections but fails to explicitly release the DTS).
6.7.2
Pre-conditions

The following are pre-conditions for this use case:

· The IoT devices accessing the MPS capable Enterprise Network have subscription for MPS, are active, and have basic network connectivity (i.e., connectivity to the MPS Service Provider network),

· The Enterprise Network is MPS capable, and has a MPS specialized application that allows invocation/revocation of the DTS in remote IoT devices that are active through machine interactions that may not directly involve a human Service User,

· The IoT devices and Enterprise Network are connected via the same MPS Service Provider PLMN, and

· The method for DTS invocation/revocation is pre-determined.  

6.7.3
Service Flows

The following describes the sequence of events:

1. The MPS capable Enterprise Network requests DTS from the MPS Service Provider PLMN for one or more IoT devices using a specialized MPS application for IoT.  

2. The MPS capable Enterprise Network invocation of DTS is verified and authorized by the MPS Service Provider PLMN.

3. The MPS Service Provider PLMN establishes DTS to permit priority communication between the Enterprise Network and affected IoT devices.

4. The MPS Service Provider PLMN provides priority treatment to the affected media flows.

5. MPS capable Enterprise Network ends the DTS session (or group of DTS sessions) using a predetermine method.
6.7.4
Post-conditions

Upon end of the DTS session, the Enterprise Network and UEs return to normal conditions (i.e., use of normal data service).
6.7.5
Potential Impacts or Interactions with Existing Services/Features

The impacts and interactions described in clauses 6.1.5 and 6.3.5 applies. 
6.7.6
Potential Requirements

1. The MPS capable 3GPP system shall support MPS capable Enterprise Network activation of the DTS for remote MPS Subscribed IoT devices on demand. 

2. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a specific MPS Subscribed IoT device.  

3. The MPS capable 3GPP system shall support means for a MPS capable Enterprise Network to activate DTS for a group of MPS Subscribed IoT devices.  

4. The MPS capable 3GPP system shall support security capabilities for the MPS Service Provider PLMN to verify and authorize DTS for MPS Subscribed IoT devices.

5. The MPS capable 3GPP system (i.e., MPS Service Provider PLMN) shall provide priority treatment to the affected media flows end-to-end between the MPS capable Enterprise Network and terminating IoT devices when DTS is activated by an authorized MPS capable Enterprise Network.  

6. The MPS capable 3GPP system shall support means for an authorized Enterprise Network to end the DTS priority treatment of an IoT device while continuing basic connectivity towards the IoT device.

7. The MPS capable 3GPP system shall support means for an authorized Enterprise Network to end the DTS priority treatment of a group of IoT devices while continuing basic connectivity towards the IoT devices.

8. The MPS capable 3GPP system shall automatically end the DTS when the connections under control of the DTS session are released (e.g., when the MPS capable Enterprise closes all the connections but fails to explicitly release the DTS).

9. During a short interruption in network connectivity, e.g., due to a radio link failure caused by poor error performance during times of radio link congestion, in anticipation of restoration of connectivity, the 3GPP system shall retain DTS as activated for an implementation dependent time.
6.8
MPS for DTS QoS and Media Encryption Modifications
6.8.1
Description

This use case describes the need for a Service User to communicate Quality of Service (QoS) related needs to a MPS capable 3GPP system for an established MPS for DTS session. As described in other use cases, once a MPS for DTS session has been successfully established, different communication applications (e.g., media types) can be supported over the MPS for DTS session.  For example, voice, video, data, text messages (e.g., SMS).  In addition, in certain cases the Service User would need to encrypt the media supported over the MPS for DTS session (e.g., secure voice).

A Service User (or server with MPS subscription) was able to successfully establish a MPS for DTS session (see clauses 6.1, 6.2 and 6.3 for example DTS invocations).   The Service User was then able to conduct several data transactions over the active DTS session (e.g., email, data download etc).  The Service User now needs to support a voice or video communication over the DTS session.  The Service User indicates to the MPS capable 3GPP system the Quality of Service (QoS) needs or modifications needed for the new media type for the active DTS session.  The MPS 3GPP system makes the needed QoS modifications to support the new media type (i.e., voice or video).  The Service User is now able to support the voice or video communication over the active DTS session.

After a MPS for DTS session was successfully established, the Service User (or server with MPS subscription) now needs to support a secure communication (i.e., encryption of the media flows) over the DTS session.  The Service User indicates to the MPS capable 3GPP system the Quality of Service (QoS) needs or modifications needed for the new media encryption for the active DTS session.  The MPS 3GPP system makes the needed QoS modifications to support the new media encryption.  The Service User is now able to support the secure communication (i.e., media encryption) over the active DTS session.
6.8.2
Pre-conditions

The following is the pre-condition for this use case:

· A MPS for DTS session has been successfully established and is active.

6.8.3
Service Flows

The following describes the sequence of events:

1. MPS for DTS session was established successfully.
2. The Service User uses the active MPS for DTS session to conduct data transactions (e.g. email, webpage download, etc).  
3. The Service User now needs to make a voice or video communication or support a secure communication (i.e., media encryption) over the active MPS for DTS session using an Over The Top (OTT) application (specifically this is not a call using the operator-controlled IMS infrastructure).

4. The Service User sends a request to the MPS capable 3GPP system indicating need to support new media type (s) or media encryption and the associated QoS.

5. The MPS capable 3GPP system verifies authorization for the requested modification and makes the necessary network modifications to support the requested QoS for the media flows or a subset of the media flows. 
6. The Service User receives indication from the MPS capable 3GPP system that the request for QoS modifications were successful.

7. The MPS Service User proceeds to make a voice or video or secure communication (i.e., media encryption) over the active MPS for DTS session.

6.8.4
Post-conditions

Upon end of the DTS session, the UE returns to normal conditions (i.e., use of normal data service).
6.8.5
Potential Impacts or Interactions with Existing Services/Features

The impacts and interactions described in clauses 6.1.5, 6.2.5 and 6.3.5 apply to this use case.  
6.8.6
Potential Requirements
1. An MPS capable 3GPP system shall be capable of supporting a set of default QoS characteristics for an active MPS for DTS session. 

2. An MPS capable 3GPP system shall support an API to allow an MPS Service User to request QoS modifications for an active MPS for DTS session to support Over The Top (OTT) application.

3. An MPS capable 3GPP system shall be capable of verifying authorization for a requested QoS modification to an active MPS for DTS session.
4. An MPS capable 3GPP system shall be capable of making authorized QoS modifications for the media flows or a subset of the media flows of an active MPS for DTS session.  
5. An MPS capable 3GPP system shall support an API to provide an MPS Service User with an indication that a requested QoS modification of an active MPS for DTS session was successful.
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