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Introduction
This work item enables the following enhancements to the support for Non-Public Networks (NPN):
-
Support for accessing a Stand-alone Non-Public Network (SNPN) using credentials from a Credentials Holder (CH)
-
Support for Onboarding of UEs 
-
Support of IMS voice and emergency services for SNPN
-
NPN support for Video, Imaging and Audio for Professional Applications (VIAPA)
NOTE:
the support of NPN was introduced in rel-16 by the WI Vertical_LAN with UID 830042.

Description
Support for accessing an SNPN using credentials from a CH
A UE can be configured with user or CH controlled prioritized list of information, SNPN identifiers or Group IDs for Network selection (GINs), enabling the UE to discover SNPNs supporting access using credentials from a CH. 

If the UE selects and accesses the SNPN, the CH is involved in the primary authentication and for authorizing the access to the SNPN.

The CH can either include 5GC NFs e.g. AUSF and UDM (if the CH is an SNPN or a PLMN) or include a AAA server.

Support for Onboarding of UEs

Onboarding of UEs allows the UE to access an Onboarding Network (ONN) for the purpose of provisioning the UE with SNPN credentials and other information to enable the UE to select and access a desired SNPN. It also allows provisioning the UE with credentials for Network Slice-Specific Authentication and Authorization (NSSAA) or secondary authentication/authorization. Provisioning of the UE is done via User Plane connectivity.
To be able to provision SNPN credentials in a UE, as the 5GS requires security to be enabled the UE needs to use some already available credentials to access a 5GS, i.e. either:

1.
The UE has Default UE credentials in which case the UE selects an SNPN as ONN and then the UE registers using Registration Type set to "SNPN Onboarding" that enables the 5GC to restrict the connectivity to Onboarding service e.g. using a dedicated S-NSSAI within the network.
2.
The UE uses existing PLMN or SNPN credentials in which case the UE uses the existing credentials to get access connectivity to a PLMN or SNPN.

During the PDU Session establishment the UE can get one or more addresses to one or more Provisioning Server(s) that the UE access over the User Plane for getting provisioning with the SNPN credentials and additional information to get connectivity to the SNPN.
Support of IMS voice and emergency services for SNPN

Support for IMS voice and emergency services is enabled e.g. allowing the UE to select an SNPN in limited service to access IMS emergency services.
Informative description how an SNPN can deploy an IMS or how one or more independent IMS providers can be used by an SNPN. 

NPN support for Video, Imaging and Audio for Professional Applications (VIAPA)

Informative description how a UE accessing an overlay network via an underlay network, see figure X, can be kept in CM-CONNECTED state in the overlay network.
Informative description how session/service continuity between SNPN and PLMN can be achieved when the UE has a subscription for a PLMN and for an SNPN and accessing one network as overlay network using the other network as underlay network. 

Informative description how to support QoS differentiation for User Plane IPsec Child SA in an underlay network.
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Figure x: Example with a PLMN acting as underlay network and SNPN as overlay network
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